Title: LOCAL SERVERS FOR MANAGING PROXY SETTINGS IN INTERMITTENT NETWORKS

Abstract: A local server for managing proxy settings in an intermittent network may include a processor, and a memory communicatively coupled to the processor. The local server may also include an internet connection manager to manage data transfer from the internet to the local server, and a wireless local area network (LAN) access point to communicatively couple at least one local client device to the local server. The local server may also include a local network manager to, when executed by the processor, manage a network including the local client device to use the local server as a proxy server, and a configuration manager to automatically configure the local client device.
LOCAL SERVERS FOR MANAGING PROXY SETTINGS
IN INTERMITTENT NETWORKS

BACKGROUND

[0001] Access to large amounts of data obtainable via computing networks such as the Internet has become ubiquitous throughout many portions of the world. The Internet may provide vast amounts of knowledge. In this manner, networks may be used to educate individuals through access to educational sources made available over the Internet.

BRIEF DESCRIPTION OF THE DRAWINGS

[0002] The accompanying drawings illustrate various examples of the principles described herein and are part of the specification. The illustrated examples are given merely for illustration, and do not limit the scope of the claims.
[0003] Fig. 1 is a block diagram of a local sever for managing proxies in an intermittent network, according to an example of the principles described herein.
[0004] Fig. 2 is a block diagram of a local sever for managing proxies in an intermittent network, according to an example of the principles described herein.
[0005] Fig. 3 is a flowchart showing a method of managing proxies in an intermittent network, according to an example of the principles described herein.
[0006] Fig. 4 is a flowchart showing a method of managing proxies in an intermittent network, according to an example of the principles described herein.
[0007] Fig. 5 is a flowchart showing a method of managing proxies in an intermittent network, according to an example of the principles described herein.

[0008] Fig. 6 is a flowchart showing a method of managing proxies in an intermittent network, according to an example of the principles described herein.

[0009] Throughout the drawings, identical reference numbers designate similar, but not necessarily identical, elements. The figures are not necessarily to scale, and the size of some parts may be exaggerated to more clearly illustrate the example shown. Moreover, the drawings provide examples and/or implementations consistent with the description; however, the description is not limited to the examples and/or implementations provided in the drawings.

DETAILED DESCRIPTION

[0010] In many other areas of the world, access to, for example, the Internet, is not available or is at least intermittent, is plagued with slow upload and download speeds, and is expensive. There are several reasons as to why these areas of the world do not have quality access to the internet, including lack of network infrastructure, and economies of those countries experiencing low internet connectivity, among other issues. Thus, as mentioned above, some areas in the world may suffer from limited or intermittent access to a network such as the internet, and internet, any portion of the world-wide-web, or an intranet. Because of this lack of access, many aspects of that area of the world may suffer including its economy, its communication with other areas of the world, and the education of its inhabitants. For example, in many kindergarten through grade 12 (K-12) schools in emerging or developing countries, there may exist limited or no access to internet. Teachers and students often rely on digital media freely available as a learning resource. These types of learning resources may include Open Education Resources (OERs) such as KHAN ACADEMY online learning website available at https://www.khanacademy.org, or teaching curriculum disseminated by governmental education agencies.
However, in schools of emerging or developing countries where access to the Internet is intermittent, these types of online resources are not made available because of the lack of reliable access to the Internet and the resources provided thereon. Examples described herein provide a solution for easy deployment and configuration of a local network, with or without access to the Internet that significantly simplifies sharing of digital content within the local network such as a school. Examples described herein optimize the bandwidth available to the local network, while maximizing the utilization of computing and printing resources via the local network. Examples described herein describe managing an intermittent network connection by detecting when there is a connection, downloading program and data updates, and delivering those updates to the individual local devices as well as obtaining and storing device statistics, detecting when there is a connection, and uploading the device statistics to a server outside the network. Although the examples described herein are described as being used in the context of a school, the examples may be employed in any environment where access to the Internet is desired.

In some instances, a school within an emerging or developing country in which access to the Internet may be intermittent, slow, or non-existent, competent IT administrators capable of installing and administering local networks including servers and client devices may be few and far between. Since no reliable network exists in these types of areas, the demand for such IT administrators is very low. Thus, ability to configure local client devices, server devices, and local networks makes it difficult for the residents of these areas to benefit from the internet.

Examples described herein provide a local server for managing proxy in an intermittent network. The local server may include a processor, and a memory communicatively coupled to the processor. The local server may also include an internet connection manager to manage data transfer from the Internet to the local server, and a wireless local area network (LAN) access point to communicatively couple at least one local client device to the local server. The local server may also include a local network manager to, when executed by the processor, manage a network including the local client device.
to use the local server as a proxy server, and a configuration manager to automatically configure the local client device.

[0014] The configuration manager automatically configures the proxy settings of a browser of the local client device. The local server restricts the local client device from accessing the internet directly; the local client device accesses the internet through the local server. The local network manager downloads a configuration file. The configuration file includes instructions for the local server to manage the local client device.

[0015] The local server includes a discovery manager to discover the local client devices in the LAN. The configuration manager installs a local agent on the local client device, the local agent defining how the local client device communicates with the local server. The local server restricts the local client device from accessing the internet only through the local server. The local server downloads data from the internet, and pushes that data to the local client device, as appropriate. The data downloaded by the local server comprises of executable programs, data files, video files, audio files, audio-video files, documents, or combinations thereof. The timing of the data downloaded by the local server is managed by the local server based on quality and speed of a connection to the internet.

[0016] The local server, when access to the internet is obtained, downloads a configuration file, the configuration file comprising instructions for the local server to manage the local client devices. The local server includes an update manager to determine what files are stored on the local client device, and push missing or outdated files to the local client device. The files include at least one executable application. The update manager instructs the local client device to install the at least one executable application. The update manager stores at least one web page obtained from the internet locally, and serves the at least one web page to the local client device to mitigate the intermittent network connection. Further, the update manager determines available disk space on the local client device, and transfers data to the local client device to optimize utilization of the LAN by the local client device based on the available disk space on the local client device. The local server also includes an analytics
manager to retrieve and analyze anonymized analytics data from the local client device.

[0017] Examples described herein provide a method of managing proxy in an intermittent network. The method may include, with a local network manager executed by a processor of a local server, managing at least one local client device to use the local server as a proxy server by assigning the local client device’s browser setting pointing back to the local server. The method may also include automatically configuring the local client device, and installing a local agent on the local client device, the local agent defining how the local client device communicates with the local server.

[0018] The method may further include, with a discovery manager executed by the processor, communicatively coupling the local client device to a local area network (LAN) access point of the local server, and with an update manager, determining what data is stored on the local client device and push missing data downloaded by the local server from the internet to the local client device. The method may further include, with an analytics manager, retrieving analytics data from the local client device.

[0019] Examples described herein provide a computer program product for managing an intermittent network. The computer program product may include a computer readable storage medium including computer usable program code embodied therewith. The computer usable program code may, when executed by a processor and with a configuration manager, automatically configuring the local client device, and installing a local agent on the local client device, the local agent defining how the local client device communicates with the local server.

[0020] The computer program product may also include computer usable program code to, when executed by the processor and with a local network manager, manage at least one local client device to use the local server as a proxy server by assigning the local client device’s browser setting pointing back to the local server. The computer program product may also include computer usable program code to, when executed by the processor and with a discovery manager executed by the processor, communicatively couple the local client
device to a local area network (LAN) access point of the local server. Further, the computer program product may also include computer usable program code to, when executed by the processor and with an update manager, determine what data is stored on the local client device and push missing data downloaded by the local server from the internet to the local client device. Still further, the computer program product may also include computer usable program code to, when executed by the processor and with an analytics manager, retrieve analytics data from the local client device.

As used in the present specification and in the appended claims, the term “intermittent” when referring to a network is meant to be understood broadly as any instance in which access to the network is discontinuous or access to the network is not economically desirable. The network may be intermittent when the bandwidth for upload and download speeds is not sufficient to serve those individuals who are seeking to access the network, or when the network simply does not work at all times during a period of time.

As used in the present specification and in the appended claims, the term “manager” when referring to a computing is meant to be understood broadly as any combination of computing device and/or associated computer readable or computer executable code that manages and schedules at least one process executed by a processing device.

Turning now to the figures, Fig. 1 is a block diagram of a local sever (101) for managing proxies in an intermittent network, according to an example of the principles described herein. The local server (101) acts as a proxy server to at least one local client device (150-1, 150-2, 150-n, collectively referred to herein as 150). A proxy server may be any server computing device that acts as an intermediary for requests from the local client devices (150) seeking resources from other servers such as those that make up the Internet. A client (150) may connect to the local server (101) acting as a proxy server, request some service, such as a file, a connection, a web page, or other resource available from a different server and the proxy server may evaluate the request as a way to simplify and control its complexity. Proxy servers add
structure and encapsulation to distributed computing systems, and may act as web proxies facilitating access to content on the World Wide Web.

[0024] The local server (101) may execute server applications that cause the local server (101) to function as a server computing device. Further, the local server (101) may include disk space sufficient to both store executable programs used or the instantiation of a local area network (LAN), the transfer of data between computing devices within and external to the LAN, and storage of data that may be pushed to local client devices (150) or maintained on the local server (101) for access by the local client devices (101).

[0025] Any number of local client devices (150) may be coupled to the local server (101), and the "n" denoted in local client device (150-n) indicates that any number of local client devices (150) from one to infinity may be communicatively coupled to the local server (101). The local client devices (150) may be any electrical device that may be coupled to the local server (101) such as, for example, desktop computing devices, laptop computing devices, tablet computing devices, mobile phones such as smart phones, printing devices, communications devices such as modems and routers, other computing devices, and combinations thereof. In an example where the setting for the local server (101) is a K-12 school, the local server (101) may be coupled to at least one printing devices for printing curriculum out for students, and may be coupled to at least one student computing devices where the students receive learning resources from the local server (101) on their student computing devices. The Internet (180), local server (101), and local client devices (150) form an overall system (100) that may be used to manage data transfer and usage within an intermittent network environment.

[0026] The local server (101) may be communicatively coupled to each of the local client devices (150) via at least one client device communication links (151-1, 151-2, 151-3, collectively referred to herein as 151). These client device communication links (151) may be any type of wired or wireless communication link, such as, for example, a Wi-Fi wireless local area networking (LAN) connection based on the IEEE 802.11 standards or a BLUETOOTH wireless
technology standard. In this manner, the local server (101) and the local client devices (150) form a local area network (LAN).

The local server (101) may be coupled to an external network such as the Internet (180) where the local server (101) is able to upload and download data to and from other server devices that service the internet through an internetwork communication link (181). The internetwork communication link (181) may be any wired or wireless communication link that allows the local server (101) to access at least one of the external servers located on the internet. Because the computing network environment in which the local server (101) and local client devices (150) are implemented includes an intermittent connection to the internet (180), the local server may restrict the local client devices’ (150) access to the Internet. Allowing the local client devices (150) to access the Internet (180) directly may be ineffective and futile since the intermittent access may not allow for uploads to or downloads from the Internet (180) to be accomplished. Thus, in the examples described herein, the local client devices (150) may not be allowed to directly access any network outside the LAN formed by the local server (101) and the local client devices (150).

The local server (101) may include a processor (102) and a memory device (103) communicatively coupled to the processor (102). Further, the local server (101) may also include an internet connection manager (124) to manage data transfer from the Internet (180) to the local server (101). A wireless local area network (LAN) access point (160) may also be included in the local server (101) to communicatively couple at least one of the local client devices (150) to the local server (101).

The local server may also include a local network manager (115) to, when executed by the processor (102), orchestrate all activities within the local server (101) including managing the LAN which includes the local client devices (150). In this manner, the local network manager (115) creates a network environment in which the local client devices (150) to use the local server (101) as a proxy server. As described in connection with Fig. 1 and throughout the description, the local network manager (115) serves to orchestrate the execution of a number of software and hardware elements
within the local server including the internet connection manager (124), the configuration manager (121), and the LAN access point (180) as depicted in Fig. 1.

[0030] The local server (101) may also include a configuration manager (121) to automatically configure the local client devices (150) communicatively coupled to the local server (101). The local server (101), as described herein, may be provided to, for example, a school within an emerging or developing country in which access to the internet (180) may be intermittent, slow, or nonexistent. In these situations, competent IT administrators capable of installing and administering the local server (101) may be few and far between. Thus, the ability of the configuration manager (121) of the local server (101) to automatically configure the local client devices (150) communicatively coupled to the local server (101) reduces or eliminates IT administrator work that may otherwise be used to install and manage the system (100) and the local server (101). In this manner, the configuration manager (121) eliminates the guesswork in installing and managing the local server (101) and reduces costs associated with such a task. More regarding the configuration manager (121) is described herein in connection with Fig. 2.

[0031] Fig. 2 is a block diagram of the local server (101) for managing proxy in an intermittent network, according to an example of the principles described herein. Similar elements present in the local server (101) of Figs. 1 and 2 are described above in connection with Fig. 1 and will be further described in connection with Fig. 2. The local server (101) may be utilized in any data processing scenario including, stand-alone hardware, mobile applications, through a computing network, or combinations thereof. Further, the local server (101) may be used in a computing network, a public cloud network, a private cloud network, a hybrid cloud network, other forms of networks, or combinations thereof where the local server (101) functions as a proxy server to the local client devices (150) in an intermittent network environment. In one example, the methods provided by the local server (101) may be provided as a service over a network by, for example, a third party. In this example, the service may include, for example, the following: a Software as
a Service (SaaS) hosting a number of applications; a Platform as a Service
(PaaS) hosting a computing platform comprising, for example, operating
systems, hardware, and storage, among others; an Infrastructure as a Service
(IaaS) hosting equipment such as, for example, servers, storage components,
network, and components, among others; application program interface (API) as
a service (APIaaS), other forms of network services, or combinations thereof.
The present systems may be implemented on one or multiple hardware
platforms, in which the modules in the system can be executed on one or across
multiple platforms. Such modules can run on various forms of cloud
technologies and hybrid cloud technologies or offered as a SaaS (Software as a
service) that can be implemented on or off the cloud. In another example, the
methods provided by the local server (101) may be executed by a local
administrator.

[0032] To achieve its desired functionality, the local server (101) includes
various hardware components. Among these hardware components may be at
least one processor (102), at least one data storage device (103), at least one
peripheral device adapter (104), and at least one network adapter (105). These
hardware components may be interconnected through the use of at least one
busses and/or network connections. In one example, the processor (102), data
storage device (103), peripheral device adapters (104), and a network adapter
(105) may be communicatively coupled via a bus (110).

[0033] The processor (102) may include the hardware architecture to
retrieve executable code from the data storage device (103) and execute the
executable code. The executable code may, when executed by the processor
(102), cause the processor (102) to implement at least the functionality of
discovering the local computing devices (150) within the LAN of the system
(100), configuring the local client devices (150) within the LAN, updating
software and content stored on the local computing devices (150), retrieving and
analyzing analytics information from the local computing devices (150) within
the LAN, receiving relevant data from the Internet (180) and optimize bandwidth
usage to obtain the data, orchestrate all the activities within the local server
(101), communicate with the local client devices (150), perform other functions
described herein, and combinations thereof, according to the systems and methods described herein. In the course of executing code, the processor (102) may receive input from and provide output to a number of the remaining hardware units.

[0034] The data storage device (103) may store data such as executable program code that is executed by the processor (102) or other processing device. As described herein, the data storage device (103) may specifically store computer code representing a number of applications that the processor (102) executes to implement at least the functionality described herein.

[0035] The data storage device (103) may include various types of memory modules, including volatile and nonvolatile memory. For example, the data storage device (103) of the present example includes Random Access Memory (RAM) (106), Read Only Memory (ROM) (107), and Hard Disk Drive (HDD) memory (108). Many other types of memory may also be utilized, and the present specification contemplates the use of many varying type(s) of memory in the data storage device (103) as may suit a particular application of the principles described herein. In certain examples, different types of memory in the data storage device (103) may be used for different data storage needs. For example, in certain examples the processor (102) may boot from Read Only Memory (ROM) (107), maintain nonvolatile storage in the Hard Disk Drive (HDD) memory (108), and execute program code stored in Random Access Memory (RAM) (106).

[0036] The data storage device (103) may include a computer readable medium, a computer readable storage medium, or a non-transitory computer readable medium, among others. For example, the data storage device (103) may be, but not limited to, an electronic, magnetic, optical, electromagnetic, infrared, or semiconductor system, apparatus, or device, or any suitable combination of the foregoing. More specific examples of the computer readable storage medium may include, for example, the following: an electrical connection having a number of wires, a portable computer diskette, a hard disk, a random-access memory (RAM), a read-only memory (ROM), an erasable programmable read-only memory (EPROM or Flash memory), a portable
compact disc read-only memory (CD-ROM), an optical storage device, a magnetic storage device, or any suitable combination of the foregoing. In the context of this document, a computer readable storage medium may be any tangible medium that can contain, or store computer usable program code for use by or in connection with an instruction execution system, apparatus, or device. In another example, a computer readable storage medium may be any non-transitory medium that can contain or store a program for use by or in connection with an instruction execution system, apparatus, or device.

[0037] The hardware adapters (104, 105) within the local server (101) enable the processor (102) to interface with various other hardware elements, external and internal to the local server (101). For example, the peripheral device adapters (104) may provide an interface to input/output devices, such as, for example, a display device, a mouse, or a keyboard. The peripheral device adapters (104) may also provide access to other external devices such as an external storage device, a number of network devices such as, for example, servers, switches, and routers, the local client devices (150), other types of computing devices, and combinations thereof.

[0038] The peripheral device adapters (103) may also create an interface between the processor (102) and local client device (150) that is a printing device, or other media output device. The network adapter (104) may provide an interface to other computing devices within, for example, a network, thereby enabling the transmission of data between the local server (101) and other devices located within the network.

[0039] The local server (101) may also include a LAN access point (160) to communicatively couple at least one of the local client devices (150) to the local server (101). The Lan access point (160) may be any networking hardware that allows a Wi-Fi- or hardline-enabled device to connect to the LAN created by the local server (101) and the local client devices (150). In one example, the LAN access point (160) may be a communications router.

[0040] The local server (101) further includes a number of executable modules (115, 120, 121, 122, 123, 124) used in the implementation of the local server (101). The various modules (115, 120, 121, 122, 123, 124) within the
local server (101) include executable program code that may be executed separately. In this example, the various modules may be stored as separate computer program products. In another example, the various modules (115, 120, 121, 122, 123, 124) within the local server (101) may be combined within a number of computer program products; each computer program product comprising a number of the modules (115, 120, 121, 122, 123, 124).

[0041] The local server (101) may include a local network manager (115) to, when executed by the processor (102), orchestrate all the activities within the local server (101). The local network manager (115) may coordinate various events across all the other modules (120, 121, 122, 123, 124) within the local server (101) such as, for example, a discovery manager (120), a configuration manager (121), an update manager (122), an analytics manager (123), and an internet connection manager (124). Each of these other modules (120, 121, 122, 123, 124) will now be described in more detail.

[0042] The discovery manager (120) discovers the local client devices (150) within a local area of the local server (101) that may be connected to the LAN via the LAN access point (160). Further, the discovery manager (120) may also monitor for the following events: (1) Event DM-1 ("a new local client device (150) requests for an IP address in the local area network"), (2) Event DM-2 ("a local client device (150) sends a dynamic host configuration protocol (DHCP) internet protocol (IP) address renewal request"), and (3) Event DM-3 ("send probes in the LAN to discover new local client devices (150)"). In this manner, the discovery manager (120) of the local server (101), when executed by the processor (102), identifies and communicatively couples the local client devices (105) to the local server (101). In one example, the discovery manager (120) discovers the local client devices (150) within the LAN in an autonomous manner. With this autonomous discovery, the discovery manager (120) may reduce or eliminate IT administrator work to set the system (100) up for use within the intermittent network.

[0043] Once the local client devices (150) are discovered by the discovery manager (120), the local client devices (150) may be configured by the processor (102) executing the configuration manager (121). The
configuration manager (121) configures the local client devices (150) including, for example, computing devices and printing devices in the LAN to maximize the ease-of-setup of local client devices (150) in LAN while minimizing IT administration overhead. In many emerging or developing countries, access to competent IT administrators may be rare and may increase expenses associated with providing the LAN via the local server (101). The configuration manager (121) may track, for example, applications and content that are to be present on the local client devices (150). For example, in a scenario where the LAN is provided for a school, every local client device (150) operated by a student and/or teacher may be configured using the configuration manager (121). The configuration manager (121) may also host offline copies of OER content for use by the student and/or teacher who are operating the local client devices (150). In one example, the configuration manager (121) may monitor a number of events including the following.

[0044] Event CM-1 (“internal: Notification from the local network manager (115) about a new computing device discovered in the local network”). The configuration manager (121), when notified of a new local client device (150) in the LAN, may determine whether the new local client device (150) has the applications for the given scenario installed thereon. For example, in the school classroom setting, the configuration manager (121) may determine if the new local client device (150) has the applications used within the learning environment of the classroom. If the configuration manager (121) determines that the new local client device (150) does not have installed at least one of the applications, the configuration manager (121) may push the relevant applications to the new local client device (150) for installation.

[0045] The configuration manager (121) may also determine how much disk-space is available in the new local client device (150). If there is sufficient space, the configuration manager (121) may send data such as, core curriculum content to the new local client device (150). In this manner, the configuration manager (121) optimizes disk-utilization across all network devices including the data storage device (103) of the local server (101) and the data storage of the local client devices (150). Further, the configuration manager (121) ensures all
the local client devices (150) have access to the right content with minimal performance issues for the users of the local client devices (150) such as, for example, teachers and/or students in the classroom.

[0046] The configuration manager (121) may also configure the browser(s) of the new local client device (150) such that web-proxy setting of the browser points back to the local server (101). This ensures that if the new local client device (150), another local client device (150), or the local server (101) downloaded specific content from the Internet in an intermittent internet scenario, the local server (101) tracks the content, and serves it to other local client devices (101) when requested. This prevents duplicated download of the same content, thereby conserving bandwidth.

[0047] In one example, the local server (101) may be sent to a recipient within an area of the world that experiences intermittent network connectivity preloaded with data including executable programs and content. In this example, the preloaded content may be served by the local server (101) to the local client devices (101) when requested. Further, in this example, the content may be designated by a teacher as content that is to be pushed to the local client devices (101) at a certain point in the teaching of the students who use the local client devices (101).

[0048] Further, the configuration manager (121) of the local server (101) may also configure the browser(s) of the new local client device or the other local client devices (150) by adding individual bookmarks and quick-access-links to each of the offline-OERs that the local server (101) hosts for the local client devices (150). Thus, a student and/or teacher may easily access the OER material through the browser of his or her respective local client device (150).

[0049] Further, the configuration manager (121) may monitor Event CM-2 ("Internal: Notification from the local network manager (115) about a new printing device discovered in the local network"). As described herein, the local client devices (150) may include printing devices. The configuration manager (121) may monitor for and configure the printing device discovered by the discovery manager (120) such that the local server (101) and the local client devices (150) may utilize the functionality of the printing device.
Still further, the configuration manager (121) may cause a local agent (152-1, 152-2, 152-n, collectively referred to herein as 152) to be downloaded and installed on each of the local client devices (150). The local agent may cause the local client devices (150) to communicate with local server (101). In other words, the local agent (152) defines how the local client devices (150) communicate with the local server (101). The local agent (152) may monitor the following events. Event LA-1 ("respond to the local server's (101) multicast discovery packet"). This event allows the discovery manager (120) to discover the local client devices (150) and causes the local client devices (150) to begin communications with the local server (101). Another event may include Event LA-2 ("Respond to the local server's (101) request to configure the local client devices (150)"). This event allows the configuration manager (121) to communicate with the local client devices (150) to configure the local client devices (150) as described herein. Another event may include Event LA-3 ("Respond to the local server's (101) request to update the local client devices (150)"). This event allows the update manager (122) to update the content and applications on the local client devices (150) as described herein. Further, another event may include Event LA-4 ("Respond to the local server's (101) request to upload analytics data"). This event allows the analytics manager (123) to request, retrieve, and analyze analytics information from the local client devices (150) within the LAN and transmit that analytics data to external servers on the internet (180) as described herein.

The configuration manager (121) may perform its functions described herein autonomously. This autonomous configuration of the local client devices (150) reduces or eliminates IT administrator work to configure the local client devices (150) and set the system (100) up for use within the intermittent network.

The update manager (122), when executed by the processor (102), downloads data from the Internet (180) for the local client devices (150), may determine what data is stored on the local client devices (150), and may push missing data to the local client devices (150) in response to a determination that the local client devices (150) are communicatively coupled to
the local server (101) as described herein. The update manager (122) may update software that is executed on the local client devices (150). Further, the update manager (122) may update data such as, for example, curriculum content in the local client devices (150) to maximize the ease-of management of the local client devices (150) within the LAN while minimizing any information technology (IT) administration overhead for managing content in the local client devices (150). The update manager (122) may also manage a local copy of the core curriculum content on the local server (101). For example, the update manager (122) may monitor the following events. “Event UM-1 (“Internal: Notification from the local network manager (115) about a new content update available for computing devices”). Further, the update manager (122) may monitor Event UM-2 (“internal: Notification from the local network manager (115) about a new application update available for computing devices”). The update manager (122) may receive these notifications from the local network manager (115) on a regular basis or as the updates are made available. Further, the update manager may send instructions to the local client devices (150) to install any executable programs such as applications on the local client devices (150). Thus, the update manager (122) may facilitate in the updating of content and applications that are present on the local client devices (150).

[0053] Further, the update manager (122), when executed by the processor (102), downloads data from the Internet (180) for the local client devices (150), may determine what data is stored on the local client devices (150), and may push missing data to the local client devices (150) in response to a determination that the local client devices (150) are communicatively coupled to the local server (101). The update manager (122) may update software that is executed on the local client devices (150). Further, the update manager (122) may update data such as, for example, curriculum content in the local client devices (150) to maximize the ease-of management of the local client devices (150) within the LAN while minimizing any information technology (IT) administration overhead for managing content in the local client devices (150). Throughout the examples described herein, the downloaded content may include executable programs, video files, audio files, audio-video files,
documents, other types of data, and combinations thereof. Further, the content may include web pages. In this example, the update manager (122) described herein may store at least one web page obtained from the internet (180) on the local server (101), and serve the at least one web page to the local client devices (150) to mitigate the intermittent network connection.

[0054] The update manager (122) may also manage a local copy of the core curriculum content on the local server (101). For example, the update manager (122) may monitors the following events (1) "Event UM-1 ("Internal: Notification from Local Network Manager (LNM) about a new content update available for computing devices"); and (2) Event UM-2 ("Internal: Notification from Local Network Manager (LNM) about a new application update available for computing devices"). Thus, the update manager (122) may facilitate in the updating of content and software applications that are present on the local client devices (150).

[0055] The analytics manager (123), when executed by the processor (102), requests, retrieves, and analyzes analytics information from the local client devices (150) within the LAN including, for example, computing devices and printing devices. In one example, the analytics manager (123) may monitor for Event AM-1 ("send notification to the local client devices (150) to retrieve device and user analytics information"). In one example, the device and user analytics information requested, retrieved, and analyzed by the analytics manager (123) may be made anonymous so as to protect the identity of the local client device (150) and/or the user. The analytics data may be sent by the analytics manager (123) and the local server (101) to other server devices outside the system (100) located on the Internet (180). This analytics data may be used to determine the manner in which the users are utilizing the local client devices (150).

[0056] The local server (101) may also include an Internet connection manager (124) to manage data transfer from the Internet (180) to the local server (101) as described herein. In other words, the internet connection manager (124) manages and schedules data transfer from the internet (180) to the local server (101) based at least on the availability of a connection to the
Internet. A wireless local area network (LAN) access point (160) may also be included in the local server (101) to communicatively couple at least one of the local client devices (150) to the local server (101). The internet connection manager (124) may receive relevant data from the internet (180) and optimize bandwidth usage to achieve the download. if the local server (101) is not connected to Internet (180), this module may remain dormant. The internet connection manager (124) may monitor the following events. A first event may include Event iCM-1 ("check for any content or application updates in a number of pre-defined websites"). Thus, the internet connection manager (124) may determine whether any content or applications obtained from the internet (180) contain updates. Another event may include Event iCM-2. ("a notification from local network manager (115) to upload analytics data obtained by the analytics manager (123) to the internet"). Thus, in this manner, the internet connection manager (124) assists the other modules (115, 120, 121, 122, 123) in performing their tasks and doing so by identifying when access to the intermittent connection to the Internet (180) is available or when a most economical or expeditious transfer of data to and from external server devices present within the Internet (180).

[0057] In one example, the intermittent access to the Internet (180) may be made available to the local server (101) at certain predesignated times of the day as a type of periodic throttling of access to the internet (180). In another example, the intermittent access to the Internet (180) may be a result of a payment plan in which data transfers are payable by the megabyte or gigabyte of data uploaded or downloaded. Still further, the intermittent access to the internet (180) may be a result of insufficiently reliable infrastructure within the hardware that makes up the internet (180). In any of the situations or similar situations, the internet connection manager (124) may identify when a connection to the internet (180) has or may be established, and uploads and downloads data as described herein at those times when the connection to the internet is available.

[0058] In one example, the local server (101) executing the update manager (122), for example, may monitor for and download a configuration file.
The downloaded configuration file may define instructions as to how the local server (101) is to manage the local client devices (150), and may include updates to the modules (115, 120, 121, 122, 123, 124). Further, the downloaded configuration file may provide instructions as to which resources including content and applications available on the Internet (180) should be downloaded to the local server (101) and/or pushed to the local client devices (150). These instructions may be provided by an IT administrator who services a plurality of local servers (101) and who may be instructed by a controlling organization or individual such as a ministry of education employee or a private curriculum administrator.

[0059] When the local server (101) is powered on, the local server (101) may Initialize the LAN access point (180) to provide internet protocol (IP) addresses to requesting computing and printing devices among the local client devices (150). In one example, DHCP may be used as the protocol to initiate this communication link between the local server (101) and the local client devices (150). The local server (101), executing the discovery manager (120), may periodically send out local multicast packets to discover any statically-configured computing and/or printing devices among the local client devices (150) within the LAN. The local server (101) may track all the devices in the LAN and update the list of connected local client devices (150) at a pre-configured frequency.

[0060] When the local server (101) discovers at least one local client device (150), the local server (101) may, by executing the configuration manager (121) and update manager (122), query each of the local client devices (150) and record its capabilities including its processing capabilities, operating system (OS), total and available disk space, and a list of applications installed on the local client devices (150) and content stored on the local client devices (150). In an example where the local client device (150) is a printing device, the local server (101) may determine the printing device’s capabilities including, for example, if the printing device can print in color, if the printing device can print in black and white, if the printing device can perform duplex printing, of the printing device can scan documents, other printing device
capabilities, and combinations thereof. This discovery of capabilities of the local client devices (150) serves to minimize the use of IT administration in installing and rendering functional the local server (101). In many emerging and developing areas of the world, it may prove difficult to find individuals with the knowledge to set up a computer network, and the local server's (101) ability to self-install and self-configure the LAN reduces or eliminates IT administration. A self-aware local server (101) and associated network takes the guess-work out of device discovery and mapping along with any additional or subsequent device management.

[0061] For each of the local client devices (150) that the local server (101) identifies in the LAN, the local server (101) performs a number of activities while executing the configuration manager (121) and the update manager (122). First, the local server (101) ensures that each of the local client devices (150) have all the relevant applications installed. This minimizes the IT administration overhead for managing individual devices. Further, the local server (101) ensures that the local client devices (150) have a local copy of core content such as core curriculum content when the local client devices (150) are capable of storing the core content. This ensures that the users of the local client devices (150) such as students and teachers have the content accessible the quickest way without any network-related latency problems.

[0062] The local server (101) also makes sure that the local client devices' (150) browser settings have the correct web-proxy setting, pointing the local client devices (150) back to the local server (101). This ensures optimal usage of network resources in the LAN and eliminates unnecessary duplicate downloads of content from the Internet, thereby saving valuable bandwidth. Further, the local server (101) ensures that the browsers of the local client devices (150) have individual bookmarks and quick-access-links to each of the offline-GER that the local server (101) hosts for the users. This ensures that the users such as the students and teachers can quickly and easily access local OER content. The local server (101) thus creates a self-aware local cloud that minimizes IT administration involvement and takes the guesswork away from
device configuration so that teachers and students will find their local client devices (150) performing as expected without any human intervention.

[0063] The local server (101) also tracks the OS version and application versions in each of the local client devices (150). Executing the update manager (122), the local server (101) updates individual local client devices (150) without downloading the same update from the Internet multiple times, thereby saving valuable bandwidth. Further, the local server (101) keeps track of content versions in each of the local client devices (150). As there is updated content from publishers and education organizations such a department of ministry of education, the local server (101) downloads the content and any updates to that content once and pushes the content to all the local client devices (150). In one example, content may also be uploaded to the local server (101) locally through a universal serial bus (USB) storage device, and the local server (101), executing the update manager (122), is responsible to push the updated content to all relevant computing devices. In this example, the source of the content may simply send the USB storage device to an individual associated with the local server (101) with instructions to communicatively couple the USB storage device to the local server (101). One aspect of enterprise IT administration work is to ensure that all devices in the LAN are up-to-date. For a system with minimal, intermittent, or no internet connectivity, the local server assists in updating all the local client devices (150) and content stored therein by downloading relevant updates once, and propagating them across devices, saving bandwidth.

[0064] Further, the local server (101) may collect anonymous usage data for users and the local client devices (150) such as the computing and printing devices by executing the analytics manager (123). The local server (101) may sort them in pre-defined ways, and upload them to, for example, an education organization’s data-cloud or other appropriate cloud-location. This assists the education organization in justifying their investments in the deployment of the local server (101) and associated local client devices (150) in, for example, a K-12 school, without adding extra work for teachers, principals and other educational administrators to collect and report data.
[0065] Fig. 3 is a flowchart showing a method (300) of managing proxies in an intermittent network, according to an example of the principles described herein. The method (300) may include, with the local network manager (115) executed by the processor (102) of the local server (101), managing (block 301) at least one local client device (150) to use the local server (101) as a proxy server by assigning the local client device’s browser setting pointing back to the local server.

[0066] A configuration manager (121) may be executed by the processor (102) to automatically configure (block 302) the local client devices (150). Here, automatically configuring the local client devices (150) means configuring the local client devices (150) without an IT administrator or other user instructing the local server (101) to do so. The configuration manager (121) may also install (block 303) a local agent (152) on each of the local client devices (150). The local agent (152) defines how the local client devices (150) communicates with the local server (101).

[0067] Fig. 4 is a flowchart showing a method (400) of managing proxies in an intermittent network, according to an example of the principles described herein. The method (400) may include managing (block 401) at least one local client device (150) to use the local server (101) as a proxy server. The local network manager (115) orchestrates all activities within the local server (101) including managing the LAN which includes the local client devices (150). The discovery manager (120) may be executed to discover (block 402) the local client devices (150) within a local area of the local server (101) that may be connected to the LAN via a LAN access point (180).

[0068] The method (400) may also include automatically configuring (block 403) the local client devices (150) in the LAN by executing the configuration manager (121) where the configuration manager installs a local agent on the local client device, the local agent defining how the local client device communicates with the local server. Further, the configuration manager (121) may identify what content and applications the local client devices (150) have, checks what disk space each local client device (150) has, configures browsers on the local client devices (150) to have a web-proxy setting that
points to the local server (101) and adds bookmarks and quick-access links to
the browsers to at least one offline OER content stored on the local server
(101), and configures any printing devices that are identified as local client
devices (150) within the LAN.

Further, the update manager (122) may be executed by the
processor (102) to send (block 404) data downloaded from the Internet (180) by
the local server to the local client devices (150). The update manager (122)
may download data from the internet (180) for the local client devices (150),
determine what data is stored on the local client devices (150), and push
missing data to the local client devices (150) in response to a determination that
the local client devices (150) are communicatively coupled to the local server
(101).

With the analytics manager (123), the local server (101) may
retrieve (block 405) analytics data from the local client devices (150) within the
LAN. The analytics manager (123) may also transmit that analytics data to
external servers on the internet (180).

The method (400) of Fig. 4 may also include managing (block 406)
data transfer from the internet (180) to the local server (101) by executing the
internet connection manager (124). A wireless local area network (LAN) access
point (160) communicatively couples at least one of the local client devices
(150) to the local server (101). The internet connection manager (124) may
receive relevant data from the internet (180) and optimize bandwidth usage to
achieve the download. If the local server (101) is not connected to Internet
(180), the internet connection manager (124) may remain dormant. The internet
connection manager (124) may determine whether any content or applications
obtained from the internet (180) contain updates, and assists the other modules
(115, 120, 121, 122, 123) in performing their tasks and doing so by identifying
when access to the intermittent connection to the Internet (180) is available or
when a most economical or expeditious transfer of data to and from external
server devices present within the Internet (180).

Fig. 5 is a flowchart showing a method (500) of managing proxies
in an intermittent network, according to an example of the principles described
herein. The method (500) may include, with the configuration manager (121) executed by the processor (102) of a local server (101), automatically configuring (blocks 501) the local client device (150). The method (500) may also include with the configuration manager (121) executed by the processor (102), installing (block 502) a local agent (152) on the local client device (150). The local agent (152) defines how the local client device (150) communicates with the local server (101).

[0073] Fig. 6 is a flowchart showing a method (800) of managing proxies in an intermittent network, according to an example of the principles described herein. Similar elements present in the method depicted in Figs. 4 and 6 are described above and will be further described in connection with Fig. 6. Specifically, blocks 401-402 and 404-408 are identical to Figs. 601-802 and 805-607, respectively. However, at block 603, the method (800) may also include, with the configuration manager (121), automatically configuring (block 603) the local client devices (150) in the LAN. At block 804, the method (804) may also include installing (block 604) a local agent (152) on the local client devices (150). The local agent (152) defines how the local client devices (150) communicate with the local server (101). In addition, the configuration manager (121) may identify what content and applications the local client devices (150) have, checks what disk space each local client device (150) has, configures browsers on the local client devices (150) to have a web-proxy setting that points to the local server (101) and adds bookmarks and quick-access links to the browsers to at least one offline OER content stored on the local server (101), and configures any printing devices that are identified as local client devices (150) within the LAN.

[0074] Aspects of the present system and method are described herein with reference to flowchart illustrations and/or block diagrams of methods, apparatus (systems) and computer program products according to examples of the principles described herein. Each block of the flowchart illustrations and block diagrams, and combinations of blocks in the flowchart illustrations and block diagrams, may be implemented by computer usable program code. The computer usable program code may be provided to a processor of a general-
purpose computer, special purpose computer, or other programmable data processing apparatus to produce a machine, such that the computer usable program code, when executed via, for example, the processor (102) of the local server (101) or other programmable data processing apparatus, implement the functions or acts specified in the flowchart and/or block diagram block or blocks. In one example, the computer usable program code may be embodied within a computer readable storage medium; the computer readable storage medium being part of the computer program product. In one example, the computer readable storage medium is a non-transitory computer readable medium.

[0075] In the examples described herein, the local server (101) may be sent to a recipient within an area of the world that experiences intermittent network connectivity, and may be preloaded with data including executable programs and content. In this example, because access to the Internet (180) may be so sporadic and intermittent, it may be difficult for the local server (101) to connect to the Internet (180) long enough to even download or upload data as described herein. Thus, a private company or government entity such as a ministry of education may purchase the local server (101), store the applications and content on the local server (101), and send the preloaded local server (101) to the intended destination. For example, if the intended destination is a school located in an area of a country where little or no access to the Internet (180) is available, the local server (101) may work for its intended purpose anyway with the desired data preloaded on the local server (101).

[0076] The specification and figures describe a local server for managing proxy settings in an intermittent network. The local server may include a processor, and a memory communicatively coupled to the processor. The local server may also include an internet connection manager to manage data transfer from the internet to the local server, and a wireless local area network (LAN) access point to communicatively couple at least one local client device to the local server. The local server may also include a local network manager to, when executed by the processor, manage a network including the local client device to use the local server as a proxy server, and a configuration manager to automatically configure the local client device.
The local server described herein utilizes a host of modules to significantly reduce the overhead of installing technology in an area where access to the Internet is intermittent or where no bandwidth is available to connect to Internet, and also supports all local client devices including computing and printing devices in the process. This complete, close-loop and workable solution creates an easy-to-deploy and easy-to-manage system that, for example, school administrators and educational organizations may count on to deliver superior learning and teaching experiences to students and teachers, even when there is limited or no Internet access.

The preceding description has been presented to illustrate and describe examples of the principles described. This description is not intended to be exhaustive or to limit these principles to any precise form disclosed. Many modifications and variations are possible in light of the above teaching.
WHAT IS CLAIMED IS:

1. A local server for managing proxy settings in an intermittent network, comprising:
   a processor;
   a memory communicatively coupled to the processor;
   an internet connection manager to manage data transfer from the internet to the local server;
   a wireless local area network (LAN) access point to communicatively couple at least one local client device to the local server;
   a local network manager to, when executed by the processor, manage a network comprising the local client device to use the local server as a proxy server; and
   a configuration manager to automatically configure the local client device.

2. The local server of claim 1, wherein the configuration manager automatically configures the proxy settings of a browser of the local client device.

3. The local server of claim 1, wherein the local server restricts the local client device from accessing the internet directly.

4. The local server of claim 1, wherein the local network manager downloads a configuration file, the configuration file comprising instructions for the local server to manage the local client device.

5. The local server of claim 1, comprising a discovery manager to discover the local client device in the LAN.
6. The local server of claim 1, wherein the configuration manager installs a local agent on the local client device, the local agent defining how the local client device communicates with the local server.

7. The local server of claim 1, wherein the local server restricts the local client device from accessing the internet through the local server directly.

8. The local server of claim 1, wherein the local server:
   - downloads data from the internet; and
   - pushes that data to the local client device, and
   - wherein the data downloaded by the local server comprises executable programs, data files, video files, audio files, audio-video files, documents, or combinations thereof.

9. The local server of claim 6, wherein the timing of the data downloaded by the local server is managed by the local server based on quality and speed of a connection to the internet.

10. The local server of claim 1, wherein the local server, when access to the internet is obtained, downloads a configuration file, the configuration file comprising instructions for the local server to manage the local client device(s).

11. The local server of claim 1, comprising an update manager to:
    - determine what files are stored on the local client device; and
    - push missing files to the local client device.

12. The local server of claim 11, wherein the files comprise at least one executable application and wherein the update manager instructs the local client device to install the at least one executable application.

13. The local server of claim 11, wherein the update manager:
    - stores at least one web page obtained from the internet locally; and
serves the at least one web page to the local client device to mitigate the intermittent network connection.

14. The local server of claim 11, wherein the update manager:
   determines available disk space on the local client device; and
   transfers data to the local client device to optimize utilization of the LAN by the local client device based on the available disk space on the local client device.

15. The local server of claim 1, comprising an analytics manager to retrieve and analyze anonymized analytics data from the local client device.

18. A method of managing proxy in an intermittent network, comprising:
   with a local network manager executed by a processor of a local server:
   managing at least one local client device to use the local server as a proxy server by assigning the local client device’s browser setting pointing back to the local server;
   automatically configuring the local client device; and
   installing a local agent on the local client device, the local agent defining how the local client device communicates with the local server.

17. The method of claim 18, comprising:
   with a discovery manager executed by the processor, communicatively coupling the local client device to a local area network (LAN) access point of the local server; and
   with an update manager, determining what data is stored on the local client device and push missing data downloaded by the local server from the internet to the local client device.

18. The method of claim 18, comprising, with an analytics manager, retrieving analytics data from the local client device.
19. A computer program product for managing proxy in an intermittent network, the computer program product comprising:

  a computer readable storage medium comprising computer usable program code embodied therewith, the computer usable program code to, when executed by a processor:

  with a configuration manager executed by a processor of a local server:
  
  automatically configuring the local client device; and
  
  installing a local agent on the local client device, the local agent defining how the local client device communicates with the local server.

20. The computer program product of claim 19, comprising computer usable program code to, when executed by the processor:

  with a local network manager, manage at least one local client device to use the local server as a proxy server by assigning the local client device’s browser setting pointing back to the local server;

  with a discovery manager executed by the processor, communicatively couple the local client device to a local area network (LAN) access point of the local server;

  with an update manager, determine what data is stored on the local client device and push missing data downloaded by the local server from the internet to the local client device; and

  with an analytics manager, retrieve analytics data from the local client device.
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