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CROSS-REFERENCE

[0001] This application claims priority from co-pending U.S. Patent Application No. 14/264,728 filed 29 April 2014, and entitled "SYSTEMS AND METHODS FOR SECURITY PACKAGE DELIVERY" and assigned to the assignee hereof.

BACKGROUND

[0002] Advancements in media delivery systems and media-related technologies continue to increase at a rapid pace. Increasing demand for media has influenced the advances made to media-related technologies. Computer systems have increasingly become an integral part of the media-related technologies. Computer systems may be used to carry out several media-related functions. The wide-spread access to media has been accelerated by the increased use of computer networks, including the Internet and cloud networking.

[0003] Many homes and businesses use one or more computer networks to generate, deliver, and receive data and information between the various computers connected to computer networks. Users of computer technologies continue to demand increased access to information and an increase in the efficiency of these technologies. Improving the efficiency of computer technologies is desirable to those who use and rely on computers.

[0004] With the wide-spread use of computers and mobile devices has come an increased presence of premises automation and home security products. Advancements in mobile devices allow users to monitor a home or business. Information related to secure package delivery, however, is not always readily available. As a result, benefits may be realized by providing systems and methods for secure package delivery in relation to premises automation systems.

DISCLOSURE OF THE INVENTION

[0005] According to at least one embodiment, a computer-implemented method for enabling secure delivery of a package to a designated delivery area of a premises is described. In one embodiment, information regarding a delivery of a package to a premises may be received, a delivery person arriving at the premises
may be detected, and instructions may be provided to the delivery person regarding how to deliver the package to the designated delivery area within the premises.

[0006] In one embodiment, upon verifying information associated with the delivery person (e.g., identity, temporary access code, etc.), the delivery person may be granted access to the delivery area. Additionally, or alternatively, upon verifying that at least one monitored locking mechanism of the premises is in a locked position, the delivery person may be granted access to the delivery area. At least one image (e.g., photos and/or video) may be captured of the delivery person in the delivery area placing the package at the designated delivery location.

[0007] In some embodiments, one or more photo and/or video images of the delivery area may be captured and image analysis may be performed on one or more captured images to enable the identification of a designated delivery location within the designated delivery area by detecting an indicator of the designated delivery location. In one embodiment, an occupant of the premises may be requested to select a delivery area and to specify a location within the delivery area where the package is to be placed by the delivery person. In some embodiment, a captured image may be analyzed to determine whether access to the designated delivery location is obstructed. Upon determining access to the designated delivery location is obstructed, a notification may be generated, the notification including information regarding the detected obstruction.

[0008] In some embodiments, a location of an occupant of the premises may be determined. Upon determining the location of the occupant is beyond a predefined distance of the premises, a type of delivery may be automatically selected. The type of delivery may specify a location at the premises where the package is to be placed by the delivery person. Upon determining the location of the occupant is within a predefined distance of the premises, the occupant may select a type of delivery.

[0009] Upon determining the package is delivered securely, a delivery notification may be sent. The delivery notification may include at least one element of information regarding the delivery of the package, one or more images of the delivered package (photo and/or video), and/or a system security overview. Upon detecting the occupant approaching the premises subsequent to the delivery of the pack-
age, a reminder notification may be sent. The reminder notification may include at least one element of a reminder that the package is delivered, information regarding the delivery of the package, and/or an image of the delivered package.

[0010] A computing device configured for secure package delivery is also described. The device may include a processor and memory in electronic communication with the processor. The memory may store instructions that may be executable by the processor to receive information regarding a delivery of a package to a premises, detect a delivery person arriving at the premises, and provide instructions to the delivery person regarding how to deliver the package to the designated delivery area within the premises.

[0011] A computer-program product for secure package delivery is also described. The computer-program product may include a non-transitory computer-readable medium that stores instructions. The instructions may be executable by the processor to receive information regarding a delivery of a package to a premises, detect a delivery person arriving at the premises, and provide instructions to the delivery person regarding how to deliver the package to the designated delivery area within the premises.

[0012] Features from any of the above-mentioned embodiments may be used in combination with one another in accordance with the general principles described herein. These and other embodiments, features, and advantages will be more fully understood upon reading the following detailed description in conjunction with the accompanying drawings and claims.

**BRIEF DESCRIPTION OF THE DRAWINGS**

[0013] The accompanying drawings illustrate a number of exemplary embodiments and are a part of the specification. Together with the following description, these drawings demonstrate and explain various principles of the instant disclosure.

[0014] FIG. 1 is a block diagram illustrating one embodiment of an environment in which the present systems and methods may be implemented;

[0015] FIG. 2 is a block diagram illustrating one example of a secure delivery module;
[0016] FIG. 3 is a block diagram illustrating one example of a premises for enabling the secure delivery of a package to the premises;

[0017] FIG. 4 is a flow diagram illustrating one embodiment of a method for secure package delivery;

[0018] FIG. 5 is a flow diagram illustrating one embodiment of a method for granting a delivery person access to a designated delivery area of a premises; and

[0019] FIG. 6 depicts a block diagram of a computer system suitable for implementing the present systems and methods.

[0020] While the embodiments described herein are susceptible to various modifications and alternative forms, specific embodiments have been shown by way of example in the drawings and will be described in detail herein. However, the exemplary embodiments described herein are not intended to be limited to the particular forms disclosed. Rather, the instant disclosure covers all modifications, equivalents, and alternatives falling within the scope of the appended claims.

BEST MODE(S) FOR CARRYING OUT THE INVENTION

[0021] The systems and methods described herein relate to premises automation. More specifically, the systems and methods described herein relate to secure delivery of a package to a designated delivery area within a premises. Currently, several drawbacks exist with the current delivery model. For example, the typical delivery to a home or residence includes the delivery person approaching the front door, knocking on the door and/or ringing the doorbell, waiting for an occupant to answer the door, and leaving the package near the doorstep if no one answers the door. In most cases, the delivery person simply knocks on the door and leaves the package on the door step without waiting for someone to answer the door. This delivery model leaves the package vulnerable to theft as the package may be easily visible from the street. Theft of delivered packages from door steps is a significant problem during the holiday season when the number of package deliveries increases dramatically.

[0022] Another issue with the current delivery model is that some packages require a signature in order for the delivery person to release custody of the package. In these cases, the delivery person will wait for someone to answer the door after
knocking. However, if no one answers the door, the delivery person may leave a note indicating that an attempt was made to deliver the package and that the delivery person will return on a specified day to attempt again to deliver the package. If no one answers the door on the second delivery attempt, the delivery person will leave a note indicating that the recipient may pick up the package at a designated delivery location. This current structure results in additional costs and inconvenience to both delivery companies as well as the recipients of the packages.

[0023] Accordingly, the present systems and methods resolve these and other issues by enabling the secure delivery of packages to a designated delivery area within the premises. Even when no one is home or present at a business, a delivery person may be enabled to deliver a package to a designated area of a premises without granting the delivery person full access to the premises. For example, an automated system may grant the delivery person access to a garage area of a premises while ensuring all other access points to the premises area are locked and secure (e.g., ensuring the door from inside the premises to the garage area is locked, etc.). In another example, an automated system may grant the delivery person access to a lobby of a business while ensuring other access points to the business are locked and secure. In addition, the system may monitor the delivery area while the delivery person is delivering the package, capturing one or more photo and/or video images of the delivery area which may be captured and sent to one or more occupants of the premises in real-time to enable the occupant to monitor the delivery in-progress.

[0024] FIG. 1 is a block diagram illustrating one embodiment of an environment 100 in which the present systems and methods may be implemented. In some embodiments, the systems and methods described herein may be performed on a device (e.g., device 105). The environment 100 may include a device 105, a server 110, a sensor 125, a mobile computing device 130, a premises automation controller 135, and a network 115 that allows the device 105, the server 110, the mobile computing device 130, premises automation controller 135, and sensor 125 to communicate with one another.

[0025] Examples of the device 105 may include a remote actuated locking mechanism, a remote actuated garage door controller, a remote actuated gate con-
controller, mobile computing device, smart phone, personal computing device, computer, server, etc.

[0026] Examples of the server 110 may include a server administered by a delivery company (e.g., UPS, FedEx, DHL, etc.), a server administered by a premises automation and/or security company, and the like. Accordingly, in some embodiments, environment 100 includes connections to two or more servers (e.g., a connection to a delivery company server and a connection to a premises security company, etc.). Examples of the premises automation controller 135 may include a dedicated premises automation computing device (e.g., wall-mounted controller), a personal computing device (e.g., laptop, desktop, etc.), a mobile computing device (e.g., tablet computing device, smart phone, etc.), and the like.

[0027] Examples of sensor 125 include a camera sensor, audio sensor, forced entry sensor, shock sensor, proximity sensor, boundary sensor, light beam sensor, three-dimensional (3-D) sensor, motion sensor, smoke sensor, glass break sensor, door sensor, window sensor, carbon monoxide sensor, accelerometer, global positioning system (GPS) sensor, Wi-Fi positioning system sensor, capacitance sensor, radio frequency sensor, near-field sensor, temperature sensor, heartbeat sensor, breathing sensor, oxygen sensor, carbon dioxide sensor, brain wave sensor, movement sensor, voice sensor, and the like. Sensor 125 may represent one or more separate sensors or a combination of two or more sensors in a single device. For example, sensor 125 may represent one or more camera sensors and one or more motion sensors connected to environment 100. Additionally, or alternatively, sensor 125 may represent a combination sensor such as both a camera sensor and a motion sensor integrated in the same device. Sensor 125 may be integrated with a facial recognition system. Although sensor 125 is depicted as connecting to device 105 over network 115, in some embodiments, sensor 125 may connect directly to device 105.

[0028] Additionally, or alternatively, sensor 125 may be integrated with a home appliance or fixture such as a light bulb fixture. Sensor 125 may include an accelerometer to enable sensor 125 to detect a movement. For example, sensor 125 may be attached to a set of golf clubs in a garage area. Sensor 125 may include a wireless communication device enabling sensor 125 to send and receive data and/or information to and from one or more devices in environment 100. Additionally, or
alternatively, sensor 125 may include a GPS sensor to enable sensor 125 to track a location of sensor 125 attached to an asset. Sensor 125 may include a proximity sensor to enable sensor to detect a proximity of a person relative to an object to which the sensor is attached and/or associated. In some embodiments, sensor 125 may include a forced entry sensor (e.g., shock sensor, glass break sensor, etc.) to enable sensor 125 to detect an attempt to enter an area by force. Sensor 125 may include a siren to emit one or more frequencies of sound (e.g., an alarm).

[0029] In some configurations, the device 105 may include a secure delivery module 140. Although the components of the device 105 are depicted as being internal to the device 105, it is understood that one or more of the components may be external to the device 105 and connect to device 105 through wired and/or wireless connections. In some embodiments, an application may be installed on mobile computing device 130, the application enabling a user to interface with a function of device 105, secure delivery module 140, premises automation controller 135, and/or server 110.

[0030] In some embodiments, device 105 may communicate with server 110 via network 115. Example of networks 115 include cloud networks, local area networks (LAN), wide area networks (WAN), virtual private networks (VPN), wireless networks (using 802.11, for example), cellular networks (using 3G and/or LTE, for example), etc. In some configurations, the network 115 may include the internet. It is noted that in some embodiments, the device 105 may not include a secure delivery module 140. For example, device 105 may include logic and/or executable instructions that enables device 105 to interface with premises automation controller 135, mobile computing device 130, and/or server 110. In some embodiments, device 105, mobile computing device 130, premises automation controller 135, and server 110 may include a secure delivery module 140 where at least a portion of the functions of secure delivery module 140 are performed separately and/or concurrently on device 105, mobile computing device 130, premises automation controller 135, and/or server 110. Likewise, in some embodiments, a user may access the functions of device 105 and/or premises automation controller 135 (directly or through device 105 via secure delivery module 140) from mobile computing device 130. For example, in some embodiments, mobile computing device 130 includes a mobile applica-
that interfaces with one or more functions of device 105, premises automation controller 135, secure delivery module 140, and/or server 110.

[0031] In some embodiments, server 110 may be coupled to database 120. Database 120 may include delivery information 145. For example, device 105 may access delivery information 145 in database 120 over network 115 via server 110. Database 120 may be internal or external to the server 110. In one example, device 105 may be coupled directly to database 120, database 120 being internal or external to device 105.

[0032] Secure delivery module 140 may allow a user to control (either directly or via premises automation controller 135), from a subscription-content media set top box, an aspect of the home of the user, including security, locking or unlocking a door, checking the status of a door, locating a person or item, controlling lighting, thermostat, cameras, and the like. Further details regarding the secure delivery module 140 are discussed below.

[0033] FIG. 2 is a block diagram illustrating one example of a secure delivery module 140-a. Secure delivery module 140-a may be one example of secure delivery module 140 depicted in FIG. 1. As depicted, secure delivery module 140-a may include monitoring module 205, notification module 210, a detection module 215, a management module 220, an analysis module 225, and a location module 230.

[0034] In one embodiment, monitoring module 205 may receive information regarding a delivery of a package to a premises such as home or business. The information received may include a delivery company name, delivery person information (e.g., delivery person name, photo ID, work ID, etc.), a unique code associated with the company (e.g., barcode, QR code, etc.), a unique code associated with the delivery person, scheduled date of delivery, an expected time of delivery (e.g., a window of time), tracking number, number of packages, weight of each package, dimensions of each package, etc. In some cases, monitoring module 205 may be granted access to a user account associated with a delivery company. Thus, in some cases, monitoring module 205 may query delivery information by accessing the user account, from which monitoring module 205 may receive notices of expected deliveries, real-time updates to the delivery information, real-time notices of a delivery person's arrival at the premises, etc. In some cases, notification module
210 may generate one or more notifications based on the received information regarding a delivery of a package to the premises.

[0035] In one example, detection module 215 may detect a delivery person arriving at the premises. In some cases, monitoring module 205 may determine a location of a delivery vehicle. The location of the delivery vehicle may be determined by a location device on the delivery vehicle such as a global positioning system (GPS), the delivery person providing information regarding his or her location (e.g., present delivery location, next delivery location, etc.), and the like. Accordingly, monitoring module 205 may receive information indicating that the delivery vehicle is at and/or within a predefined distance of the premises. Detection module 215 may be configured to recognize a delivery vehicle, a delivery uniform, a delivery company logo, etc. Thus, in some cases, upon receiving information indicating the delivery vehicle is at or near the premises, detection module 215 may scan captured images to detect a delivery vehicle and/or delivery person.

[0036] In some cases, the delivery person may ring a doorbell and/or knock on the door of the premises and/or trigger a motion detector. Upon detecting the delivery person at the door, a camera may capture a photo and/or video image of delivery person. The detection module 215 may compare a captured image to an image of the delivery person provided by the delivery company (e.g., a photo ID of the delivery person provided in the information received by the monitoring module 205). In some cases, an automated system (e.g., a prerecorded message, a voice simulated message, etc.) may request that the delivery person stare into the camera in order to capture an image with a similar viewpoint as that of an image of the delivery person provided by the delivery company. Additionally, or alternatively, a delivery person may be instructed to place an identification card in relation to the camera. The identification card may include a photo ID of the delivery person, a delivery person name, a company name, a company logo, a unique code (e.g., barcode, QR code, etc.), short-range communication capabilities (e.g., radio frequency ID (RFID), near-field communication (NFC), etc.), and the like. Upon receiving data from and/or capturing an image of the identification card, the detection module 215 may use any combination of the captured information (e.g., photo ID, name, barcode, RFID, etc.) to verify the identity of the delivery person. In some cases, such as when the deliv-
ery person arrives outside an expected period of time, additional verification may be requested.

[0037] In some embodiments, before granting the delivery person access to a secure delivery area, the detection module 215 may request the delivery company verify the location of the delivery person. For example, secure delivery module 140-a may query a server of the delivery company (e.g., server 110) to determine the current location of the delivery vehicle associated with the expected delivery. Additionally, or alternatively, before granting the delivery person access to a secure delivery area, the detection module 215 may request that the occupant approve granting the delivery person access to the secure delivery location. For example, the occupant may receive a real-time notification regarding the arrival of the delivery person to the premises. Thus, the occupant may receive a live audio and/or photo and/or video image feed of the delivery in progress. In some cases, the occupant may be enabled to communicate with the delivery person in real-time (e.g., between the occupant's mobile computing device and an intercom at the premises over a data network). In some embodiments, the detection module 215 may request that the delivery person enter information associated with the package such as a tracking number and/or an employee identification code. In some cases, the detection module 215 may determine that the information is sent and/or received by a computing machine owned by the delivery company. For example, the system may determine that the information entered by the delivery person is verified and registered by a secure server owned by the delivery company. Upon verifying that the information is entered and verified by the delivery company, temporary access to the secure delivery area may be granted.

[0038] In some embodiments, management module 220 may manage the secure delivery of the package once the arrival of an expected delivery is verified (e.g., verifying delivery information, identity of delivery person, etc.). In some cases, management module 220 may provide instructions to the delivery person regarding where to place the delivery at the premises. In some cases, the instructions may be provided to the delivery person upon detecting the delivery person arriving at the premises. For example, the delivery person may knock on the door or ring the doorbell of the premises. Upon detecting the delivery person at the door, a communica-
tion device (e.g., a speaker at the door that is part of an intercom system of the premises) may provide instructions to the delivery person. The instructions may include pre-recorded messages, digital text-to-speech messages, and the like. For example, management module 220 play a recorded message from an intercom at the premises, the recorded message including instructions how and where to deliver the package (e.g., how to get a garage door to open, how to get a front door to unlock, where to place inside the garage of the premises, where to place inside the front door, etc.). In some embodiments, management module 220 may provide instructions to the delivery person via a data communication. For example, the delivery person may receive an email, a text message, a radio message (e.g., from a dispatch, etc.), and the like. In some cases, the delivery person may be notified that the process of placing the delivery at the designated delivery location will be recorded.

[0039] In some embodiments, the management module 220 may send a temporary access code to a device associated with the delivery person. For example, upon detecting the arrival and/or verifying the identity of the delivery person, the management module 220 may send a temporary access code to a device of the delivery person (e.g., smart phone, tablet computing device, BLUETOOTH® device, etc.). The temporary access code may include a temporary electronic key configured to unlock the front door, a temporary frequency code configured to open the garage door wirelessly, or a temporary keypad code configured to open the garage door via a keypad outside the garage door. The temporary access code may be configured to operate only during a predetermined time period (e.g., based on an expected time of delivery received by the monitoring module 205, etc.), upon detecting the arrival of the delivery person, and/or upon authenticating the identity of the delivery person.

[0040] In one embodiment, management module 220 may request an occupant of the premises to select a delivery area and to specify a location within the delivery area where the package is to be placed by the delivery person. The occupant may designate the delivery area by selecting an option presented on a control panel, selecting a location via a smart phone (e.g., mobile computing device 130), speaking a voice command received and interpreted by premises automation controller 135, and the like. In some cases, the occupant may specify the location within the delivery area where the package is to be placed by the delivery person by placing a mark-
er at the specific location. For example, after selecting a garage of the premises as the delivery area, the occupant may place a sign, decal, or other type of indicator on the floor and/or wall of the garage to specify the location of where to place the delivery. Additionally, or alternatively, the occupant may direct a light emitting device (e.g., light emitting diode (LED), LASER, etc.) to shine a light on the specific location of where to place the delivery. For example, the light emitting device may shine a focused beam of light (e.g., similar to a laser pointer) on to the delivery location. The light emitting device may be configured to emit a pattern and/or symbol such as a logo and/or one or more words to indicate the specific location of where to place the delivery. For example, the light emitting device may emit an "arrow" symbol and the words "Place Delivery Here" in relation to the designated location. In some cases, the light emitting device may emit a light of a predetermined color, may flash the light, change the color of the light, etc., to attract the attention of the delivery person. In some embodiments, the light emitting device may be activated upon detecting the delivery person entering the delivery area.

[0041] In one embodiment, the management module 220, in conjunction with a camera, may automatically select and designate a delivery area and/or a delivery location within a designated delivery area. For example, upon analyzing one or more areas of the premises, management module 220 may designate a garage of the premises as the delivery area. In some cases, management module 220 may select a delivery area configured by the occupant to be the default delivery area. Additionally, or alternatively, management module 220 may store information regarding one or more previous deliveries and analyze the stored information to detect one or more patterns associated with a delivery. Based on the one or more detected patterns, management module 220 may select a delivery area and/or delivery location within the delivery area. Upon determining the delivery area, management module 220 may scan the designated delivery area for one or more available locations within the scanned area where a package may be placed by the delivery person. Based on the scan, the management module 220 may designate a delivery location within the delivery area. In some cases, management module 220 may indicate the designated delivery location with one or more audio and/or visual cues. For example, via a speaker, the management module 220 may instruct the delivery person where to place the
package. In some cases, management module 220 may configure a light emitting device to visually indicate the designated delivery location.

[0042] In one embodiment, analysis module 225, in conjunction with a camera (e.g., sensor 125), may capture a photo and/or video image of the delivery area. Analysis module 225 may perform image analysis on a captured image to identify the designated location. For example, analysis module 225 may detect a marker placed by the occupant at the designated location. Upon determining the designated location, monitoring module 205, in conjunction with a camera, may be configured to monitor the designated delivery location. In one embodiment, analysis module 225 may analyze the captured image to determine whether access to the designated location is obstructed. For example, a box may be placed in the way of and/or over the designated location, a vehicle may pull into the garage in the way of and/or over the designated location, etc. Upon determining access to the designated location is obstructed by another object, notification module 210 may generate a notification comprising information regarding the detected obstruction.

[0043] In one embodiment, location module 230 may determine a location and/or heading of an occupant of the premises. For example, location module 230 may determine a distance between the premises and the occupant, a heading of the occupant, and the like. Based on the location and heading of the occupant in relation to previously detected patterns, location module 230 may determine that the occupant is at the premises, heading away from the premises, heading to the premises, etc. Upon determining the location of the occupant is beyond a predefined distance of the premises, management module 205 may automatically select a type of delivery. The type of delivery may specify a delivery location within a delivery area at the premises where the package is to be placed by the delivery person. In some cases, upon determining the location of the occupant is within a predefined distance of the premises, management module 205 may request the occupant select a type of delivery.

[0044] In one embodiment, upon verifying the identity of the delivery person, management module 205 may grant the delivery person access to the delivery area. For example, management module 205 may grant the delivery person access to a garage space by actuating a garage door opener or grant access to an entry way of
the premises by actuating a door locking mechanism on an exterior door of the premises. Additionally, or alternatively, upon verifying that at least one monitored locking mechanism of the premises is in a locked position, management module 205 may grant the delivery person access to the delivery area. In some cases, upon granting access to the delivery person, management module 205, in conjunction with a camera, may capture one or more photo and/or video images of the delivery person in the delivery area while the delivery person places the package at the designated location. In some cases, management module 205 may send in real-time one or more captured images of the delivery in-progress to the occupant. Thus, the occupant may monitor the delivery in real-time. In some cases, the management module 205 may enable the occupant to communicate with the delivery person in real-time while the delivery person delivers the package.

[0045] In some cases, detection module 215 may determine where the delivery person places the package inside the delivery area. Upon determining where the delivery person places the package inside the delivery area, analysis module 225 may determine whether a difference between the designated delivery location and the actual location where the package is delivered satisfies a predetermined threshold. Upon determining the difference between the designated delivery location and the actual location where the package is delivered satisfies a predetermined threshold, management module 220 may prompt the delivery person to adjust the location of the package placement. For example, management module 205 may provide an audio feedback (e.g., play a recorded voice instruction, digitally communicate a text-to-speech instruction, etc.), visual feedback (e.g., a flashing light, a certain color of light). In some cases, management module may provide a continuous visual feedback while the delivery person is delivering the package. For example, upon entering the delivery location, a light emitting device may shine a red light on a surface of the delivery area until the package is placed within a predetermined distance of the designated delivery location. Upon detecting the delivery person placing the package within the predetermined distance of the designated delivery location, the light emitting device may switch from emitting the red light to a green light. Additionally, or alternatively, audio feedback may indicate proper placement of the package at the designated delivery location.
[0046] In one embodiment, upon determining the package is delivered securely (e.g., the package is in place, the delivery person has exited the delivery area, the delivery area is secured), notification module 210 may send a delivery notification to the occupant. The delivery notification may include at least one element of information regarding the delivery of the package, one or more photo and/or video images of the delivered package, and/or a system security overview. The system security overview may include graphical symbols and one or more word descriptions regarding the security of the premises (e.g., a green light symbol next to "front door," a green light symbol next to "garage door," a green light symbol next to "back door," etc.).

[0047] In one embodiment, upon detecting the occupant approaching the premises subsequent to the delivery of the package, notification module 210 may generate and send a reminder notification. The reminder notification may include at least one element of a reminder that the package is delivered, information regarding the delivery of the package, and one or more photo and/or video images of the delivered package. In some cases, analysis module 225, in conjunction with a camera, may analyze the location of the delivered package in relation to a location of vehicle parking spot inside the garage. For example, secure delivery module 140-a may detect one or more patterns and learn when and where a vehicle typically parks inside the garage. For example, analysis module 225 may determine the probability of a vehicle detected as approaching the premises of being parked in a certain location within the garage. Based on the learned parking pattern, analysis module 225 may perform a collision risk analysis when detection module 215 detects an approaching vehicle, determining the likelihood of a vehicle entering the garage and colliding with the delivered package. Upon detecting the likelihood of a collision satisfies a predetermined threshold, notification module 210 may generate and send a warning notification indicating a potential collision.

[0048] FIG. 3 is a block diagram illustrating one example of a premises 300 for the secure delivery of packages to the premises 300. As depicted, a delivery person 305 may be charged to deliver a package to the premises 300. The premises 300 may include one or more points of entry to control access to certain areas of the premises 300. For example, premises 300 may include a garage door 310, a front
door 315, a back door 320, and a door to the garage 325 situated between an interior area of the premises 300 and the garage 355. In some cases premises 300 may include one or more cameras such as camera 335 situated in relation to an area of the garage 355 and/or camera 345 situated in relation to the front door 315. Premises 300 may include a premises automation controller 135-a, which may be one example of premises automation controller 135 of FIG. 1.

[0049] In one embodiment, the premises automation controller 135-a, in conjunction with the secure delivery module 140, may detect an arrival of delivery person 305 to premises 300. For example, premises automation controller 135-a may analyze an image captured by camera 345 to determine that the delivery person is at the premises 300. In some cases, camera 345 may capture one or more photo and/or video images in order to verify delivery information such as identity of the delivery person 305, a barcode, etc. Upon verifying the delivery person 305, premises automation controller 135-a may grant the delivery person 305 access to a designated delivery area. In one example, premises automation controller 135-a may send a command to a garage door controller 330 to open the garage door 310. In some cases, before granting access to the delivery person 305, premises automation controller 135-a may verify that one or more locking mechanisms associated with one or more entry ways of premises 300 are in a locking position. For example, before granting access to the delivery person, premises automation controller 135-a may verify that remote actuated door lock 350-1 of front door 315, remote actuated door lock 350-2 of back door 320, and/or remote actuated door lock 350-3 of the door to the garage 325 are in a locked position. In one example, an exterior wall of the garage 355 may include a man door or pass door, a hinged door that provides an additional access point to the garage 355 from outside the premises 300. Thus, in some cases, the delivery person may be granted access to the garage 355 by unlocking a man door or pass door on garage 355.

[0050] In some cases, premises automation controller 135-a may grant access to the delivery person 305 by verifying a temporary access code delivered to a device of the delivery person 305. For example, premises automation controller 135-a may send a temporary access code to a smart phone of the delivery person. Upon arriving, premises automation controller 135-a may detect a device of the de-
livery person transmitting the temporary access code, and upon verifying the temporary access code, grant the delivery person 305 access to the designated delivery area. In the depicted example, premises automation controller 135-a may grant delivery person 305 access to the garage 355 via garage door 310. Upon entering the garage, the delivery person may be enabled to determine where to place the package by observing an indicator 340 of the designated delivery location. In some cases, the designated delivery location may be marked by one or more signs affixed to a surface of the garage 355 (e.g., a wall and/or floor of the garage 355). In some cases, the designated delivery location may be indicated by one or more light emitting devices.

[0051] Accordingly, the delivery person 305 may exit the delivery area (e.g., garage 355) after placing the package at the delivery location designated by the indicator 340. After detecting the delivery person 305 placing the delivery at the designated delivery location and the delivery person 305 exiting the garage 355, premises automation controller 135-a may send a command to garage door controller 330 to close the garage door 310. In some cases, premises automation controller 135-a may then send a delivery notification to an occupant of premises 300, whether the occupant is at the premises or away. Although the depicted example is described using premises automation controller 135-a, in some cases one or more described functions may be integrated within garage door controller 330, camera 335, camera 345, and/or remote actuated door locks 350-1, 350-2, and 350-3, any one or combination of which may perform one or more of the above-described functions with or without the premises automation controller 135-a.

[0052] In one embodiment, detection module 215, via one or more sensors, may detect a temperature of the delivery area. Additionally, or alternatively, detection module 215 may detect a temperature in association with the one or more items being delivered. For instance, detection module 215 may detect a temperature of a garage area, the temperature of a refrigeration unit (e.g., an ice box, a cooler, a freezer, a fridge, etc.), and/or the temperature of the delivered item. Thus, if an item being delivered were to include perishable items such as food, the notification module 210 may be configured to instruct the delivery person to place the item in a refrigeration unit located at the premises. In some cases, management module 220
may associate a timestamp on the one or more items being delivered, enabling the notification module 210 to notify an occupant of the premises how long a delivered item has been located on the designated delivery location. In some cases, detection module 215 may detect adverse conditions for a delivered item in association with the location where the item was delivered. For example, if conditions of the delivery location change and/or the delivery person does not deliver the item to the proper location (e.g., a refrigeration unit), then notification module 210 may send an alert. For instance, notification module 210 may send an alert if an item remains exposed in a detected adverse condition beyond a predetermined time period. One or more photo and/or video images may be analyzed by analysis module 225 to indicate when a delivered item is removed from the designated delivery location such as being brought inside a premises.

[0053] FIG. 4 a flow diagram illustrating one embodiment of a method 400 for secure package delivery. In some configurations, the method 500 may be implemented by the secure delivery module 140 illustrated in FIGS. 1 or 2. In some configurations, the method 500 may be implemented in conjunction with an application and/or the user interface associated with one or more devices depicted in FIG. 1.

[0054] At block 405, information regarding a delivery of a package to a premises may be received. At block 410, a delivery person arriving at the premises may be detected. At block 415, instructions may be provided to the delivery person regarding how to deliver the package to the designated delivery area within the premises. Additionally, or alternatively, instructions may be provided to the delivery person of how to gain access to a specified delivery area of the premises.

[0055] FIG. 5 is a flow diagram illustrating one embodiment of a method 500 for granting a delivery person access to a designated delivery area of a premises. In some configurations, the method 500 may be implemented by the secure delivery module 140 illustrated in FIGS. 1 or 2. In some configurations, the method 500 may be implemented in conjunction with an application and/or the user interface associated with one or more devices depicted in FIG. 1.

[0056] At block 505, a location designated by the occupant as a delivery location may be identified. In some embodiments, an occupant of the premises may be requested to select a delivery area and to specify a location within the delivery
area where the package is to be placed by the delivery person. In some cases, one or more photo and/or video images of the delivery area may be captured. Image analysis may be performed on the captured image to identify the designated location. For example, a marker placed at the designated location by the occupant may be detected. At block 510, one or more steps of a security protocol may be executed before granting the delivery person access to the delivery area. In some embodiments, the arrival of the delivery person to the premises may be detected. It may be determined whether the delivery person arrives within a predetermined period of time in relation to a specified delivery time. In some cases, upon verifying the identity of the delivery person and/or upon verifying that at least one monitored locking mechanism of the premises is in a locked position, the delivery person may be granted access to the delivery area. In some cases, a temporary access code supplied by the delivery person and/or transmitted by a device associated with the delivery person may be verified. At block 515, at least one image may be captured of the delivery person in the delivery area placing the package at the designated location. At block 520, upon determining that the package is delivered securely, a delivery notification may be sent. The delivery notification may include at least one element of information regarding the delivery of the package, an image of the delivered package, and/or a system security overview.

[0057] FIG. 6 depicts a block diagram of a controller 600 suitable for implementing the present systems and methods. The controller 600 may be an example of the set top box device 105, computing device 150, and/or home automation controller 155 illustrated in FIG. 1. In one configuration, controller 600 includes a bus 605 which interconnects major subsystems of controller 600, such as a central processor 610, a system memory 615 (typically RAM, but which may also include ROM, flash RAM, or the like), an input/output controller 620, an external audio device, such as a speaker system 625 via an audio output interface 630, an external device, such as a display screen 635 via display adapter 640, an input device 645 (e.g., remote control device interfaced with an input controller 650), multiple USB devices 665 (interfaced with a USB controller 670), and a storage interface 680. Also included are at least one sensor 655 connected to bus 605 through a sensor controller 660 and a network interface 685 (coupled directly to bus 605).
Bus 605 allows data communication between central processor 610 and system memory 615, which may include read-only memory (ROM) or flash memory (neither shown), and random access memory (RAM) (not shown), as previously noted. The RAM is generally the main memory into which the operating system and application programs are loaded. The ROM or flash memory can contain, among other code, the Basic Input-Output system (BIOS) which controls basic hardware operation such as the interaction with peripheral components or devices. For example, the secure delivery module 140-b to implement the present systems and methods may be stored within the system memory 615. Applications resident with controller 600 are generally stored on and accessed via a non-transitory computer readable medium, such as a hard disk drive (e.g., fixed disk 675) or other storage medium. Additionally, applications can be in the form of electronic signals modulated in accordance with the application and data communication technology when accessed via interface 685.

Storage interface 680, as with the other storage interfaces of controller 600, can connect to a standard computer readable medium for storage and/or retrieval of information, such as a fixed disk drive 675. Fixed disk drive 675 may be a part of controller 600 or may be separate and accessed through other interface systems. Network interface 685 may provide a direct connection to a remote server via a direct network link to the Internet via a POP (point of presence). Network interface 685 may provide such connection using wireless techniques, including digital cellular telephone connection, Cellular Digital Packet Data (CDPD) connection, digital satellite data connection, or the like. In some embodiments, one or more sensors (e.g., motion sensor, smoke sensor, glass break sensor, door sensor, window sensor, carbon monoxide sensor, and the like) connect to controller 600 wirelessly via network interface 685.

Many other devices or subsystems (not shown) may be connected in a similar manner (e.g., entertainment system, computing device, remote cameras, wireless key fob, wall mounted user interface device, cell radio module, battery, alarm siren, door lock, lighting system, thermostat, home appliance monitor, utility equipment monitor, and so on). Conversely, all of the devices shown in FIG. 6 need not be present to practice the present systems and methods. The devices and subsys-
terns can be interconnected in different ways from that shown in FIG. 6. The aspect of some operations of a system such as that shown in FIG. 6 are readily known in the art and are not discussed in detail in this application. Code to implement the present disclosure can be stored in a non-transitory computer-readable medium such as one or more of system memory 615 or fixed disk 675. The operating system provided on controller 600 may be iOS®, ANDROID®, MS-DOS®, MS-WINDOWS®, OS/2®, UNIX®, LINUX®, or another known operating system.

[0061] Moreover, regarding the signals described herein, those skilled in the art will recognize that a signal can be directly transmitted from a first block to a second block, or a signal can be modified (e.g., amplified, attenuated, delayed, latched, buffered, inverted, filtered, or otherwise modified) between the blocks. Although the signals of the above described embodiment are characterized as transmitted from one block to the next, other embodiments of the present systems and methods may include modified signals in place of such directly transmitted signals as long as the informational and/or functional aspect of the signal is transmitted between blocks. To some extent, a signal input at a second block can be conceptualized as a second signal derived from a first signal output from a first block due to physical limitations of the circuitry involved (e.g., there will inevitably be some attenuation and delay). Therefore, as used herein, a second signal derived from a first signal includes the first signal or any modifications to the first signal, whether due to circuit limitations or due to passage through other circuit elements which do not change the informational and/or final functional aspect of the first signal.

[0062] While the foregoing disclosure sets forth various embodiments using specific block diagrams, flowcharts, and examples, each block diagram component, flowchart step, operation, and/or component described and/or illustrated herein may be implemented, individually and/or collectively, using a wide range of hardware, software, or firmware (or any combination thereof) configurations. In addition, any disclosure of components contained within other components should be considered exemplary in nature since many other architectures can be implemented to achieve the same functionality.

[0063] The process parameters and sequence of steps described and/or illustrated herein are given by way of example only and can be varied as desired. For
example, while the steps illustrated and/or described herein may be shown or discussed in a particular order, these steps do not necessarily need to be performed in the order illustrated or discussed. The various exemplary methods described and/or illustrated herein may also omit one or more of the steps described or illustrated herein or include additional steps in addition to those disclosed.

[0064] Furthermore, while various embodiments have been described and/or illustrated herein in the context of fully functional computing systems, one or more of these exemplary embodiments may be distributed as a program product in a variety of forms, regardless of the particular type of computer-readable media used to actually carry out the distribution. The embodiments disclosed herein may also be implemented using software modules that perform certain tasks. These software modules may include script, batch, or other executable files that may be stored on a computer-readable storage medium or in a computing system. In some embodiments, these software modules may configure a computing system to perform one or more of the exemplary embodiments disclosed herein.

[0065] The foregoing description, for purpose of explanation, has been described with reference to specific embodiments. However, the illustrative discussions above are not intended to be exhaustive or to limit the invention to the precise forms disclosed. Many modifications and variations are possible in view of the above teachings. The embodiments were chosen and described in order to best explain the principles of the present systems and methods and their practical applications, to thereby enable others skilled in the art to best utilize the present systems and methods and various embodiments with various modifications as may be suited to the particular use contemplated.

[0066] Unless otherwise noted, the terms "a" or "an," as used in the specification and claims, are to be construed as meaning "at least one of." In addition, for ease of use, the words "including" and "having," as used in the specification and claims, are interchangeable with and have the same meaning as the word "comprising." In addition, the term "based on" as used in the specification and the claims is to be construed as meaning "based at least upon."
What is claimed is:

1. A computer-implemented method for enabling secure delivery of a package to a designated delivery area, comprising:
   - receiving information regarding a delivery of a package to a premises;
   - detecting a delivery person arriving at the premises; and
   - providing instructions to the delivery person regarding how to deliver the package to the designated delivery area within the premises.

2. The method of claim 1, further comprising:
   - upon verifying information associated with the delivery person, granting the delivery person access to the delivery area.

3. The method of claim 1, further comprising:
   - upon verifying that at least one monitored locking mechanism of the premises is in a locked position, granting the delivery person access to the delivery area.

4. The method of claim 1, further comprising:
   - capturing at least one image of the delivery person placing the package in the delivery area.

5. The method of claim 1, further comprising:
   - capturing an image of the delivery area; and
   - performing image analysis on the captured image to identify a designated delivery location within the delivery area by detecting an indicator of the designated delivery location.

6. The method of claim 5, further comprising:
   - analyzing the captured image to determine whether access to the designated delivery location is obstructed; and
upon determining access to the designated delivery location is obstructed, generating a notification comprising information regarding the detected obstruction.

7. The method of claim 1, further comprising:
requesting an occupant of the premises to select a delivery area and to specify a location within the delivery area where the package is to be placed by the delivery person.

8. The method of claim 1, further comprising:
determining a location of an occupant of the premises; and upon determining the location of the occupant is beyond a predefined distance of the premises, automatically selecting a type of delivery, the type of delivery specifying a location at the premises where the package is to be placed by the delivery person.

9. The method of claim 8, further comprising:
upon determining the location of the occupant is within a predefined distance of the premises, requesting the occupant select a type of delivery.

10. The method of claim 1, further comprising:
upon determining the package is delivered securely, sending a delivery notification, wherein the delivery notification comprises at least one of information regarding the delivery of the package, an image of the delivered package, and a system security overview.

11. The method of claim 1, further comprising:
upon detecting the occupant approaching the premises subsequent to the delivery of the package, sending a reminder notification, the reminder notification comprising at least one of a reminder that the package is delivered, information regarding the delivery of the package, and an image of the delivered package.
12. A computing device configured for enabling secure delivery of a package to a designated delivery area, comprising:
   a processor;
   memory in electronic communication with the processor;
   instructions stored in the memory, the instructions being executable by the processor to:
   receive information regarding a delivery of a package to a premises;
   detect a delivery person arriving at the premises; and
   provide instructions to the delivery person regarding how to deliver the package to the designated delivery area within the premises.

13. The computing device of claim 12, wherein the instructions are executable by the processor to:
   upon verifying information associated with the delivery person, granting the delivery person access to the delivery area.

14. The computing device of claim 13, wherein the instructions are executable by the processor to:
   upon verifying that at least one monitored locking mechanism of the premises is in a locked position, granting the delivery person access to the delivery area.

15. The computing device of claim 12, wherein the instructions are executable by the processor to:
   capturing at least one image of the delivery person placing the package in the delivery area.

16. The computing device of claim 12, wherein the instructions are executable by the processor to:
   performing image analysis on an image of the delivery area to identify a designated delivery location within the delivery area by detecting an indicator of the designated delivery location.
17. The computing device of claim 16, wherein the instructions are executable by the processor to:
   analyzing the captured image of the delivery area to determine whether access to the designated delivery location is obstructed; and
   upon determining access to the designated delivery location is obstructed, generating a notification comprising information regarding the detected obstruction.

18. The computing device of claim 12, wherein the instructions are executable by the processor to:
   determine a location of an occupant of the premises; and
   upon determining the location of the occupant is beyond a predefined distance of the premises, automatically select a type of delivery, the type of delivery specifying a location at the premises where the package is to be placed by the delivery person.

19. A computer-program product for enabling, by a processor, secure delivery of a package to a designated delivery area, the computer-program product comprising a non-transitory computer-readable medium storing instructions thereon, the instructions being executable by the processor to:
   receive information regarding a delivery of a package to the premises;
   detect a delivery person arriving at the premises; and
   provide instructions to the delivery person regarding how to deliver the package to the designated delivery area within the premises.

20. The computer-program product of claim 19, wherein the instructions are executable by the processor to:
   upon verifying the information associated with the delivery person, granting the delivery person access to the delivery area.
400

405 Receive information regarding a delivery of a package to a premises

410 Detect a delivery person arriving at the premises

415 Provide instructions to the delivery person regarding how to deliver the package to a designated delivery area within the premises
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500

505 Identify a location designated by the occupant as a delivery location

510 Execute one or more steps of a security protocol to grant the delivery person access to the delivery area

515 Capture at least one image of the delivery person in the delivery area placing the package at the specified location

520 Upon determining the package is delivered securely, send a delivery notification
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