Title: EFFICIENT, HIGH VOLUME DIGITAL SIGNATURE SYSTEM FOR MEDICAL AND BUSINESS APPLICATIONS

Abstract: The system relates to a method for collecting signatures from pre-validated signers. In one aspect of the method, a pre-validated signer's signature is affixed to an electronic document in an appropriate location after the pre-validated signer authorizes the use of his or her signature.
EFFICIENT, HIGH VOLUME DIGITAL SIGNATURE SYSTEM FOR MEDICAL AND
BUSINESS APPLICATIONS

[001] CROSS-REFERENCE TO RELATED APPLICATION

[002] This application claims priority to provisional application 61/513,506, filed July 29, 2011, the entire contents of which are incorporated herein by reference.

[003] BACKGROUND OF THE INVENTION

[004] Field of the Invention

[005] This invention relates to methods and systems for obtaining efficient, high volume certified digital signatures, which may be suited for use in business, medical, legal, engineering, and other applications.

[006] Description of the Background Art

[007] Presently, authorizing signatures are a necessary part of the work environment. Timed and dated authorizations or orders, a clear sequence of responsibility, are needed in engineering, legal, business, financial, and medical operations. Often obtaining these signatures is an efficiency limiting factor in these processes; be it for a purchase order, authorization to begin an engineering procedure, singing a contract, or medical orders.

[008] One of these work environments is the medical environment where large numbers of timely secure physician
Authorizations are necessary for patient care, billing procedures, medicolegal protection, and reviews by certifying agencies. Often dozens, or even more than 100 provider (physician) signatures are needed per day per medical facility. One problem that may arise is that often the signer is in a remote location. Obtaining these signatures reliably is time consuming for the provider and troublesome for the administrations of medical facilities.

[009] Timely confirmation of medical orders is considered an important patient safety measure by The Joint Commission of Accreditation of Healthcare Organizations (JCAHO) and the Center for Medicaid and Medicare Services (CMS). Similarly, in the business, legal, engineering, and financial environments, obtaining timely, legally verifiable signatures is often a procedural rate limiting step; be it for a purchase order, a contract to be signed, or an engineering procedure to be authorized.

[010] Current commercially available internet based digital signature systems, such as DocuSign, Echosign, and AgreenSign, are not intended for efficient high volume authorizations. These services may be slow and somewhat complex to use for the casual user. Security certificates of digital signatures may be weak. They do not use two-factor user identification and
generally rely on insecure means such as unencrypted email for transmission of important documents. Furthermore, these services are not optimized for efficient smartphone or other mobile device use. While Xyzmo.com is oriented to smartphones, its usage may be cumbersome and document security and verifiability is suboptimal. None of these services are properly sequenced for efficiency, security, and ease of use. Rather, these solutions are intended for episodic use by specifically trained clerical personnel.

The majority of skilled nursing facilities, assisted living facilities, and many long term acute care hospitals still use paper systems and will not be converted to fully electronic medical records for years, if ever. Freestanding medical service centers such as physical therapy, surgicenters, and outpatient rehabilitation centers need physician signatures for billing and documentation purposes. Homecare agencies, infusion pharmacies, durable medical equipment agencies also often use electronic systems for tracking billing and medical documentation. All of these agencies or facilities generate thousands, even multiples of tens of thousands of signature requests of providers per year. Most commonly, these remote signatures include telephone orders related to direct patient care, review of critical new patient information such as
laboratory data or radiology data, confirming plans of care, and certifying patients' needing hospitalization, transfer, or placement in a facility. Obtaining these authentications is troublesome and time consuming process for both the medical organization and for the provider.

[012] Efforts to fax paper copies of these important documents for signature to a physician's office or emailing the documents to the physician have not successfully addressed the problem. Often days or weeks go by before the provider signs the document. He/she often doesn't time and date the signature. Time shuffling papers and faxing is required of the provider's office personnel and of the personnel of the requesting facility. A simple efficient method to accomplish this task is needed.

[013] Patient safety organizations such as JCAHO recommend that telephone orders and critical labs be reviewed within 48 hours but that simple goal has not been achieved often and is widely considered impractical. Clearly, 48 hour delays for review of potentially harmful orders and urgent patent information is not adequate either. What is needed is a near real-time review by the provider no matter where the provider is.

[014] Medical informatics has special security requirements
to guard and keep confidential personal health information (PHI). The Health Insurance Portability and Accountability Act of 1996 (HIPAA) has strict requirements as to how PHI can be safely and securely handled for the patient. Any instrument used to review patient data or orders must comply with these requirements.

[015] Electronic Medical Record systems (EMR) are rapidly coming into use in acute care hospitals because the HITECH Act actually requires them to adopt EMR and actually pays them to do so. Many of these systems are admirably secure and comprehensive but they do not address the need for remote, rapid, efficient, high volume digital signatures. They may require the provider to sign in via a remote terminal. During most of the day physicians are not sitting in front of a computer and therefore the need is unmet. However, most North American physicians now use mobile devices with internet access which are with them all day. A method that allows them to promptly review and sign from these mobile device is needed.

[016] The High Volume Digital Signature System ("HVDSS") described here is a novel solution to the problems described above both in the medical environment and in the other cooperative activities such as engineering projects, corporate executive procedures, and business contracts and communications.
The solutions described here exist in both a paper-to-digital form as well as a fully electronic form.

[017] Therefore, it is an object of this invention to provide an improvement which overcomes the aforementioned inadequacies of the prior art devices and provides an improvement which is a significant contribution to the advancement of the electronic or digital signature art.

[018] Another object of this invention is to provide a high-volume digital signature system which improves the efficiency and workflow of obtaining digital signatures.

[019] The foregoing has outlined some of the pertinent objects of the invention. These objects should be construed to be merely illustrative of some of the more prominent features and applications of the intended invention. Many other beneficial results can be attained by applying the disclosed invention in a different manner or modifying the invention within the scope of the disclosure. Accordingly, other objects and a fuller understanding of the invention may be had by referring to the summary of the invention and the detailed description of the preferred embodiment in addition to the scope of the invention defined by the claims taken in conjunction with the accompanying drawings.
SUMMARY OF THE INVENTION

For the purpose of summarizing this invention, the invention comprises a High Volume Digital Signature System which improves the efficiency and workflow of obtaining digital signatures in the business, engineering, legal, or medical environment in which large numbers or especially rapid digital signatures are required. The prototype is the medical environment in which nursing homes, hospitals, homecare services, or free-standing medical service centers need a high volume of prompt, secure signatures from medical providers.

The HVDSS works in part via a pre-validated, closed network of designated signers which allows an efficient and secure routing. The system may also allow convenient viewing and rapid signing of documents.

The foregoing has outlined rather broadly the more pertinent and important features of the present invention in order that the detailed description of the invention that follows may be better understood so that the present contribution to the art can be more fully appreciated. Additional features of the invention will be described hereinafter which form the subject of the claims of the invention. It should be appreciated by those skilled in the art that the conception and the specific embodiment disclosed may be
readily utilized as a basis for modifying or designing other structures for carrying out the same purposes of the present invention. It should also be realized by those skilled in the art that such equivalent constructions do not depart from the spirit and scope of the invention as set forth in the appended claims.
For a fuller understanding of the nature and objects of the invention, reference should be had to the following detailed description taken in connection with the accompanying drawings in which:

Fig. 1 depicts 2D barcode stickers in accordance with an embodiment of the present disclosure.

Fig. 2 depicts a 2D barcode being affixed to a document in accordance with one embodiment of the present disclosure.

Fig. 3 depicts an exemplary user interface for the document routing system in accordance with one embodiment of the present disclosure.

Figs. 4a-g depict a series of interfaces which may be presented to a pre-validated signer in accordance with one embodiment of the present disclosure.

Fig. 5 depicts a document after the pre-validated signer's signature has been affixed in accordance one embodiment of the present disclosure.

Figs. 6a-j depict a series of interfaces which may be displayed during the account creation process in accordance with one embodiment of the present disclosure.

Figs. 7a-d depict a series of interfaces which may be
displayed in a clerical mode operation of a system in accordance with one embodiment of the present disclosure.

[033] Fig. 8 illustrates a label design interface in accordance with one embodiment of the present disclosure.

[034] Fig. 9 is a chart depicting a data flow in accordance with one embodiment of the present disclosure.

[035] Fig. 10 is a chart depicting a data flow in accordance with one embodiment of the present disclosure.

[036] Figs, 11a-b are charts depicting data flow in accordance with embodiments of the present disclosure.

[037] Similar reference characters refer to similar parts throughout the several views of the drawings.

[038] DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENT

[039] Figure 1 depicts labels 100 which may be used in accordance with an embodiment of the present disclosure. The labels 100 may preferably include a unique identifier 102, a signer's name 104, a machine readable identifier 106, and a priority 108. The barcode label may also include a tracking method 110 and other information 112.

[040] The label 100 is preferably affixed to a paper document which requires a signature. Preferably, the label 100 is affixed on the document in the location in which a signature is desired. The unique identifier 102 may be stored in.
datastore, such as a database. The unique identifier 102 may be used to uniquely identify the respective document to which the label 100 has been affixed.

[041] The machine readable identifier 106 may be any machine readable indicia, such as a barcode, 2D Matrix barcode (as illustrated), a datamatrix code, a QR code, or the like. The machine readable identifier 106 is used when the document is scanned to assist in determining the appropriate routing of the document to gather the necessary signature (s).

[042] The label 100 may also include priority information 110. The priority information 110 may be used to indicate to the signer that the document to be signed requires immediate attention, or some other priority related information.

[043] Figure 2 depicts a label 100 being affixed to a document requiring a signature. Notably, the label 100 is affixed in the location where a signature would normally be affixed. Thus, when an electronically stored signature is affixed on the electronic copy of the document (after authorization from the pre-validated signer, as discussed below), the electronically stored signature may be placed geographically within the document in an appropriate location corresponding to the signature's intended location. Thus, there is no need to store templates or the like for documents to be
signed because the location information for where the signer's signature should be placed may be determined from the location of the label 100.

[044] Once the label 100 is affixed to the document, the document may be submitted to a device of a pre-validated signer by operation of a method in accordance with the present disclosure. In one embodiment, the document may be scanned into a computing system. The scanning operation may review the label and determine from the machine readable identifier 106 the appropriate routing for the document.

[045] In a preferred embodiment, a datastore stores a mapping between the document identifier and the pre-validated signer. When the document is scanned, the machine readable identifier 106 is analyzed by the computing process, which looks up the unique identifier 102 indicated on the label 100. In another embodiment, the machine readable identifier 106 contains the same information as the unique identifier 102 in a machine readable format. In yet another embodiment, the scanning process scans the unique identifier 102 and performs character recognition, such as Optical Character Recognition, to determine the unique identifier 102.

[046] Once the unique identifier 102 is determined, the system may lookup the appropriate signer to direct the document
to in accordance with the present disclosure.

[047] In another embodiment, documents to be signed need not be scanned. Instead, such documents may be generated electronically, for instance from a computer workstation. In one example of such an operation, a specialized print driver is configured on the workstation so that when a user prints the desired document to the specialized print driver, the document is automatically routed in the system in accordance with the present disclosure. In such an embodiment, the user may also optionally be presented an opportunity to define where in the document the electronic signature should be placed.

[048] In another example of such an operation, a user may drag and drop electronic files (for instance PDFs, word processing documents, etc.) into the system. Figure 3 depicts an illustrative example of an interface to permit a user to add additional electronic documents into a system in accordance with the present disclosure. Through this interface, after a document is loaded, a user may designate where the signature is to appear on the final signed electronic document.

[049] Once a document is in the system to be signed, it must be routed to one or more pre-validated signers. Figures 4a through 4g depict illustrative interfaces that may be displayed to a pre-validated signer enabling the pre-validated signer to
review the respective document and either sign it or reject it.

When a document is ready to be signed, a notification is preferably sent to the signer. The notification may be sent instantly, or may be scheduled for some later delivery period. For instance, notifications may be sent only once a day, hourly, or other preconfigured time period. Additionally, a signer may be permitted to specify any desired schedule during which she or he wishes to receive signature requests.

In one embodiment, the priority 108 associated with a document may be used in determining an appropriate notification timing sequence. For example, the system may be configured to enable high priority 108 documents to be delivered immediately, while leaving routine documents for a later delivery schedule.

As mentioned earlier, when a signer registers with the system, the signer indicates a device through which the signer is willing to utilize the system. The device may be any device which can be communicatively coupled with the system. Preferably, the device is a smartphone. The device may also be a computer, a fax machine, an IP address, or the like. Each device the signer wishes to utilize with the system should be pre-registered with the system.

Fig. 4a depicts an exemplary notice that may be sent to a device by way of an SMS text message. Notifications may be
sent through any reasonable mechanism, including SMS text messages, emails, and automated phone calls. As depicted in Fig. 4a, the signer is notified that a document is available which requires the signer's signature.

[054] Clicking on the link in Fig. 4a may present the signer with an interface as depicted in Fig. 4b. As shown in Fig. 4b, the signer is given an opportunity to log into the system by providing appropriate credentials.

[055] Once authenticated, the signer is presented with pending signature requests, as depicted in Fig. 4c. In one embodiment, the signer may also review archived signatures and configure other preferences.

[056] Figure 4d shows an exemplary screen asking the signer to authorize a signature on the respective document. Preferably, if the document to be signed was originally a paper document, the signature authorization buttons 402 are depicted in the image 404 in the location in which the label 100 was affixed. If the document to be signed was originally an electronic document, the signature authorization buttons 402 are preferably depicted in the image 404 in the location in which the user configured the signature region to appear.

[057] If the signer approves of the signature, she or he may click the appropriate approval button. Optionally, the system
may present a confirmation screen as depicted in Figure 4e. If the user confirms the authorization, an image of the signer's actual physical signature is affixed to the electronic document. In a preferred embodiment, as shown in Fig. 4f, a time and date stamp is also affixed.

[058] If the signer rejects the signature by clicking the appropriate button, a confirmation screen as depicted in Fig. 4g may be presented. In a preferred embodiment, a list may be provided to the signer of common reasons for rejection, such as the signer not being an appropriate person to sign the document. In one embodiment, rejected documents may store a notation, such as a hash mark, in the signature region.

[059] The interface depicted in Figs. 4a-f may allow the signer to cycle through a number of documents very quickly, thus enabling efficient and high speed review of documents and collection of necessary signatures.

[060] Once a signer has authorized his or her signature, the signer's electronic signature is stored within the document as shown in Fig. 5

[061] Figures 6a-j depict illustrative screens that may be presented when adding a pre-validated signer. A dashboard management interface may be displayed as shown in Fig. 6a. A user of the dashboard retrieve a list of validated users of the
When adding a new user, certain user information may be collected as shown in Fig. 6c. Next, as shown in Fig. 6d, a registration form may be printed. The registration form, as shown in Fig. 6e, will be provided to the user and may be used to collect the user's signature in the signature region 602. The signature collected in the signature region 602 is preferably stored in a datastore. This signature is then affixed to documents signed in accordance with the present disclosure.

The datastore may be any system capable of storing electronic information, but is preferably a database. In one preferred embodiment, a noSQL database system is utilized. In another preferred embodiment, a sparse, distributed, persistent, multidimensional sorted map is utilized. In another preferred embodiment, a relational database system is utilized. In other embodiments, the datastore may be a flat file, an XML file, or a filesystem.

Figure 6f shows the registration form executed by a user of the system. The executed form may be transmitted to the system via any electronic communication capability, such as by way of fax or as a scanned electronic document. In a preferred embodiment, the signature region 602 includes another machine.
readable area 604 so that the addition of new signers into the system may be automated.

[065] Once the executed registration form has been received, an account verification process may take place as shown in Figs. 6g-j. These screens help to insure the device to be registered actually belongs to the signer intending to register the device.

[066] Users of the system other than pre-validated signers gain benefit from its features. For instance, Figs. 7a-d depict some other capabilities, which may be presented in a separate mode of operation, for instance Clerical Mode as described in Fig. 7a.

[067] In one embodiment, the Clerical Mode does not require a user to authenticate himself or herself. Instead, only certain pre-registered machines may be permitted to operate in such a mode. For instance, only network verified machines may be permitted to operate in such a mode. Such machines may be, for example, those machines on an internal network at a medical facility that are known to be protected.

[068] Through this limited operational Clerical Mode, a user may be able to print reports, search the status of specific documents, or print new labels 100 for paper systems. Clerical Mode may not permit viewing of the actual documents so as to protect privacy.
Returning to Fig. 7b, a user may use a number of criteria to generate various reports. For example, the user may search for all documents sent to a particular device, such as a particular fax machine.

The user may also create additional labels 100, as shown in Figs. 7c and 7d. The user may enter appropriate information, and the system will generate the proper type and number of labels 100.

The system may also permit the user advanced design capabilities for designing the labels ads depicted in Fig. 8. Here, a user may customize paper or electronic labels to fit the particular needs. Once any device has been registered and validated with the system, that device may be used to generate new labels.

Additionally, a user may create more advanced routing directives. For example, a user may require that once a first person has signed a document, the document must be routed to a second person. This information is preferably stored in the datastore. Thus, when the system or method in accordance with the present disclosure receives the first signer's authorization, it may pass the document along to the next signer required to sign the document.

Figure 9 depicts a general dataflow pattern using .
medical facility as a model in accordance with a preferred embodiment of the present disclosure. Documents to be signed may be faxed in accordance with the present disclosure from a number of hospital fax machine facilities 902. These paper-based documents requiring signatures may then be forwarded to a faxing service provider 904 which may direct the documents into the system in accordance with the present disclosure.

[074] Communication between the faxing service provider 904 and the application servers 906 may be via any reasonable communication capability, including a network, intranet, local network, WIFI, Bluetooth, or other communication capability. Preferably, the communication is encrypted to protect the information in transit, and SSL is preferred.

[075] The application servers 906 are configured to execute steps in accordance with the present disclosure. The system and method may be implemented on one or more computing systems, which can include a personal computer, a workstation, a network computer, a hand held computer, or any other computer system. Further, the system can be written as a software program in any appropriate computer language.

[076] The system may preferably include a processing device, which can be any computer processing unit, and could be a central processing unit, or a number of processing units.
configured to operate either in sequence or in parallel. The processing device may be configured to execute software processes which implemented the steps disclosed herein. The system may also include a memory capable of storing the steps necessary for a processing device to implement the steps disclosed herein. This memory could be in the form of memory resident within the processing device or in the form of standalone memory coupled to the processing unit via a communication path, such as a bus or a network.

[077] Application servers 906 communicate with the pre-validated signers through the devices 908 previously registered. Preferably, this communication is also encrypted, with SSL being preferred.

[078] Figure 10 depicts the general dataflow in a system that uses Electronic Medical Records 910 or scanners 912 to enter data. In this scenario, paper-based documents do not need to be faxed, as they exist electronically either by way of being Electronic Medical Records 910 or by being scanned 912. Any other capability for creating electronic documents may also work. As with Figure 9, communications are preferably via SSL.

[079] Figure 11a depicts a general process flow for a paper-to-digital embodiment. Documents are faxed into the system via the fax machines 1102 and faxing service provider 1104.
Appropriate labels 100 have previously been affixed to these documents prior to faxing. At step 1106, the documents are analyzed to determine which facility and which signer (doctor, or other provider) must sign the document. Once this determination has been made, the process continues to step 1108 where the document is stored to be signed by the appropriate individual. If the document is high priority, the document may immediately be sent along to the appropriate signing individual at step 1110. If not, the system may wait until the appropriate interval to send the document along to the signing individual as shown at step 1112.

[080] At step 1114, the system must determine how to send the authorization request to the signing individual, thus the system looks up this information. Preferably, the information is stored in the datastore 1000. At step 1116, the system notifies the signing individual that there are documents requiring signature.

[081] At steps 1118 and 1120, upon receipt of the notification, the signing individual (the doctor) authenticates himself or herself with the system, and is then presented a list of documents to be signed.

[082] The signing individual may then authorize or reject the pending documents at steps 1122, 1124, and 1126. When the
signing individual approves the document (step 1126), the information is recorded (preferably in the datastore 1000), and then the signed document may be sent back to the original facility at step 1128. In a preferred embodiment, the signed document that is sent back includes a copy of the signing individuals signature as previously recorded when the signing individual registered with the system.

[083] The datastore 1000 may be a single universal datastore, or each facility may have its own datastore 1000. Additionally, the datastore 1000 may be implemented on a single machine, or may be implemented on a number of machines.

[084] Figure lib illustrates a representation of an embodiment of the present disclosure whereby a customer's records are stored in a first database 1150. In this embodiment, the customer utilizes a specialized print driver 1152, which generates an appropriate electronic version of the document to be signed. The electronic version of the document to be signed may also preferably be encrypted at 1154 prior to being sent via a network.

[085] Application servers at 1156 in combination with Application Programming Interfaces 1158 may be utilized to combine the functionality of the present disclosure with the customer's specific needs. In such a configuration,
customer may store its data privately, and separate from the datastore required to manage the signature process in accordance with the present disclosure.

[086] Figures 12a-d illustrate various interfaces which may be available in a system in accordance with the present disclosure. Figure 12a depicts a dashboard screen, which may include record search, account management, fax machine registration, label type and routing, and other system settings.

[087] Figure 12b depicts an interface that may be utilized for searching for documents. A user may be presented a number of search criteria, including time period, label type, document number, document status, errors, or other search criteria.

[088] Figure 12c illustrates an exemplary screen enabling an administrator to further analyze the status of particular documents. Clicking on one of the documents may present a screen such as depicted in Figure 12d. As the document depicted in Figure 12d has been signed, the image presented includes the signing individual's signature ("Test Doctor") as well as a date stamp (Apr 15, 2012 @ 15:04) corresponding to when the signature was approved.

[089] In another embodiment, a user may track a paper document utilize a scanning device. The scanning device may preferably be a smartphone configured to scan a label 100 on the
paper document, but could be any sufficient scanning device. The scanning device may first preferably require the user authenticate himself or herself with the system. The scanning device would then interface with the datastore to gather information related to the respective label 100. Through this embodiment, users may track the progress of document signatures using either the administrative control panel or by way of a handheld scanning device.

[090] In one embodiment, upon scanning a paper document with the scanning device, a lookup is performed in the datastore, returning whether or not the signature was approved, rejected, or not found. The lookup may also return time and date information associated with the signature process, for instance when the signature was approved or rejected. If the document is found, a link may also be provided permitting the user of the scanning device to view an electronic version of the document.

[091] In another embodiment, the label 100 may include a radio frequency identifier (RFID). In such an embodiment, the RFID may be utilized by the scanning device to scan a plurality of documents at once. The scanning device in such an embodiment would be capable of reading the RFIDs to gather the necessary information.
The present disclosure includes that contained in the appended claims, as well as that of the foregoing description. Although this invention has been described in its preferred form with a certain degree of particularity, it is understood that the present disclosure of the preferred form has been made only by way of example and that numerous changes in the details of construction and the combination and arrangement of parts may be resorted to without departing from the spirit and scope of the invention.

Now that the invention has been described,
WHAT IS CLAIMED IS:

1. A digital signature method for collection of signatures from pre-validated signers, the method comprising:
   storing in a datastore a pre-validated signer's signature and a device the pre-validated signer has authorized for receiving signature requests;
   creating a label, the label including a unique identifier wherein the identifier is stored in the datastore;
   affixing the label to the paper document to be signed;
   creating an electronic copy of the paper document;
   determining from the datastore a pre-validated signer required to sign the electronic copy of the paper document;
   securely transmitting the electronic copy of the paper document to the device the pre-validated signer has authorized for receiving signature requests;
   receiving from the pre-validated signer's device an electronic acknowledgement authorizing use of the pre-validated signer's signature;
   retrieving the pre-validated signer's digital signature from the datastore; and
   affixing the pre-validated signer's digital signature to the electronic copy of the paper document.
2. The method of claim 1 wherein the datastore is a database.

3. The method of claim 1 wherein the datastore is a plurality of databases.

4. The method of claim 1 wherein the label includes a barcode.

5. The method of claim 1 wherein the label includes a 2D code.

6. The method of claim 1 wherein the label comprises:
   a pre-validated signer's name;
   the unique identifier; and
   a priority indicator.

7. The method of claim 1 wherein the device the pre-validated signer has authorized for receiving signature requests is a smartphone.

8. The method of claim 1 wherein the device the pre-validated signer has authorized for receiving signature requests
is a facsimile machine.

9. The method of claim 1 further comprising:

   after receiving the pre-validated signer's electronic acknowledgement, determining from the datastore a second pre-validated signer required to sign the electronic copy of the document.

10. The method of claim 1 wherein affixing the pre-validated signer's digital signature to the electronic copy of the paper document comprises embedding the pre-validated signer's digital signature in the document in a location corresponding to the location in which the label was affixed.

11. A system for collection of electronic signatures from a plurality of pre-validated signers, the system comprising:

   a first datastore for storing a plurality of documents requiring signatures;

   a second datastore for storing the plurality of pre-validated signers, wherein the second datastore associates each pre-validated signer with a corresponding signature and an authorized device for receiving signature requests;

   a processing module communicatively connected to the first
datastore and the second store and configured to
    retrieve a document requiring a signature from the
first datastore;
    determine a pre-validated signer to whom the document
should be transmitted to;
    securely transmit the document to the device
associated with the pre-validated signer to whom the document
should be transmitted;
    receive authorization from the device of the pre-
validated signer to whom the document should be transmitted;
    retrieve the pre-validated signer's signature from the
second datastore; and
    affix the pre-validated signer's signature to the
document.

12. The system of claim 11 wherein the processing unit is
    further configured to store the document in the first datastore
after the pre-validated signer's signature is affixed.

13. The system of claim 11 wherein the first datastore is
    a database.

14. The system of claim 11 wherein the first datastore is
a different datastore than the second datastore.

15. The system of claim 11 wherein each document stored in the first datastore comprises a unique identifier, wherein the unique identifier is used to determine the pre-validated signer to whom the document should be transmitted to.

16. The system of claim 11 wherein after the pre-validated signer's signature is affixed, the document is transmitted to a facility.

17. A method for signing a document, the method comprising:

pre-registering a device with a centralized datastore, wherein pre-registering comprises providing a signature to the centralized datastore;

receiving at the device a request to sign the document wherein the request comprises an electronic version of the document, a signature area, a confirmation button, and a rejection button;

sending authorization to sign the document from the device, wherein sending authorization comprises pushing the confirmation button;
wherein the signature provided to the centralized datastore is affixed to the document in the signature area after authorization is sent.

18. The method of claim 17 wherein the confirmation button is in the signature area.

19. The method of claim 17 wherein the device is a smartphone.

20. The method of claim 17 wherein receiving at the device comprises receiving a text message.
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**Figure 1**

Method for tracking on the paper chart or file that the document is, indeed, in the system.

Each document has an individual reference number, not listed by patient.

Label shows document priority: urgent, routine, or not stated.

**Figure 2**
Figure 3

1. This area is a prompt to drag and drop an electronic document here (PDF, JPG, DOC, etc).
2. After document selection this area changes to a preview of the document.

NOTE: With the printer driver installed step 1 is automatically skipped and only the preview of the document is displayed since document selection would be redundant during a print operation.

Figure 4a

From Demo Facility: New URGENT!! document is pending your review.

http://SignaTouch.net
**Figure 4b**

Demo Facility

Dr. Seattle Jack Password:

Secure Login

Forgot Password?

Change Account

Switch to Critical Mode

**Figure 4c**

Click or touch here to view documents to be signed in sequence.

Click or touch to view past documents listed most recent to oldest

Click or touch to set preferences such as time of day of routine notifications or mode of notification (email or SMS text)
<table>
<thead>
<tr>
<th>Date</th>
<th>Physician Orders</th>
<th>Cortex Hospital</th>
</tr>
</thead>
<tbody>
<tr>
<td>6/22</td>
<td>1:30 p.m.</td>
<td></td>
</tr>
<tr>
<td>6/22</td>
<td>Requ: Saline, 75 cc/hr, 24 hrs.</td>
<td></td>
</tr>
<tr>
<td>6/22</td>
<td>Blood cultures x 2.</td>
<td></td>
</tr>
<tr>
<td>6/22</td>
<td>Folic acid 2 mg PO TID + Q2D</td>
<td></td>
</tr>
<tr>
<td>6/22</td>
<td>Cef, 500 mg/5 mL/24 hrs</td>
<td></td>
</tr>
</tbody>
</table>

Everyman, Herman

10/21/1959

11/22/1959 Room 212
Note that an image of the signer's actual signature is digitally inserted. The time and date stamp as well as the document number will appear along with the signature on the stored document.
Note that the archived document includes time, date, and document number within the signature box.
Figure 6e

Dr. Smilin Jack

Demo Facility

Digital Signature Authorization

To: Dr. Smilin Jack
From: Demo Facility, and Mercury Authentication, Inc.

I hereby consent to the use of electronic signatures on medical documents that I specifically approve, through the "SignTouch" electronic medical document signature system. I agree not to share my password with anyone and that in the event of the loss or theft of my cell phone, I will contact my facility administrator immediately. Furthermore, I understand that:

- Patient data is secured in a HIPAA compliant manner.
- Patient data is not stored on any device and all electronic communications are encrypted.
- JCAHO, CMS, and other regulatory agencies require that telephone orders be reviewed and signed by physicians within 48 hours.
- The purpose of this system is to:
  - Improve patient safety by decreasing the likelihood of misinterpreted telephone orders.
  - Ensure the administrative burden to both the medical facility and the prescribing physician.
  - Ensure adherence to medical and regulatory requirements.

I hereby verify the information below is accurate:

NAME: Dr. Smilin Jack
EMAIL:
PHONE:

Please sign inside the box below as you would like your signature to appear on your digitally signed documents: PLEASE STAY WITHIN RECTANGLE

Signature:

Date: 

HTTP: 802144-5762
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Dr. Smilin Jack  

Digital Signature Authorization

I, Dr. Smilin Jack, hereby grant Demo Facility and Demo Authorizetah, Inc. to apply digital signature to certain documents that I specifically approve through this Digital Signature Methodology document signing system. I agree not to enter any protected with anyone who has not been approved by the staff of the demo facility. If any unauthorized individual or organization shall contact me, I will instruct my facility administrator immediately. Furthermore, I understand that:

- Patient data is kept in a HIPAA compliant system.
- Patient data is noted in my medical records and all internet communications are encrypted.
- ICC/ISO 18011 and other regulatory separation require that the report cannot be reviewed and signed by physicians within 6 months.
- The purpose of this agreement is for:
  - To increase patient safety by decreasing the likelihood of medicolegal incidents or other adverse events.
  - To ensure effective communication between the healthcare provider and the patient.
  - To ensure proper documentation of all regulatory activities.

I have verified the information listed on my behalf.

<table>
<thead>
<tr>
<th>NAME</th>
<th>Dr. Smilin Jack</th>
</tr>
</thead>
<tbody>
<tr>
<td>EMAIL</td>
<td>[Redacted]</td>
</tr>
<tr>
<td>PHONE</td>
<td>[Redacted]</td>
</tr>
</tbody>
</table>

Please sign below so you indicate your approval to appear on your digitally signed documents. FEDERAL ID: 322442018156 THE 00599

![Signature Image]

**Date:** 6/22/2012

**Driver's License:** [Redacted]

**ID:** [Redacted]

**National ID:** [Redacted]

**State:** [Redacted]

**Street:** [Redacted]

**City:** [Redacted]

**County:** [Redacted]

**Zip Code:** [Redacted]
Figure 6g

From Demo Facility: Your SignaTouch account signature has been registered. Set your password at

http://SignaTouch.net

Figure 6h

Identity Verification

Dr. Smilin Jack
Demo Facility

We need to verify your identity. A text message containing your verification code will be sent to your cell phone.

Request Verification Code

Cancel Request

Figure 6i

From Demo Facility: Your SignaTouch verification code is: 846537

http://SignaTouch.net

Figure 6j

Create Password

Dr. Smilin Jack
Demo Facility

A verification code was just sent to your cell phone. Please enter the verification code and create your new password.

V-Code: 846537

Birth Year: 1949

Password: ********

Again: ********

Set Password

Cancel Request
Figure 7a

Figure 7b

Reports are made for individual fax machines or other validated network sources.

Search by document reference number.

Print labels.
<table>
<thead>
<tr>
<th>Label Type Name</th>
<th>MultiDescription</th>
<th>Part No.</th>
<th>Status/Remarks</th>
<th>Location/Process</th>
<th>Date/Time</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>v2</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Figure 8**
Alternative I/O methods can be used besides the faxing Service Provider. EMR systems and high-speed document scanners are just some examples of other systems that can interface with the software.
Client builds their own interface to pull data from Mercury RSS feed (API) at their convenience. They can then populate their own database. Mercury server has access to their database.
Figure 12a

[Diagram showing a dashboard interface with options such as Log In, User Account Management, and other administrative tasks.]
Figure 12b

- Select time period for search by specific month, year, or recent days/weeks.
- Narrow search further by selecting label type.
- Enter document number(s) here for specific documents.
- Open Test Doctor's 12 approved documents.
- View all unsigned documents.
- View all scans with errors or unreadable.
- View all account activity in documented time sequence.

SUBSTITUTE SHEET (RULE 26)
Click Reference # to view the document image. See Figure 12d.

Audit log of document activity
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