(54) Title: CONTROL DEVICE FOR CONTROLLING SECURE FAX MACHINE AND METHOD THEREOF

(57) Abstract: A facsimile controlling device for facsimile security can receive or block a fax transmitted from a registered fax number. In addition, the facsimile controlling device for facsimile security may allow a transmission document to undergo authentication before being transmitted to the outside or may block the transmission document from being transmitted to a registered number.
Description

CONTROL DEVICE FOR CONTROLLING SECURE FAX MACHINE AND METHOD THEREOF

Technical Field

The present invention relates to a facsimile controlling device, and more particularly, to a facsimile controlling device for facsimile security that can provide strong security for a facsimile and a facsimile controlling method.

Background Art

In general, facsimiles are connected to a public switched telephone network (PSTN) and can transmit and receive document data to and from other facsimiles connected to the PSTN and output the received document data.

Since facsimiles are connected to a PSTN, anybody can transmit fax data to the facsimiles if they know the fax numbers of the facsimiles. Accordingly, facsimiles may receive unnecessary data such as advertisements. In addition, the importance of information in a modern society increases, whereas a security device for data that is transmitted and received via facsimiles is weak.

There remains a demand for technology capable of reinforcing the security for a facsimile by filtering calling numbers and/or called numbers in transmission and reception of data via facsimiles and performing an authentication procedure on fax data for receiving an approval from an approver during transmission of the fax data.

In other words, if a facsimile has a function of blocking fax data from being transmitted with a specific called number, it can be considered that a security device for receiving places that receive the fax data is prepared to some degree. However, a special security device for the contents of fax data is needed. For example, if a company sets a transmission of fax data to rival companies to be blocked, the company is unable to transmit information about the company to the rival companies. However, as for confidential documents of the company, transmission thereof to every company via facsimiles need to be blocked. Therefore, a security device for the contents of fax data as well as for called numbers is needed.

Disclosure of Invention

Technical Problem

The present invention provides a device and method of blocking unnecessary fax data in advance before connecting signals output from specific calling party numbers to a facsimile.

The present invention also provides a device and method that allows fax data to be transmitted after allowing the contents of the fax data to be approved in advance by an
approver. The present invention also provides a device and method of blocking the
transmission of fax data to specific destination numbers.

Advantageous Effects

[8] A facsimile controlling device for facsimile security according to the present
invention can block unnecessary fax data in advance before connecting signals output
from specific calling party numbers to a facsimile, thereby preventing paper from
being wasted due to the output of the unnecessary fax data.

[9] In addition, the facsimile controlling device for facsimile security according to the
present invention provides security for the contents of fax data by allowing fax data to
be transmitted after allowing the contents of the fax data to be approved in advance by
an approver. Moreover, the facsimile controlling device for facsimile security
according to the present invention provides security for fax-receiving places by
previously registering fax numbers to be blocked from transmitting fax data.

Brief Description of the Drawings

[10] The above and other features and advantages of the present invention will become
more apparent by describing in detail exemplary embodiments thereof with reference
to the attached drawings in which:

[11] FIG. 1 is a block diagram of a structure of a facsimile controlling device for
facsimile security upon fax data reception according to an embodiment of the present
invention;

[12] FIG. 2 is a flowchart of an operation of the facsimile controlling device for
facsimile security illustrated in FIG. 1 upon fax data reception;

[13] FIG. 3 is a block diagram of a structure of a facsimile controlling device for
facsimile security upon fax data transmission according to an embodiment of the
present invention;

[14] FIG. 4 is a flowchart of an operation of the facsimile controlling device for
facsimile security illustrated in FIG. 3 upon fax data transmission; and

[15] FIG. 5 is a block diagram of an overall structure of a facsimile controlling device
for facsimile security upon both fax data reception and fax data transmission according
to an embodiment of the present invention.

Best Mode for Carrying Out the Invention

[16] According to an aspect of the present invention, there is provided a facsimile
controlling device for facsimile security comprising: a line response unit sensing a line
signal received from an external source via a public switched telephone network
(PSTN) and receiving fax data; a calling party checking unit checking a calling party
number on the basis of the line signal sensed by the line response unit; a comparison
unit comparing the calling party number checked by the calling party checking unit
with pre-registered fax numbers; a control unit outputting a control signal for controlling whether to connect the line signal to a facsimile on the basis of a result of the comparison performed by the comparison unit; and a line connection unit connecting the line signal to the facsimile in response to the control signal output by the control unit.

The facsimile controlling device for facsimile security may further comprise a line blocking unit outputting a line conclusion signal to the line response unit for concluding the line signal in response to the control signal output from the control unit.

The facsimile controlling device for facsimile security may further comprise a blocking management unit storing information about the line signal that is blocked, wherein the blocking management unit may receive and store the information about the line signal that is blocked from the calling party checking unit in response to a blocking item storage signal output from the line blocking unit.

According to another aspect of the present invention, there is provided a facsimile controlling device for facsimile security comprising: an authentication wait unit receiving a transmission document, the transmission document including fax data to be transmitted and a destination number, and storing the transmission document so that the transmission document can undergo authentication later; a document authentication unit receiving the transmission document from the authentication wait unit and outputting a document authentication signal that represents whether the contents of the fax data included in the transmission document has been approved by an approver; a control unit outputting a control signal for controlling whether to transmit the transmission document on the basis of the document authentication signal output by the document authentication unit; and a line connection unit transmitting the transmission document to a facsimile in response to the control signal output by the control unit.

The document authentication unit may further output an approval requesting signal to a computer of the approver for requesting an approval of the received transmission document.

The facsimile controlling device for facsimile security may further comprise a comparison unit receiving the document authentication signal from the document authentication unit, comparing a calling party number with pre-registered fax numbers, and outputs a result of the comparison to the control unit.

The facsimile controlling device for facsimile security may further comprise a blocking management unit receiving the control signal from the control unit and storing information about a blocked transmission document.

According to another aspect of the present invention, there is provided a facsimile controlling device for facsimile security comprising: a line response unit sensing a line
signal received from an external source via a public switched telephone network (PSTN) and receiving fax data; a calling party checking unit checking a calling party number on the basis of the line signal sensed by the line response unit; a comparison unit comparing the calling party number checked by the calling party checking unit with pre-registered fax numbers; a control unit outputting a control signal for controlling whether to connect the line signal to a facsimile on the basis of a result of the comparison performed by the comparison unit; a line connection unit connecting the line signal to the facsimile in response to the control signal output by the control unit; an authentication wait unit receiving a transmission document, the transmission document including fax data to be transmitted and a destination number, and storing the transmission document so that the transmission document can undergo authentication later; and a document authentication unit receiving the transmission document from the authentication wait unit and outputting a document authentication signal that represents whether the contents of the fax data included in the transmission document has been approved by an approver, wherein the control unit further outputs a control signal for controlling whether to transmit the transmission document on the basis of the document authentication signal output by the document authentication unit, and the line connection unit further transmits the transmission document to the facsimile in response to the control signal output by the control unit.

According to another aspect of the present invention, there is provided a facsimile controlling method for facsimile security performed by a facsimile controlling device for facsimile security, the method comprising: sensing a line signal received from an external source via a public switched telephone network (PSTN) and receiving fax data; checking a calling party number on the basis of the sensed line signal; comparing the checked calling party number with pre-registered fax numbers; controlling whether to connect the line signal to a facsimile on the basis of a result of the comparison; and connecting the line signal to the facsimile in response to a result of the control.

According to another aspect of the present invention, there is provided a facsimile controlling method for facsimile security performed by a facsimile controlling device for facsimile security, the method comprising: receiving a transmission document, the transmission document including fax data to be transmitted via a public switched telephone network (PSTN) and a destination number, and storing the transmission document so that the transmission document can undergo authentication later; outputting a document authentication signal that represents whether the contents of the fax data included in the transmission document has been approved by an approver; controlling whether to transmit the transmission document on the basis of the document authentication signal; and transmitting the transmission document to a facsimile in response to a result of the control.
The facsimile controlling method for facsimile security may further comprise comparing a calling party number with pre-registered fax numbers, wherein in the controlling operation, the transmission document is either blocked or transmitted to the facsimile according to the document authentication signal and a result of the comparison.

Mode for the Invention

The attached drawings for illustrating preferred embodiments of the present invention are referred to in order to gain a sufficient understanding of the present invention, the merits thereof, and the objectives accomplished by the implementation of the present invention. Hereinafter, the present invention will be described in detail by explaining preferred embodiments of the invention with reference to the attached drawings. Like reference numerals in the drawings denote like elements.

FIG. 1 is a block diagram of a structure of a facsimile controlling device 100 for facsimile security upon fax data reception according to an embodiment of the present invention. Referring to FIG. 1, the facsimile controlling device 100 for facsimile security includes a line response unit 110, a calling party checking unit 120, a comparison unit 130, a control unit 140, and a line connection unit 150. The facsimile controlling device 100 for facsimile security may further include a line blocking unit 160 and a blocking management unit 170.

The line response unit 110 senses a line signal received from an external source via a public switched telephone network (PSTN) and receives fax data. The line response unit 110 also concludes (or terminates) the line signal in response to a line conclusion signal received from the line blocking unit 160. In other words, the line response unit 110 blocks a call made by the external source via the PSTN, in response to the line conclusion signal. The conclusion of the line signal is performed by the line response unit 110, but the present invention is not limited thereto. In other words, the line blocking unit 160 may conclude the line signal. The line signal denotes a ring tone that is received via the PSTN.

The calling party checking unit 120 checks a calling party number on the basis of the line signal sensed by the line response unit 110. The comparison unit 130 compares the calling party number checked by the calling party checking unit 120 with pre-registered fax numbers. The comparison unit 130 may include a predetermined memory device (not shown) in order to register at least one fax number to be blocked, and may be connected to a predetermined user interface (not shown) in order to delete the at least one fax number registered in the memory device or to input a new fax number.

The fax number registered in the predetermined memory device may be a fax
number that is to be blocked or a fax number that can be received.

[32] The control unit 140 outputs a control signal for controlling whether to connect the line signal to a facsimile or block the line signal according to a result of the comparison performed by the comparison unit 130. In other words, when the calling party number is the same as one of the pre-registered fax numbers to be blocked, the control unit 140 controls a line to be blocked. On the other hand, when the calling party number is different from any of the pre-registered fax numbers to be blocked, the control unit 140 controls the line to be connected to the facsimile so that the facsimile outputs the fax data received via the line signal.

[33] The line connection unit 150 receives the control signal from the control unit 140 and connects the line signal to the facsimile in response to the control signal. In other words, when a fax is received from a number other than a number to be blocked, the facsimile controlling device 100 only serves as a passage between an external telephone connection port and a facsimile as the facsimile is directly connected to a PSTN.

[34] The facsimile controlling device 100 for facsimile security may further include the line blocking unit 160, which receives the control signal from the control unit 140 and outputs the line conclusion signal for concluding the line signal to the line response unit 110 in response to the control signal. In other words, when a fax is received from a pre-registered number to be blocked, the line blocking unit 160 blocks a dialed call. In this case, the line blocking unit 160 may output the line conclusion signal either to the PSTN via the line response unit 110 or directly to the PSTN.

[35] The facsimile controlling device 100 for facsimile security may further include the blocking management unit 170, which stores information about line signals that are to be blocked. More specifically, the blocking management unit 170 receives a blocking item storage signal from the line blocking unit 160 and receives and stores information about the to-be-blocked line signals from the calling party checking unit 120 in response to the blocking item storage signal. A place from which the blocking management unit 170 receives the blocking item storage signal may vary according to cases. In other words, the blocking management unit 170 may receive the blocking item storage signal from the control unit 140 or the comparison unit 130.

[36] Examples of the information about the to-be-blocked line signals may include calling numbers of the line signals to be blocked, the time required to receive the line signals to be blocked, etc. In addition, the blocking management unit 170 may be connected to a predetermined display device (not shown) so that a user can check the contents stored in the blocking management unit 170 and may also be connected to a predetermined interface (not shown) so that the user can delete the checked contents.

[37] FIG. 2 is a flowchart of an operation of the facsimile controlling device 100 for
facsimile security illustrated in FIG. 1 upon fax data reception.

Referring to FIGS. 1 and 2, in operation S100, the line response unit 110 of the facsimile controlling device 100 senses the line signal received via the PSTN. In operation S100, the calling party checking unit 120 checks a calling party number on the basis of the line signal. In operation S120, the comparison unit 130 compares the checked calling party number with pre-registered fax numbers. The control unit 140 controls whether to connect or block a line of the PSTN on the basis of a result of the comparison. In response to the control performed by the control unit 140, the line connection unit 150 connects the line of the PSTN to the line of the facsimile in operation S130, or the line blocking unit 160 blocks the line of the PSTN in operation S140. In operation S150, the blocking management unit 170 stores information about blocked line signals.

FIG. 3 is a block diagram of a structure of a facsimile controlling device 200 for facsimile security upon fax data transmission according to an embodiment of the present invention. Referring to FIG. 3, the facsimile controlling device 200 for facsimile security includes an authentication wait unit 210, a document authentication unit 220, a control unit 240, and a line connection unit 250. The facsimile controlling device 200 for facsimile security may further include a comparison unit 230 and a blocking management unit 260.

The authentication wait unit 210 receives a transmission document including fax data to be transmitted and a destination number and stores the transmission document so that it can undergo a document authentication procedure later.

For example, when the facsimile controlling device 200 for facsimile security is included in a computer capable of sending and receiving a fax or in between a computer capable of sending and receiving a fax and a facsimile, the authentication wait unit 210 receives a transmission document from a sender computer. On the other hand, when the facsimile controlling device 200 for facsimile security is connected to a facsimile in the form of a terminal, the authentication wait unit 210 may receive a transmission document from the facsimile in which a scanner is installed.

The document authentication unit 220 receives the transmission document from the authentication wait unit 210 and outputs a document authentication signal that indicates whether the transmission document has been authenticated by an approver on the basis of the contents of the fax data included in the transmission document. In other words, the document authentication unit 220 outputs a signal that represents whether the contents of the transmission document are allowed to be transmitted to the outside.

The document authentication unit 220 may further output an approval requesting signal to a computer of the approver to request an approval of the received transmission document. In other words, the document authentication unit 220 may
output the approval requesting signal to the approver's computer in order to output the
signal representing whether the contents of the transmission document are allowed to
be transmitted to the outside. When the document authentication unit 220 receives an
approval signal from the approver's computer, it outputs to the control unit 240 the
document authentication signal that indicates whether the transmission document has
been authenticated.

[44] In order to receive the approval signal, the document authentication unit 220 may
undergo several stages of approval procedures. In this case, in order to output the
document authentication signal to the control unit 240, the document authentication
unit 220 may have to receive an approval signal that includes an approval of a final
approver. In other words, a computer (i.e., an approver) to which the document au-
thentication unit 220 outputs the approval requesting signal may be different from a
computer (i.e., an approver) that outputs the approval signal to the document au-
thentication unit 220.

[45] In addition, instead of receiving the transmission document from the authentication
wait unit 210, the document authentication unit 220 may receive a predetermined
signal from the authentication wait unit 210 that indicates a receipt of the transmission
document and output the approval requesting signal to the approver's computer in
response to the predetermined signal. In this case, the authentication wait unit 210
preferably outputs information about the transmission document to the approver's
computer.

[46] The control unit 240 outputs a control signal for controlling whether to transmit the
transmission document on the basis of the document authentication signal output by
the document authentication unit 220. In other words, when the control unit 240
receives a document authentication signal that represents a refusal of document au-
thentication from the document authentication unit 220, the control unit 240 outputs a
corresponding control signal to the blocking management unit 260. On the other hand,
when the control unit 240 receives a document authentication signal that represents a
permission of document authentication from the document authentication unit 220, the
control unit 240 outputs a corresponding control signal to the line connection unit 250.

[47] The line connection unit 250 transmits the transmission document to the facsimile
in response to the control signal output from the control unit 240. The facsimile
transmits the received transmission document to a facsimile (not shown) corresponding
to the destination number via a PSTN.

[48] Instead of transmitting the transmission document to the facsimile corresponding to
the destination number via the PSTN, the line connection unit 250 may output only a
predetermined connection signal to the facsimile corresponding to the destination
number, and the authentication wait signal 210 instead of the line connection unit 250
may transmit the transmission document to the facsimile corresponding to the
destination number. The facsimile controlling device 200 for facsimile security may
further include the comparison unit 230, which receives the document authentication
signal from the document authentication unit 220, compares a calling number with pre-
registered fax numbers, and outputs a result of the comparison to the control unit 240.

The comparison unit 230 compares the destination number included in the
transmission document with the pre-registered fax numbers. The comparison unit 230
may include a predetermined memory device (not shown) in order to register at least
one fax number that is to be blocked, and may be connected to a predetermined user
interface (not shown) in order to delete the at least one fax number registered in the
predetermined memory device or to input a new fax number. The fax number
registered in the memory device may be a fax number that is to be blocked or a fax
number that can be received.

The comparison unit 230 may be included between the authentication wait unit 210
and the document authentication unit 220. In other words, the comparison unit 230 is
not necessarily installed between the document authentication unit 220 and the control
unit 240.

When the facsimile controlling device 200 for facsimile security includes the
comparison unit 230, the transmission document must pass a document authentication
procedure in the document authentication unit 220 and not be blocked by the
comparison unit 230 in order to be actually transmitted to the facsimile.

The facsimile controlling device 200 for facsimile security may further include the
blocking management unit 260, which receives the control signal from the control unit
240 and stores information about a blocked transmission document. The blocking
management unit 260 may store how the transmission document is blocked (e.g., a
refusal of an approval by an approver or an attempt for transmission to a blocked fax
number), the time required for a transmission attempt, fax data included in the
transmission document, and other things.

FIG. 4 is a flowchart of an operation of the facsimile controlling device 200 for
facsimile security illustrated in FIG. 3 upon fax data transmission.

Referring to FIGS. 3 and 4, in operation S210, the authentication wait unit 210
receives a transmission document that has been transmitted and registered by a sender
computer or a facsimile in operation S200, and stores the transmission document so
that the transmission document can undergo authentication later. In operation S220, the
document authentication unit 220 outputs the document authentication signal to either
the comparison unit 230 or the control unit 240 according to whether the approval
signal output from the approver's computer. In operation S230, the comparison unit
230 compares the destination number included in the transmission document with the
pre-registered fax numbers. The control unit 240 controls whether to transmit the transmission document, on the basis of the document authentication signal of the document authentication unit 220 and a result of the comparison performed by the comparison unit 230. In response to a control signal that is output on the basis of a result of the control made by the control unit 240, the line connection unit 250 connects a line to the facsimile in order to transmit the transmission document in operation S240, or the blocking management unit 260 stores information about the blocked transmission document in operation S250.

FIG. 5 is a block diagram of an overall structure of a facsimile controlling device 300 for facsimile security upon both fax data reception and fax data transmission according to an embodiment of the present invention. Function blocks of the facsimile controlling device 300 for facsimile security are the same as or similar to those of the facsimile controlling devices 100 and 200 for facsimile security, so a detailed description thereof is omitted.

The facsimile controlling device 300 for facsimile security may be connected between a PSTN port and a facsimile. Alternatively, the facsimile controlling device 300 for facsimile security may be included in a facsimile or in a computer capable of transmitting and receiving data to and from a facsimile.

The invention can also be embodied as computer readable codes on a computer readable recording medium. The computer readable recording medium is any data storage device that can store data which can be thereafter read by a computer system. Examples of the computer readable recording medium include read-only memory (ROM), random-access memory (RAM), CD-ROMs, magnetic tapes, floppy disks, optical data storage devices, and carrier waves (such as data transmission through the Internet). The computer readable recording medium can also be distributed over network coupled computer systems so that the computer readable code is stored and executed in a distributed fashion. Also, functional programs, codes, and code segments for accomplishing the present invention can be easily construed by programmers skilled in the art to which the present invention pertains.

While the present invention has been particularly shown and described with reference to exemplary embodiments thereof, it will be understood by those of ordinary skill in the art that various changes in form and details may be made therein without departing from the spirit and scope of the present invention as defined by the following claims.

Industrial Applicability

A facsimile controlling device for facsimile security according to the present invention can be used in a PSTN, a facsimile, or a computer that can transmit and
receive fax data.
Claims

[1] A facsimile controlling device for facsimile security comprising:
   a line response unit sensing a line signal received from an external source and
   receiving fax data via a public switched telephone network (PSTN);
   a calling party checking unit checking a calling party number on the basis of the
   line signal sensed by the line response unit;
   a comparison unit comparing the calling party number checked by the calling
   party checking unit with pre-registered fax numbers;
   a control unit outputting a control signal for controlling whether to connect the
   line signal to a facsimile on the basis of a result of the comparison performed by
   the comparison unit; and
   a line connection unit connecting the line signal to the facsimile in response to
   the control signal output by the control unit.

[2] The facsimile controlling device for facsimile security of claim 1, further
   comprising a line blocking unit outputting a line conclusion signal to the line
   response unit for concluding the line signal in response to the control signal
   output from the control unit.

[3] The facsimile controlling device for facsimile security of claim 2, further
   comprising a blocking management unit storing information of the line signal
   that is blocked,
   wherein the blocking management unit receives and stores the information of the
   line signal that is blocked from the calling party checking unit in response to a
   blocking item storage signal output from the line blocking unit.

[4] A facsimile controlling device for facsimile security comprising:
   an authentication wait unit receiving a transmission document, the transmission
   document including fax data to be transmitted and a destination number, and
   storing the transmission document so that the transmission document can
   undergo authentication process;
   a document authentication unit receiving the transmission document from the authentication wait unit and outputting a document authentication signal that
   represents whether the contents of the fax data included in the transmission
   document has been approved by an approver;
   a control unit outputting a control signal for controlling whether to transmit the
   transmission document on the basis of the document authentication signal output
   by the document authentication unit; and
   a line connection unit transmitting the transmission document to a facsimile in
   response to the control signal output by the control unit.
The facsimile controlling device for facsimile security of claim 4, wherein the
document authentication unit further outputs an approval requesting signal to a
computer of the approver for requesting an approval of the received transmission
document.

The facsimile controlling device for facsimile security of claim 4, further
comprising a comparison unit receiving the document authentication signal from
the document authentication unit, comparing the destination number with pre-
registered fax numbers, and outputs a result of the comparison to the control unit.

The facsimile controlling device for facsimile security of claim 4, further
comprising a blocking management unit receiving the control signal from the
control unit and storing information about a blocked transmission document.

A facsimile controlling device for facsimile security comprising:
a line response unit sensing a line signal received from an external source via a
public switched telephone network (PSTN) and receiving fax data via the PSTN;
a calling party checking unit checking a calling party number on the basis of the
line signal sensed by the line response unit;
a comparison unit comparing the calling party number checked by the calling
party checking unit with pre-registered fax numbers;
a control unit outputting a control signal for controlling whether to connect the
line signal to a facsimile on the basis of a result of the comparison performed by
the comparison unit;
a line connection unit connecting the line signal to the facsimile in response to
the control signal output by the control unit;
an authentication wait unit receiving a transmission document, the transmission
document including fax data to be transmitted and a destination number, and
storing the transmission document so that the transmission document can
undergo authentication later; and
a document authentication unit receiving the transmission document from the authentication wait unit and outputting a document authentication signal that
represents whether the contents of the fax data included in the transmission
document has been approved by an approver,
wherein the control unit further outputs a control signal for controlling whether
to transmit the transmission document on the basis of the document authentication signal output by the document authentication unit, wherein the line
connection unit further transmits the transmission document to the facsimile in
response to the control signal output by the control unit.

A facsimile controlling method for facsimile security performed by a facsimile
controlling device for facsimile security, the method comprising:
sensing a line signal received from an external source via a public switched telephone network (PSTN) and receiving fax data via the PSTN;
checking a calling party number on the basis of the sensed line signal;
comparing the checked calling party number with pre-registered fax numbers;
controlling whether to connect the line signal to a facsimile on the basis of a result of the comparison; and
connecting the line signal to the facsimile in response to a result of the control.

A facsimile controlling method for facsimile security performed by a facsimile controlling device for facsimile security, the method comprising:
receiving a transmission document, the transmission document including fax data to be transmitted and a destination number via a public switched telephone network (PSTN), and storing the transmission document so that the transmission document can undergo authentication process;
outputting a document authentication signal that represents whether contents of the fax data included in the transmission document has been approved by an approver;
controlling whether to transmit the transmission document on the basis of the document authentication signal; and
transmitting the transmission document to a facsimile in response to a result of the control.

The facsimile controlling method for facsimile security of claim 10, further comprising comparing a calling party number with pre-registered fax numbers, wherein in the controlling, the transmission document is either blocked or transmitted to the facsimile according to the document authentication signal and a result of the comparison.

A recording medium having recorded thereon a program for the method of one of claims 9 through 11.
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