AUTHENTICATION OF A SUBSCRIBER STATION

The invention relates to a method for identifying authentication messages that have been generated by external attackers. According to the method, when a subscriber station receives an authentication input (2-4), it compares (2-5) the received authentication input with information of earlier-received authentication inputs. The subscriber station evaluates (2-5) the randomness of the received authentication input utilizing the information of earlier-received authentication inputs. If the subscriber station finds the new input random, it responds (2-6) to it in a usual manner. If the subscriber station finds the input non-random it concludes that the input has been generated by an external attacker trying to crack the secret key of the subscriber station. In such a case the subscriber station may lock the authentication process and/or it may generate a false response.
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AUTHENTICATION OF A SUBSCRIBER STATION

FIELD OF THE INVENTION

The present invention relates to authenticating a subscriber station in a telecommunications system, wherein the identity of the subscriber station is verified on the basis of a subscriber-station-specific secret key stored in the subscriber station. In particular the invention relates to a solution for identifying an authentication message generated by an external attacker.

BACKGROUND OF THE INVENTION

In the GSM system, authentication of a subscriber station is based on a challenge-response procedure. For the authentication, a subscriber-station-specific secret key Ki and an authentication algorithm A3 have been stored in the SIM (Subscriber identity module) card of the subscriber station. The subscriber-station-specific secret key Ki of the subscriber station and the corresponding authentication algorithm A3 have also been stored in an authentication centre of a GSM network. In order to carry out the authentication, a random number generator arranged in the authentication centre first generates a random number and transmits it to a counter as an input. Next, the counter computes a response SRES on the basis of the random number, authentication algorithm A3 and secret key Ki. The authentication centre then transmits the random number and the response SRES to a network element, which carries out the actual authentication, and which, as regards the GSM system, is a VLR (Visitor location register).

The visitor location register forwards the received random number to the subscriber station to be authenticated. The subscriber station comprises a counter, which computes a response SRES based on the received random number, the secret key Ki of the subscriber station and the authentication algorithm A3, and the subscriber station transmits the response SRES to the VLR. The VLR then compares the response transmitted by the authentication centre with the response transmitted by the subscriber station. Since the secret key Ki stored in the memory of the subscriber station is subscriber-station-specific, there is only one subscriber station capable of generating a correct response to the input transmitted thereto. If the responses of the subscriber station and the authentication centre are identical, the subscriber station has been authenticated.
A drawback of the known authentication procedure described above is that it is possible for an external attacker, who desires to crack the secret key stored in the subscriber station, to try to crack the secret key by supplying different inputs to the subscriber station (or the SIM card thereof) again and again and by monitoring the responses being transmitted from the subscriber station. When this procedure is repeated frequently enough and statistics is collected about the inputs and responses, the secret key Ki may be revealed on the basis of the collected data. If the external attacker cracks the key, he or she may be capable of cloning the subscriber station (or the SIM card) by producing a second subscriber station, which has an identical secret key, in which case the cloned subscriber station can be used for making calls, for which the owner of the original subscriber station is billed.

The above problem is solved in PCT/000/00907 such that the system generates authentication inputs comprising MACs (Message authentication code). The subscriber station checks the correctness of the received inputs and maintains a counter function to compute the number of inputs that are incorrect. When a predetermined limit value is exceeded, the subscriber station no longer provides correct responses to the inputs. The problem with this solution is that it requires modifications in the network operator functions, since the system has to be able to generate authentication inputs comprising MACs.

BRIEF DESCRIPTION OF THE INVENTION

An object of the present invention is to alleviate the above-mentioned problem and to provide an improved solution owing to which it is more difficult for an external attacker to crack a secret key of a subscriber station. The objects of the invention are achieved with a method, a system, a subscriber station and a SIM card, characterized by what is stated in the independent claims. The preferred embodiments of the invention are disclosed in the dependent claims.

The underlying idea of the invention is that when an authentication input is received in a subscriber station, the randomness thereof is evaluated. According to the invention, the evaluation of the randomness of a received input is performed utilizing information of one or more inputs received earlier by the subscriber station. If, based on the evaluation, the received input cannot be considered as a random input, it may be a sign of a try to crack the secret key
of the subscriber station. The subscriber station is thus able to identify inputs, which may originate from an external attacker.

The advantage of the invention is that it can with slight changes be applied to existing systems. In the GSM system, for example, the invention can be directly implemented in the SIM card, which means that mobile stations can right from the start be provided with SIM cards capable of checking the randomness of the inputs according to the invention. It is not necessary to change the operation of the network elements, and no changes are required on the subscriber station/network interfaces either.

BRIEF DESCRIPTION OF THE DRAWINGS

In the following, the invention will be described in closer detail with reference to the accompanying drawings, in which

Figure 1 is a simplified block diagram illustrating the system of the invention,

Figure 2 illustrates the signaling of the invention,

Figure 3 is a simplified flow diagram illustrating the method of the invention.

DETAILED DESCRIPTION OF THE INVENTION

The present invention is applicable to any communication system utilizing a random number as a challenge. In the following, embodiments of the invention will be described as implemented in the GSM system without limiting the invention to that particular system.

Figure 1 shows a simplified block diagram of the system S of the invention, showing only the components that are essential to illustrate the invention, even though those skilled in the art naturally know that a general mobile communication system also comprises other functions and structures, which do not have to be described in more detail herein.

Referring to Figure 1, in a mobile system, such as the GSM system, a majority of the authentication equipment of the network N is arranged in a special authentication centre AC, which, in connection with the GSM system, may be located in connection with a home location register (HLR), for example. A GSM system also comprises a mobile services switching centre MSC which enables the communication between the network elements, such as the HLR and the VLR, and the subscriber station MS.
The subscriber station MS (i.e. the mobile station) can be a simplified terminal intended only for speech, or it can be a terminal intended for multiple services operating as a service platform and supporting the loading and execution of different service-related functions. The subscriber station MS comprises the actual mobile equipment and an associated (usually removable) identification card SIM (not shown). The subscriber identity module SIM is a smart card comprising the subscriber identity, executing authentication algorithms and storing authentication and encryption keys and subscriber data needed at the subscriber station. The mobile equipment is a radio terminal used for radio communication between the subscriber station MS and the network N. The mobile equipment can be any equipment or a combination of several different equipment capable of communicating in a communication system.

The blocks shown in the block diagram of Figure 1 may comprise electronic circuits or, alternatively, one or more blocks may be implemented by software. Hence, no two separate counters, for example, are necessary at the subscriber station, but the counters can be implemented, for example, by one processor and computer program in a manner known per se.

In the GSM system, the subscriber station MS is authenticated by a visitor location register VLR such that the VLR receives from the authentication centre AC an input RAND and response SRES enabling the VLR to authenticate the subscriber station MS. The authentication centre AC comprises a first counter for generating a random number RAND. The authentication centre AC also comprises a memory with the secret key Ki stored therein of all those subscriber stations, in the authentication of which the authentication centre participates. In practice, the authentication centre can be operator-specific, in which case all secret keys of the subscriber stations of the operator have been stored in the memory of the authentication centre.

Figure 2 illustrates the successful signaling of the invention when no external attacker is detected. Referring to Figure 2, the authentication centre AC supplies in step 2-1 the secret key Ki of the subscriber station retrieved from the memory and the input RAND produced by the first counter to a second counter. The second counter computes a response SRES on the basis of the secret key Ki, input RAND and authentication algorithm A3. In the message 2-2, the authentication centre AC transmits the input RAND and response SRES to the VLR.
In step 2-3 the VLR stores the response SRES such that it will be available later for a comparing function. In order to authenticate the subscriber station MS, the VLR transmits in the message 2-4 the input RAND received from the authentication centre to the subscriber station MS.

In step 2-5, a comparing unit is activated in the subscriber station MS. According to the invention, the comparing unit evaluates the last received input based on the information of authentication inputs received earlier by the subscriber station. The information of the earlier received authentication inputs comprises samples of earlier inputs that may have been manipulated in an appropriate statistical manner. The comparing unit evaluates if the latest input resembles the information of earlier inputs, and concludes, on the basis of the evaluation, whether the latest input is random or not. The evaluation may be performed utilizing information of randomly selected earlier inputs. An appearance of a non-random authentication input might be a sign of somebody trying to crack the secret key of the subscriber station.

In step 2-5, the MS manipulates the latest input in an appropriate statistical manner with the information of earlier inputs and may store the information such that it is available for later authentications. There may be a predetermined time for how long the information of a received input will be stored. The time for storing the information may also be selected randomly so that the attacker cannot conclude when it would be worthwhile to try to attack again.

If the comparing unit of the MS considers the latest input as a random input, it activates a third counter to compute a response to the input RAND. The third counter computes the response SRES on the basis of the input RAND, the subscriber-station-specific secret key KI stored in a memory of the MS and the authentication algorithm A3. The algorithm is the same algorithm A3 and the parameters are the same parameters as the second counter of the authentication centre AC used. The subscriber station MS produces the response SRES, which is transmitted to the VLR in the message 2-6. The response produced by the MS is supposed to correspond to the response SRES transmitted by the authentication centre AC. If the comparing function of the VLR detects in step 2-7 that the responses are identical, it is concluded that the subscriber station MS has been authenticated.

If, on the other hand, the comparing unit of the MS indicated in step 2-5 that the input RAND is not random, the input has most likely been supplied
by an external attacker, not by an authorized VLR or equivalent. According to
the embodiments of the invention, the subscriber station can be programmed
to operate such that cracking the secret key is made significantly more difficult
when the subscriber station has identified an input originating from an external
attacker.

In one embodiment of the invention, the subscriber station produces
and forwards an input only if the subscriber station has checked the input and
concluded that the input is random. A control unit of the MS interrupts the
process for authenticating the subscriber station such that no response will be
transmitted by the MS. Consequently, it is more difficult to crack the secret key
since an external attacker cannot continue sending inputs and monitoring what
kind of a response each input induces.

In another embodiment of the invention, the subscriber station com-
putes and forwards a false response such as a random response if it detects
that the received input is not random. The random response herein refers to
any response resembling a correct one. The random response may be com-
puted by another algorithm than the authentication algorithm. Alternatively, the
random response may be computed by the authentication algorithm but, in-
stead of the secret key of the subscriber station, the computation utilizes an-
other key, which is a "pseudo key", or, alternatively, the random response may
comprise a random number generated by a random number generator. The
point is that the response is not computed by the authentication algorithm A3,
secret key Ki and input RAND. If this were the case, the external attacker
would be provided with the real response to the supplied input, which might
assist in cracking the secret key. The idea is that the random response resem-
bles a real response such that an external attacker does not, on the basis of
the length of the response, for example, know that the random response is not
a real response provided with an authentication algorithm and a secret key. If,
on the other hand, the external attacker is provided with a random response
resembling the real response, the external attacker will not know that the re-
sponse is an incorrect one.

In yet another embodiment of the invention, the subscriber station
maintains a counter function to compute the number of inputs that are non-
random. In such a case, when a predetermined limit value is exceeded, the
subscriber station locks itself such that it no longer provides a correct response
to the input. In this embodiment, the subscriber station can thus produce and
forward a response, which is either correct or incorrect regardless of whether
the input is random until the counter function indicates that the maximum num-
ber of non-random inputs is exceeded, whereby the authentication function of
the subscriber station is locked. The locking may take place either such that
the subscriber station no longer provides any responses or, alternatively, in
order to mislead the attacker, the subscriber station may continue by producing
incorrect responses only, such as random responses.

Figure 3 is a flow diagram illustrating the method of the invention
when an external attacker is detected. In step 3-1, an authentication message
comprising a non-random input RAND is received in the MS.

According to the first embodiment of the invention, if it is detected
that the input is not random, the processing of the authentication message is
interrupted in step 3-2. No response will then be transmitted to the authentica-
tion message. A notification of interrupting the process may be forwarded in
step 3-3, but this is not mandated by the invention. Consequently, the external
attacker receives no response to the input, which means that the attacker is
unable to collect responses and use them for cracking the secret key.

According to the second embodiment of the invention, if it is de-
tected that the input is not random, a random response is produced to the input
in step 3-4 and forwarded to the sender of the input in step 3-5. The random
response can be any response which resembles a real response and which
has not been computed in a similar manner as the real response. Conse-
quently, the random response can be directly produced by a random number
generator, or it can be computed from the input by utilizing a suitable algorithm
and input. The external attacker will thus receive an incorrect response, how-
ever without knowing this.

According to the third embodiment of the invention, a predetermined
variable Cmax indicating the highest allowed number of non-random inputs
has been stored in the subscriber station (or the SIM card thereof). In addition,
a variable C to keep a record of received non-random inputs is set to a prede-
termined initial value. In this embodiment it is checked in step 3-2 whether or
not variable C utilized by a fourth counter function has reached the limit value
Cmax. If so, this means that the highest allowed number of received non-
random inputs Cmax has already been reached, which means that the authent-
tication process is interrupted as described above in steps 3-2 and 3-3 or a
false response is created as described above in steps 3-4 and 3-5. Otherwise,
the process proceeds according to steps 2-5, 2-6 and 2-7 of Figure 2. When
the counter function of the subscriber station reaches a predetermined limit
value, the authentication functions thereof will be locked such that the sub-
scriber station no longer provides correct responses. When the subscriber sta-
tion is one of the kind, in which the authentication functions are arranged on
the SIM card, such as a GSM mobile station, the subscriber station must next
be provided with a new SIM card to replace the locked one.

The various embodiments of the invention may be carried out simultane-
ously or they may be mutually exclusive. The signalling messages and
steps shown in Figures 2 and 3 are not in an absolute chronological order, and
they can be executed in a different order from the given one. Other signalling
messages can be transmitted and/or other functions can be carried out be-
tween the messages and/or steps. The signalling messages are only examples
and can include only some of the aforementioned information. The messages
can also include other information.

It is possible that necessary parts for checking the inputs and/or pro-
ducing a response in connection with authentication are arranged in the SIM
card or in the subscriber station or both. The invention is also applicable to a
system comprising no SIM cards at all.

It is to be understood that the above description and the related
drawings are only intended to illustrate the present invention. It is obvious to
one skilled in the art that the invention can be modified in various ways without
deviating from the scope and spirit of the invention disclosed in the attached
claims.
CLAIMS

1. A method for identifying authentication messages generated by external attackers, the method comprising receiving authentication inputs in a subscriber station (MS), the method being characterized by evaluating the randomness of a received authentication input utilizing information of earlier-received authentication inputs; and responding in a usual manner to the received authentication input if it is found random.

2. A method as claimed in claim 1, characterized by evaluating the randomness of a received authentication input utilizing information of randomly selected earlier-received authentication inputs.

3. A method as claimed in claim 1 or 2, characterized by locking the authentication process if the received authentication input is found non-random.

4. A method as claimed in claim 1, 2 or 3, characterized by sending a false response to the received authentication input if it is found non-random.

5. A method as claimed in any of the previous claims 1 - 4, characterized by storing information of at least some of the received authentication inputs.

6. A telecommunications system comprising at least one subscriber station (MS) arranged to receive authentication inputs, characterized in that the system is configured to evaluate the randomness of a received authentication input utilizing information of earlier-received authentication inputs; and respond in a usual manner to the received authentication input if it is found random.

7. A subscriber station being arranged to receive authentication inputs, characterized in that the subscriber station is arranged to evaluate the randomness of a received authentication input utilizing information of earlier-received authentication inputs; and respond in a usual manner to the received authentication input if it is found random.

8. A SIM card being arranged to receive authentication inputs, characterized in that the SIM card is arranged to
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evaluate the randomness of a received authentication input utilizing information of earlier-received authentication inputs; and

respond in a usual manner to the received authentication input if it is found random.

9. A SIM card as claimed in claim 8, characterized in that it is arranged to evaluate the randomness of a received authentication input utilizing information of randomly selected earlier-received authentication inputs.

10. A SIM card as claimed in claim 8 or 9, characterized in that it is arranged to lock the authentication process if the received authentication input is found non-random.

11. A SIM card as claimed in claim 8, 9 or 10, characterized in that it is arranged to send a false response to the received authentication input if it is found non-random.

12. A SIM card as claimed in any of the previous claims 8 - 11, characterized in that it is arranged to store information of at least some of the received authentication inputs.
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