DYNAMIC PASSWORD TOKEN, AND DATA TRANSMISSION METHOD AND SYSTEM FOR DYNAMIC PASSWORD TOKEN

Provided are a dynamic password token, and a data transmission method and system for the dynamic password token. When the dynamic password token needs to be in communication with a background system server, a series of methods of digital signature, encryption, decryption, etc. are used to improve the communication flow of the dynamic password token and the background system server. The present invention solves the problem of unsecure communication of the dynamic password token and the background system server in the prior art, ensures that the dynamic password token and the background system server can conduct reliable information interaction, and ensures the secure transmission of key information about seed keys, etc. in the processes of taking-effect, activation and synchronization operations on the dynamic password token, thereby ensuring the security of user accounts. Meanwhile, compared with the prior art, the present invention is convenient in implementation and simple in structure.
The present disclosure relates to an electronic technique field, and more particularly relates to a One-Time Password token, a data transmission method for a One-time Password token.

BACKGROUND

[0002] One-Time Password (OTP), as a safest identity authentication technology, is widely applied in more and more industries. A OTP token generates an unpredictable and random combination of digits (i.e. OTP value) according to one or more algorithms, seed secret keys, time, event factors and challenge information. Each OTP value can only be used once. Since the OTP value is convenient and independent from the platform, it is widely applied in the enterprises, network games, the finance field and other fields.

[0003] In an existing application of the OTP token, the algorithm is preset in the OTP token. Each token needs a distinctive seed secret key. The seed secret key is introduced into the OTP token via information interaction with a background system server when the OTP token is validated or activated. Since the generation of the OTP value depends upon the seed secret key, the safety of the OTP will be greatly affected once the seed secret key leaks, such that the safety of the user account is damaged, thus causing loss to the user.

[0004] In addition, after being used for a period of time, the OTP token is required to be synchronized with the background system server, since the OTP token will not be able to generate the OTP value if a time error or an event factor error occurs. Once the information leaks during the synchronization, the information about time or event factor leaks, and thus the safety of the user account is damaged.

[0005] Further, when the existing OTP token is used, the OTP token needs to be connected with the background system server directly during validating, activation and synchronization, and thus someone holding the OTP token is required to go to the bank counter, such that the bank staff could operate the OTP token for directly interacting with the background system server.

SUMMARY

[0006] The present disclosure seeks to solve at least one of the above problems.

[0007] A first objective of the present disclosure is to provide a data transmission method for a OTP token.

[0008] Another objective of the present disclosure is to provide a OTP token.

[0009] Another objective of the present disclosure is to provide a data transmission system for a OTP token.

[0010] In order to achieve the above objectives, technical solutions of the present disclosure may be implemented as follows. Embodiments of the present disclosure provide a data transmission method for a OTP token, including: receiving by the OTP token a starting instruction and performing a starting operation according to the starting instruction; receiving by the OTP token an operation instruction; generating by the OTP token a request message according to the operation instruction after receiving the operation instruction, and signing the request message to obtain a first digital signature, obtaining a request data package according to the request message and the first digital signature, and sending the request data package to a background system server; receiving by the background system server the request data package, obtaining the first digital signature and the request message from the request data package, and verifying the first digital signature; determining by the background system server a corresponding feedback message according to the request message after the first digital signature is successfully verified, obtaining a feedback data package by encrypting the feedback message and sending the feedback data package to the OTP token; receiving by the OTP token the feedback data package; decrypting by the OTP token the feedback data package to obtain the feedback message after receiving the feedback data package; storing by the OTP token the feedback message; generating by the OTP token a response message, signing the response message to obtain a second digital signature, obtaining a response data package according to the response message and the second digital signature; receiving by the background system server the response data package, obtaining the second digital signature and the response message from the response data package and verifying the second digital signature; performing by the background system server a response operation according to the response message after the second digital signature is successfully verified.

[0011] Moreover, the operation instruction is a validating operation instruction, the request message is a validating request message including a validating operation code and account information, and the feedback message includes at least one seed secret key.

[0012] Moreover, the feedback message further includes event factor information.

[0013] Moreover, the operation instruction is an activation operation instruction, the request message is an activation request message including an activation operation code and account information, the feedback message includes an activation code, and the data transmission method further includes: verifying by the OTP token the activation code included in the feedback message after storing the feedback message by the OTP token; and triggering generating the response message by the OTP token, after the activation code is successfully ver-
Moreover, verifying by the OTP token the activation code included in the feedback message includes:

- obtaining by the OTP token the activation code included in the feedback message, generating by the OTP token an activation verification code according to a predetermined activation code generating algorithm, comparing by the OTP token the activation code with the activation verification code, and triggering generating the response message by the OTP token if the activation code is consistent with the activation verification code; or
- if the background system server sends the feedback data package together with an activation verification code to the OTP token, after receiving by the OTP token the feedback data package and the activation verification code and obtaining by the OTP token the feedback message from the feedback data package, comparing by the OTP token the activation code included in the feedback message with the activation verification code, and triggering generating the response message by the OTP token if the activation code is consistent with the activation verification code.

Moreover, the operation instruction is a synchronization operation instruction, the request message is a synchronization request message including a synchronization operation code and account information, and the feedback message includes a synchronization code.

Moreover, decrypting by the OTP token the feedback data package to obtain the feedback message after receiving the feedback data package includes: outputting by the OTP token an indication message after receiving the feedback data package; receiving by the OTP token a confirmation instruction for confirming the indication message; decrypting by the OTP token the feedback data package according to the confirmation instruction, so as to obtain the feedback message.

Embodiments of the present disclosure also provide a OTP token. The OTP token includes a first input module, a second input module, a signature module, a transmission module, an encryption/decryption module and a storage module. The first input module is configured to receive a starting instruction and to perform a starting operation according to the starting instruction; the second input module is configured to receive an operation instruction and to send the operation instruction to the signature module; the signature module is configured to generate a request message according to the operation instruction, to sign the request message to obtain a first digital signature, to obtain a request data package according to the request message and the first digital signature, and to send the request data package to the transmission module; the transmission module is configured to send the request data package to an external device after receiving the request data package sent by the signature module, to receive a feedback data package from the external device, and to send the feedback data package to the encryption/decryption module; the encryption/decryption module is configured to decrypt the feedback data package to obtain a feedback message after receiving the feedback data package sent by the transmission module, and to send the feedback message to the storage module; the storage module is configured to store the feedback message after receiving the feedback message sent by the encryption/decryption module; the signature module is further configured to generate a response message after the storage module stores the feedback message, to sign the response message to obtain a second digital signature, to obtain a response data package according to the response message and the second digital signature, and to send the response data package to the transmission module; the transmission module is further configured to send the response data package to the external device after receiving the response data package sent by the signature module.

Moreover, the OTP token further includes a OTP generating module configured to generate a OTP.

Moreover, the OTP token further includes a validating module, in which the operation instruction is a validating operation instruction, the request message is a validating request message including a validating operation code and account information, the feedback message includes at least one seed secret key, the validating module is connected with the storage module and configured to perform a validating operation according to the feedback message stored in the storage module.

Moreover, the feedback message further includes event factor information.

Moreover, the OTP token further includes an activation module, in which the operation instruction is an activation operation instruction, the request message is an activation request message including an activation operation code and account information, the feedback message includes an activation code, the activation module is connected with the storage module and configured to obtain the activation code included in the feedback message after receiving the feedback message, to generate an activation verification code according to a predetermined activation code generating algorithm and compare the activation code with the activation verification code, and to determine that the activation code is successfully verified if the activation code is consistent with the activation verification code; or the transmission module is further configured to receive an activation verification code from the external device when receiving the feedback data package from the external device, to send the activation verification code to the activation module when sending the feedback data package to the encryption/decryption module, and the activation module is further configured to receive the activation verification code sent by the transmission module when receiving the feedback data package from the external device, and to send the feedback data package to the encryption/decryption module; the encryption/decryption module is configured to decrypt the feedback data package to obtain a feedback message after receiving the feedback data package sent by the transmission module, and to send the feedback message to the storage module; the storage module is configured to store the feedback message after receiving the feedback message sent by the encryption/decryption module; the signature module is further configured to generate a response message after the storage module stores the feedback message, to sign the response message to obtain a second digital signature, to obtain a response data package according to the response message and the second digital signature, and to send the response data package to the transmission module; the transmission module is further configured to send the response data package to the external device after receiving the response data package sent by the signature module.

Moreover, the operation instruction is a synchronization operation instruction, the request message is a synchronization request message including a synchronization operation code and account information, and the feedback message includes a synchronization code.
the feedback message sent by the encryption/decryption module, to compare the activation code included in the feedback message with the activation verification code, and to determine that the activation code is successfully verified if the activation code is consistent with the activation verification code.

Moreover, the OTP token further includes a synchronization module, in which the operation instruction is a synchronization operation instruction, the request message is a synchronization request message including a synchronization operation code and account information, the feedback message includes a synchronization code, and the synchronization module is connected with the storage module, and configured to perform a synchronization operation according to the feedback message stored in the storage module.

Moreover, the OTP token further includes an output module and a third input module, in which the output module is configured to output an indication message after the transmission module receives the feedback data package, and the third input module is configured to receive a confirmation instruction for confirming the indication message, and trigger the transmission module to send the feedback data package to the encryption/decryption module.

Embodiments of the present disclosure also provide a data transmission system. The data transmission system includes a background system server and a OTP token mentioned above, the background system server is configured to receive the request data package sent by the OTP token, obtain the first digital signature and the request message from the request data package and verify the first digital signature, generate the feedback message according to the request message after the first digital signature is successfully verified, obtain the feedback data package by encrypting the feedback message and send the feedback data package to the OTP token, receive the response data package sent by the OTP token, obtain the second digital signature and the response message from the response data package and verify the second digital signature, perform a response operation according to the response message after the second digital signature is successfully verified.

It can be seen from the technical solutions provided by the present disclosure that, with the data transmission method for a OTP token and the data transmission system, when the OTP token needs to communicate with the background system server, the communication process between the OTP token and the background system server is improved by means of the digital signature and the encryption/decryption. The present disclosure solves the problem that the communication between the OTP token and the background system server is unsafe in the related art, ensures that the OTP token and the background system server may exchange information with each other reliably, and ensures a safe transmission of the key information such as the seed secret key during validating, activating and synchronizing the OTP token, such that the safety of the user account may be guaranteed. Meanwhile, compared to the related art, the present disclosure is easy to implement and has a simple structure.

BRIEF DESCRIPTION OF THE DRAWINGS

To illustrate the technical solution in embodiments of the present disclosure more clearly, the following briefly describes the accompanying drawings required for describing embodiments. Apparently, the accompanying drawings in the following description merely show some embodiments of the present disclosure, and persons of ordinary skill in the art can derive other drawings from these accompanying drawings without creative efforts. Among the drawings:

Fig. 1 is a flow chart of a data transmission method for a OTP token according to a first embodiment of the present disclosure;
Fig. 2 is a block diagram of a OTP token according to a first embodiment of the present disclosure;
Fig. 3 is a block diagram of a data transmission system according to a first embodiment of the present disclosure;
Fig. 4 is a flow chart of a data transmission method for a OTP token according to a second embodiment of the present disclosure;
Fig. 5 is a block diagram of a OTP token according to a second embodiment of the present disclosure;
Fig. 6 is a flow chart of a data transmission method for a OTP token according to a third embodiment of the present disclosure;
Fig. 7 is a block diagram of a OTP token according to a third embodiment of the present disclosure;
Fig. 8 is a flow chart of a data transmission method for a OTP token according to a fourth embodiment of the present disclosure;
Fig. 9 is a block diagram of a OTP token according to a fourth embodiment of the present disclosure.

DETAILED DESCRIPTION

To make the technical solutions of embodiments of the present disclosure more comprehensible, the following describes the technical solutions in the embodiments of the present disclosure with reference to the accompanying drawings. Apparently, the described embodiments are merely a part of the embodiments of the present disclosure rather than all of the embodiments. All other embodiments obtained by persons of ordinary skill in the art based on the embodiments of the present disclosure without creative efforts shall fall within the protection scope of the present disclosure.

It is to be understood that phraseology and terminology used herein with reference to device or element orientation (such as, terms like "longitudinal", "lateral", "up", "down", "front", "rear", "left", "right", "vertical", "hor-
horizontal", "top", "bottom", "inside", "outside") are only used to simplify description of the present invention, and do not indicate or imply that the device or element referred to must have or operated in a particular orientation. They cannot be seen as limits to the present disclosure. Moreover, it should be understood that, terms such as "first" and "second" are used herein for purposes of description, and are not intended to represent or indicate relative importance or significance or to represent or indicate numbers or locations.

[0029] In the description of the present disclosure, it should be understood that, unless specified or limited otherwise, the terms "mounted", "connected" and "coupled" should be understood broadly, and may be, for example, fixed connections, detachable connections, or integral connections; or may be mechanical or electrical connections; or may be direct connections or indirect connections via intervening structures, which can be understood by those skilled in the art according to specific situations.

[0030] In the following, embodiments of the present disclosure will be described in detail with reference to drawings.

EMBODIMENT 1

[0031] Fig. 1 is a flow chart of a data transmission method for a OTP token according to a first embodiment of the present disclosure. The data transmission method for a OTP token includes following steps.

[0032] In step S101, the OTP token receives a starting instruction and performs a starting operation according to the starting instruction.

[0033] Specifically, a user may turn on the power of the OTP token by pressing a button. Alternatively, if the OTP token has already power-on, the OTP token may enter a OTP mode according to an entering OTP mode instruction inputted from outside.

[0034] In step S102, the OTP token receives an operation instruction.

[0035] Specifically, the operation instruction may be a validating instruction, an activation instruction, or a synchronization instruction. The user may input the operation instruction by pressing a button on the OTP token or via a virtual keyboard, or the user may connect the OTP token with a terminal (for example, a PC, a notebook computer, a mobile phone) and operate the terminal for sending the operation instruction to the OTP token. When the OTP token is used for a first time, a validating and activation operation is required to be performed on the OTP token. When the OTP token cannot be used or other faults occur, a synchronization operation is required to be performed on the OTP token.

[0036] In step S103, after receiving the operation instruction, the OTP token generates a request message according to the operation instruction, signs the request message to obtain a first digital signature, obtains a request data package according to the request message and the first digital signature, and sends the request data package to a background system server.

[0037] For example, the OTP token may use a signature module thereof to sign the request message after generating the request message according to the operation instruction.

[0038] Specifically, referring to different operation instructions, the request message may be a validating request message, an activation request message or a synchronization request message. Different request messages contain different contents. For example, the validating request message may include an operation code of the validating request, account information corresponding to the OTP token and any other related information.

[0039] In addition, generally, the existing OTP token only includes a OTP generating module. However, the OTP token according to embodiments of the present disclosure not only includes the OTP generating module, but also includes a signature module. The signature module is configured to sign the data to be sent to the background system server and send the signature data to the background system server, such that the background system server verifies the signature data after receiving the signature data, thus authenticating the identity of the OTP token, preventing the user account from being tampered or stolen, and guaranteeing the safety of the account of the OTP token. The OTP token may include a pair of public key and private key, and a digital certificate for signing. The public key is sent to the background system server by the OTP token. In this way, the OTP token may sign the data using the private key and the background system server may verify the data using the public key. Meanwhile, the background system server may encrypt the data using the public key and send the encrypted data to the OTP token, and the OTP token may decrypt the encrypted data using the private key.

[0040] Specifically, after generating the request message by the OTP token, step S103 may be implemented by the following ways.

1. After signing the request message using the private key to obtain the first digital signature, the OTP token generates the request data package according to the first digital signature and the request message, and sends the request data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token according to the signature after receiving the request message.

2. After signing the request message using the private key to obtain the first digital signature, the OTP token encrypts the request message, and then generates the request data package according to the first digital signature and the encrypted request message, and sends the request data package to the background system server. In this way, the background system server may authenticate the identity
of the OTP token using the signature after receiving the request message, and meanwhile the safety of the transmission may be ensured by encrypting the data.

(3) After signing the request message using the private key to obtain the first digital signature, the OTP token generates the request data package by encrypting the request message and the first digital signature, and sends the request data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the request message, and meanwhile the safety of the transmission may be further ensured by encrypting the data.

[0041] The signature algorithm used in the present disclosure is an irreversible algorithm (e.g., Hash algorithm), so as to avoid turning back. The decryption algorithm may be a symmetric algorithm or an asymmetric algorithm.

[0042] A specific method of obtaining the digital signature and other details are well known in the art, which are not elaborated herein.

[0043] In step S104, the background system server receives the request data package, obtains the first digital signature and the request message from the request data package and verifies the first digital signature.

[0044] Specifically, the background system server needs to verify the data sent by the OTP token, so the background system server includes a verifying module corresponding to the signature module in the OTP token, for example, the background system server holds the public key corresponding to the private key of the OTP token. Specifically, after receiving the request data package, the background system server obtains the first digital signature and the request message from the request data package (if the request data package is encrypted, it should be decrypted firstly), and verifies the first digital signature sent by the OTP token using the public key corresponding to the private key of the OTP token. The specific process of verifying is well known in the related art, which is not elaborated herein.

[0045] In step S105, after the first digital signature is successfully verified, the background system server determines a feedback message according to the request message, encrypts the feedback message to obtain a feedback data package, and sends the feedback data package to the OTP token.

[0046] Specifically, referring to the different request messages (validating request message, activation request message or synchronization request message), the background system server selects or generates a corresponding feedback message. For example, if the request message is the validating request message, the background system server selects a corresponding seed secret key and an event factor and generates the corresponding feedback message according to the operation code of the validating request and related information in the validating request message. For the safe transmission of the data, the background system server encrypts the feedback message, for example, the background system server encrypts the feedback message using the public key, so as to obtain the feedback data package.

[0047] In step S106, the OTP token receives the feedback data package.

[0048] In step S107, after receiving the feedback data package, the OTP token decrypts the feedback data package to obtain the feedback message.

[0049] Specifically, after receiving the feedback data package, the OTP token decrypts the feedback data package using the private key, so as to obtain the feedback message.

[0050] In step S108, the OTP token stores the feedback message after obtaining the feedback message.

[0051] In step S109, the OTP token generates a response message, signs the response message to obtain a second digital signature, obtains a response data package according to the response message and the second digital signature, and sends the response data package to the background system server.

[0052] For example, after the OTP token generates the response message, the signature module in the OTP token signs the response message to obtain the second digital signature.

[0053] Specifically, referring to different operation instructions (a validating instruction, an activation instruction, a synchronization instruction), the OTP token receives different feedback data, and thus the response message generated by the OTP token may be different. For example, with regard to the validating instruction, the response message generated in this step may include information indicating the background system server to perform a validating process.

[0054] Specifically, after the OTP token generates the response message, step S109 may be implemented in the following ways.

(1) After signing the response message using the private key to obtain the second digital signature, the OTP token generates the response data package according to the second digital signature and the response message, and sends the response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the response message.

(2) After signing the response message using the private key to obtain the second digital signature, the OTP token encrypts the response message, and then generates the response data package according to the second digital signature and the encrypted response message, and sends the response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature...
In step S110, the background system server re-
validating repeatedly. Specifically, step
validating process as unavailable, so as to prevent the
response data package after the second digital signature is success-
fully verified.

In step S111, the background system server
performs a response operation according to the response
message after the second digital signature is success-
fully verified.

Specifically, the background system server per-
forms different response operations according to different
response messages. For example, with regard to the
response message corresponding to the validating instruction, the background system server performs a valid-
ating process according to the response message. Meanwhile, the background system server may set the validating process as unavailable, so as to prevent the
OTP token from validating repeatedly. Specifically, step
S108 may be implemented in following ways.

(1) After receiving the feedback data package, the
OTP token outputs an indication message, and them
obtains the feedback message by decrypting the feedback data package. For example, when the OTP
token receives the feedback data package, an indication message is displayed on the screen for indicat-
ing that a data package is received, i.e. the OTP
token performs an operation (such as, a validating operation, an activation operation, a syn-
chronizing operation). A progress bar may also be shown on
the screen, such that the user may learn about the progress of the operation, and may take steps to block the operation if the operation is not performed by the user, thus guaranteeing the safety of the user account.

(2) After receiving the feedback data package, the
OTP token outputs an indication message, and recei-
vies a confirmation instruction for confirming the indication message. The OTP token decrypts the
feedback data package to obtain the feedback message according to the confirmation instruction. For
example, if the OTP token receives the feedback data package (indicating that an operation such as a
validating operation, an activation operation, a syn-
chronizing operation is performed on the OTP token), an indication message is displayed on the
screen for indicating that a data package is received, and the operation is interrupted to wait for the con-
firmation information from the user. Only when the user confirms the operation, the OTP token performs
the following operation, and decrypts the feedback data package to obtain the feedback message. In
this way, the user may learn about the progress of the operation and may take steps to block the operation if the operation is not performed by the user, thus guaranteeing the safety of the user account.

As shown in Fig. 2, embodiments of the present
disclosure further provide a OTP token 10 using the
above data transmission method for a OTP token. The
OTP token includes a first input module 101, a second
module 102, a signature module 103, a transmis-
sion module 104, an encryption/decryption module 105
and a storage module 106.

The first input module 101 is configured to re-
ceive a starting instruction and perform a starting oper-
ation according to the starting instruction.

Specifically, the first input module 101 may be
a button. A user may turn on the power of the OTP

The second input module 102 is configured to receive an operation instruction and send the operation instruction to the signature module 103.

Specifically, the operation instruction may be a
validating instruction, an activation instruction, or a syn-
chronization instruction. The second input module 102
may be a button or a virtual keyboard for receiving the operation instruction. Or, the user may connect the OTP
token with a terminal (a PC, a notebook computer, a mo-
 bile phone) and operate the terminal for sending the op-
eration instruction to the OTP token.

The signature module 103 is configured to gen-
erate a request message according to the operation in-
struction, sign the request message to obtain a first digital
signature, obtain a request data package according to the request message and the first digital signature, and send the request data package to the transmission mod-
ule 104. The signature module 103 is further configured
to generate a response message after the storage mod-
ule 106 stores the feedback message, sign the response message to obtain a second digital signature, obtain a response data package according to the response mes-
sage and the second digital signature, and send the re-
ponse data package to the transmission module 104.

The transmission module 104 is configured to send the request data package to an external device after receiving the request data package sent by the signature module 103. The transmission module 104 is further con-
configured to send the response data package to the external device after receiving the response data package sent by the signature module 103. The transmission module 104 is also configured to receive a feedback data package from the external device, and send the feedback data package to the encryption/decryption module 105.

[0065] Specifically, the transmission module 104 may be a wired or wireless transmission module, such as a USB interface transmission module, an audio interface transmission module, an abnormality interface transmission module, a Blue Tooth transmission module, an infrared transmission module, an NFC transmission module.

[0066] Specifically, whenever the transmission module 104 receives the request data package or the response data package sent from the signature module 103, the transmission module 104 sends the data package to the background system server, such that the background system server may process the data and make a response.

[0067] The encryption/decryption module 105 is configured to decrypt the feedback data package to obtain feedback message after receiving the feedback data package sent by the transmission module 104, and send the feedback message to the storage module 106.

[0068] Specifically, the encryption/decryption module 105 may include a private key of the OTP token, and may decrypt the feedback data package using the private key to obtain the feedback message.

[0069] The storage module 106 is configured to store the feedback message after receiving the feedback message sent by the encryption/decryption module 105.

[0070] Furthermore, the OTP token in this embodiment may further include an output module 107 and a third input module 108. The output module 107 is configured to output an indication message after the transmission module 104 receives the feedback data package. The third input module 108 is configured to receive a confirmation instruction for confirming the indication message, and trigger the transmission module 104 to send the feedback data package to the encryption/decryption module 105.

[0071] In addition, the OTP token 10 of the present disclosure may further include a OTP generating module 109, the OTP generating module 109 may be configured to generate a OTP according to the seed secret key, the event factor, the challenge code and the like.

[0072] As shown in Fig. 3, embodiments of the present disclosure also provide a data transmission system using the above data transmission method for a OTP token. The data transmission system includes the above-mentioned OTP token 10 and a background system server 20.

[0073] The OTP Token performs functions described in the above-mentioned method.

[0074] The background system server 20 receives the request data package sent by the OTP token 10, obtains the first digital signature and the request message from the request data package and verifies the first digital signature. The background system server 20 generates the feedback message according to the request message after the first digital signature is successfully verified, obtains the feedback data package by encrypting the feedback message, and sends the feedback data package to the OTP token 10.

[0075] The background system server 20 receives the response data package sent by the OTP token 10, obtains the second digital signature and the response message from the response data package and verifies the second digital signature.

[0077] The background system server 20 performs a response operation according to the response message after the second digital signature is successfully verified.

[0078] It can be seen from the technical solutions provided by the present disclosure that, with the OTP token, the data transmission method for the OTP token and the data transmission system provided by the present disclosure, when the OTP token needs to communicate with the background system server, the communication process between the OTP token and the background system server is improved by means of the digital signature and the encryption/decryption. The present disclosure solves the problem that the communication between the OTP token and the background system server is unsafe in the related art, ensures that the OTP token and the background system server may exchange information with each other reliably, and ensures a safe transmission of the key information such as the seed secret key during validating, activating and synchronizing the OTP token, such that the safety of the user account may be guaranteed. Meanwhile, compared to the related art, the present disclosure is easy to implement and has a simple structure.

Embodiment 2

[0079] As shown in Fig. 4, in this embodiment, a data transmission method for a OTP token (specifically, a method for validating a OTP token) is provided.

[0080] In step S201, the OTP token receives a starting instruction and performs a starting operation according to the starting instruction.

[0081] Specifically, a user may turn on the power of the OTP token by pressing a button. Or, if the OTP token has already power-on, the OTP token may enter a OTP mode according to an entering OTP mode instruction inputted from outside.

[0082] In step S202, the OTP token receives a validating operation instruction.

[0083] Specifically, the user may input the validating operation instruction by pressing a button on the OTP token or via a virtual keyboard, or the user may connect the OTP token with a terminal (a PC, a notebook computer, a mobile phone, etc.) and operate the terminal for sending the validating operation instruction to the OTP token. When the OTP token is used for a first time, a
validating operation is required to be performed on the OTP token, such that the user can use the OTP token.

In step S203, after receiving the validating operation instruction, the OTP token generates a validating request message according to the validating operation instruction, signs the validating request message to obtain a first digital signature, obtains a validating request data package according to the validating request message and the first digital signature, and sends the validating request data package to a background system server.

For example, a signature module of the OTP token may sign the validating request message after the OTP token generates the validating request message, so as to obtain the first digital signature.

Specifically, the validating request message may include a validating operation code, account information corresponding to the OTP token and any other related information.

In addition, generally, the existing OTP token only includes a OTP generating module. However, the OTP token according to embodiments of the present disclosure not only includes the OTP generating module, but also includes a signature module. The signature module is configured to sign the data to be sent to the background system server and send the signature data, such that the background system server verifies the signature data after receiving the signature data, thus authenticating the identity of the OTP token, preventing the account from being tampered or stolen, and guaranteeing the safety of the account of the OTP token. The OTP token may include a pair of public key and private key, and a digital certificate for signing. The public key is sent to the background system server by the OTP token. In this way, the OTP token may sign the data using the private key and the background system server may verify the data using the public key. Meanwhile, the background system server may encrypt the data using the public key and send the encrypted data to the OTP token, and the OTP token may decrypt the encrypted data using the private key.

Specifically, after generating the validating request message by the OTP token, step S203 may be implemented by the following ways.

1. After signing the validating request message using the private key to obtain the first digital signature, the OTP token generates the validating request data package according to the first digital signature and the validating request message, and sends the validating request data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the validating request message, and meanwhile the safety of the data transmission may be ensured by encrypting the data.

2. After signing the validating request message using the private key to obtain the first digital signature, the OTP token generates the validating request data package by encrypting the validating request message and the first digital signature, and sends the validating request data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the validating request message, and meanwhile the safety of the data transmission may be further ensured by encrypting the data.

The signature algorithm used in the present disclosure is an irreversible algorithm (e.g., Hash algorithm), so as to avoid turning back. The decryption algorithm may be a symmetric algorithm or an asymmetric algorithm.

Other details about a specific method of obtaining the digital signature are well known in the art, which are not elaborated herein.

In step S204, the background system server receives the validating request data package, obtains the first digital signature and the validating request message from the validating request data package and verifies the first digital signature.

Specifically, the background system server needs to verify the data sent by the OTP token, so the background system server includes a verifying module corresponding to the signature module in the OTP token, for example, the background system server holds the public key corresponding to the private key of the OTP token. Specifically, after receiving the request data package, the background system server obtains the first digital signature and the request message from the request data package (if the request data package is encrypted, it should be decrypted firstly), and verifies the first digital signature sent by the OTP token using the public key corresponding to the private key of the OTP token. The specific process of verifying is well known in the related art, which is not elaborated herein.

In step S205, after the first digital signature is successfully verified, the background system server determines a validating feedback message according to the validating request message, obtains a validating feedback data package according to the validating feedback message, and sends the validating feedback data package to the OTP token.
Specifically, according to the validating request message, the background system server selects or generates a corresponding validating feedback message. For example, according to the validating operation code and related information in the validating request message, the background system server selects at least one corresponding seed secret key and event factor to generate the corresponding validating feedback message. For the safety of the data transmission, the background system server encrypts the validating feedback message, for example, the background system server encrypts the validating feedback message using the public key, so as to obtain the validating feedback data package for transmission.

Specifically, after the OTP token generates the validating feedback message, the background system server may authenticate the identity of the OTP token using the signature after receiving the validating response message, and meanwhile the safety of the data transmission may be ensured by encrypting the data.

In step S206, the OTP token receives the validating feedback data package.

In step S207, the OTP token decrypts the validating feedback data package to obtain the validating feedback message after receiving the validating feedback data package.

Specifically, the OTP token decrypts the validating feedback data package using the private key to obtain the validating feedback message after receiving the validating feedback data package.

In step S208, the OTP token stores the validating feedback message after obtaining the validating feedback message.

In step S209, the OTP token generates a validating response message, obtains a second digital signature by signing the validating response message, obtains a validating response data package according to the validating response message and the second digital signature, and sends the validating response data package to the background system server.

For example, the signature module in the OTP token signs the validating response message to obtain the second digital signature, after the OTP token generates the validating response message, and then generates the validating response data package according to the second digital signature and the encrypted validating response message, and sends the validating response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the validating response message, and meanwhile the safety of the data transmission may be ensured by encrypting the data.

In step S210, the background system server receives the validating response data package, obtains the second digital signature and the validating response message from the validating response data package, and verifies the second digital signature.

In step S211, the background system server performs a validating response operation according to the validating response message, after the second digital signature is successfully verified.

Specifically, with regard to the validating response message corresponding to the validating instruction, the background system server performs a validating process according to the validating response message. Meanwhile, the background system server may set the validating process as unavailable, so as to prevent the OTP token from validating repeatedly.

Specifically, step S208 may be implemented in the following ways.

(1) After signing the validating response message using the private key to obtain the second digital signature, the OTP token generates the validating response data package according to the second digital signature and the validating response message, and sends the validating response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the validating response message.

(2) After signing the validating response message using the private key to obtain the second digital signature, the OTP token encrypts the validating response message, and then generates the validating response data package according to the second digital signature and the encrypted validating response message, and sends the validating response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the validating response message, and meanwhile the safety of the data transmission may be ensured by encrypting the data.

(3) After signing the validating response message using the private key to obtain the second digital signature, the OTP token generates the validating response data package by encrypting the second digital signature and the validating response message, and sends the validating response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the validating response message, and meanwhile the safety of the data transmission may be further ensured by encrypting the data.
In addition, as shown in Fig. 5, compared with the related art, the present disclosure is easy to implement and has a simple structure. Meanwhile, compared to the feedback message. If the validating operation is successful, the validating module 110 may be set as unavailable by the OTP token, so as to prevent the OTP token from validating repeatedly. It can be seen from the technical solutions provided by the present disclosure that, with the method for validating the OTP token according to the present disclosure, when the OTP token needs to communicate with the background system server, the communication process between the OTP token and the background system server is improved by means of the digital signature and the encryption/decryption. The present disclosure solves the problem that the communication between the OTP token and the background system server is unsafe in the related art, ensures that the OTP token and the background system server may exchange information with each other reliably, and ensures a safe transmission of the key information such as the seed secret key during validating the OTP token, such that the safety of the user account may be guaranteed. Meanwhile, compared to the related art, the present disclosure is easy to implement and has a simple structure.

Embodiment 3

[0110] As shown in Fig. 6, in this embodiment, a data transmission method for a OTP token (specifically, an activation data transmission method for a OTP token) is provided.

[0111] In step S301, the OTP token receives a starting instruction and performs a starting operation according to the starting instruction.

[0112] Specifically, a user may turn on the power of the OTP token by pressing a button. Or, if the OTP token has already power-on, the OTP token may enter a OTP mode according to an entering OTP mode instruction inputted from outside.

[0113] In step S302, the OTP token receives an activation operation instruction.

[0114] Specifically, the user may input the activation operation instruction by pressing a button on the OTP token or via a virtual keyboard, or the user may connect the OTP token with a terminal (a PC, a notebook computer, a mobile phone, etc.) and operate the terminal for sending the activation operation instruction to the OTP token. When the OTP token is used for the first time, an activation operation is required to be performed on the OTP token, such that the user can use the OTP token.

[0115] In step S303, after receiving the activation operation instruction, the OTP token generates an activation request message according to the activation operation instruction, signs the activation request message to obtain a first digital signature, obtains an activation request data package according to the activation request message and the first digital signature, and sends the activation request data package to a background system server.

[0116] For example, a signature module of the OTP token may sign the activation request message to obtain the first digital signature, after the OTP token generates the activation request message.

[0117] Specifically, the activation request message may include an activation operation code, account information corresponding to the OTP token and any other related information.

[0118] In addition, generally, the existing OTP token only includes a OTP generating module. However, the OTP token according to embodiments of the present disclosure not only includes the OTP generating module, but also includes a signature module. The signature module is configured to sign the data to be sent to the background system server and sign the signature data, such that the background system server verifies the signature data after receiving the signature data, thus authenticating the identity of the OTP token, preventing the account from being tampered or stolen, and guaranteeing the safety of the account of the OTP token. The OTP token may include a pair of public key and private key, and a digital certificate for signing. The public key is sent to the background system server by the OTP token. In this way, the OTP token may sign a signature on the data using
the private key and the background system server may verify the data using the public key. Meanwhile, the background system server may encrypt the data using the public key and send the encrypted data to the OTP token, and the OTP token may decrypt the encrypted data using the private key.

Specifically, after generating the activation request message by the OTP token, step S203 may be implemented by the following ways.

1. After signing the activation request message using the private key to obtain the first digital signature, the OTP token generates the activation request data package according to the first digital signature and the activation request message, and sends the activation request data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the activation request message.

2. After signing the activation request message using the private key to obtain the first digital signature, the OTP token encrypts the activation request message, and then generates the activation request data package according to the first digital signature and the encrypted activation request message, and sends the activation request data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the activation request message, and meanwhile the safety of the data transmission may be ensured by encrypting the data.

3. After signing the activation request message using the private key to obtain the first digital signature, the OTP token generates the activation request data package by encrypting the activation request message and the first digital signature, and sends the activation request data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the activation request message, and meanwhile the safety of the data transmission may be further ensured by encrypting the data.

The signature algorithm used in the present disclosure is an irreversible algorithm (e.g., Hash algorithm), so as to avoid turning back. The decryption algorithm may be a symmetric algorithm or an asymmetric algorithm.

Other details about a specific method of obtaining the digital signature are well known in the art, which are not elaborated herein.

In step S304, the background system server receives the activation request data package, obtains the first digital signature and the activation request message from the activation request data package and verifies the first digital signature.

Specifically, the background system server needs to verify the data sent by the OTP token, so the background system server includes a verifying module corresponding to the signature module in the OTP token, for example, the background system server holds the public key corresponding to the private key of the OTP token. Specifically, after receiving the request data package, the background system server obtains the first digital signature and the request message from the request data package (if the request data package is encrypted, it should be decrypted firstly), and verifies the first digital signature sent by the OTP token using the public key corresponding to the private key of the OTP token. The specific process of verifying is well known in the related art, which is not elaborated herein.

In step S305, after the first digital signature is successfully verified, the background system server determines an activation feedback message according to the activation request message, obtains an activation feedback data package according to the activation feedback message, and sends the activation feedback data package to the OTP token.

Specifically, according to the activation request message, the background system server selects or generates a corresponding activation feedback message. For example, the background system server selects or generates the activation code according to the activation operation code and related information in the activation request message, so as to determine the activation feedback message. The background system server determines the activation feedback message in following ways: (1) the background system server generates the activation code, encrypts the activation code and obtains the activation feedback message according to the encrypted activation code; (2) the background system server generates the activation code and the activation verification code, encrypts the activation code and the activation verification code, and obtains the activation feedback message according to the encrypted activation code and the encrypted activation verification code.

In step S306, the OTP token receives the activation feedback data package.

In step S307, the OTP token decrypts the activation feedback data package to obtain the activation feedback message, after receiving the activation feedback data package.

Specifically, the OTP token decrypts the activation feedback data package using the private key to obtain the activation feedback message, after receiving the activation feedback data package.

In step S308, the OTP token stores the activation feedback message after obtaining the activation feedback message.

In step S309, the OTP token verifies the activation code included in the feedback message.

Specifically, the step of verifying by the OTP token the activation code included in the feedback mes-
In step S310, after the activation code is successful verified, the OTP token generates an activation response message, obtains a second digital signature by signing the activation response message, and sends the activation response data package to the background system server.

(1) The OTP token obtains the activation code included in the feedback message, generates the activation verification code according to a predetermined activation code generating algorithm, compares the activation code with the activation verification code, and triggers generating the response message if the activation code is consistent with the activation verification code.

(2) if the background system server sends the feedback data package together with the activation verification code to the OTP token, after receiving the feedback data package and the activation verification code and obtaining the feedback message from the feedback data package, the OTP token compares the activation code in the feedback message with the activation verification code and triggers generating the response message if the activation code is consistent with the activation verification code.

(1) After receiving the activation feedback data package, the OTP token outputs an indication message, and then obtains the activation feedback message by decrypting the activation feedback data package. For example, when the OTP token receives the activation feedback data package, an indication message is displayed on the screen for indicating that a data package is received, i.e., the indication message indicates that the OTP token is performing an operation (such as, a validating operation, an activation operation, a synchronization operation). Also, a progress bar may be shown on the screen, such that the user may learn about the progress of the operation and may take steps to block the operation if the operation is not performed by the user, thus guaranteeing the safety of the user account.

For example, the signature module in the OTP token signs the activation response message to obtain the second digital signature, after the OTP token generates the activation response message.

Specifically, with regard to activation operation instructions, the activation response message generated in this step may include information indicating the background system server to perform an activation process.

Specifically, after the OTP token generates the activation response message, step S310 may be implemented in the following ways.

(1) After signing the activation response message using the private key to obtain the second digital signature, the OTP token generates the activation response data package according to the second digital signature and the activation response message, and sends the activation response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the activation response message, and meanwhile the safety of the data transmission may be ensured by encrypting the data.

(3) After signing the activation response message using the private key to obtain the second digital signature, the OTP token generates the activation response data package by encrypting the second digital signature and the activation response message, and sends the activation response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the activation response message, and meanwhile the safety of the data transmission may be further ensured by encrypting the data.

In step S311, the background system server receives the activation response data package, obtains the second digital signature and the activation response message from the activation response data package, and verifies the second digital signature.

In step S312, the background system server performs an activation response operation according to the activation response message, after the second digital signature is successfully verified.

Specifically, with regard to the activation response message corresponding to the activation instruction, the background system server performs an activation process according to the activation response message. Meanwhile, the background system server may set the activation process as unavailable, so as to prevent the OTP token from repeated activation.

Specifically, step S308 may be implemented in following ways.

(1) After receiving the activation feedback data package, the OTP token outputs an indication message, and then obtains the activation feedback message by decrypting the activation feedback data package. For example, when the OTP token receives the activation feedback data package, an indication message is displayed on the screen for indicating that a data package is received, i.e., the indication message indicates that the OTP token is performing an operation (such as, a validating operation, an activation operation, a synchronization operation). Also, a progress bar may be shown on the screen, such that the user may learn about the progress of the operation and may take steps to block the operation if the operation is not performed by the user, thus guaranteeing the safety of the user account.

(2) After receiving the activation feedback data package, the OTP token outputs an indication message, and receives a confirmation instruction for confirming the indication instruction. The OTP token de-
In addition, as shown in Fig. 7, compared with the background system server, the communication process of the present disclosure, when the data transmission method for a OTP token according to the present disclosure is adopted, indicates that a data package is received, and the operation is interrupted to wait for the confirmation instruction from the user. Only when the user confirms the operation, the OTP token performs the following operation, and decrypts the activation feedback data package to obtain the activation feedback message. In this way, the user may learn about the progress of the operation, and may take steps to block the operation if the operation is not performed by the user, thus guaranteeing the safety of the user account.

[0140] In addition, as shown in Fig. 7, compared with the first embodiment, in the third embodiment, the OTP token further includes an activation module 111, and the activation module 111 is connected with the storage module 106. The activation module verifies the activation code in the following two ways.

(1) The activation module 111 obtains the activation code included in the feedback message after receiving the feedback message, generates the activation verification code according to a predetermined activation code generating algorithm, compares the activation code with the activation verification code, and triggers generating the response message if the activation code is consistent with the activation verification code.

(2) If the transmission module 104 receives the activation verification code sent by the background system server when receiving the feedback data package from outside, the transmission module 104 sends the activation verification code to the activation module 111 when sending the feedback data package to the encryption/decryption module 105, the activation module 111 receives the activation verification code sent by the transmission module 104 when obtaining the feedback message in the storage module 106, the activation module 111 compares the activation code with the activation verification code, and determines that the activation code is successfully verified if the activation code is consistent with the activation verification code.

[0141] It can be seen from the technical solutions provided by the present disclosure that, with the activation data transmission method for a OTP token according to the present disclosure, the OTP token needs to communicate with the background system server, the communication process between the OTP token and the background system server is improved by means of the digital signature and the encryption/decryption. The present disclosure solves the problem that the communication between the OTP token and the background system server is unsafe in the related art, ensures that the OTP token and the background system server may exchange information with each other reliably, and ensures a safe transmission of the key information such as the seed secret key during activating the OTP token, such that the safety of the user account may be guaranteed. Meanwhile, compared to the related art, the present disclosure is easy to implement and has a simple structure.

Embodiment 4

[0143] As shown in Fig. 8, in this embodiment, a data transmission method for a OTP token (specifically, a synchronization data transmission method for a OTP token) is provided. During the use of the OTP token, the event factor information in the OTP token may be not synchronous with the event factor information in the background system server due to an error operation or missing an operation. Since the event factor is a factor which is used by the OTP token for generating the OTP, the OTP generated by the OTP token may not match with that in the background system server if the event factors are not synchronous, and thus the OTP token is not available. In this case, a synchronization operation is required to be performed on the OTP token.

[0144] In step S401, the OTP token receives a starting instruction and performs a starting operation according to the starting instruction.

[0145] Specifically, a user may turn on the power of the OTP token by pressing a button. Or, if the OTP token has already power-on, the OTP token may enter an OTP mode according to an entering OTP mode instruction inputted from outside.

[0146] In step S402, the OTP token receives a synchronization operation instruction.

[0147] Specifically, the user may input the synchronization operation instruction by pressing a button on the OTP token or via a virtual keyboard, or the user may connect the OTP token with a terminal (a PC, a notebook computer, a mobile phone, etc.) and operate the terminal for sending the synchronization operation instruction to the OTP token. When the OTP token is used for a first time, a synchronization operation is required to be performed on the OTP token, such that the user can use the OTP token.

[0148] In step S403, after receiving the synchronization operation instruction, the OTP token generates a synchronization request message according to the synchronization operation instruction, signs the synchronization request message to obtain a first digital signature, obtains a synchronization request data package according to the synchronization request message and the first digital signature, and sends the synchronization request
For example, a signature module of the OTP data package to a background system server.

Specifically, the synchronization request message may include a synchronization operation code, account information corresponding to the OTP token and any other related information.

In addition, generally, the existing OTP token only includes a OTP generating module. However, the OTP token according to embodiments of the present disclosure not only includes the OTP generating module, but also includes a signature module. The signature module is configured to sign the data to be sent to the background system server and send the signature data, such that the background system server verifies the signature data after receiving the signature data, thus authenticating the identity of the OTP token, preventing the account from being tampered and stolen, and guaranteeing the safety of the account of the OTP token. The OTP token may include a pair of public key and private key, and a digital certificate for signing. The public key is sent to the background system server by the OTP token. In this way, the OTP token may sign the data using the private key and the background system server may verify the data using the public key. Meanwhile, the background system server may encrypt the data using the public key and send the encrypted data to the OTP token, and the OTP token may decrypt the encrypted data using the private key.

Specifically, after generating the synchronization request message by the OTP token, step S403 may be implemented by the following ways.

1. After signing the synchronization request message using the private key to obtain the first digital signature, the OTP token generates the synchronization request data package according to the first digital signature and the synchronization request message, and sends the synchronous request data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the synchronization request message, and meanwhile the safety of the data transmission may be ensured by encrypting the data.

2. After signing the synchronization request message using the private key to obtain the first digital signature, the OTP token generates the synchronization request data package by encrypting the synchronization request message and the first digital signature, and sends the synchronization request data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the synchronization request message, and meanwhile the safety of the data transmission may be further ensured by encrypting the data.

3. After signing the synchronization request message using the private key to obtain the first digital signature, the OTP token generates the synchronization request data package by encrypting the synchronization request data package and verifying the first digital signature.

The signature algorithm used in the present disclosure is an irreversible algorithm (e.g., Hash algorithm), so as to avoid turning back. The decryption algorithm may be a symmetric algorithm or an asymmetric algorithm.

Other details about a specific method of obtaining the digital signature are well known in the art, which are not elaborated herein.

In step S404, the background system server receives the synchronization request data package, obtains the first digital signature and the synchronization request message from the synchronization request data package and verifies the first digital signature.

Specifically, the background system server needs to verify the data sent by the OTP token, so the background system server includes a verifying module corresponding to the signature module in the OTP token, for example, the background system server holds the public key corresponding to the private key of the OTP token. Specifically, after receiving the request data package, the background system server obtains the first digital signature and the request message from the request data package (if the request data package is encrypted, it should be decrypted firstly), and verifies the first digital signature sent by the OTP token using the public key corresponding to the private key of the OTP token. The specific process of verifying is well known in the related art, which is not elaborated herein.

In step S405, after the first digital signature is successfully verified, the background system server determines a synchronization feedback message according to the synchronization request message, obtains a synchronization feedback data package according to the synchronization feedback message, and sends the synchronization feedback data package to the OTP token.

Specifically, according to the synchronization request message, the background system server selects or generates a corresponding synchronization feedback message. For example, the background system server generates the synchronization code according to the synchronization operation code and related information in the synchronization request message, in which the syn-
chronization code includes the event factor information of the background system server, and then the background system server determines the synchronization feedback message according to the synchronization code. For the safety of the data transmission, the background system server encrypts the synchronization feedback message, for example, the background system server encrypts the synchronization feedback message using the public key, so as to obtain the synchronization feedback data package for transmission.

[0159] In step S406, the OTP token receives the synchronization feedback data package.

[0160] In step S407, the OTP token decrypts the synchronization feedback data package to obtain the synchronization feedback message, after receiving the synchronization feedback data package.

[0161] Specifically, the OTP token decrypts the synchronization feedback data package using the private key to obtain the synchronization feedback message, after receiving the synchronization feedback data package.

[0162] In step S408, the OTP token stores the synchronization feedback message after obtaining the synchronization feedback data package.

[0163] Specifically, the OTP token obtains the synchronization code from the feedback message, and replaces the original event factor with the event factor in the synchronization code, such that the OTP token is synchronous with the background system server and can be used.

[0164] In step S409, the OTP token generates a synchronization response message, obtains a second digital signature by signing the synchronization response message, obtains a synchronization response data package according to the synchronization response message and the second digital signature, and sends the synchronization response data package to the background system server.

[0165] For example, the signature module in the OTP token signs the synchronization response message to obtain the second digital signature, after the OTP token generates the synchronization response message.

[0166] Specifically, with regard to synchronization operation instructions, the synchronization response message generated in this step may include information indicating the background system server to perform a synchronization process.

[0167] Specifically, after the OTP token generates the synchronization response message, step S209 may be implemented in the following ways.

(1) After signing the synchronization response message using the private key to obtain the second digital signature, the OTP token generates the synchronization response data package according to the second digital signature and the synchronization response message, and sends the synchronization response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the synchronization response message.

(2) After signing the synchronization response message using the private key to obtain the second digital signature, the OTP token encrypts the synchronization response message, and then generates the synchronization response data package according to the second digital signature and the encrypted synchronization response message, and sends the synchronization response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the synchronization response message, and meanwhile the safety of the data transmission may be ensured by encrypting the data.

(3) After signing the synchronization response message using the private key to obtain the second digital signature, the OTP token generates the synchronization response data package by encrypting the second digital signature and the synchronization response message, and sends the synchronization response data package to the background system server. In this way, the background system server may authenticate the identity of the OTP token using the signature after receiving the synchronization response message, and meanwhile the safety of the data transmission may be further ensured by encrypting the data.

[0168] In step S410, the background system server receives the synchronization response data package, obtains the second digital signature and the synchronization response message from the synchronization response data package, and verifies the second digital signature.

[0169] In step S411, the background system server performs a synchronization response operation according to the synchronization response message, after the second digital signature is successfully verified.

[0170] Specifically, with regard to the synchronization response message corresponding to the synchronization instruction, the background system server performs a synchronization process according to the synchronization response message.

[0171] Specifically, step S408 may be implemented in following ways.

(1) After receiving the synchronization feedback data package, the OTP token outputs an indication message, and then obtains the synchronization feedback message by decrypting the synchronization feedback data package. For example, when the OTP token receives the synchronization feedback data package, an indication message is displayed on the screen for indicating that a data package is received, i.e. the indication message indicates that the OTP token is performing an operation (such as, a validat-
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zation feedback message. In this way, the user may learn about the progress of the operation and may take steps to block the operation if the operation is not performed by the user, thus guaranteeing the safety of the user account.

[0172] In addition, as shown in Fig. 9, compared with the first embodiment, in the fourth embodiment, the OTP token further includes a synchronization module 112, and the synchronization module 112 is connected with the storage module 106 and configured to perform a synchro-

115

nization operation according to the feedback mes-

120

sage in the storage module 106.

[0173] It can be seen from the technical solutions pro-

125

vided by the present disclosure that, with the synchroni-

130

zation data transmission method for a OTP token accord-

135

ting to the present disclosure, when the OTP token needs to communicate with the background system server, the communication process between the OTP token and the background system server is improved by means of the digital signature and the encryption/decryption. The present disclosure solves the problem that the communica-

140

tion between the OTP token and the background sys-

145

tem server is unsafe in the related art, ensures that the OTP token and the background system server may exchange information with each other reliably, and ensures a safe transmission of the key information such as the seed secret key during synchronizing the OTP token, such that the safety of the user account may be guaranteed. Meanwhile, compared to the related art, it is easy to implement the present disclosure, and the structure is uncomplicated.

[0174] The logic and step described in the flow chart or in other manners, for example, a scheduling list of an executable instruction to implement the specified logic function(s), it can be embodied in any computer-readable medium for use by or in connection with an instruction execution system such as, for example, a processor in a computer system or other system. In this sense, the logic may comprise, for example, statements including instructions and declarations that can be fetched from the computer-readable medium and executed by the in-

32

struction execution system. In the context of the present disclosure, a "computer-readable medium" can be any medium that can contain, store, or maintain the printer registrar for use by or in connection with the instruction execution system. The computer readable medium can comprise any one of many physical media such as, for example, electronic, magnetic, optical, electromagnetic, infrared, or semiconductor media. More specific examples of a suitable computer-readable medium would in-

47

clude, but are not limited to, magnetic tapes, magnetic floppy diskettes, magnetic hard drives, or compact discs. Also, the computer-readable medium may be a random access memory (RAM) including, for example, static random access memory (SRAM) and dynamic random access memory (DRAM), or magnetic random access memory (MRAM). In addition, the computer-readable medium may be a read-only memory (ROM), a program-

52

mable read-only memory (PROM), an erasable programm-

57

able read-only memory (EPROM), an electrically eras-

62

able programmable read-only memory (EEPROM), or other type of memory device.

[0175] Although the device, system, and method of the present disclosure is embodied in software or code ex-

67

cuted by general purpose hardware as discussed above, as an alternative the device, system, and method may also be embodied in dedicated hardware or a com-

72

bination of software/general purpose hardware and ded-

77

icated hardware. If embodied in dedicated hardware, the device or system can be implemented as a circuit or state machine that employs any one of or a combination of a number of technologies. These technologies may in-

82

clude, but are not limited to, discrete logic circuits having logic gates for implementing various logic functions upon an application of one or more data signals, application specific integrated circuits having appropriate logic gates, programmable gate arrays (PGA), field programm-

87

able gate arrays (FPGA), or other components, etc.

92

Such technologies are generally well known by those skilled in the art and, consequently, are not described in detail herein.

[0176] It can be understood that all or part of the steps in the method of the above embodiments can be imple-

97

mented by instructing related hardware via programs, the program may be stored in a computer readable stor-

102

age medium, and the program includes one step or com-

107

bination of the steps of the method when the program

112

is executed. The logic and step described in the flow chart

117

may take steps to block the operation if the operation is not performed by the user, thus guaranteeing the safety of the user account.

122

In addition, each functional unit in the present disclosure may be integrated in one progressing module,
or each functional unit exists as an independent unit, or two or more functional units may be integrated in one module. The integrated module can be embodied in hardware, or software. If the integrated module is embodied in software and sold or used as an independent product, it can be stored in the computer readable storage medium.

[0178] The computer readable storage medium may be read-only memories, magnetic disks, or optical disks. [0179] Reference throughout this specification to "an embodiment," "some embodiments," "one embodiment," "another example," "an example," "a specific example," or "some examples," means that a particular feature, structure, material, or characteristic described in connection with the embodiment or example is included in at least one embodiment or example of the present disclosure. Thus, the appearances of the phrases such as "in some embodiments," "in one embodiment," "in an embodiment," "in another example," "in an example," "in a specific example," or "in some examples," in various places throughout this specification are not necessarily referring to the same embodiment or example of the present disclosure. Furthermore, the particular features, structures, materials, or characteristics may be combined in any suitable manner in one or more embodiments or examples. [0180] Although explanatory embodiments have been shown and described, it would be appreciated by those skilled in the art that the above embodiments cannot be construed to limit the present disclosure, and changes, alternatives, and modifications can be made in the embodiments without departing from spirit, principles and scope of the present disclosure.

Claims

1. A data transmission method for a One-Time Password token, comprising:

   receiving by the One-Time Password token a starting instruction and performing a starting operation according to the starting instruction;

   receiving by the One-Time Password token an operation instruction;

   generating by the One-Time Password token a request message according to the operation instruction after receiving the operation instruction, signing the request message to obtain a first digital signature, obtaining a request data package according to the request message and the first digital signature, and sending the request data package to a background system server;

   receiving by the background system server the request data package, obtaining the first digital signature and the request message from the request data package, and verifying the first digital signature;

   determining by the background system server a corresponding feedback message according to the request message after the first digital signature is successfully verified, obtaining a feedback data package by encrypting the feedback message, and sending the feedback data package to the One-Time Password token;

   receiving by the One-Time Password token the feedback data package;

   decrypting by the One-Time Password token the feedback data package to obtain the feedback message after receiving the feedback data package;

   storing by the One-Time Password token the feedback message after obtaining the feedback message;

   generating by the One-Time Password token a response message, signing the response message to obtain a second digital signature, obtaining a response data package according to the response message and the second digital signature, and sending the response data package to the background system server;

   receiving by the background system server the response data package, obtaining the second digital signature and the response message from the response data package, and verifying the second digital signature;

   performing by the background system server a response operation according to the response message after the second digital signature is successfully verified.

2. The data transmission method according to claim 1, wherein the operation instruction is a validating operation instruction, the request message is a validating request message comprising a validating operation code and account information, and the feedback message comprises at least one seed secret key.

3. The data transmission method according to claim 2, wherein the feedback message further comprises event factor information.

4. The data transmission method according to claim 1, wherein the operation instruction is an activation operation instruction, the request message is an activation request message comprising an activation operation code and account information, and the feedback message comprises an activation code; the data transmission method further comprises:

   verifying by the One-Time Password token the activation code included in the feedback message after storing the feedback message by the One-Time Password token;
triggering generating the response message by the One-Time Password token, after the activation code is successfully verified by the One-Time Password token.

5. The data transmission method according to claim 4, wherein verifying by the One-Time Password token the activation code included in the feedback message comprises:

obtaining by the One-Time Password token the activation code included in the feedback message, generating by the One-Time Password token an activation verification code according to a predetermined activation code generating algorithm, comparing by the One-Time Password token the activation code with the activation verification code, and triggering generating the response message by the One-Time Password token if the activation code is consistent with the activation verification code;

or

if the background system server sends the feedback data package together with an activation verification code to the One-Time Password token, after receiving by the One-Time Password token the feedback data package and the activation verification code and obtaining by the One-Time Password token the feedback message from the feedback data package, comparing by the One-Time Password token the activation code included in the feedback message with the activation verification code, and triggering generating the response message by the One-Time Password token if the activation code is consistent with the activation verification code.

6. The data transmission method according to claim 1, wherein the operation instruction is a synchronization operation instruction, the request message is a synchronization request message comprising a synchronization operation code and account information, and the feedback message comprises a synchronization code.

7. The data transmission method according to any of claims 1-6, wherein decrypting by the One-Time Password token the feedback data package according to the confirmation instruction, so as to obtain the feedback message.

8. A One-Time Password token, comprising a first input module, a second input module, a signature module, a transmission module, an encryption/decryption module and a storage module, wherein the first input module is configured to receive a starting operation instruction and to perform a starting operation according to the starting instruction;

the second input module is configured to receive an operation instruction and to send the operation instruction to the signature module;

the signature module is configured to generate a request message according to the operation instruction, to sign the request message to obtain a first digital signature, to obtain a request data package according to the request message and the first digital signature, and to send the request data package to the transmission module;

the transmission module is configured to send the request data package to an external device after receiving the request data package sent by the signature module, to receive a feedback data package sent from the external device, and to send the feedback data package to the encryption/decryption module;

the encryption/decryption module is configured to decrypt the feedback data package to obtain a feedback message after receiving the feedback data package sent by the transmission module, and to send the feedback message to the storage module;

the storage module is configured to store the feedback message after receiving the feedback message sent by the encryption/decryption module;

the signature module is further configured to generate a response message after storing the feedback message by the storage module, to sign the response message to obtain a second digital signature, to obtain a response data package according to the response message and the second digital signature, and to send the response data package to the transmission module;

the transmission module is configured to send the response data package to the external device after receiving the response data package sent by the signature module.

9. The One-Time Password token according to claim 8, further comprising:

a one-time password generating module, configured to generate a one-time password.

10. The One-Time Password token according to claim 8 or 9, further comprising a validating module; where-
in
the operation instruction is a validating operation instruction;
the request message is a validating request message comprising a validating operation code and account information;
the feedback message comprises at least one seed secret key;
the validating module is connected with the storage module and configured to perform a validating operation according to the feedback message stored in the storage module.

11. The One-Time Password token according to claim 10, wherein the feedback message further comprises event factor information.

12. The One-Time Password token according to claim 8 or 9, further comprising an activation module, wherein
the operation instruction is an activation operation instruction;
the request message is an activation request message comprising an activation operation code and account information;
the feedback message comprises an activation code;
the activation module is connected with the storage module;
the activation module is configured to obtain the activation code included in the feedback message after receiving the feedback message, to generate an activation verification code according to a predetermined activation code generating algorithm, to compare the activation code with the activation verification code, and to determine that the activation code is successfully verified if the activation code is consistent with the activation verification code;
or
the transmission module is further configured to receive an activation verification code from the external device when receiving the feedback data package from the external device, and to send the activation verification code to the activation module when sending the feedback data package to the encryption/decryption module, and the activation module is configured to receive the activation verification code sent by the transmission module when receiving the feedback message sent by the encryption/decryption module, to compare the activation code included in the feedback message with the activation verification code, and to determine that the activation code is successfully verified if the activation code is consistent with the activation verification code.

13. The One-Time Password token according to claim 8 or 9, further comprising a synchronization module, wherein
the operation instruction is a synchronization operation instruction;
the request message is a synchronization request message comprising a synchronization operation code and account information;
the feedback message comprises a synchronization code;
the synchronization module is connected with the storage module, and configured to perform a synchronization operation according to the feedback message stored in the storage module.

14. The One-Time Password token according to any of claims 8-13, further comprising an output module and a third input module, wherein
the output module is configured to output an indication message when receiving the feedback data package by the transmission module;
the third input module is configured to receive a confirmation instruction for confirming the indication message, and to trigger the transmission module according to the confirmation instruction for sending the feedback data package to the encryption/decryption module.

15. A data transmission system, comprising a background system server and a One-Time Password token according to any of claims 8-14, wherein the background system server is configured to:
receive the request data package sent by the One-Time Password token, obtain the first digital signature and the request message from the request data package and verify the first digital signature;
generate the feedback message according to the request message after the first digital signature is successfully verified, obtain the feedback data package by encrypting the feedback message, and send the feedback data package to the One-Time Password token;
receive the response data package sent by the One-Time Password token, obtain the second digital signature and the response message from the response data package and verify the second digital signature;
perform a response operation according to the response message after the second digital signature is successfully verified.
the OTP token receives a starting instruction and performs a starting operation according to the starting instruction

the OTP token receives an operation instruction

after receiving the operation instruction, the OTP token generates a request message according to the operation instruction, and signs the request message to obtain a first digital signature, obtains a request data package according to the request message and the first digital signature, and sends the request data package to a background system server

the background system server receives the request data package, obtains the first digital signature and the request message from the request data package, and verifies the first digital signature

after the first digital signature is successfully verified, the background system server determines a feedback message according to the request message, encrypts the feedback message to obtain a feedback data package, and sends the feedback data package to the OTP token

the OTP token receives the feedback data package

after receiving the feedback data package, the OTP token decrypts the feedback data package to obtain the feedback message

the OTP token stores the feedback message after obtaining the feedback message

the OTP token generates a response message, obtains a second digital signature by signing the response message, obtains a response data package according to the response message and the second digital signature, and sends the response data package to the background system server

the background system server receives the response data package, obtains the second digital signature and the response message from the response data package, and verifies the second digital signature

the background system server performs a response operation according to the response message, after the second digital signature is successfully verified

Fig. 1
Fig. 2

Fig. 3
the OTP token receives a starting instruction and performs a starting operation according to the starting instruction

the OTP token receives a validating operation instruction

after receiving the validating operation instruction, the OTP token generates a validating request message according to the validating operation instruction, signs the validating request message to obtain a first digital signature, obtains a validating request data package according to the validating request message and the first digital signature, and sends the validating request data package to a background system server

the background system server receives the validating request data package, obtains the first digital signature and the validating request message from the validating request data package, and verifies the first digital signature

after the first digital signature is successfully verified, the background system server determines a validating feedback message according to the validating request message, obtains a validating feedback data package according to the validating feedback message, and sends the validating feedback data package to the OTP token

the OTP token receives the validating feedback data package

the OTP token decrypts the validating feedback data package to obtain the validating feedback message, after receiving the validating feedback data package

the OTP token stores the validating feedback message after obtaining the validating feedback message

the OTP token generates a validating response message, obtains a second digital signature by signing the validating response message, obtains a validating response data package according to the validating response message and the second digital signature, and sends the validating response data package to the background system server

the background system server receives the validating response data package, obtains the second digital signature and the validating response message from the validating response data package, and verifies the second digital signature

the background system server performs a validating response operation according to the validating response message, after the second digital signature is successfully verified

Fig. 4
Fig. 5
the OTP token receives a starting instruction and performs a starting operation according to the starting instruction

the OTP token receives an activation operation instruction

after receiving the activation operation instruction, the OTP token generates an activation request message according to the activation operation instruction, signs the activation request message to obtain a first digital signature, obtains an activation request data package according to the activation request message and the first digital signature, and sends the activation request data package to a background system server

the background system server receives the activation request data package, obtains the first digital signature and the activation request message from the activation request data package, and verifies the first digital signature

after the first digital signature is successfully verified, the background system server determines an activation feedback message according to the activation request message, obtains an activation feedback data package according to the activation feedback message, and sends the activation feedback data package to the OTP token

the OTP token receives the activation feedback data package

the OTP token decrypts the activation feedback data package to obtain the activation feedback message, after receiving the activation feedback data package

the OTP token stores the activation feedback message after obtaining the activation feedback message

the OTP token verifies the activation code included in the feedback message

after the activation code is successfully verified, the OTP token generates an activation response message, obtains a second digital signature by signing the activation response message, obtains an activation response data package according to the activation response message and the second digital signature, and sends the activation response data package to the background system server

the background system server receives the activation response data package, obtains the second digital signature and the activation response message from the activation response data package, and verifies the second digital signature

the background system server performs an activation response operation according to the activation response message, after the second digital signature is successfully verified

Fig. 6
Fig. 7
the OTP token receives a starting instruction and performs a starting operation according to the starting instruction

the OTP token receives a synchronization operation instruction

after receiving the synchronization operation instruction, the OTP token generates a synchronization request message according to the synchronization operation instruction, signs the synchronization request message to obtain a first digital signature, obtains a synchronization request data package according to the synchronization request message and the first digital signature, and sends the synchronization request data package to a background system server

the background system server receives the synchronization request data package, obtains the first digital signature and the synchronization request message from the synchronization request data package, and verifies the first digital signature

after the first digital signature is successfully verified, the background system server determines a synchronization feedback message according to the synchronization request message, obtains a synchronization feedback data package according to the synchronization feedback message, and sends the synchronization feedback data package to the OTP token

the OTP token receives the synchronization feedback data package

the OTP token decrypts the synchronization feedback data package to obtain the synchronization feedback message, after receiving the synchronization feedback data package

the OTP token stores the synchronization feedback message after obtaining the synchronization feedback message

the OTP token generates a synchronization response message, obtains a second digital signature by signing the synchronization response message, obtains a synchronization response data package according to the synchronization response message and the second digital signature, and sends the synchronization response data package to the background system server

the background system server receives the synchronization response data package, obtains the second digital signature and the synchronization response message from the synchronization response data package, and verifies the second digital signature

the background system server performs a synchronization response operation according to the synchronization response message, after the second digital signature is successfully verified

Fig. 8
Fig. 9
**INTERNATIONAL SEARCH REPORT**

**A. CLASSIFICATION OF SUBJECT MATTER**

H04L 9/32 (2006.01) i

According to International Patent Classification (IPC) or to both national classification and IPC

**B. FIELDS SEARCHED**

Minimum documentation searched (classification system followed by classification symbols)

H04L

Documentation searched other than minimum documentation to the extent that such documents are included in the fields searched

Electronic data base consulted during the international search (name of data base and, where practicable, search terms used)

WPI, EPDOC, CNPAT, CNTXT, CNKI, IEEE; OTP, one w time w password, dynamic w password, signature, respon+, token

**C. DOCUMENTS CONSIDERED TO BE RELEVANT**

<table>
<thead>
<tr>
<th>Category</th>
<th>Citation of document, with indication, where appropriate, of the relevant passages</th>
<th>Relevant to claim No.</th>
</tr>
</thead>
<tbody>
<tr>
<td>PX</td>
<td>CN 103220280 A (TENDYRON CORPORATION), 24 July 2013 (24.07.2013), claims 1-15</td>
<td>1-15</td>
</tr>
<tr>
<td>A</td>
<td>CN 101674284 A (LENOVO (BEIJING) CO., LTD.), 17 March 2010 (17.03.2010), description, pages 2 and 13-15</td>
<td>1-15</td>
</tr>
<tr>
<td>A</td>
<td>CN 102158488 A (BEIJING TENDYRON CORPORATION), 17 August 2011 (17.08.2011), the whole document</td>
<td>1-15</td>
</tr>
<tr>
<td>A</td>
<td>US 2007/0033642 A1 (TRICIPHER, INC.), 08 February 2007 (08.02.2007), the whole document</td>
<td>1-15</td>
</tr>
</tbody>
</table>

☐ Further documents are listed in the continuation of Box C. ☒ See patent family annex.

* Special categories of cited documents:
  - “A” document defining the general state of the art which is not considered to be of particular relevance
  - “E” earlier application or patent but published on or after the international filing date
  - “L” document which may throw doubts on priority claim(s) or which is cited to establish the publication date of another citation or other special reason (as specified)
  - “O” document referring to an oral disclosure, use, exhibition or other means
  - “P” document published prior to the international filing date but later than the priority date claimed
  - “T” later document published after the international filing date or priority date and not in conflict with the application but cited to understand the principle or theory underlying the invention
  - “X” document of particular relevance; the claimed invention cannot be considered novel or cannot be considered to involve an inventive step when the document is taken alone
  - “Y” document of particular relevance; the claimed invention cannot be considered to involve an inventive step when the document is combined with one or more other such documents, such combination being obvious to a person skilled in the art
  - “&” document member of the same patent family

Date of the actual completion of the international search
10 June 2014 (10.06.2014)

Date of mailing of the international search report
25 June 2014 (25.06.2014)

Name and mailing address of the ISA/CN:
State Intellectual Property Office of the P. R. China
No. 6, Xitucheng Road, Jimenqiao
Haidian District, Beijing 100088, China
Facsimile No.: (86-10) 62019451

Authorized officer
ZHAO, Ting
Telephone No.: (86-10) 62414434

Form PCT/ISA/210 (second sheet) (July 2009)
## INTERNATIONAL SEARCH REPORT
Information on patent family members

<table>
<thead>
<tr>
<th>Patent Documents referred in the Report</th>
<th>Publication Date</th>
<th>Patent Family</th>
<th>Publication Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>CN 103220280 A</td>
<td>24.07.2013</td>
<td>None</td>
<td></td>
</tr>
<tr>
<td>CN 103220145 A</td>
<td>24.07.2013</td>
<td>None</td>
<td></td>
</tr>
<tr>
<td>CN 103220148 A</td>
<td>24.07.2013</td>
<td>None</td>
<td></td>
</tr>
<tr>
<td>CN 101674284 A</td>
<td>17.03.2010</td>
<td>None</td>
<td></td>
</tr>
<tr>
<td>CN 102158488 A</td>
<td>17.08.2011</td>
<td>None</td>
<td></td>
</tr>
</tbody>
</table>

Form PCT/ISA/210 (patent family annex) (July 2009)