NETWORK LABEL DISTRIBUTION METHOD, DEVICE AND SYSTEM

(57) Embodiments of the present invention relate to the communications field, and provide a network label allocation method, a device, and a system, which enable a local PE to distinguish packets from different remote PEs, thereby laying a foundation for fault management and performance measurement of an L3VPN. The network label allocation method includes: generating, by a local provider edge PE, a VPN label route for each remote PE, where VPN labels in VPN label routes of different remote PEs are different, and the remote PE and the local PE at least belong to a same VPN; and sending, by the local PE, the VPN label route to the remote PE, so that the remote PE separately matches an IP address of the remote PE with a target device IP address in the VPN label route, and matches an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, so as to make the remote PE carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF. The network label allocation method, the device, and the system provided in the embodiments of the present invention are used for network label allocation.

A local provider edge generates a virtual private network label route for each remote provider edge, where virtual private network labels in virtual private network label routes of different remote provider edges are different, and the remote provider edge and the local provider edge belong to a same virtual private network.

The local provider edge sends the virtual private network label route to the remote provider edge.

FIG. 1
This application claims priority to Chinese Patent Application No. 201210184163.0, filed with the Chinese Patent Office on June 6, 2012 and entitled “NETWORK LABEL ALLOCATION METHOD, DEVICE, AND SYSTEM”, which is incorporated herein by reference in its entirety.

The present invention relates to the communications field, and in particular, to a network label allocation method, a device, and a system.

A BGP (Border Gateway Protocol, border gateway protocol) is an exterior gateway protocol for communication between different autonomous systems. A BGP-based MPLS (Multi Protocol Label Switching, multi protocol label switching) IP (Internet Protocol, Internet Protocol) VPN (Virtual Private Network, virtual private network) is generally called an L3VPN (Level3 VPN, Level 3 virtual private network). In the L3VPN, a RD (Route Distinguisher, route distinguisher RD) is generally used to distinguish overlapping VPN route prefixes in different VPNs, and an RT (Route Target) is used to identify a VPN membership.

In an existing L3VPN, when publishing VPN routing information by using the BGP, a local PE (Provider Edge, provider edge) allocates a specific VPN label to a VPN route prefix belonging to a specific VPN and publishes the VPN label to all remote PEs belonging to a same VPN. In this way, when forwarding packets to the local PE, the remote PEs belonging to the same VPN all carry a same VPN label. A BGP/MPLS L3VPN needs to use an MPLS tunnel for bearing. When an LSP (Label Switching Path, label switching path) established by using an LDP (Label Distribution Protocol, label distribution protocol) is used to bear the L3VPN, because the LDP LSP belongs to a multi-point to point type, that is, an egress node (Egress) of the LSP cannot determine a source of a packet according to an LSP tunnel label, and packets sent by different remote PEs carry a same VPN label, consequently the local PE cannot distinguish the packets from the different remote PEs. For fault management and performance measurement of the L3VPN, two ends for sending and receiving a packet need to be determined; therefore, in this case, fault management and performance measurement of the L3VPN cannot be implemented.

Embodiments of the present invention provide a network label allocation method, a device, and a system, which enable a local PE to distinguish packets from different remote PEs, thereby laying a foundation for fault management and performance measurement of an L3VPN.

According to one aspect, a network label allocation method is provided and includes:

- generating, by a local provider edge PE, a VPN label route for each remote PE, where VPN labels in VPN label routes of different remote PEs are different, and the remote PE and the local PE at least belong to a same VPN; and
- sending, by the local PE, the VPN label route to the remote PE, so that the remote PE separately matches an IP address of the remote PE with a target device IP address in the VPN label route, and matches an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, so as to make the remote PE carry the VPN label when sending a packet related to a successfully matched VRF.

According to one aspect, a network label allocation method is provided and includes:

- receiving, by a remote PE, a VPN label route sent by a local PE, where the local PE and the remote PE at least belong to a same VPN, and the VPN label route includes a VPN label different from that of another remote PE; matching, by the remote PE separately, an IP address of the remote PE with a target device IP address in the VPN label route, and matching an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, so as to make the remote PE carry the VPN label when sending a packet related to a successfully matched VRF, so that the local PE distinguishes the packet sent by the remote PE from a packet sent by the another remote PE.
According to one aspect, a local provider edge is provided and includes:

- a first generating unit, configured to generate a VPN label route for each remote PE, where VPN labels in VPN label routes of different remote PEs are different, and the remote PE and the local PE at least belong to a same VPN; and
- a first sending unit, configured to send the VPN label route to the remote PE, so that the remote PE separately matches an IP address of the remote PE with a target device IP address in the VPN label route, and matches an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, so as to make the remote PE carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF.

According to one aspect, a remote provider edge is provided and includes:

- a second receiving unit, configured to receive a VPN label route sent by a local PE, where the local PE and the remote PE at least belong to a same VPN, and the VPN label route includes a VPN label different from that of another remote PE;
- a second matching unit, configured to separately match an IP address of the remote PE with a target device IP address in the VPN label route, and match an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route; and
- a second sending unit, configured to carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF, so that the local PE distinguishes the packet sent by the remote PE from a packet sent by the another remote PE.

According to one aspect, a communications system is provided and includes:

- any one of the foregoing local provider edges;
- and
- any one of the foregoing remote provider edges.

The embodiments of the present invention provide the network label allocation method, the device, and the system. The network label allocation method includes: generating, by a local provider edge PE, a VPN label route for each remote PE, where VPN labels in VPN label routes of different remote PEs are different, and the remote PE and the local PE at least belong to a same VPN; and sending, by the local PE, the VPN label route to the remote PE, so that the remote PE separately matches an IP address of the remote PE with a target device IP address in the VPN label route, and matches an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, so as to make the remote PE carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF. In this way, because the local PE sends a different VPN label route to each remote PE, when each remote PE sends a packet of a corresponding VPN to the local PE, the local PE can distinguish the sending end PE of the packet according to a different VPN label carried in the packet. Therefore, the local PE can distinguish packets from different remote PEs, and a foundation is laid for fault management and performance measurement of an L3VPN.

BRIEF DESCRIPTION OF DRAWINGS

To describe the technical solutions in the embodiments of the present invention or in the prior art more clearly, the following briefly introduces the accompanying drawings required for describing the embodiments or the prior art. Apparently, the accompanying drawings in the following description show merely some embodiments of the present invention, and a person of ordinary skill in the art may still derive other drawings from these accompanying drawings without creative efforts.

FIG. 1 is a flowchart of a network label allocation method according to an embodiment of the present invention; FIG. 2 is a flowchart of another network label allocation method according to an embodiment of the present invention; FIG. 3 is a flowchart of still another network label allocation method according to an embodiment of the present invention; FIG 4 is a schematic structural diagram of a local provider edge according to an embodiment of the present invention; FIG 5 is a schematic structural diagram of another local provider edge according to an embodiment of the present invention; FIG 6 is a schematic structural diagram of a remote provider edge according to an embodiment of the present invention;
The following clearly and completely describes the technical solutions in the embodiments of the present invention with reference to the accompanying drawings in the embodiments of the present invention. Apparently, the described embodiments are merely a part rather than all of the embodiments of the present invention. All other embodiments obtained by a person of ordinary skill in the art based on the embodiments of the present invention without creative efforts shall fall within the protection scope of the present invention.

An embodiment of the present invention provides a network label allocation method. As shown in FIG. 1, the method includes:

S101: A local PE generates a VPN label route for each remote PE, where VPN labels in VPN label routes of different remote PEs are different, and the remote PE and the local PE at least belong to a same VPN.

The VPN label route may include: an IP address of the local PE, an RT (Route Target, route target), a target device IP address, and a VPN label. As shown in Table 1:

- The length field of the IP address of the local PE is used to indicate the length of the IP address of the local PE. Because there may be multiple types of IP addresses, such as, IPV4 and IPV6, lengths of the IP addresses thereof are different. The field of the IP address of the local PE is used to indicate an IP address of the PE, and the number of bytes of the field is related to the length field of the IP address of the local PE. Exemplarily, when it is indicated that the length of the IP address of the local PE is 4 bytes, a length of the field of the IP address of the local PE is four bytes, and an IP address type in the field is IPV4. Similarly, the length field of the target device IP address is used to indicate a length of an IP address of a target PE, and a field of the target device IP address is used to indicate the IP address of the target PE. The RT field carries information about an Export (export) RT, of the local PE, matched with an Import (import) RT in a member discovery route of a target device, and the information may also be carried by using a BGP extended community attribute. The field of the VPN label is used to indicate the VPN label, and in a VPN label route sent by the local PE for each remote PE, a VPN label in the field is different. Particularly, relative to the local PE, the target device may be considered as a remote PE; therefore, in an actual application, the target device in the VPN label route is generally considered as a remote PE by default.

S102: The local PE sends the VPN label route to the remote PE, so that the remote PE separately matches an IP address of the remote PE with a target device IP address in the VPN label route, and matches an import route target RT of each VRF (Virtual Routing Forwarding, virtual routing and forwarding) of the remote PE with a route target RT in the VPN label route, so as to make the remote PE carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF.

In this way, because the local PE sends a different VPN label route to each remote PE, when each remote PE sends a packet of a corresponding VPN to the local PE, the local PE can distinguish the sending end PE of the packet according to a different VPN label carried in the packet. Therefore, the local PE can distinguish packets from different remote PEs, and a foundation is laid for fault management and performance measurement of an L3VPN.

Particularly, before step S101, the network label allocation method provided in the embodiment of the present invention may further include: receiving, by the local PE, a VPN member discovery route sent by the remote PE; and matching, by the local PE, an Export RT of each VRF of the local PE with an Import RT in the VPN member discovery route.
route, and if the matching succeeds, determining that successfully matched VRFs in the remote PE and the local PE belong to a same VPN.

[0022] The VPN member discovery route includes: an IP address of the remote PE and the Import RT. When an Export RT, of the VRF same as the Import RT in the VPN member discovery route, exists in the local PE, step S101 specifically includes: setting the target device IP address in the VPN label route to be the same as the IP address of the remote PE in the VPN member discovery route; and making the RT in the VPN label route include an Export RT of the successfully matched VRF in the local PE.

[0023] An embodiment of the present invention provides a network label allocation method. As shown in FIG. 2, the method includes:

[0024] S201: A remote PE receives a VPN label route sent by a local PE, where the local PE and the remote PE at least belong to a same VPN, and the VPN label route includes a VPN label different from that of another remote PE.

[0025] Exemplarily, the VPN label route includes: an IP address of the local PE, an RT, a target device IP address, and the VPN label. Particularly, the VPN label route may further include a RD, of the local PE, for identifying a VRF generating the VPN label route.

[0026] S202: The remote PE separately matches an IP address of the remote PE with a target device IP address in the VPN label route, and matches an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route.

[0027] S203: The remote PE carries the VPN label when sending, to the local PE, a packet related to a successfully matched VRF, so that the local PE distinguishes the packet sent by the remote PE from a packet sent by the another remote PE.

[0028] In this way, because the VPN label route, for the remote PE, received by the remote PE, is different from a VPN label route of another PE, when the remote PE sends a packet, namely, a packet related to the successfully matched VRF, of a corresponding VPN to the local PE after the remote PE matches the successfully obtained VPN label route for the remote PE, the remote PE carries the VPN label in the VPN label route. Therefore, the local PE can distinguish packets from different remote PEs, and a foundation is laid for fault management and performance measurement of an L3VPN.

[0029] Particularly, before step S201, the method may further include: generating, by the remote PE, a VPN member discovery route; and sending, by the remote PE, the VPN member discovery route to the local PE, so that the local PE determines whether the remote PE and the local PE belong to a same VPN. The VPN member discovery route includes: an IP address of the remote PE and an Import RT. As shown in Table 2:

<table>
<thead>
<tr>
<th>Table 2</th>
</tr>
</thead>
<tbody>
<tr>
<td>Length of the IP address of the remote PE (1 byte)</td>
</tr>
<tr>
<td>Length of the IP address of the remote PE (a variable length)</td>
</tr>
<tr>
<td>Import RT-1 (8 bytes)</td>
</tr>
<tr>
<td>...</td>
</tr>
<tr>
<td>Import RT-n (8 bytes)</td>
</tr>
</tbody>
</table>

[0030] The length field of the IP address of the remote PE is used to indicate a length of the IP address of the remote PE, and the field of the IP address of the remote PE is used to indicate the IP address of the remote PE. Reference may be made to a related explanation in Table 1 for a detailed explanation. The Import RT field indicates the Import RT, and multiple fields may exist. Exemplarily, the Import RT field may carry all Import RTs on the PE.

[0031] Further, after step S202, the method may further include:

when the IP address of the remote PE and the target device IP address in the VPN label route are the same, and an Import RT, of the VRF, same as the RT in the VPN label route, exists, determining that the matching succeeds, and importing (Import) the VPN label route in the successfully matched VRF in the remote PE, where "importing" may also be referred to as "introducing", and represents an action of adding a new route to a VRF table.

[0032] Further, step S203 specifically includes: recording, by the remote PE, the successfully matched VRF and routing information in the successfully matched VRF; and sending, by the remote PE, the packet in a VPN to which the successfully matched VRF belongs, and when a next hop of a VPN route of the packet is the same as an IP address, of the local PE, recorded in label routing information in the VRF, carrying the VPN label in the packet according to label routing information in the successfully matched VRF.

[0033] Exemplarily, an embodiment of the present invention provides a network label allocation method. As shown in
FIG. 3, the method includes:

S301: A remote PE generates a VPN member discovery route.

S302: The remote PE sends the VPN member discovery route to the local PE.

S303: The local PE matches an Export RT of a VRF with the Import RT in the VPN member discovery route.

S304: The local PE generates, for each remote PE, a VPN label route including a different VPN label. Step S305 is performed.

S305: The local PE sends the VPN label route to the remote PE. Step S306 is performed.

S306: The remote PE sends the VPN label route to the remote PE. Step S307 is performed.

S307: The local PE matches an Export RT of a VRF with the Import RT in the VPN member discovery route.

S308: The local PE matches an Export RT of each VRF of the local PE with the Import RT in the VPN member discovery route; and if the matching succeeds, determines that successfully matched VRFs in the remote PE and the local PE belong to a same VPN. If no Export RT that is the same as the Import RT in the VPN member discovery route exists in the local PE, it is determined that the remote PE and the local PE do not belong to a same VPN. Particularly, there may be multiple VRFs whose export route targets Export RT in the local PE match with the import route target Import RT in the VPN member discovery route.

S309: In the embodiment of the present invention, if the remote PE and the local PE belong to a same VPN, and step S304 is performed.

S310: The local PE generates, for each remote PE, a VPN label route including a different VPN label. Step S311 is performed.

S311: The local PE sends the VPN label route to the remote PE. Step S312 is performed.

S312: The remote PE sends the VPN label route to the remote PE. Step S313 is performed.

S313: The local PE matches an Export RT of a VRF with the Import RT in the VPN member discovery route.

S314: The local PE matches an Export RT of each VRF of the local PE with the Import RT in the VPN member discovery route; and if the matching succeeds, determines that successfully matched VRFs in the remote PE and the local PE belong to a same VPN. If no Export RT that is the same as the Import RT in the VPN member discovery route exists in the local PE, it is determined that the remote PE and the local PE do not belong to a same VPN. Particularly, there may be multiple VRFs whose export route targets Export RT in the local PE match with the import route target Import RT in the VPN member discovery route.

S315: In the embodiment of the present invention, if the remote PE and the local PE belong to a same VPN, and step S310 is performed.

S316: The local PE generates, for each remote PE, a VPN label route including a different VPN label. Step S317 is performed.

S317: The local PE sends the VPN label route to the remote PE. Step S318 is performed.

S318: The remote PE sends the VPN label route to the remote PE. Step S319 is performed.

S319: The local PE matches an Export RT of a VRF with the Import RT in the VPN member discovery route.

S320: The local PE matches an Export RT of each VRF of the local PE with the Import RT in the VPN member discovery route; and if the matching succeeds, determines that successfully matched VRFs in the remote PE and the local PE belong to a same VPN. If no Export RT that is the same as the Import RT in the VPN member discovery route exists in the local PE, it is determined that the remote PE and the local PE do not belong to a same VPN. Particularly, there may be multiple VRFs whose export route targets Export RT in the local PE match with the import route target Import RT in the VPN member discovery route.
label routes of different remote PEs are different, and the remote PE and the local PE at least belong to a same VPN, where the VPN label route may include: an Internet Protocol IP address of the local PE, an RT, a target device IP address, and a VPN label; and

a first sending unit 402, configured to send the VPN label route to the remote PE, so that the remote PE separately matches an IP address of the remote PE with a target device IP address in the VPN label route, and matches an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, so as to make the remote PE carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF.

[0052] In this way, because the first generating unit generates, for each remote PE, a VPN label route including a different virtual private network VPN label, the first sending unit sends a different VPN label route to each remote PE, and when each remote PE sends a packet of a corresponding VPN to the local PE, the local PE can distinguish the sending PE of the packet according to a different VPN label carried in the packet. Therefore, the local PE can distinguish packets from different remote PEs, and a foundation is laid for fault management and performance measurement of an L3VPN.

[0053] Particularly, as shown in FIG. 5, the local provider edge 40 may further include:

- a first receiving unit 403, configured to receive a VPN member discovery route sent by the remote PE; and
- a first matching unit 404, configured to match an Export RT of each VRF of the local PE with an Import RT in the VPN member discovery route; and if the matching succeeds, determine that successfully matched VRFs in the remote PE and the local PE belong to a same VPN.

[0054] The VPN member discovery route includes: an IP address of the remote PE and the Import RT.

[0055] Particularly, when the matching succeeds, the first generating unit 401 is further configured to:

- set the target device IP address in the VPN label route to be the same as the IP address of the remote PE in the VPN member discovery route; and
- make the RT in the VPN label route include an Export RT of the successfully matched VRF in the local PE.

[0056] An embodiment of the present invention provides a remote provider edge 60, as shown in FIG. 6, including:

- a second receiving unit 601, configured to receive a VPN label route sent by a local PE, where the local PE and the remote PE at least belong to a same VPN, and the VPN label route includes a VPN label different from that of another remote PE;
- a second matching unit 602, configured to separately match an IP address of the remote PE with a target device IP address in the VPN label route, and match an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, where the VPN label route includes: an IP address of the local PE, an RT, a target device IP address, and a VPN label; and
- a second sending unit 603, configured to carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF, so that the local PE distinguishes the packet sent by the remote PE from a packet sent by the another remote PE.

[0057] In this way, because the VPN label route, for the remote PE, received by the second receiving unit is different from a VPN label route of another PE, when the second sending unit sends a packet of a corresponding VPN to the local PE after the second matching unit matches the successfully obtained VPN label route for the remote PE, the second sending unit carries the VPN label in the VPN label route. Therefore, the local PE can distinguish packets from different remote PEs, and a foundation is laid for fault management and performance measurement of an L3VPN.

[0058] Particularly, as shown in FIG. 7, the device may further include:

- a second generating unit 604, configured to generate a VPN member discovery route, where the VPN member discovery route may include: an IP address of the remote PE and the import route target RT; a third sending unit 605, configured to send the VPN member discovery route to the local PE, so that the local PE determines whether the remote PE and the local PE belong to a same VPN; and
- an importing unit 606, configured to: when the IP address of the remote PE and the target device IP address in the VPN label route are the same, and an import route target RT, of a VRF, same as the route target RT in the VPN label route exists, determine that the matching succeeds, and import the VPN label route in the successfully matched VRF in the remote PE.
Further, as shown in FIG. 8, the third sending unit 605 is specifically configured to:

- a recording subunit 6051, configured to record the successfully matched VRF and routing information in the successfully matched VRF; and
- a sending subunit 6052, configured to send the packet in a VPN to which the successfully matched VRF belongs, and when a next hop of a VPN route of the packet is the same as an IP address, of the local PE, recorded in label routing information in the VRF, carry the VPN label in the packet according to label routing information in the successfully matched VRF.

An embodiment of the present invention provides a communications system, including any one of the foregoing local provider edges and any one of the foregoing remote provider edges.

It should be noted that, in an actual application, for convenient use, the communications system may integrate, into a same PE, functions of the local provider edge and the remote provider edge that are provided in the embodiments of the present invention. Exemplarily, as shown in FIG. 9, a communications system 90 includes multiple PEs: a PEX, a PE1, a PE2, to a PEN. In the communications system 90, a local PE and a remote PE are relative, for example, from a perspective of the PEX, the PEX is a local PE, and the PE1, the PE2, to the PEN are remote PEs; and from a perspective of the PE1, the PE1 is a local PE, and the PEX, the PE2, to the PEN are remote PEs. In the embodiment of the present invention, the PEX being a local PE is used as an example. The PEX may belong to multiple VPNs, and if the PEX belongs to a VPN-P and a VPN-Q, the PE1, the PE2, to the PEN respectively generate VPN member discovery routes 1, 2, ..., N and send the routes to PEs in the communications system 90. If the PE1, the PE2, to the PEN all belong to the VPN-P and the VPN-Q, export route targets, of at least two VRFs, matched with Import RTs in the VPN member discovery routes of the PE1, the PE2, to the PEN, exist in the PEX. The PEX generates, for each remote PE, a VPN label route including a different VPN label. Exemplarily, in the VPN-P, the PEX allocates VPN labels 11, 21, to N1 respectively to the PE1, the PE2, to the PEN; and in the VPN-Q, the PEX allocates VPN labels 12, 22, to N2 respectively to the PE1, the PE2, to the PEN, so that when specific information in the remote PE is the same as specific information in the VPN label route, the remote PE carries the VPN label in the VPN label route when sending a packet to the PEX, and the PEX distinguishes the sending end PE of the VPN label according to the received VPN label.

The embodiment of the present invention provides the communications system. Because a local PE sends a different VPN label route to each remote PE, when each remote PE sends a packet of a corresponding VPN to the local PE, the local PE can distinguish the sending end PE of the packet according to a different VPN label carried in the packet. Therefore, the local PE can distinguish packets from different remote PEs, and a foundation is laid for fault management and performance measurement of an L3VPN.

It may be clearly understood by a person skilled in the art that, for the purpose of ease and brevity of description, for a detailed working process of the foregoing system, apparatus, and unit, reference may be made to a corresponding process in the foregoing method embodiments, and details are not repeatedly described herein.

In the several embodiments provided in the present application, it should be understood that the disclosed system, apparatus, and method may be implemented in other manners. For example, the described apparatus embodiment is merely exemplary. For example, the unit division is merely logical function division and may be other division in actual implementation. For example, a plurality of units or components may be combined or integrated into another system, or some features may be ignored or not performed. In addition, insertion or discussed direct couplings or communication connections may be implemented through some interfaces. The indirect couplings or communication connections between the apparatuses or units may be implemented in electronic, mechanical, or other forms.

The units described as separate parts may or may not be physically separate, and parts displayed as units may or may not be physical units, may be located in one position, or may be distributed on a plurality of network units. A part or all of the units may be selected according to actual needs to achieve the objectives of the solutions of the embodiments.

In addition, functional units in the embodiments of the present invention may be integrated into one processing unit, or each of the units may exist alone physically, or two or more units are integrated into one unit. The integrated unit may be implemented in a form of hardware, or may be implemented in a form of hardware in addition to a software functional unit.

A person of ordinary skill in the art may understand that all or a part of the steps of the method embodiments may be implemented by a program instructing relevant hardware. The program may be stored in a computer readable storage medium. When the program runs, the steps of the method embodiments are performed. The foregoing storage medium includes: any medium that can store program code, such as a ROM, a RAM, a magnetic disk, or an optical disc.

The foregoing descriptions are merely specific implementation manners of the present invention, but are not intended to limit the protection scope of the present invention. Any variation or replacement readily figured out by a person skilled in the art within the technical scope disclosed in the present invention shall fall within the protection scope.
of the present invention. Therefore, the protection scope of the present invention shall be subject to the protection scope of the claims.

Claims

1. A network label allocation method, comprising:

   generating, by a local provider edge PE, a virtual private network VPN label route for each remote PE, wherein VPN labels in VPN label routes of different remote PEs are different, and the remote PE and the local PE at least belong to a same VPN; and

   sending, by the local PE, the VPN label route to the remote PE, so that the remote PE separately matches an IP address of the remote PE with a target device IP address in the VPN label route, and matches an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, so as to make the remote PE carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF.

2. The method according to claim 1, wherein the VPN label route comprises: an IP address of the local PE, the route target RT, the target device IP address, and the VPN label.

3. The method according to claim 1 or 2, wherein before the generating, by a local provider edge PE, a VPN label route for each remote PE, the method further comprises:

   receiving, by the local PE, a VPN member discovery route sent by the remote PE; and

   matching, by the local PE, an export route target RT of each VRF of the local PE with an import route target RT in the VPN member discovery route; and if the matching succeeds, determining that successfully matched VRFs in the remote PE and the local PE belong to a same VPN.

4. The method according to claim 3, wherein the VPN member discovery route comprises: the IP address of the remote PE and the import route target RT.

5. The method according to claim 3 or 4, wherein when the matching succeeds, the generating, by a local PE, a VPN label route for each remote PE comprises:

   setting the target device IP address in the VPN label route to be the same as the IP address of the remote PE in the VPN member discovery route; and

   making the route target RT in the VPN label route comprise an export route target RT of the successfully matched VRF in the local PE.

6. A network label allocation method, comprising:

   receiving, by a remote PE, a VPN label route sent by a local PE, wherein the local PE and the remote PE at least belong to a same VPN, and the VPN label route comprises a VPN label different from that of another remote PE;

   matching, by the remote PE separately, an IP address of the remote PE with a target device IP address in the VPN label route, and matching an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route; and

   carrying, by the remote PE, the VPN label when sending, to the local PE, a packet related to a successfully matched VRF, so that the local PE distinguishes the packet sent by the remote PE from a packet sent by the another remote PE.

7. The method according to claim 6, wherein the VPN label route comprises: an IP address of the local PE, the route target RT, the target device IP address, and the VPN label.

8. The method according to claim 6 or 7, wherein before the receiving, by a remote PE, a VPN label route sent by a local PE, the method further comprises:
generating, by the remote PE, a VPN member discovery route; and

sending, by the remote PE, the VPN member discovery route to the local PE, so that the local PE determines

whether the remote PE and the local PE belong to a same VPN.

9. The method according to claim 8, wherein the VPN member discovery route comprises: the IP address of the remote PE and an import route target RT.

10. The method according to any one of claims 6 to 9, wherein

after the matching, by the remote PE separately, an IP address of the remote PE with a target device IP address in the VPN label route, and matching an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, the method further comprises:

when the IP address of the remote PE and the target device IP address in the VPN label route are the same, and an import route target RT, of a VRF, same as the route target RT in the VPN label route exists, determining that the matching succeeds, and importing the VPN label route in the successfully matched VRF in the remote PE.

11. The method according to any one of claims 6 to 10, wherein

the carrying, by the remote PE, the VPN label when sending, to the local PE, a packet related to a successfully matched VRF specifically comprises:

recording, by the remote PE, the successfully matched VRF and routing information in the successfully matched VRF; and

sending, by the remote PE, the packet in a VPN to which the successfully matched VRF belongs, and when a next hop of a VPN route of the packet is the same as an IP address, of the local PE, recorded in label routing information in the VRF, carrying the VPN label in the packet according to label routing information in the successfully matched VRF.

12. A local provider edge, comprising:

a first generating unit, configured to generate a VPN label route for each remote PE, wherein VPN labels in VPN label routes of different remote PEs are different, and the remote PE and the local PE at least belong to a same VPN; and

a first sending unit, configured to send the VPN label route to the remote PE, so that the remote PE separately matches an IP address of the remote PE with a target device IP address in the VPN label route, and matches an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route, so as to make the remote PE carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF.

13. The device according to claim 12, wherein the VPN label route comprises: an Internet Protocol IP address of the local PE, the route target RT, the target device IP address, and the VPN label.

14. The device according to claim 12 or 13, wherein the device further comprises:

a first receiving unit, configured to receive a VPN member discovery route sent by the remote PE; and

a first matching unit, configured to match an export route target RT of each VRF of the local PE with an import route target RT in the VPN member discovery route; and if the matching succeeds, determine that successfully matched VRFs in the remote PE and the local PE belong to a same VPN.

15. The device according to claim 14, wherein the VPN member discovery route comprises: the IP address of the remote PE and the import route target RT.

16. The device according to claim 14 or 15, wherein when the matching succeeds, the first generating unit is further configured to:

set the target device IP address in the VPN label route to be the same as the IP address of the remote PE in the VPN member discovery route; and

make the route target RT in the VPN label route comprise an export route target RT of the successfully matched VRF in the local PE.
17. A remote provider edge, comprising:

- a second receiving unit, configured to receive a VPN label route sent by a local PE, wherein the local PE and the remote PE at least belong to a same VPN, and the VPN label route comprises a VPN label different from that of another remote PE;
- a second matching unit, configured to separately match an IP address of the remote PE with a target device IP address in the VPN label route, and match an import route target RT of each virtual routing forwarding VRF of the remote PE with a route target RT in the VPN label route; and
- a second sending unit, configured to carry the VPN label when the remote PE sends, to the local PE, a packet related to a successfully matched VRF, so that the local PE distinguishes the packet sent by the remote PE from a packet sent by the another remote PE.

18. The device according to claim 17, wherein the VPN label route comprises: an IP address of the local PE, the route target RT, the target device IP address, and the VPN label.

19. The device according to claim 17 or 18, wherein the device further comprises:

- a second generating unit, configured to generate a VPN member discovery route; and
- a third sending unit, configured to send the VPN member discovery route to the local PE, so that the local PE determines whether the remote PE and the local PE belong to a same VPN.

20. The method according to claim 19, wherein the VPN member discovery route comprises: the IP address of the remote PE and an import route target RT.

21. The device according to any one of claims 17 to 20, wherein the device further comprises:

- an importing unit, configured to: when the IP address of the remote PE and the target device IP address in the VPN label route are the same, and an import route target RT, of a VRF, same as the route target RT in the VPN label route exists, determine that the matching succeeds, and import the VPN label route in the successfully matched VRF in the remote PE.

22. The device according to any one of claims 17 to 21, wherein the third sending unit is specifically configured to:

- a recording subunit, configured to record the successfully matched VRF and routing information in the successfully matched VRF; and
- a sending subunit, configured to send the packet in a VPN to which the successfully matched VRF belongs, and when a next hop of a VPN route of the packet is the same as an IP address, of the local PE, recorded in label routing information in the VRF, carry the VPN label in the packet according to label routing information in the successfully matched VRF.

23. A communications system, comprising:

- the local provider edge according to any one of claims 12 to 16, and
- the remote provider edge according to any one of claims 17 to 22.
A local provider edge generates a virtual private network label route for each remote provider edge, where virtual private network labels in virtual private network label routes of different remote provider edges are different, and the remote provider edge and the local provider edge belong to the same virtual private network.

The local provider edge sends the virtual private network label route to the remote provider edge.

FIG. 1

A remote provider edge receives a virtual private network label route sent by a local provider edge, where the local provider edge and the remote provider edge at least belong to the same virtual private network, and the virtual private network label route includes a virtual private network label different from that of another remote provider edge.

The remote provider edge separately matches an Internet Protocol address of the remote provider edge with a target device Internet Protocol address in the virtual private network label route, and matches an import route target route target of each virtual routing forwarding of the remote provider edge with a route target in the virtual private network label route.

The remote provider carries the virtual private network label when sending to the local provider edge, a data packet related to a successfully matched virtual routing and forwarding table, so that the local provider edge distinguishes the packet sent by the remote PE from a packet sent by the another remote PE.
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