Method and device for key generation

A method of generating a segment key $KS_{mt}$ from a given basic key $K_{MT}$ and a given modification key $K'_{MT}$ in a key space with $M \times T$ keys. The basic key $K_{MT}$ is split into two parts $L_{MT}$, $R_{MT}$ onto which a one-way function is applied $M$-m and $T$-t times, respectively, and the results are combined again to form a target basic key. A one-way function is applied to the modification key $K'_{MT}$ a number of times that corresponds to a distance value $z$ between the given basic key and the segment key; in one preferred embodiment $z=(M-m)+(T-t)$. This result is XOR-ed with the target basic key to obtain the segment key $KS_{mt}$. Also provided is a device.

<table>
<thead>
<tr>
<th>$t$</th>
<th>$m = 3$</th>
<th>$m = 2$</th>
<th>$m = 1$</th>
</tr>
</thead>
<tbody>
<tr>
<td>3</td>
<td>$KS_{33} = L_{33}</td>
<td></td>
<td>R_{33}$</td>
</tr>
<tr>
<td></td>
<td>$XOR ; H_3^m(K_{33})$</td>
<td>$XOR ; H_3^t(K'_{33})$</td>
<td>$XOR ; H_3^6(K'_{33})$</td>
</tr>
<tr>
<td>2</td>
<td>$KS_{23} = (H_1(L_{33})</td>
<td></td>
<td>R_{33})$</td>
</tr>
<tr>
<td></td>
<td>$XOR ; H_3^m(K_{33})$</td>
<td>$XOR ; H_3^t(K'_{33})$</td>
<td>$XOR ; H_3^6(K'_{33})$</td>
</tr>
<tr>
<td>1</td>
<td>$KS_{13} = (H_1^2(L_{33})</td>
<td></td>
<td>R_{33})$</td>
</tr>
<tr>
<td></td>
<td>$XOR ; H_3^m(K_{33})$</td>
<td>$XOR ; H_3^t(K'_{33})$</td>
<td>$XOR ; H_3^6(K'_{33})$</td>
</tr>
</tbody>
</table>

Figure 2
The present invention relates generally to digital content protection, and in particular to generation of encryption and decryption keys from an initial key.

WO 2008/055900 teaches a system for generation of encryption and decryption keys from an initial 'master' key. The system may advantageously be used in MPEG-4 to provide a receiver with a single key from which the decryption keys for lower enhancement layers may be generated. Figure 1 illustrates the key generation for two times two (i.e. four) enhancement layers. A receiver that has access to key 2,2 may generate keys 1,2; 2,1; and 1,1 by applying one-way functions, advantageously hashes, to a specific part of the 'master' key. For example, to generate key 2,1, the receiver concatenates the left-hand side of key 2,2 - L2,2 - with the hash value - H(R2,2) - of the right-hand side of key 2,2 - R2,2.

In a second preferred embodiment, the target basic key and the target modification key are XOR-ed.

In a third preferred embodiment, the distance value is calculated by adding the difference between the coordinates of the target key and the starting basic key.

Similarly, to generate key 2,1, the receiver concatenates the right-hand side of key 2,2 - R2,2 - with the hash value - H(L2,2) - of the left-hand side of key 2,2 - L2,2. Key 1,1 may be generated from either of keys 2,2; 2,1; and 1,2.

The skilled person will appreciate that

Key 1,1 = L1,2 || H(R1,2) = H(L2,2)||H(R2,2) calculated via key 1,2, is equal to:
Key 1,1 = H(L2,1)||R2,1 = H(L2,2)||H(R2,2) calculated via key 2,1.

As will be seen, WO 2008/055900 presents a drawback. It will therefore be appreciated that there is a need for a content protection system that overcomes the drawback of the prior art. This invention provides such a solution.

In a first aspect, the invention is directed to a method of generation of a target key in a n-dimensional key space, n being an integer greater than or equal to two, each key corresponding to a coordinate in the n-dimensional key space, the target key corresponding to coordinate (x,y,...). A starting basic key KMT having coordinates (X,Y,...) composed by n values is obtained and split into n key parts, each key part corresponding to one dimension. For each dimension, a one-way function is applied, to the key part corresponding to the dimension, a number of times equal to the maximum coordinate value for the dimension minus the coordinate of the dimension of the target key, so as to obtain a target basic key part. The n target basic key parts are combined to obtain a target basic key. A starting modification key K' MT is obtained. A distance value that expresses, as an integer, the distance in the key space between the starting modification key K' MT and the target key is generated. A one-way function is applied to the starting modification key K' MT a number of times equal to the distance value so as to obtain a target modification key. Then the target basic key and the target modification key are combined to obtain the target key.

In a second preferred embodiment, the target basic key and the target modification key are XOR-ed.

In a third preferred embodiment, the distance value is calculated by adding the difference between the coordinates of the starting basic key KMT and the target key for each dimension.

In a fourth preferred embodiment, the length of all the key parts is identical.

In a fifth preferred embodiment, the starting basic key and the starting modification key are comprised in a starting global key.

In a second aspect, the invention is directed to a device for generation of a target key in a n-dimensional key space, n being an integer greater than or equal to two, each key corresponding to a coordinate in the n-dimensional key space, the target key corresponding to coordinate (x,y,...). The device comprises a processor adapted to: obtain a starting basic key KMT having coordinates (X,Y,...) composed by n values; split the starting basic key KMT into n key parts, each key part corresponding to one dimension; apply, for each dimension, a one-way function to the key part corresponding to one dimension a number of times equal to the maximum coordinate value for the dimension minus the coordinate of the
dimension of the target key, so as to obtain a target basic key part; combine the n target basic key parts to obtain a target basic key; obtain a starting modification key $K'_{MT}$; generate a distance value that expresses, as an integer, the distance in the key space between the starting modification key $K'_{MT}$ and the target key; apply a one-way function to the starting modification key $K'_{MT}$, a number of times equal to the distance value so as to obtain a target modification key; and combine the target basic key and the target modification key to obtain the target key.

**BRIEF DESCRIPTION OF THE DRAWINGS**

[0014] Preferred features of the present invention will now be described, by way of non-limiting example, with reference to the accompanying drawings, in which:

Figure 1 illustrates key generation as taught in prior art document WO 2008/055900; Figure 2 illustrates how keys may be calculated from a master basic key $K_{33}$ and a master modification key $K'_{33}$ according to a preferred embodiment of the invention; and

Figure 3 illustrates a system for key generation according to a preferred embodiment of the present invention.

**PREFERRED EMBODIMENT OF THE INVENTION**

[0015] The present invention finds a raison d'être in the fact that it has been discovered however, that the solution presented in may be vulnerable to collusion attacks.

[0016] Supposing that an attacker breaks two receivers and recovers at least two protected license keys (or otherwise obtains these keys). Supposing further that one of these keys is key $2,1=(L_{2,2}|H(R_{2,2}))$ and that the other key is key $1,2=(H(L_{2,2})|R_{2,2})$. Neither device is able to generate key 2,2. However, by using left-hand value of key $2,1=(L_{2,2}|H(R_{2,2}))$ and right side value of key $1,2=(H(L_{2,2})|R_{2,2})$, the attacker is able to reconstitute the key $2,2=(L_{2,2}|R_{2,2})$. This is a collusion attack; the present invention proposes a general key generation scheme with two embodiments to counter this collusion attacks.

[0017] The general scheme of the present invention develops the scheme in WO 2008/055900 by modifying the keys therein (hereinafter called 'basic keys') with a modification key to generate segment keys.

[0018] The following notation will be used hereinafter:

- The key space comprises $M \times T$ different segment keys (i.e. $M$ in one dimension and $T$ in the other), each segment key being denoted $K_{mt}$, where $m \in \{1,...,M\}$ and $t \in \{1,...,T\}$.

- A 2k-bit key $K_{mt}$ is a key such that $2^{k-1} < K_{mt} < 2^k$. The k most significant bits (i.e. the left-hand part) of $K_{mt}$ is noted $L_{mt}$ and the k least significant bits (i.e. the right-hand part) $R_{mt}$; in other words $K_{mt} = L_{mt}||R_{mt}$ and could be written $L_{mt}2^k + R_{mt}$. We do not distinguish between a key $K_{mt}$ and its representation $L_{mt}||R_{mt}$.

- Key $K_{MT}$ is a 2k-bit master basic key from which the other basic keys may be generated, preferably as in WO 2008/055900.

- $H_1$, $H_2$ and $H_3$ denote one-way functions, where the size of the output of $H_1$ and $H_2$ is k bits and the size of the output of $H_3$ is 2k bits. It is advantageous that $H_1$ are $H_2$ are identical, but this is not required. A suitable hash function for $H_1$, $H_2$ is e.g. MD5 which output is 128 bits and for $H_3$ e.g. SHA-256 which output is 256 bits.

- $K'_{MT}$ denotes a 2k-bit master modification key that will be described hereinafter.

[0019] While modification keys are described as being distinct from basic keys, it is also possible to provide both keys in a global key that is split into a modification key and a basic key whenever necessary.

[0020] A segment key $K_{mt}$ is generated by:

- Splitting $K_{MT}$ into two parts, preferably (as in the present example) halves, so that $K_{MT} = (L_{MT}||R_{MT})$.

- A first and second distance value are calculated; $x=M-m$ and $y=T-t$. A distance value expresses the difference in 'level' between the master key and the present key in a certain dimension.

- An aggregate distance value $z$ is calculated. The aggregate distance value is calculated differently depending on the embodiment.

- The segment key $K_{mt}$ is generated by calculating $K_{mt} = (H_1^x(L_{MT}||H_2^y(R_{MT})) \oplus H_3^z(K'_{MT}))$.

Put another way, $K_{mt} = K_{mt} \oplus K'_{mt}$.
The use of modification keys $K_{mt}$ thus brings resistance to collusion attacks to the scheme.

It will thus be appreciated that a ‘greater’ segment key may not be generated by a combination of features of ‘lesser’ segment keys.
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[0021] In a first embodiment, $z=x+y$.

[0022] In a second embodiment, $z$ is calculated as follows:

- if $x=0$ and $y=0$, $z=0$;
- if $x=0$ and $y≠0$, $z=2y-1$;
- if $x≠0$ and $y=0$, $z=2x-1$; and
- if $x≠0$ and $y≠0$, $z=2x+2y-2$.

[0023] The key generation scheme hereinafter will now be illustrated by an example.

[0024] The following is assumed for the example:

- $M=3$, $T=3$;
- $H_1=H_2$ with a k-bit output; $H_3$ with a 2k-bit output.
- $z$ is calculated according to the second embodiment.

[0025] Figure 2 illustrates how keys $KS_{32}$, $KS_{31}$, $KS_{23}$, $KS_{22}$, $KS_{21}$, $KS_{13}$, $KS_{12}$, and $KS_{11}$ may be calculated from the master basic key $K_{33}$ and the master modification key $K'_{33}$. The skilled person will appreciate that it is preferred that the master basic key $K_{33}$ and the master modification key $K'_{33}$ are randomly or pseudo-randomly generated by a device at the head end.

[0026] Any device (at the head end or at the receiver end) may then generate any key from the master basic key $K_{33}$ and the master modification key $K'_{33}$. Expressed in a general manner, a device may generate any ‘lesser’ key from a ‘greater’ key - a lesser key having an equal or lower value in both dimensions - but not the other way around.

[0027] It is naturally also possible to generate a lesser key from one of the nearest greater keys, e.g. to generate $KS_{22}$ from either $KS_{32}$, $KS_{31}$, $M$ and $T$ or $K_{23}$, $K'_{23}$, $M$ and $T$ by analogous calculations. From for example $K_{32}$ and $K'_{32}$, $KS_{22}=(H_1(L_{32})R_{32})\ XOR \ H_3(K'_{32})$.

[0028] For further clarification, it will now be explained how the different values of $z$ in Figure 2 were calculated:

- $m=3$, $t=2$: $x=M-m=3-3=0$; $y=T-t=3-2=1$; $z=2y-1=2\times1=1$;
- $m=3$, $t=1$: $x=M-m=3-3=0$; $y=T-t=3-1=2$; $z=2y-1=2\times2=4$;
- $m=2$, $t=3$: $x=M-m=3-2=1$; $y=T-t=3-3=0$; $z=2y-1=2\times1=2$;
- $m=2$, $t=2$: $x=M-m=3-2=1$; $y=T-t=3-2=1$; $z=2^2+2y-1=2^2+2\times1=6$;
- $m=2$, $t=1$: $x=M-m=3-2=1$; $y=T-t=3-1=2$; $z=2^2+2y-1=2^2+2\times2=8$;
- $m=1$, $t=2$: $x=M-m=3-1=2$; $y=T-t=3-2=1$; $z=2^2+2y-1=2^2+2\times2=8$;
- $m=1$, $t=1$: $x=M-m=3-1=2$; $y=T-t=3-1=2$; $z=2^2+2y-1=2^2+2\times2=8$.

[0029] The skilled person will appreciate that other suitable combination functions than XOR are possible. For example, a target key may be obtained by hashing a concatenation of the modification key and the basic key.

[0030] With the proposed scheme the collusion of two receivers having ‘lesser’ segment keys does not permit to compute a ‘greater’ segment key.

[0031] Imagine two receivers R1 and R2. R1 receives $K_{31}$ and $K'_{31}$, while R2 receives $K_{13}$ and $K'_{13}$. R1 may thus generate segment keys $KS_{31}$, $KS_{21}$, and $KS_{11}$. R2 may generate segment keys $KS_{13}$, $KS_{12}$, and $KS_{11}$. The shared segment keys are $KS_{11}$, while $KS_{31}$ and $KS_{21}$, are exclusive to R1 and $KS_{13}$ and $KS_{12}$ are exclusive to R2.

[0032] With the solution of WO 2008/055900 it was possible to generate $KS_{33}=K_{33}$ by combining $L_{31}$ from R1 and $R_{13}$ from R2. However, this is not possible in the scheme according to the present invention. To calculate $KS_{33}$, one must calculate the two keys $K_{33}$ and $K'_{33}$.

[0033] As in the scheme of WO 2008/055900, $K_{33}$ is easily obtained by combining $L_{31}$ of $K_{31}$ from R1 and $R_{13}$ of $K_{13}$ from R2. However it is computationally difficult to calculate $K'_{33}$ by combining $K'_{31}$ from R1 and $K'_{13}$ from R2.

[0034] Indeed, to calculate $K'_{33}$ and thus to get $KS_{33}$ it requires the inversion of $H_3$, since $K'_{31}=K'_{13}=H_3^3(K'_{33})$. A one-way function is yet assumed to be non invertible.

[0035] It is even not possible to calculate $K'_{32}=H_3^1(K'_{33})$. $K'_{23}=H_3^1(K'_{33})$, $K'_{22}=H_3^2(K'_{33})$, and thus to generate the segment keys $KS_{32}$, $KS_{23}$, $KS_{22}$ by combining $K'_{31}$ from R1 and $K'_{13}$ from R2.

[0036] The use of modification keys $K_{mt}$ thus brings resistance to collusion attacks to the scheme.

[0037] It will thus be appreciated that a ‘greater’ segment key may not be generated by a combination of features of ‘lesser’ segment keys.

[0038] The key generation scheme of the present invention is particularly suited for MPEG-FGS (Fine Grain Scalability) that is particularly adapted to flexible services provided by DRM (Digital Right Management) technologies.

[0039] Scalable encryption techniques if combined with a suitable key management scheme enables improved access control processes.
While the invention has been described in two dimensions, the skilled person will appreciate that it may be generalised to n dimensions by splitting the basic keys in n parts, where n preferably is a power of 2.

Figure 3 illustrates a system for key generation and distribution according to a preferred embodiment of the present invention. The system 200 comprises a content provider 210 adapted to generate at least a master basic key $K_{MT}$ and a master modification key $K'_{MT}$. These two keys permit to generate all the segment keys. The content provider 210 is further adapted to compute all the segment keys and use them to encrypt content. The encrypted content is then transferred 261 to an appropriate distribution server 230, e.g. web server, for distribution. Then the content provider 210 sends 262 the master basic key $K_{MT}$, the master modification key $K'_{MT}$ and the necessary usage rules to a license server 240. The usage rules specify how the content should be used, typically the quality level and possible resolutions. The license server 240 is responsible for the generation and distribution of content licenses to users. At the other end, a user device 220 downloads 263, 264 the content from the distribution server 230. To be able to consume the encrypted content, the user device 220 requests 265 a license from the license server 240. The license server 240 comprises an interface unit 242 for communication, at least one processor (hereinafter "processor") 244, and memory space 246 adapted to generate the license. For instance, if a user device acquires the rights for the full quality of the video, the license contains the master basic key $K_{MT}$ and a master modification key $K'_{MT}$. The license server 240 comprises an interface unit 242 for communication, at least one processor (hereinafter "processor") 244, and memory space 246 adapted to generate the license.

In the first and in the second embodiment the value of $z$ can also be computed in a relative way, i.e from a modification key $K'_{mt}$ where $K'_{mt}$ is not necessarily the master modification key $K'_{MT}$. This works well for the first embodiment, as it is easy for the user device 220 to calculate the number of times that the one-way function should be applied to the modification key $K'_{mt}$ to obtain any lesser modification key $K'_{ij}$. However, things are a bit more complicated in the second embodiment.

Indeed, the computation of $z$ for any modification key $K'_{ij}$ relative to another modification key $K'_{mt}$ requires the knowledge of $M$ and $T$. In that case, the computation of $z$ may be performed as follows:

1. Compute first $z_1$ for $K'_{ij}$, e.g. $z_1=2^{M-1}+2^{T-1} \cdot 2$.
2. Compute next $z_2$ for $K'_{mt}$, e.g. $z_2=2^{M-m}+2^{T-t} \cdot 2$.
3. Finally $z=z_1 \cdot z_2$ and $K'_{ij}=H_3^2(K'_{mt})$.

Supposing that $M=3$, $T=3$, the received modification key is $K'_{22}$ and the user’s device 220 calculates the lowest modification key $K'_{11}$. Then the user’s device 220 will calculate $z_1$ for $K'_{11}$: $z_1=2^{M-1}+2^{T-1} \cdot 2=2^2+2^2=6$ and $z_2$ for $K'_{22}$: $z_2=2^{M-2}+2^{T-2} \cdot 2=2+2=4$. The value of $z$ for $K'_{11}$ relative to $K'_{22}$ is $z=z_1 \cdot z_2=6 \cdot 2=12$. Hence, $K'_{11}=H_3^2(K'_{22})=H_3^2(K'_{22})$.

It will thus be seen that the user device needs knowledge about $M$ and $T$ for the key space. Thus, if the user device 220 does not already possess the values of $M$ and $T$ (which may be the case if, for example, the user device obtained these values during a registration phase or with the downloaded content, provided that the values do not change), then these values are delivered to the user device, for example in the message with the license 266.

An advantage of this model is that users can re-distribute received encrypted content to other users 250 through super-distribution, which allows scalable content to be distributed to a vast number of users having a large variety of devices (cell phones, TV sets, high end PCs, etc) without direct involvement of the distribution server. Although scalable content can be freely distributed, to access the scalable content, the recipient has to contact the license server (and to pay) to get basic and modification keys needed for segment decryption.

The content provider 210 and the user device 220 comprise an interface unit 212, 222 for communication, at least one processor (hereinafter "processor") 214, 224, and memory space 216, 226. The processor 214 of the content provider 210 is adapted to generate at least a master basic key $K_{MT}$ and a master modification key $K'_{MT}$, but is advantageously further adapted to generate all the segment keys $K_{mnt}$ and to encrypt content using the segment keys. The processor 222 of the user device 220 is adapted to generate segment keys from the keys received in the license and to decrypt content using these keys.

Each feature disclosed in the description and (where appropriate) the claims and drawings may be provided independently or in any appropriate combination. Features described as being implemented in hardware may also be implemented in software, and vice versa. Connections may, where applicable, be implemented as wireless connections or wired, not necessarily direct or dedicated, connections.

Reference numerals appearing in the claims are by way of illustration only and shall have no limiting effect on the scope of the claims.
Claims

1. A method of generation of a target key in a n-dimensional key space, n being an integer greater than or equal to two, each key corresponding to a coordinate in the key space, the target key corresponding to coordinate (x,y,...), the method comprising the steps, at a device, of:
   - obtaining a starting basic key $K_{MT}$ having coordinates (X,Y,...) composed by n values;
   - splitting the starting basic key $K_{MT}$ into n key parts, each key part corresponding to one dimension;
   - for each dimension, applying a one-way function to the key part corresponding to the dimension a number of times, the number of times being equal to the maximum coordinate value for the dimension minus the coordinate of the dimension of the target key, so as to obtain a target basic key part; and
   - combining the n target basic key parts to obtain a target basic key;
   the method being characterised in that it further comprises the steps of:
   - obtaining a starting modification key $K'_{MT}$;
   - generating a distance value that expresses, as an integer, the distance in the key space between the starting modification key $K'_{MT}$ and the target key;
   - applying a one-way function to the starting modification key $K'_{MT}$ a number of times equal to the distance value so as to obtain a target modification key; and
   - combining the target basic key and the target modification key to obtain the target key.

2. The method of claim 1, wherein n is equal to 2.

3. The method of claim 1, wherein the target basic key and the target modification key are XOR-ed.

4. The method of claim 1, wherein the distance value is calculated by adding the difference between the coordinates of the starting basic key $K_{MT}$ and the target key for each dimension.

5. The method of claim 1, wherein the length of all the key parts is identical.

6. The method of claim 1, wherein the starting basic key and the starting modification key are comprised in a starting global key.

7. A device for generation of a target key in a n-dimensional key space, n being an integer greater than or equal to two, each key corresponding to a coordinate in the key space, the target key corresponding to coordinate (x,y,...), the device comprising a processor (214; 224; 244) adapted to:
   - obtain a starting basic key $K_{MT}$ having coordinates (X,Y,...) composed by n values;
   - split the starting basic key $K_{MT}$ into n key parts, each key part corresponding to one dimension;
   - apply, for each dimension, a one-way function to the key part corresponding to one dimension a number of times equal to the maximum coordinate value for the dimension minus the coordinate of the dimension of the target key, so as to obtain a target basic key part; and
   - combine the n target basic key parts to obtain a target basic key;
   the device being characterised in that the processor (214; 224; 244) is further adapted to:
   - obtain a starting modification key $K'_{MT}$;
   - generate a distance value that expresses, as an integer, the distance in the key space between the starting modification key $K'_{MT}$ and the target key;
   - apply a one-way function to the starting modification key $K'_{MT}$ a number of times equal to the distance value so as to obtain a target modification key; and
   - combine the target basic key and the target modification key to obtain the target key.
Figure 1 (prior art)

<table>
<thead>
<tr>
<th></th>
<th>$t = 3$</th>
<th>$t = 2$</th>
<th>$t = 1$</th>
</tr>
</thead>
<tbody>
<tr>
<td>$m = 3$</td>
<td>$KS_{33} = L_{33}</td>
<td></td>
<td>R_{33}$</td>
</tr>
<tr>
<td>$m = 2$</td>
<td>$KS_{23} = (H_1(L_{33})</td>
<td></td>
<td>R_{33}) \ XOR \ H_3^5(K'_{33})$</td>
</tr>
<tr>
<td>$m = 1$</td>
<td>$KS_{13} = (H_1^2(L_{33})</td>
<td></td>
<td>R_{33}) \ XOR \ H_3^5(K'_{33})$</td>
</tr>
</tbody>
</table>
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