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Description

BACKGROUND OF THE INVENTION

Field of the Invention

This invention relates generally to computer networks, and more particularly the present invention provides a system and method for synchronizing electronic mail across a computer network.

Background of the Invention

Data consistency is a significant concern for computer users. For example, when maintaining multiple independently modifiable copies of a document, a user risks using an outdated version. By the time the user notices an inconsistency, interparty miscommunication or data loss may have already occurred. The user must then spend more time attempting to reconcile the inconsistent versions and addressing any miscommunications.

The problems of data inconsistency is exacerbated when copies of a document are inaccessible. For example, when multiple copies of a document are maintained at different network locations, network security systems such as conventional firewall technology compromise data accessibility. That is, a user may have access to only a particular one of these network locations. Without access to the other sites, the user cannot confirm that the version on an accessible site is the most recent draft.

The problems of data consistency and accessibility arise in the area of electronic mail (e-mail). For example, a user might maintain an e-mail database at work. Based on the security systems implemented by the work intranet, the user may not be afforded access to the database and thus cannot read or respond to the e-mails until returning to work. Further, a travelling user currently working at a remote terminal may not have the necessary dedicated application programs to pass the intranet security. Still further, when maintaining several sites, the travelling user is burdened to maintain a record of all procedures and passwords to overcome the security system at each site.

These problems are further exacerbated when using e-mail programs from different vendors and which implement different protocols. For example, the Netscape Navigator™ e-mail client and the Outlook Express™ e-mail client each manage e-mail across computer networks. However, each e-mail client uses different formats, stores e-mails in different files and implements different protocols. Thus, the e-mails are not readily interchangeable.

The Lotus Notes™ system is an application-layer toolkit, that enables computers to store, distribute and exchange data. In particular, it includes a set of tools that cooperate so as to facilitate replication between databases having the Lotus Notes™ format. The publication "Lotus Notes Internet Cookbook for Notes Release 4" dated 14 February 1996 describes the process of database replication and the various configurations in which replication can occur. Database replication can only occur between databases having the same replica ID. In other words, database replication only occurs if the schema and format of the databases being replicated is identical. In the case of e-mails, this means that database replication is limited to e-mails having the Lotus Notes e-mail format only. Lotus Notes is able to provide users running e-mail clients other than a Lotus Notes e-mail client with access to their e-mail that is stored in a Lotus Notes e-mail database; this is enabled by, for example, implementation of the MAPI protocol, i.e. the Messaging Application Program Interface (MAPI), to communicate between a Lotus Notes mail server and a non-Lotus Notes client.

International patent application having publication number WO97/24678 describes a system for implementing synchronization of data between applications with different data formats. The synchronization system identifies changes that have been made to a given mailbox since a last synchronization event, and updates each of the other mailboxes so as to reflect the changes. All of the mailboxes are treated as peers, which means that all changes are reflected in all mailboxes such that their contents, after synchronisation, are equivalent. In the event that synchronisation involves adding an e-mail or folder to a mailbox, the attributes of the e-mail/folder to be added are saved, a new e-mail/folder is created in the mailbox in which the e-mail/folder is to be added, and the saved attributes are copied into the new e-mail/folder.

The online publication "The Firewall Dilemma: Too Few Locks, Too Many Doors", BYTE, August 1996, describes protocols and applications with the ability to penetrate firewalls, including the HyperText Transfer Protocol (HTTP).

An improved system and method are needed for providing users with e-mail consistency and accessibility across a computer network.

Summary of the Invention

The present invention is set out in the appended claims. More specifically, according to a first aspect of the present invention there is provided method of synchronizing e-mails between a mail server at a first site and a portable remote terminal at a second site, the first site comprising a Local Area Network (LAN) protected from the Internet by a LAN firewall and the second site being external to the LAN firewall, the remote terminal including an e-mail module for reading and writing e-mails, RAM memory and a data storage device, the e-mails being stored in different e-mail formats, the method comprising translating e-mails between different e-mail formats, including a first e-mail format and a second e-mail format, during the synchronization process, and de-
terminating, using a synchronization systems, whether to synchronize an e-mail in the first e-mail format from the mail server, wherein the mail server implements the Messaging Application Programming Interface (MAPI) protocol, and wherein the method comprises:

providing a synchronization system at the first site separate from the mail server, the synchronization system being included in a computer which is a client of the mail server and being coupled to the mail server via the LAN;

arranging the synchronization system at the first site:

to establish a communications channel via the Internet with a server system at a third site external to the LAN firewall using a protocol that enables communication through the LAN firewall, the server system at the third site being connected to the LAN firewall via the Internet;
to retrieve the e-mail to be synchronized from the mail server to the synchronization system via the LAN using the MAPI protocol;
to translate the retrieved e-mail to be synchronized from the first e-mail format to the second e-mail format in the synchronization system; and
to send the translated e-mail to be synchronized from the synchronization system via the communications channel to the server system at the third site, and to receive e-mail modifications to be synchronized to the synchronization system via the communications channel from the server system at the third site, to enable the e-mail to be synchronized with the remote terminal, arranging for the remote terminal, at the second site, to be in communication with the server at the third site, and

arranging the e-mail module in the remote terminal to download the e-mail to be synchronized from the server at the third site and to store the downloaded e-mail in the data storage device.

[0011] According to a second aspect of the present invention there is provided an e-mail synchronization system and a portable remote terminal for synchronizing e-mails between a mail server at a first site and the remote terminal at a second site, the first site comprising a Local Area Network (LAN) protected from the Internet by a LAN firewall and the second site being external to the LAN firewall, the remote terminal including an e-mail module for reading and writing e-mails, RAM memory and a data storage device, the e-mails being stored in different e-mail formats, the synchronization system comprising means for translating e-mails between different e-mail formats, including a first e-mail format and a second e-mail format, during the synchronization process, and means for determining whether to synchronize an e-mail in the first email format from the mail server, wherein the mail server implements the Messaging Application Programming Interface (MAPI) protocol, wherein the synchronization system is provided at the first site separate from the mail server, the synchronization system being included in a computer which is a client of the mail server and being coupled to the mail server via the LAN, wherein the synchronization system is adapted at the first site:

to establish a communications channel via the Internet with a server system at a third site external to the LAN firewall using a protocol that enables communication through the LAN firewall, the server system at the third site being connected to the LAN firewall via the Internet;
to retrieve the e-mail to be synchronized from the mail server to the synchronization system via the LAN using the MAPI protocol;
to translate the retrieved e-mail to be synchronized from the first e-mail format to the second e-mail format in the synchronization system; and

to send the translated e-mail to be synchronized from the synchronization system via the communications channel to the server system at the third site, and to receive e-mail modifications to be synchronized to the synchronization system via the communications channel from the server system at the third site, to enable the e-mail to be synchronized with the remote terminal,

wherein the remote terminal, at the second site, is adapted to be in communication with the server at the third site, and

wherein the e-mail module in the remote terminal is adapted to download the e-mail to be synchronized from the server at the third site and to store the downloaded e-mail in the data storage device.

[0012] The system and method advantageously use a trusted third party to enable synchronization of electronic mail across a network. The server on the third site may be provided by a global server. Accordingly, a user who maintains for example a work site, a home site and the global server site can synchronize e-mails among all three sites. The roaming user thus can access and reply to e-mails while away from the addressed site. Because the system and method may operate over the Internet, synchronization can occur over any distance. Since the system and method include format translation, merging of e-mails between different application programs and different platforms is possible. Further, because synchronization may be initiated from within the firewall and may use commonly enabled protocols such as HTTP, the typical firewall which prevents in-bound communications in general and some outbound protocols does not act as an impediment to e-mail synchronization. Also, since the user’s preferences may be previously set, the present
system and method may operate unattended by the client user.

[0013] The system may include an e-mail engine for using the proper protocol to retrieve an e-mail from the mail store. That is, the e-mail engine and the mail store implement the same protocol, i.e. the Messaging Application Program Interface (MAPI), to communicate there between. Upon request, the mail store may send configuration data indicating the proper protocol to the e-mail engine, which can then properly configure itself.

[0014] The system may further include an e-mail synchronization module which uses a predetermined criterion to determine whether to send the e-mail. For example, the e-mail synchronization module need not send an e-mail if the e-mail was previously sent. The e-mail may be sent to a mail store located on a global server, which upon proper identification and authentication may provide roaming (travelling) users with HTML access to its contents.

[0015] The system may further include a communications module authorized to establish a secure communications link through the firewall. The system may still further include a web engine for using the HyperText Transfer Protocol (HTTP) to send the e-mail via the communications channel. The system may be stored on a computer-readable storage medium.

Brief Description of the Drawings

[0016] FIG. 1 is a block diagram illustrating a computer network not in accordance with the present invention;

FIG. 2 is a block diagram illustrating details of a FIG. 1 server system;

FIG. 3 is a block diagram illustrating details of the FIG. 1 desktop computer;

FIG. 4 is a block diagram illustrating details of a FIG. 1 base system;

FIG. 5 is a block diagram illustrating details of the FIG. 1 synchronization agent;

FIG. 6 is a graphical representation of an example bookmark in the global format;

FIG. 7 is a flowchart illustrating a method for synchronizing multiple copies of a workspace element in a secure network;

FIG. 8 is a block diagram illustrating a computer network in accordance with an embodiment of the present invention;

FIG. 9 is a block diagram illustrating details of a FIG. 8 client;

FIG. 10 is a block diagram illustrating details of the FIG. 9 base system;

FIG. 11 is a block diagram illustrating details of a FIG. 8 global server;

FIG. 12 is a block diagram illustrating details of the FIG. 8 synchronization agent;

FIG. 13 is a block diagram illustrating details of the

FIG. 8 remote terminal;

FIG. 14 is a flowchart illustrating a method for synchronizing electronic mail in a computer network;

and

FIG. 15 is a flowchart illustrating a method for accessing electronic mail from the global server of FIG. 8.

Detailed Description of the Preferred Embodiment

[0017] FIG. 1 is a block diagram illustrating a computer network 100 not in accordance with the present invention, comprising a first node such as a remote computer terminal 102 coupled via a communications channel 104 such as the Internet to a global server 106. The global server 106 is in turn coupled via a communications channel 108 such as the Internet to a second node such as a Local Area Network (LAN) 110. The global server 106 is protected by a global firewall 112, and the LAN 110 is protected by a LAN firewall 114.

[0018] The LAN 110 includes a system bus 126 coupling the LAN firewall 114 to an e-mail server 128 having an e-mail folder 138 containing e-mails, to a file server 132 having a file folder 142 containing files, to a calendar server 130 having a calendar folder 140 containing calendar data, and to a desktop computer 134 having a web browser 152 and a bookmark folder 144 containing bookmarks. It will be appreciated that the e-mail folder 138, file folder 142, calendar folder 140 and bookmark folder 144 or portions thereof may be stored at different locations such as on the desktop computer 134. The e-mail folder 138, file folder 142, calendar folder 140 and bookmark folder 144 are exemplary, grouped by like information and are collectively referred to herein as "workspace data" 136. Those skilled in the art will recognize that the workspace data 136 may include other types of data such as an application program such as Microsoft Word 6.0.1 and the documents created using them. It will be further appreciated that the e-mail folder 138, file folder 142, calendar folder 140 and bookmark folder 144 may each be divided into workspace elements, wherein each workspace element folder or each workspace element individually is identified by particular version information 255 (described below with reference to FIG. 2). Accordingly, each e-mail or e-mail folder, file or file folder, calendar or calendar folder, bookmark or bookmark folder, document or document folder, etc. may be referred to as "a workspace element."

[0019] Each workspace element of workspace data 136 in LAN 110 is maintained in a predetermined format, referred to as Format A, which is based on the service engine 245 (FIG. 2) that created it. For example, the web browser 152 on the desktop computer 134 may be the Netscape Navigator™ web browser, and the bookmarks in the bookmark folder 144 created thereby are maintained in Format A. Although Format A is being described as a single format, one skilled in the art knows that Format A actually includes a format for each information type,
e.g., there will be a Format A for bookmarks, a Format A for files, a Format A for calendar data, a Format A for e-mails, etc.

[0020] The remote terminal 102 stores service engines 154 for maintaining workspace data 116, which may include information common with information in the workspace data 136. The workspace data 116 is maintained in a format, referred to as Format B, which may be different from Format A. Format B is also based on the service engines 154 that create the workspace elements. For example, if one of the service engines 154 is the Internet Explorer™ web browser (not shown), then the bookmarks (not shown) created therewith are maintained in Format B. Although Format B is being described as a single format, one skilled in the art knows that Format B actually includes a format for each information type. Further, the workspace data 116 also includes version information 150 similar to version information 255 described below with reference to FIG. 2.

[0021] It will be appreciated that remote terminal 102 may include a smart telephone, a Personal Data Assistant (PDA) such as the PalmPilot system by the U.S. Robotics, Inc., a laptop computer, etc. As a smart telephone, the workspace data 116 may include telephone numbers and e-mails. As a PDA, the workspace data 116 may include addresses, calendar data and e-mails. As a laptop computer, the workspace data 116 may include the same types of information as workspace data 136.

[0022] The global server 106 acts as a third party administrator. The global server 106 stores independently modifiable copies of selected portions of the workspace data 136 and 116, collectively referred to herein as workspace data 120. Accordingly, the workspace data 120 includes an independently modifiable copy of each workspace element in the selected portions of the workspace data 136 and 116 and an independently modifiable copy of each corresponding version information 255 (FIG. 2) and 150. The version information copies are collectively referred to herein as version information 148, and are also described with reference to FIG. 2.

[0023] The global server 106 maintains the workspace data 120 in a format, referred to as a “global format,” which is selected to be easily translatable by the global translator 122 to and from Format A and to and from Format B. Although the global format is being described as a single format, one skilled in the art knows that the global format actually includes a global format for each information type, e.g., there will be a global format for bookmarks, a global format for files, a global format for calendar data, a global format for e-mails, etc. An example bookmark workspace element in the global format is described in detail below with reference to FIG. 6.

[0024] Network 100 further comprises synchronization means, which includes a base system 146 stored within the LAN 110 and for example on the desktop computer 134. Network 100 further includes a synchronization agent 124 stored outside the LAN firewall 114 and preferably on the global server 106. The base system 146 and the synchronization agent 124 cooperate to synchronize selected portions of the workspace data 136 with selected portions of the workspace data 120. The synchronization means may synchronize workspace elements individually, e.g., specific word processor documents, or may synchronize workspace element folders, e.g., a bookmark folder. Generally, the base system 146 manages the selected portion of the workspace data 136 within the LAN 110 and the synchronization agent 124 manages the selected portions of the workspace data 120 within the global server 106. It will be appreciated that the global translator 122 cooperates with the synchronization means to translate data formats to and from the global format. As described in greater detail below with reference to FIG. 4, the base system 190 preferably initiates and controls data synchronization.

[0025] The synchronization means may also include, stored on the remote terminal 102, a base system 118 which operates in a similar manner to the base system 146. The base system 118 on the remote terminal 102 cooperates with the synchronization agent 124 to synchronize selected portions of the workspace data 116 with selected portions of the workspace data 120. As described in greater detail below with reference to FIG. 4, the base system 118 on the remote terminal 102 also preferably initiates and controls data synchronization with the global server 106. Also, note that the distribution of labor between the base system 118 in the remote terminal 102 and the synchronization agent 124 in the global server 106 may vary. Sometimes, primarily when the remote terminal 102 is a relatively less computationally powerful device (such as a smart phone or a PDA), most of the actual computationally intensive work will occur within the synchronization agent 124 in the global server 106. In other situations, for example, when the remote terminal 102 is a fully configured PC, most of the computationally-intensive work will occur locally on the base system 118 in the remote terminal 102.

[0026] Accordingly, the synchronization means independently synchronizes the selected portions of workspace data 116 and 136 with the selected portions of the workspace data 120. Thus, the synchronization means indirectly synchronizes workspace data 136 with workspace data 116.

[0027] FIG. 2 is a block diagram illustrating details of a service server 200, wherein each of the e-mail server 145, the file server 150, the calendar server 155 and the desktop computer 160 is an instance thereof. Service server 200 includes a Central Processing Unit (CPU) 205 such as an Intel Pentium® microprocessor or a Motorola Power PC® microprocessor. An input device 210 such as a keyboard and mouse and an output device 215 such as a Cathode Ray Tube (CRT) display are coupled via a signal bus 220 to CPU 205. A communications interface 225 (such as an Ethernet port), a data storage device 230 (such as a magnetic disk), and Random-Access Memory (RAM) 235 are further coupled via signal bus 220 to the CPU 205.
An operating system 240 includes a program for controlling processing by the CPU 205, and is typically stored in the data storage device 230 and loaded into the RAM 235 for execution. A service engine 245 includes a program for performing a particular service such as maintaining an e-mail database, a file database, a calendar database or a bookmarks database. The service engine 245 may also be stored in the data storage device 230 and loaded into the RAM 235 for execution.

To perform a service, the service engine 245 creates service data 250 (e.g., an e-mail or an e-mail folder 138 containing e-mails, a file or a file folder 142 containing files, calendar data or a calendar folder 140 containing calendar data, a bookmark or a bookmark folder 144 containing bookmarks, etc.) in Format A according to predetermined protocols. The service engine 245 stores the data 250 in the data storage device 250. The service data 250 includes version information 255 indicating the date and time of the last modification and the status as of the last interaction with the global server 106.

For example, if service data 250 is created and selected to be merged with global server workspace data 120, then the version information 255 for the service data 250 may include the date of last modification and a null set indicating the status as of the last interaction with the global server 106. From the version information 255, the base system 146 determines that the service data 250 in its entirety has not been merged with the global server workspace data 120. Similarly, if the service data 255 included elements 1, 2 and 3 as of the last modification, then the previous status as of the last interaction will indicate that the service data 255 included elements 1, 2 and 3. If the service data 255 currently includes elements 2, 3 and 4, then the base system 140 will determine that, since last synchronization, element 1 has been deleted and element 4 has been added.

It will be appreciated that the version information 148 on the global server 106 includes information similar to version information 255. That is, the version information 148 will include information indicating the date and time the version was last modified and the status as of the last interaction with each client. The service engine 245 operates to update the version information 255 after modifications are made and after synchronization occurs.

FIG. 3 is a block diagram illustrating details of the desktop computer 160, which includes a CPU 305, an input device 310, an output device 315, a communications interface 325, a data storage device 330 and RAM 335, each coupled to a signal bus 320.

An operating system 340 includes a program for controlling processing by the CPU 305, and is typically stored in the data storage device 330 and loaded into the RAM 335 for execution. A web browser 152 (i.e., a particular service engine 245, FIG. 2) includes a Format A service program for managing bookmark folder 144 (i.e., particular service data 250, FIG. 2) which includes version information 350 (i.e., particular version information 255, FIG. 2). The web browser 152 may also be stored in the data storage device 330 and loaded into the RAM 335 for execution. The bookmark folder 144 may be stored in the data storage device 330. As stated above with reference to FIG. 1, the base system 146 operates to synchronize the workspace data 136 (which includes the bookmark folder 144) with the workspace data 120. The base system 146 may be also stored in the data storage device 330 and loaded into the RAM 335 for execution.

FIG. 4 is a block diagram illustrating details of the base system 400, which exemplifies base systems 146 and 118. Base system 400 includes a communications module 405, a user interface module 410, locator modules 415, a synchronization module 420, a general synchronization module 425 and a content-based synchronization module 430. For simplicity, each module is illustrated as communicating with one another via a signal bus 440.

The communications module 405 includes routines for compressing data and routines for communicating via the communications interface 325 (FIG. 3) with the synchronization agent 124 (FIG. 1). The communications module 405 may further include routines for applying Secure Socket Layer (SSL) technology and user identification and authentication techniques (i.e., digital certificates) to establish a secure communication channel through the global firewall 112. Examples of communications modules 405 may include TCP/IP stacks or the AppleTalk® protocol.

The user interface module 410 includes routines for communicating with a user, and may include a conventional Graphical User Interface (GUI). The user interface module 410 cooperates with the other system components as described herein.

The locator modules 415 include routines for identifying the memory locations of the workspace elements in the workspace data 136 or 116 and in the workspace data 120. Workspace element memory location identification may be implemented using intelligent software, i.e., preset memory addresses or the system’s registry, or using dialogue boxes to query a user. More particularly, the locator modules 415 in the base system 146 determine the memory addresses of the e-mail folder 138, the file folder 142, the calendar folder 140 and the bookmark folder 144 and the memory addresses of the workspace elements therein. The locator modules 415 also determine the corresponding memory addresses of the corresponding folders in the workspace data 120 and the corresponding workspace elements therein. Similarly, the locator modules 415 in the base system 118 determine the memory locations of the workspace elements of workspace data 116 and the memory locations of the corresponding workspace elements in the workspace data 120.

It will be appreciated that the locator modules 415 may include locator modules 415 specifically dedi-
The synchronization-start module 420 includes routines for determining when to initiate synchronization of workspace data 136 or 116 with workspace data 120. For example, the synchronization-start module 420 may initiate data synchronization upon user request, at a particular time of day, after a predetermined time period passes, after a predetermined number of changes, after a user action such as user log-off or upon like criteria. The synchronization-start module 420 initiates data synchronization by instructing the general synchronization module 425 (described below) to begin execution of its routines. It will be appreciated that communication with the synchronization agent 124 preferably initiates from within the LAN 110, because the typical firewall 114 prevents in-bound communications and allows out-bound communications.

The general synchronization module 425 includes routines for receiving version information 148 for modified versions from the synchronization agent 124 (FIG. 1), and routines for examining the version information 255 or 150 against a last synchronization signature 435 (such as a last synchronization date and time) to determine which versions have been modified. The general synchronization module 425 further includes routines for examining the version information 148 and the version information 255 or 150 to determine if one or both versions of a particular workspace element or workspace element folder have been modified.

Further, the general synchronization module 425 includes routines for performing an appropriate synchronizing responsive action. Appropriate synchronizing responsive actions may include, if only one version of a workspace element in workspace data 136 or 116 has been modified, then forwarding the modified version (as the preferred version) to the other store(s) or determining and forwarding only the changes made. The changes made may be performed by examining the current status against the previous status of the last synchronization or by comparing the two versions. It will be appreciated that no content-based review of the changes is needed. It will be appreciated that one store preferably forwards only the changes to the other store for optimizing use of processor power and minimizing the data communications across the communications channel 108 or 104.

Other appropriate synchronizing responsive actions may include, if two versions of a workspace element have been modified independently, then instructing the content-based synchronization module 430 (described below) to execute its routines. That is, if two versions of the same workspace element have been modified independently, then a content-based review of the changes is preferable. Upon completion of the data synchronization, the general synchronization module 425 updates the last synchronization signature 435.

The content-based synchronization module 430 includes routines for reconciling two or more modified versions of a workspace element. For example, if a user has independently modified the original and the copy of a workspace element since the last synchronization, then the content-based synchronization module 430 determines an appropriate responsive action. The content-based synchronization module 430 may request the user to select a preferred one of the modified versions or may respond based on preset preferences, i.e., by storing both versions in both stores or preferably by integrating the modified versions into a single preferred version which replaces each modified version at both stores.

The content-based synchronization module 430 examines the changes made to each version and determines if conflicts exist. When implementing version integration, a conflict may arise if inconsistent modifications such as deleting a paragraph in one version and modifying the same paragraph in the other version have been made. If a conflict exists, then the content-based synchronization module 430 attempts to reconcile the conflict, e.g., by requesting user selection or by storing both versions at both stores. Otherwise, if no conflict exists, then the content-based synchronization module 430 integrates the changes to each of the versions and updates the version information 148, 150 or 255 accordingly.

FIG. 5 is a block diagram illustrating details of the synchronization agent 124, which includes a communications module 505 (similar to the communications module 405 described above with reference to FIG. 4) and a general synchronization module 515 (similar to the general synchronization module 425 described above also with reference to FIG. 4).

The communications module 505 includes routines for compressing data, and routines for communicating via the communications channel 108 with the base system 146 or via the communications channel 104 with the base system 118. The communications module 505 may further include routines for establishing a secure communications channel through the global firewall 112 and through the LAN 114 with the communications module 405.

Similar to the general synchronization module 425, the general synchronization module 515 includes routines for examining the version information 148 and the last synchronization signature 435 (FIG. 4) to determine which versions have been modified and the changes made. It will be appreciated that the general synchro-
The general synchronization module 515 may maintain its own last synchronization signature 435 copy (not shown) or may request the last synchronization signature 435 from the base system 146 or 118. The general synchronization module 515 further includes routines for forwarding workspace data 120 determined to be modified to the general synchronization module 425, and routines for receiving preferred versions of workspace elements of workspace data 136 or 116 or just the changes from the general synchronization module 425.

FIG. 6 illustrates an example bookmark workspace element in the global format. The global translator 122 incorporates all the information needed by both formats (Format A and Format B) to create the Global Format. For example, if a bookmark in Format A needs elements X, Y and Z and a bookmark in Format B needs elements W, X and Y, the global translator 122 incorporates elements W, X, Y and Z to create a bookmark in the Global Format. Further, the global translator 122 incorporates the information which is needed by the synchronization means such as the last modified date. Accordingly, a bookmark in the Global Format includes a user identification (ID) 605, an entry ID 610, a parent ID 615, a folder ID flag 620, a name 625, a description 630, the Uniform Resource Locator (URL) 635, the position 640, a deleted ID flag 645, a last modified date 650, a created date 655 and a separation ID flag 660.

FIG. 7 is a flowchart illustrating a method 700 for using a global translator 122 to synchronize multiple copies of a workspace element in a secure network 100. Method 700 begins with the user interface module 410 in step 705 enabling a user to select workspace elements of workspace data 136 and 118 for the synchronization means to synchronize. The locator modules 415 in step 710 identify the memory locations of the workspace elements in workspace data 136 and 116 and the corresponding memory locations in workspace data 120. If a selected workspace element does not have a corresponding memory location, such as in the case of adding a new workspace element to the global server 106, then one is selected. The selected memory location may be a preexisting workspace element or a new workspace element. As stated above, workspace element memory location identification may be implemented using intelligent software or dialogue boxes. The general synchronization module 425 and general synchronization module 515 in step 715 set the previous status of the workspace elements equal to the null set. Setting the previous status to the null set indicates that all information of the workspace element has been added.

The synchronization-start module 420 in step 720 determines whether predetermined criteria have been met which indicate that synchronization of the workspace elements selected in step 705 should start. If not, then the synchronization-start module 420 in step 725 waits and loops back to step 720. Otherwise, the communications module 405 and communications module 505 in step 730 establish a secure communications channel therebetween.

The general synchronization module 425 and the general synchronization module 515 in step 735 determine whether any workspace elements have been modified. That is, the general synchronization module 425 in step 740 examines the version information 255 or 150 of each selected workspace element in the workspace data 136 or 116 against the last synchronization signature 435 to locate modified workspace elements. This comparison may include comparing the date of last modification with the date of last synchronization, or may include a comparison between the current status and the previous status as of the last interaction. Similarly, the general synchronization module 515 examines the version information 148 of each corresponding workspace element in workspace data 120 and the last synchronization signature 435 to locate modified workspace elements.

If in step 735 no modified workspace elements or folders are located, then the general synchronization modules 425 and 515 in step 760 update the last synchronization signature 435 and method 700 ends. Otherwise, the general synchronization module 425 in step 740 determines whether more than one version of a workspace element has been modified since the last synchronization.

If only one version has been modified, then the corresponding general synchronization module 425 or 515 in step 745 determines the changes made. As stated above, determining the changes made may be implemented by comparing the current status of the workspace element against the previous status of the workspace element as of the last interaction therebetween. If the changes were made only to the version in the workspace data 120, then the global translator 122 in step 750 translates the changes to the format used by the other store, and the general synchronization module 515 in step 755 forwards the translated changes to the general synchronization module 425 for updating the outdated workspace element in the workspace data 136 or 116. If the updated version is a workspace element in the workspace data 136 or 116, then the general synchronization module 425 sends the changes to the updated version to the global translator 122 for translation and then to the general synchronization module 515 for updating the outdated workspace element in the workspace data 120. The general synchronization module 425 and the general synchronization module 515 in step 757 update the previous state of to reflect the current state as of this interaction. Method 700 then returns to step 735.

If the general synchronization module 425 in step 740 determines that multiple versions have been modified, then the general synchronization module 425 in step 765 computes the changes to each version and in step 770 instructs the content-based synchronization module 430 to examine content to determine if any conflicts exist. For example, the content-based synchronization module 430 may determine that a conflict exists if a
user deletes a paragraph in one version and modifies the same paragraph in another version. The content-based synchronization module 430 may determine that a conflict does not exist if a user deletes different paragraphs in each version. If no conflict is found, then method 700 jumps to step 750 for translating and forwarding the changes in each version to the other store. However, if a conflict is found, then the content-based synchronization module 430 in step 775 reconciles the modified versions. As stated above; reconciliation may include requesting instructions from the user or based on preselected preferences performing responsive actions such as storing both versions at both stores. Method 700 then proceeds to step 750.

[0055] It will be appreciated that in step 710 new workspace elements and preexisting workspace elements to which new workspace elements will be merged are set to “modified,” and the previous status is set to the null set. Thus, the general synchronization module 425 in step 740 will determine that more than one version has been modified and the content-based synchronization module 430 in step 770 will determine that no conflict exists. The changes in each will be translated and forwarded to the other store. Accordingly, the two versions will be effectively merged and stored at each store.

[0056] For example, if a first bookmark folder was created by the web browser 152 on the desktop computer 134, a second folder was created by a web browser (not shown) on the remote terminal 102, no preexisting folder existed on the global server 106 and the user selected each of these folders for synchronization, then the synchronization means will effectively merge the first and second folders. That is, the general synchronization module 425 on the desktop computer 134 will determine that the first folder has been modified and the previous status is equal to the null set. The general synchronization module 425 will determine and send the changes, i.e., all the workspace elements in the first folder, to a new global folder on the global server 106. Similarly, the general synchronization module 425 on the remote terminal 102 will determine that, as of its last interaction, the previous status of each of the second and the global folders is the null set. The general synchronization module 425 will instruct the content-based synchronization module 430 to examine the changes made to each folder to determine whether a conflict exists. Since no conflicts will exist, the general synchronization module 425 will forward the changes to the global folder and the general synchronization module 515 will forwards its changes to the second store, thereby merging the workspace elements of the first and second folder in the global and second folders. The general synchronization module 515 will inform the general synchronization module 425 that the global folder has been modified relative to the last interaction, and will forward the new changes to the first folder. Thus, the first and second folders will be merged and stored at each store.

[0057] For a second example, the user may select an exemplary document in the LAN 110 to be synchronized. The general synchronization module 425 will forward the document to the global server 106. Similarly, the user may select the same document for synchronization on the remote terminal 102. The general synchronization module 515 will forward the document to the remote terminal 102. If changes were made to the documents independently, then the content-based synchronization module 430 will examine the content of the documents to determine if a conflict exists. If no conflict exists, then as described above, the general synchronization modules 425 and 515 will merge the documents. Otherwise, if a conflict does exist, the content-based synchronization module 430 will reconcile the changes and then the general synchronization modules 425 and 515 will forward the reconciled changes to each other.

[0058] FIG. 8 is a block diagram illustrating a computer network 800, comprising a Local Area Network (LAN) 810 coupled via a communications channel 815 to a computer network 820 such as the Internet. The computer network 820 is in turn coupled via a communications channel 825 to a global server 830, via a communications channel 835 to a remote terminal 805, and via a communications channel 839 to an Internet Service Provider (ISP) mail server 894. The ISP mail server 894 is in turn coupled to another client 897. The global server 830 is protected by a global firewall 880, and the LAN 810 is protected by a LAN firewall 870.

[0059] The LAN 810 includes a network server 845 coupling the LAN firewall 870 via a system bus 855 to a client 840 and to a mail server 850. The mail server 850 receives and stores in one or more folder structures client electronic mail 875 (e-mails) from the computer network 820 and addressed to the client 840. The client 840 includes an e-mail synchronization system 860 for downloading client e-mails 875 from the mail server 850 and storing them locally in one or more folder structures as “downloaded e-mails 865.” To communicate therebetween, the mail server 850 and the e-mail engine 965 must both use the same transmission protocol, which in this embodiment is the Messaging Application Program Interface (MAPS) protocol developed by the Microsoft Corporation. Each e-mail in the LAN 810 is stored in a predetermined format, referred to as Format A, which is determined by the e-mail engine 965 (FIG. 9) on the LAN 810 that downloaded it.

[0060] It will be appreciated that, after being downloaded, the client e-mails 875 corresponding to the downloaded e-mails 865 may be deleted from the mail server 850. The e-mail synchronization system 860, further synchronizes the downloaded e-mails 865, the client e-mails 875 or possibly only the e-mails of a specific folder structure (e.g., a user’s unanswered mail folder or joke folder) with the global server 830. The e-mail synchronization system 860 is described in greater detail below with reference to FIG. 9.

[0061] The ISP mail server 894 and the client 897 operate in a similar manner to the mail server 850 and the
client 840. Generally, the ISP mail server 894 receives e-mails from the computer network 820 which are addressed to the client 897, and stores them locally in one or more folder structures as "client e-mails 896." The e-mail synchronization system 898 of the client 897 uses an e-mail engine 965 (FIG. 9) to download client e-mails 896 and store them locally in one or more folder structures as "downloaded e-mails 899." The e-mail engine 965 of the client 897 stores the e-mails in Format B, which may be different than Format A. The e-mail synchronization systems 898 then synchronizes the client e-mails 896, the downloaded e-mails 899 or possibly the e-mails of specific folder structures with the global server 830.

[0062] Each e-mail, whether stored on the mail server 850, on the client 840, on the mail server 894 (described below) or on the client 897 (described below), may include a source identifier (e.g., a source address), a creation date, a date received by the mail server 850 or 894; and a date when downloaded to the client 840 or 897. The date when downloaded to the client 840 or 897 may be the date when the e-mail synchronization system 860 or 898 downloads the client e-mails 875 or 896 for synchronization with the global server 830.

[0063] The global server 830 includes a synchronization agent 885 for cooperating with the e-mail synchronization system 860 or the e-mail synchronization system 898 to synchronize electronic mail therebetween. Based on its configuration, the e-mail synchronization system 860 or 898 translates and sends to the synchronization agent 885 either a copy or the original (i.e., not maintaining a copy) of a downloaded e-mail 865 or 899 or a client e-mail 875 or 896. The global server 830 stores the copies or originals of the downloaded e-mails 865 or 899 in one or more folder structures as "downloaded e-mails 832," and stores the copies or originals of the client e-mails 875 or 896 in one or more folder structures as "client e-mails 895." The global server 830 stores the e-mails in a global format, which may be the same as Format A or Format B or may include the combined elements of both formats. It will be appreciated that the e-mail synchronization system 860 or 898 may send and the global server 830 may store the client e-mails 875 or 896 and the downloaded e-mails 865 or 897 together without distinction. Further, the client e-mails 875 or 896 and the downloaded e-mails 865 of corresponding specific folders together without distinction. Still further, the global server 830 may be configured to store the e-mails of client 840 and client 897 together without distinction. The global server 830 further includes a web engine interface 890 enabling HTTP-based web engine access to the contents therein including access to the client e-mails 895, the downloaded e-mails 832 and the folder structures in which they are stored.

[0064] As described in greater detail above with reference to FIG. 4 and below with reference to FIG. 10, the e-mail synchronization system 860 preferably initiates and controls data synchronization. Other components and functions of the global server 830 are also described therein.

[0065] The remote terminal 1505 includes a web engine 833 for reading internet files including e-mails. The remote terminal 102 may include a smart telephone, a Personal Data Assistant (PDA) such as the PalmPilot system by the U.S. Robotics, Inc., a laptop computer, etc. Thus, so long as a user of the remote terminal 1505 can be identified and can access the global server 830, the user can access the e-mails 895 and 897. Further, so long as the client e-mails 895 and 832 are synchronized with the e-mails 865, 875, 896 and 899, the user can access all e-mails which are addressed to the client 840 and to the client 897.

[0066] FIG. 9 is a block diagram illustrating details of client 900, which exemplifies client 840 or client 897. Client 900 includes a Central Processing Unit (CPU) 905 such as an Intel Pentium® microprocessor or a Motorola Power PC® microprocessor. An input device 910 such as a keyboard and mouse and an output device 915 such as a Cathode Ray Tube (CRT) display are coupled via a signal bus 920 to CPU 905. A communications interface 925 (such as an Ethernet port), a data storage device 930 (such as a magnetic disk), and Random-Access Memory (RAM) 935 are further coupled via signal bus 920 to the CPU 905. The communications interface 925 is coupled to the signal bus 855 (FIG. 8).

[0067] An operating system 950 includes a program for controlling processing by the CPU 905, and is typically stored in the data storage device 930 and loaded into the RAM 935 (as illustrated) for execution. RAM 935 stores an e-mail synchronization system 953 (which exemplifies the e-mail synchronization system 860 or the e-mail synchronization system 898) having means for downloading client e-mails 875 or 896, means for reading downloaded e-mails 895 (which exemplifies downloaded e-mails 865 or 899), means for synchronizing e-mails 865, 875, 896 or 899 (which have been downloaded) with the global server 830 and means for synchronizing the e-mail of specific folder structures. For example, the e-mail synchronization system 953 includes a web engine 955 for communicating with web servers. The web engine 955 includes an e-mail module 960 for reading and writing electronic mail. The e-mail synchronization system 953 further includes an e-mail engine 965 for communicating with the mail server 850 or 894 to download, read and write e-mails. The e-mail engine 965 communicates using a conventional protocol, in this embodiment MAPI. Downloaded e-mails 943 are stored in data storage device 930 (FIG. 9). The e-mail engine 965 also provides access to an address book 945 containing e-mail address entries, which is also stored in the data storage device 930.

[0068] The e-mail synchronization system 953 further includes a base system 970 for translating e-mails from Format A or Format B to the global format, and for initiating and controlling e-mail synchronization with the global server 830. The base system 970 is described in greater detail with reference to FIG. 10 and in the cross-
synchronization. For example, the synchronization includes routines for determining when to initiate e-mails in the client, the memory locations of e-mail boxes to query a user. It will be appreciated that the addresses or the system's registry, or using dialogue implemented using intelligent software, i.e., preset memory locations of e-mails have not been sent. Appropriate synchronizing responsive actions may include instructing the e-mail synchronization upon user request, at a particular time of day, after a predetermined number of e-mails, after a user action such as user log-off, or upon like criteria. The synchronization-start module 1020 may initiate e-mail synchronization by instructing the e-mail synchronization module 1025 (described below) to begin execution of its routines. It will be appreciated that communication with the synchronization agent 885 preferably initiates from within the LAN 810, because a security system such as the typical firewall prevents in-bound communications and allows out-bound communications. The sync-start module 1020 may instruct the communications module 1005 to establish the communications link with the synchronization agent 885 of the global server 830.

FIG. 10 is a block diagram illustrating details of the base system 970. Base system 970 includes a communications module 1,005, a user interface module 1010, locator modules 1015, a synchronization-start ("synch-start") module 1020 and an e-mail synchronization module 1025. For simplicity, each module is illustrated as communicating with one another via a signal bus 1030.

The communications module 1005 includes routines for compressing data and routines for establishing a communications link via the communications interface 925 (FIG. 9) with the synchronization agent 885 (FIG. 8). The communications module 1005 may further include routines for applying Secure Socket Layer (SSL) technology and user identification and authentication techniques (i.e., digital certificates) to establish a secure communication channel through the global firewall 880. Because synchronization is initiated from within the firewall and uses commonly enabled protocols such as HyperText Transfer Protocol (HTTP), the typical firewall which prevents in-bound communications in general and some outbound protocols does not act as an impediment to e-mail synchronization. Examples of communications modules 1005 may include TCP/IP stacks or the AppleTalk® protocol.

The user interface module 1010 includes routines for communicating with a user, and may include a conventional Graphical User Interface (GUI). The user interface module 1010 cooperates with the other system components as described herein.

The locator modules 1015 include routines for identifying the memory locations of e-mails in the mail 875 or 896, the memory locations of e-mails in the global server 830, or from specific folders on the mail server 850 or 894. The e-mail synchronization module 1025 also includes routines for storing the retrieved e-mails in one or more folder structures as downloaded e-mails 865, or 899. The e-mail engine 965 may include means for identifying a transmission protocol also known by the mail server 850 or 894. For example, the e-mail engine 965 may request configuration information from the mail server 850 or 894 indicating the protocol being used thereby. Accordingly, the e-mail engine 965 implements the identified protocol when downloading the e-mails.

The e-mail synchronization module 1025 further includes routines for comparing the receipt date of each downloaded e-mail 865 or 899 against a last synchronization signature 1035 (such as a last synchronization date and time) to determine which e-mails have not been sent to the global server 830. It will be appreciated that, in an embodiment which deletes client e-mails 875 or 896 after being downloaded from the mail server 850 or 894, the synchronization module 1025 need not perform a comparison test on the client e-mails 875 or 896 downloaded during synchronization. These client e-mails 875 or 896 in this embodiment have inherently not been sent.

The e-mail synchronization module 1025 still further includes routines for performing an appropriate synchronizing responsive action. Appropriate synchronizing responsive actions may include instructing the communications module 1005 to establish a communications link with the synchronization agent 885 of the global server 830, sending copies of each e-mail to the global server 830, or redirecting (i.e., sending without maintaining a copy) only the client e-mails 875 or 896 to the global server 830, or redirecting the downloaded e-mails 865 or 899 and the client e-mails 875 or 896 to the global server 830. To send a copy or an original of an e-mail, the e-mail synchronization module 1025 includes a translator 1040 for translating the e-mail from Format A or referenced patent application.

It will be appreciated that means for retrieving e-mails may be interpreted to include either the operating system 950 when retrieving downloaded e-mails 865 or 899, the e-mail engine 965 when retrieving client e-mails 875 or 896, the e-mail module 960 of the web engine 955 when retrieving e-mails from a site in the computer network 820, or combinations thereof.
E-mail synchronization may include synchronization of other information corresponding to electronic mail. For example, the e-mail synchronization module 1025 may include routines for examining and synchronizing the address book 945 with an address book 1130 (FIG. 11) on the global server 830. Examination and synchronization of address book entries are performed as described below with reference to FIGS. 1-7. Generally, the e-mail synchronization module 1025 may examine version information indicating the date and time of last modification of the address book 945 on the client 900 and version information indicating the date and time of last synchronization of the address book 1130 (FIG. 11) on the global server 830. Based on the examination, the e-mail synchronization module 1025 performs an appropriate responsive synchronizing action such as sending the updated e-mail address entries to the other store. The e-mail synchronization module 1025 may include a general synchronization module 425 (FIG. 4) and a content-based synchronization module 430 (FIG. 4).

An operating system 1135 includes a program for controlling processing by the CPU 1105, and is typically stored in the data storage device 1120 and loaded into the RAM 1125 (as illustrated) for execution. A web engine interface 890 is a program for communicating with web engine 833 or web engine 955 and to provide access to predetermined contents which may include client e-mails 895, downloaded e-mails 832 and address book 1130. The web engine interface 890 includes an e-mail module interface 1140 for communicating with e-mail module 960 or e-mail module 1355 (FIG. 13) and to provide e-mail reading and writing functions.

The synchronization agent 885 as best shown in FIG. 12 is also stored in the data storage device 1120 and loaded into the RAM 1125 for execution. The synchronization agent 885 communicates with the e-mail synchronization module 1025 to synchronize e-mails, the e-mail of specific folder structures and possibly to synchronize the address book 945. The synchronization agent 885 is described in greater detail below with reference to FIG. 12 and in the cross-referenced patent application.

FIG. 12 is a block diagram illustrating details of the synchronization agent 885, which includes a communications module 1205 (similar to the communications module 1005 described above with reference to FIG. 10) and an e-mail synchronization module 1210 (similar to the e-mail synchronization module 1025 also described above with reference to FIG. 10).

The communications module 1205 includes routines for compressing data, and routines for communicating via the computer network 820 (FIG. 8) with the communications module 1005 (FIG. 10). The communications module 1205 may further include routines for establishing a secure communications channel through the global firewall 880 and through the LAN firewall 870 with the communications module 1005.

Similar to the e-mail synchronization module 1025 (FIG. 10), the e-mail synchronization module 1210 includes routines for examining information to determine whether any have been added or modified and not synchronized with the client 840 (FIG. 8). Accordingly, the e-mail synchronization module 1210 may determine whether any addresses in the address book 1130 (FIG. 11) are to be copied and sent to a client 900. Further, if the system 1500 synchronizes e-mails at each of the client sites, then the e-mail synchronization module 1210 also determines whether any of the e-mails 895 or 832 have been added or modified and not synchronized with a client 900.

It will be appreciated that the e-mail synchronization module 1210 may maintain its own last synchronization signature 1035 copy (not shown) or may request the last synchronization signature 1035 from the base system 970. The e-mail synchronization module 1210 further includes routines for sending the information determined to be modified or just the changes to the e-mail synchronization module 1025.

FIG. 13 is a block diagram illustrating details of the remote terminal 1505. The remote terminal 1505 includes a Central Processing Unit (CPU) 1305 such as an Intel Pentium® microprocessor or a Motorola PowerPC® microprocessor. An input device 1310 such as a keyboard and mouse and an output device 1315 such as a Cathode Ray Tube (CRT) display are coupled via a signal bus 1320 to CPU 1305. A communications interface 1325 (such as an Ethernet port), a data storage device 1330 (such as a magnetic disk), and Random-Access Memory (RAM) 1335 are further coupled via signal bus 1320 to the CPU 1305. The communications interface 1325 is coupled to the signal bus 835 (FIG. 8).

An operating system 1350 includes a program for controlling processing by the CPU 1305 and is typically stored in the data storage device 1330 and loaded into the RAM 1335 (as illustrated) for execution. The web engine 833 is also typically stored in the data storage device 1330 and loaded into the RAM 1335 (as illustrated) for execution. The web engine 833 includes an e-mail module 1355 for reading and writing electronic mail. After the remote terminal 1505 connects with the global server 830, the e-mail module 1355 communicates with the e-mail module interface 1140 to select and to download client e-mails 895 or downloaded e-mails 832. The e-mail module 1355, stores the e-mails downloaded from the global server 830 to the data storage device 1330 as...
translated e-mail to the global server 830 for the web engine interface 890 to store. Method 1400 then ends.

[0092] FIG. 15 is a flowchart illustrating a method 1500 for accessing e-mail from the global server 830. Method 1500 begins with the e-mail synchronization module 1210 in step 1505 receiving e-mails from the client 840 or 897. The e-mail synchronization module 1210 in step 1510 stores the e-mails in the data storage device 1120 in one or more folder structures as client e-mails 895 and downloaded e-mails 832. The e-mail engine interface 890 in step 1515 uses HTML to enable e-mail module access to selected contents of the global server 830. Access to the selected contents is described in greater detail above with reference to the FIGs. 1-7.

[0093] The foregoing description of the preferred embodiments of the invention is by way of example only, and other variations of the above-described embodiments and methods are provided by the present invention. For example, although the global server 106 is illustrated as a single device, the global server 106 may include several computers networked together. Components of this invention may be implemented using a programmed general-purpose digital computer, using application specific integrated circuits, or using a network of interconnected conventional components and circuits. The embodiments described, herein have been presented for purposes of illustration and are not intended to be exhaustive or limiting. Many variations and modifications are possible in light of the foregoing teaching. The system is limited only by the following claim.

Claims

1. A method of synchronizing e-mails between a mail server (850) at a first site and a portable remote terminal (805) at a second site, the first site comprising a Local Area Network (LAN) protected from the Internet (820) by a LAN firewall (870) and the second site being external to the LAN firewall, the remote terminal including an e-mail module for reading and writing e-mails, RAM memory and a data storage device, the e-mails being stored in different e-mail formats, the method comprising translating e-mails between different e-mail formats, including a first e-mail format and a second e-mail format, during the synchronization process, and determining, using a synchronization system, whether to synchronize an e-mail in the first email format from the mail server, wherein the mail server implements the Messaging Application Programming Interface (MAPI) protocol, and wherein the method comprises:

   providing a synchronization system (860) at the first site separate from the mail server, the synchronization system being included in a computer which is a client of the mail server and being
coupled to the mail server via the LAN;
arranging the synchronization systems at the first site:

- to establish a communications channel (815, 825) via the Internet with a server system (830) at a third site external to the LAN firewall using a protocol that enables communication through the LAN firewall, the server system at the third site being connected to the LAN firewall via the Internet; to retrieve the e-mail to be synchronized from the mail server to the synchronization system via the LAN using the MAPI protocol; to translate the retrieved e-mail to be synchronized from the first e-mail format to the second e-mail format in the synchronization system; and to send the translated e-mail to be synchronized from the synchronization system via the communications channel to the server system at the third site, and to receive e-mail modifications to be synchronized to the synchronization system via the communications channel from the server system at the third site, to enable the e-mail to be synchronized with the remote terminal;

arranging for the remote terminal, at the second site, to be in communication with the server at the third site; and arranging the e-mail module in the remote terminal to download the e-mail to be synchronized from the server at the third site and to store the downloaded e-mail in the data storage device.

2. The method of claim 1, wherein the server system (830) at the third site is protected by a second firewall (880), the communications channel (815, 825) being established through the second firewall.

3. The method of claim 1 or 2, wherein the protocol that enables communication through the firewall (815) is a commonly enabled protocol.

4. The method of claim 1, 2 or 3, wherein the protocol that enables communication through the firewall (815) is a hypertext transfer protocol.

5. The method of any one of the preceding claims, wherein the communications channel through the firewall (815) is a secure communications channel.

6. The method of claim 5, comprising applying secure socket layer technology to establish the secure communications channel (815).

7. The method of any one of the preceding claims, wherein the second format is a global format which includes elements of the first format.

8. The method of any one of the preceding claims, comprising compressing data for communication via the communications channel (815, 825) through the firewall (870).

9. The method of any one of the preceding claims, wherein the synchronization system (860) determines whether to synchronize the e-mails of a specific folder structure for a particular user.

10. The method of any one of the preceding claims, wherein the remote terminal (805) is a smart telephone.

11. An e-mail synchronization system (860) and a portable remote terminal (805) for synchronizing e-mails between a mail server (850) at a first site and the remote terminal (805) at a second site, the first site comprising as Local Area Network (LAN) protected from the Internet (820) by a LAN firewall (870) and the second site being external to the LAN firewall, the remote terminal including an e-mail module for reading and writing e-mails, RAM memory and a data storage device, the e-mails being stored in different e-mail formats, the synchronization system comprising means for translating e-mails between different e-mail formats, including a first e-mail format and a second e-mail format, during the synchronization process, and means for determining whether to synchronize an e-mail in the first email format from the mail server, wherein the mail server (850) implements the Messaging Application Programming Interface (MAPI) protocol, wherein the synchronization system is provided at the first site separate from the email server, the synchronization system being included in a computer which is a client of the mail server and being coupled to the mail server via the LAN, wherein the synchronization system is adapted at the first site:

- to establish a communications channel (815, 825) via the Internet with a server system (830) at a third site external to the LAN firewall using a protocol that enables communication through the LAN firewall, the server system at the third site being connected to the LAN firewall via the Internet;
- to retrieve the e-mail to be synchronized from the mail server to the synchronization system via the LAN using the MAPI protocol;
- to translate the retrieved e-mail to be synchronized from the first e-mail format to the second
e-mail format in the synchronization system; and to send the translated e-mail to be synchronized from the synchronization system via the communications channel to the server system at the third site, and to receive e-mail modifications to be synchronized to the synchronization system via the communications channel from the server system at the third site, to enable the e-mail to be synchronized with the remote terminal, wherein the remote terminal, at the second site, is adapted to be in communication with the server at the third site, and wherein the e-mail module in the remote terminal is adapted to download the e-mail to be synchronized from the server at the third site and to store the downloaded e-mail in the data storage device.

12. The e-mail synchronization system and portable remote terminal of claim 11, wherein the server system (830) at the third site is protected by a second firewall (880), the communications channel (815, 825) being established through the second firewall.

13. The e-mail synchronization system and portable remote terminal of claim 11 or 12, wherein the protocol that enables communication through the firewall (870) is a commonly enabled protocol.

14. The e-mail synchronization system and portable remote terminal of any one of claims 11 to 13, wherein the protocol that enables communication through the firewall (870) is a hypertext transfer protocol.

15. The e-mail synchronization system and portable remote terminal of any one of claims 11 to 14, wherein the communications channel through the firewall (870) is a secure communications channel (815).

16. The e-mail synchronization system and portable remote terminal of claim 15, wherein the synchronization system (860) is adapted to apply secure socket layer technology to establish the secure communications channel (815).

17. The e-mail synchronization system and portable remote terminal of any one of claims 11 to 16, wherein the second format is a global format which includes elements of the first format.

18. The e-mail synchronization system and portable remote terminal of any one of claims 11 to 17, wherein the synchronization system (860) is adapted to compress data for communication via the communications channel through the firewall (870).

19. The e-mail synchronization system and portable remote terminal of any one of claims 11 to 18, wherein the synchronization system (860) is capable of determining whether to synchronize the e-mails of a specific folder structure for a particular user.

20. The e-mail synchronization system and portable remote terminal of any one of claims 11 to 19, wherein the remote terminal (805) is a smart telephone.

21. An e-mail system comprising:

an e-mail synchronization system (860) and portable remote terminal (805) according to any one of claims 11 to 20; and

the server system (830) at the third site.

Patentansprüche


Bereitstellen eines Synchronisierungssystems (860) an dem ersten Ort getrennt von dem Mailserver, wobei das Synchronisierungssystem in einem Computer enthalten ist, welches ein Client des ersten Mailserver ist, und über das LAN mit dem Mailserver verbunden ist;
Anordnen des Synchronisierungssystems an dem ersten Ort:

um einen Kommunikationskanal (815, 825) über das Internet mit einem Serversystem (830) an einem dritten Ort außerhalb der LAN-Firewall und unter Verwendung eines Protokolls, das eine Kommunikation durch die LAN-Firewall hindurch ermöglicht, be-
reizzustellen, wobei das Serversystem an dem dritten Ort über das Internet mit der LAN-Firewall verbunden ist; um die zu synchronisierende E-Mail von den Mailserver unter Verwendung des MAPI-Protokolls über das LAN zu dem Synchronisierungssystem zu holen; um die zu synchronisierende, herangeholte E-Mail aus dem ersten E-Mail Format in das zweite E-Mail Format in dem Synchronisierungssystem zu übersetzen; und übersetzte, zu synchronisierende E-Mail von dem Synchronisierungssystem über den Kommunikationskanal zu dem Serversystem an dem dritten Ort zu senden, und um zu synchronisierende E-Mail Modifikationen für das Synchronisierungssystem über den Kommunikationskanal von dem Serversystem an dem dritten Ort zu empfangen, um zu ermöglichen, dass die E-Mail mit dem Fernanschluß synchronisiert wird; Vorsehen des Fernanschlusses am zweiten Ort, so dass er in Kommunikation mit dem Server an dem dritten Ort steht; und Vorsehen bzw. Anordnen des E-Mail Moduls an dem Fernanschluß, so dass er zu synchronisierende E-Mail von dem Server an dem dritten Ort herunterlädt und die heruntergeladene E-Mail in der Datenspeichereinrichtung speichert.

2. Verfahren nach Anspruch 1, wobei das Serversystem (830) an den dritten Ort durch eine zweite Firewall (880) geschützt ist, wobei der Kommunikationskanal (815, 825) durch die zweite Firewall hindurch bereitgestellt wird.

3. Verfahren nach Anspruch 1 oder 2, wobei das Protokoll, welches die Kommunikation durch die Firewall (815) ermöglicht, ein gemeinsam verfügbares bzw. allgemein freigegebenes Protokoll ist.

4. Verfahren nach Anspruch 1, 2 oder 3, wobei das Protokoll, welches eine Kommunikation durch die Firewall (815) ermöglicht, ein Hypertext-Transferprotokoll ist.

5. Verfahren nach einem der vorstehenden Ansprüche, wobei der Kommunikationskanal durch die Firewall (815) ein sicherer Kommunikationskanal ist.

6. Verfahren nach Anspruch 5, welches das Anwenden einer Technologie der "secure socket layer" (sichere Anschlußschicht) aufweist, um den sicheren Kommunikationskanal (815) bereitzustellen.


8. Verfahren nach einem der vorstehenden Ansprüche, welches das Komprimieren von Daten für die Kommunikation über den Kommunikationskanal (815, 825) durch die Firewall (870) hindurch aufweist.


10. Verfahren nach einem der vorstehenden Ansprüche, wobei der Fernanschluß (805) ein intelligentes Telefon (smart telephone) ist.

11. E-Mail Synchronisierungssystem (860) und tragbarer Fernanschluß (805) für die Synchronisierung von E-Mails zwischen einem Mailserver (850) an einem ersten Ort und einem Fernanschluß (805) an einem zweiten Ort, wobei der erste Ort ein Nahbereichsnetz (LAN - Local Area Network) aufweist, das gegenüber dem Internet (820) durch eine LAN-Firewall (870) geschützt ist, und der zweite Ort außerhalb der LAN-Firewall liegt, wobei der Fernanschluß ein E-Mail Modul zum Lesen und Schreiben vom E-Mails, einen RAM-Speicher und eine Datenspeichereinrichtung aufweist, wobei die E-Mails in verschiedenen E-Mail Formaten gespeichert werden, das Synchronisierungssystem Einrichtungen zum Übersetzen von E-Mails zwischen verschiedenen E-Mail Formaten, einschließlich eines ersten E-Mail Formats und eines zweiten E-Mail Formats, während des Synchronisierungsverfahrens aufweist, und mit Einrichtungen zum Bestimmen, ob eine E-Mail vom Mailserver in dem ersten E-Mail Format zu synchronisieren ist, wobei der Mailserver (850) das Messaging Application Programming Interface (MAPI) Protokoll implementiert, wobei das Synchronisierungssystem an dem ersten Ort getrennt von dem Mailserver vorgesehen ist und das Synchronisierungssystem in einem Computer enthalten ist, welches ein Client des ersten Mailserver ist, und mit dem Mailserver über das LAN verbunden ist, wobei das Synchronisierungssystem dafür ausgelegt ist an dem ersten Ort: um einen Kommunikationskanal (815, 825) über das Internet mit einem Serversystem (830) an einem dritten Ort außerhalb der LAN-Firewall und unter Verwendung eines Protokolls, das eine Kommunikation durch die LAN-Firewall hindurch ermöglicht, bereitzustellen, wobei das Serversystem an dem dritten Ort über das Internet mit der LAN-Firewall verbunden ist;
um die zu synchronisierende E-Mail von den Mailserver unter Verwendung des MAPI-Proto-
kolls über das LAN zu dem Synchronisierungssystem zu holen;

um die zu synchronisierende, herangeholte E-
Mail aus dem ersten E-Mail Format in das zweite E-
Mail Format in dem Synchronisierungssystem zu übersetzen; und

übersetzte, zu synchronisierende E-Mail von
dem Synchronisierungssystem über den Kom-
munikationskanal zu dem Serversystem an dem dritten Ort zu senden, und um zu synchronisie-
rende E-Mail Modifikationen für das Synchroni-
seitigkeitssystem über den Kommunikationska-
nal von dem Serversystem an dem dritten Ort zu empfangen, um zu ermöglichen, dass die E-
Mail mit dem Fernanschluß synchronisiert wird;

wobei der Fernanschluß an dem zweiten Ort dafür ausgelegt ist, dass er in Kommunikationsverbindung
mit dem Server an dem dritten Ort steht, und

wobei das E-Mail Modul auf dem Fernanschluß dafür ausgelegt ist, die zu synchronisierende E-Mail von
dem Server an dem dritten Ort herunterzuladen und

die heruntergeladene E-Mail in der Datenspeicher-
einrichtung zu speichern.

12. E-Mail Synchronisierungssystem und tragbarer
Fernanschluß nach Anspruch 11, wobei das Server-
system (830) an dem dritten Ort durch eine zweite
Firewall (880) geschützt ist, wobei der Kommunika-
tionskanal (815, 825) durch die zweite Firewall hin-
durch bereitgestellt wird.

13. E-Mail Synchronisierungssystem und tragbarer
Fernanschluß nach Anspruch 11 oder 12, wobei das Protokoll, welches eine Kommunikation durch die Fi-
rewall (870) ermöglicht, ein allgemein freigegebenes
Protokoll ist.

14. E-Mail Synchronisierungssystem und tragbarer Fern-
anschluß nach einem der Ansprüche 11 bis 13, wo-
bei das Protokoll, welches eine Kommunikation durch die Firewall (870) ermöglicht, ein Hypertext-
Transferprotokoll ist.

15. E-Mail Synchronisierungssystem und tragbarer Fern-
anschluß nach einem der Ansprüche 11 bis 14, wo-
berein Kommunikationskanal durch die Firewall (870) ein sicherer Kommunikationskanal (815) ist.

16. E-Mail Synchronisierungsypsystem und tragbarer Fern-
anschluß nach Anspruch 15, wobei das Syn-
chronisierungssystem (860) dafür ausgelegt ist, die
Technologie der "secure socket layer" anzuwenden, um
den sicher Kommunikationskanal (815) bereit-
zustellen.

17. E-Mail Synchronisationssystem und tragbarer
Fernanschluß nach einem der Ansprüche 11 bis 16, wobei das zweite Format ein globales Format ist,
welches Elemente des ersten Formates enthält.

18. E-Mail Synchronisationssystem und tragbarer Fern-
anschluß nach einem der Anschlüsse 11 bis 17, wobei das Synchronisationssystem (860) dafür ausgelegt ist, Daten für die Kommunikation über das
Kommunikationssignal durch die Firewall (870) zu
komprimieren.

19. E-Mail Synchronisationssystem und tragbarer Fern-
anschluß nach einem der Ansprüche 11 bis 18, wobei das Synchronisationssystem (860) in der La-
ge ist festzustellen, ob die E-Mails einer spezifischen Ordnungstyp für einen bestimmten Benutzer zu
synchronisieren sind.

20. E-Mail Synchronisationssystem und tragbarer Fern-
anschluß nach einem der Ansprüche 11 bis 19, wobei der Fernanschluß (805) ein intelligentes Te-
lefon (smart telephone) ist.

21. E-Mail System, welches aufweist:

ein E-Mail Synchronisationssystem (860) und

einen tragbaren Fernanschluß (805) nach ei-
nem der Ansprüche 11 bis 20; und
das Serversystem (830) an dem dritten Ort.

Revendications

1. Procédé de synchronisation de courriels entre
un serveur de courriel (850) au niveau d’un premier site
et un terminal éloigné portable (805) au niveau d’un
deuxièmes site, le premier site comprenant un réseau
local (LAN) protégé de l’Internet (820) par un pare-
feu LAN (870) et le deuxième site étant externe au
pare-feu LAN, le terminal éloigné comprenant un
module de courriel pour lire et écrire des courriels,
eune mémoire RAM et un dispositif de mémorisation
de données, les courriels étant stockés dans diffé-
 rents formats de courriel, le procédé comprenant la
conversion de courriels entre différents formats de
courriel, comprenant un premier format de courriel
et un deuxième format de courriel, pendant le pro-
cessus de synchronisation, et la détermination, en
utilisant un système de synchronisation, du fait de
synchroniser un courriel dans le premier format de
courriel à partir du serveur de courriel,
dans lequel le serveur de courriel met en oeuvre le
protocole Messaging Application Programming In-
terface (MAPI), et
dans lequel le procédé comprend les étapes consis-
tant à:
fournir un système de synchronisation (860) au niveau du premier site séparé du serveur de courriel, le système de synchronisation étant inclus dans un ordinateur qui est client du serveur de courriel et étant couplé au serveur de courriel via le LAN;

agencer le système de synchronisation au niveau du premier site:

pour établir un canal de communications (815, 825) via l’Internet avec un système de serveur (830) au niveau d’un troisième site externe au pare-feu LAN en utilisant un protocole qui permet une communication à travers le pare-feu LAN, le système de serveur au niveau du troisième site étant connecté au pare-feu LAN via l’Internet;

pour relever le courriel à synchroniser du serveur de courriel au système de synchronisation via le LAN en utilisant le protocole MAPI;

pour convertir le courriel relevé à synchroniser du premier format de courriel au deuxième format de courriel dans le système de synchronisation; et

pour envoyer le courriel converti à synchroniser du système de synchronisation au système de serveur via le canal de communications au niveau du troisième site, et pour recevoir des modifications de courriel à synchroniser au système de synchronisation via le canal de communications à partir du système de serveur au niveau du troisième site, pour permettre de synchroniser le courriel avec le terminal éloigné;

agencer le terminal éloigné, au niveau du deuxième site, pour qu’il soit en communication avec le serveur au niveau du troisième site; et

agencer le module de courriel dans le terminal éloigné pour télécharger le courriel à synchroniser depuis le serveur au niveau du troisième site et pour stocker le courriel téléchargé dans le dispositif de mémorisation de données.

2. Procédé selon la revendication 1, dans lequel le système de serveur (830) au niveau du troisième site est protégé par un deuxième pare-feu (880), le canal de communications (815, 825) étant établi à travers le deuxième pare-feu.

3. Procédé selon la revendication 1 ou 2, dans lequel le protocole qui permet une communication à travers le pare-feu (815) est un protocole couramment activé.

4. Procédé selon la revendication 1, 2 ou 3, dans lequel le protocole qui permet une communication à travers le pare-feu (815) est un protocole de transfert hypertexte.

5. Procédé selon l’une quelconque des revendications précédentes, dans lequel le canal de communications à travers le pare-feu (815) est un canal de communications sécurisé.

6. Procédé selon la revendication 5, comprenant l’application d’une technologie de protocole sécurisé SSL pour établir le canal de communications sécurisé (815).

7. Procédé selon l’une quelconque des revendications précédentes, dans lequel le deuxième format est un format global qui inclut des éléments du premier format.

8. Procédé selon l’une quelconque des revendications précédentes, comprenant la compression de données pour communication via le canal de communications (815, 825) à travers le pare-feu (870).

9. Procédé selon l’une quelconque des revendications précédentes, dans lequel le système de synchronisation détermine s’il faut synchroniser les courriels d’une structure de dossiers spécifique pour un utilisateur particulier.

10. Procédé selon l’une quelconque des revendications précédentes, dans lequel le terminal éloigné (805) est un téléphone intelligent (smart telephone).

11. Système de synchronisation de courriel (860) et terminal éloigné portable (805) pour la synchronisation de courriels entre un serveur de courriel (805) au niveau d’un premier site et le terminal éloigné (805) au niveau d’un deuxième site, le premier site comprenant un réseau local (LAN) protégé d’Internet (820) par un pare-feu LAN (870) et le deuxième site étant externe au pare-feu LAN, le terminal éloigné comprenant un module de courriel pour lire et écrire des courriels, une mémoire RAM et un dispositif de mémorisation de données, les courriels étant stockés dans différents formats de courriel, le système de synchronisation comprenant un moyen pour convertir des courriels entre différents formats de courriel, comprenant un premier format de courriel et un deuxième format de courriel, pendant le processus de synchronisation, et un moyen pour déterminer s’il faut synchroniser un courriel dans le premier format de courriel à partir du serveur de courriel, dans lequel le serveur de courriel (850) met en oeuvre le protocole Messaging Application Programming Interface (MAPI), dans lequel le système de synchronisation est disposé au niveau du premier site séparé du serveur de courriel, le système de synchronisation étant in-
clus dans un ordinateur qui est client du serveur de courriel et étant couplé au serveur de courriel via le LAN, dans lequel le système de synchronisation est adapté au niveau du premier site:

pour établir un canal de communications (815, 825) via l’Internet avec un système de serveur (830) au niveau d’un troisième site externe au pare-feu LAN en utilisant un protocole qui permet une communication à travers le pare-feu LAN, le système de serveur au niveau du troisième site étant connecté au pare-feu LAN via l’Internet;
pour relever le courriel à synchroniser du serveur de courriel au système de synchronisation via le LAN en utilisant le protocole MAPI;
pour convertir le courriel relevé à synchroniser du premier format de courriel au deuxième format de courriel dans le système de synchronisation; et pour envoyer le courriel converti à synchroniser du système de synchronisation au système de serveur via le canal de communications au niveau du troisième site, et pour recevoir des modifications de courriel à synchroniser en utilisant le protocole de transfert hypertexte (HTT); dans lequel le terminal éloigné, au niveau du deuxième site, est adapté pour être en communication avec le serveur au niveau du troisième site, et dans lequel le module de courriel dans le terminal éloigné est adapté pour télécharger le courriel à synchroniser à partir du serveur au niveau du troisième site et pour stocker le courriel téléchargé dans le dispositif de mémorisation de données.

12. Système de synchronisation de courriel et terminal éloigné portable selon la revendication 11, dans lequel le système de serveur (830) au niveau du troisième site est protégé par un deuxième pare-feu (880), le canal de communications (815, 825) étant établi à travers le deuxième pare-feu.

13. Système de synchronisation de courriel et terminal éloigné portable selon la revendication 11 ou 12, dans lequel le protocole qui permet une communication à travers le pare-feu (870) est un protocole couramment activé.

14. Système de synchronisation de courriel et terminal éloigné portable selon l’une quelconque des revendications 11 à 13, dans lequel le protocole qui permet une communication à travers le pare-feu (870) est un protocole de transfert hypertexte.

15. Système de synchronisation de courriel et terminal éloigné portable selon l’une quelconque des revendications 11 à 14, dans lequel le canal de communications à travers le pare-feu (870) est un canal de communications sécurisé (815).

16. Système de synchronisation de courriel et terminal éloigné portable selon la revendication 15, dans lequel le système de synchronisation (860) est adapté pour appliquer la technologie de protocole sécurisé (SSL) pour établir le canal de communications sécurisé (815).

17. Système de synchronisation de courriel et terminal éloigné portable selon l’une quelconque des revendications précédentes 11 à 16, dans lequel le deuxième format est un format global qui inclut des éléments du premier format.

18. Système de synchronisation de courriel et terminal éloigné portable selon l’une quelconque des revendications précédentes 11 à 17, dans lequel le système de synchronisation (860) est adapté pour compresser des données pour communication via le canal de communications à travers le pare-feu (870).

19. Système de synchronisation de courriel et terminal éloigné portable selon l’une quelconque des revendications précédentes 11 à 18, dans lequel le système de synchronisation (860) est capable de déterminer s’il faut synchroniser les courriels d’une structure de dossiers spécifique pour un utilisateur particulier.

20. Système de synchronisation de courriel et terminal éloigné portable selon l’une quelconque des revendications précédentes 11 à 19, dans lequel le terminal éloigné (805) est un téléphone intelligent (smart telephone).

21. Système de courriel comprenant :

un système de synchronisation de courriel (860) et un terminal éloigné portable (805) selon l’une quelconque des revendications 11 à 20; et le système de serveur (830) au niveau du troisième site.
<table>
<thead>
<tr>
<th>Field</th>
<th>Code</th>
</tr>
</thead>
<tbody>
<tr>
<td>User ID</td>
<td>605</td>
</tr>
<tr>
<td>Entry ID</td>
<td>610</td>
</tr>
<tr>
<td>Parent ID</td>
<td>615</td>
</tr>
<tr>
<td>Is folder?</td>
<td>620</td>
</tr>
<tr>
<td>Name</td>
<td>625</td>
</tr>
<tr>
<td>Description</td>
<td>630</td>
</tr>
<tr>
<td>URL</td>
<td>635</td>
</tr>
<tr>
<td>Position</td>
<td>640</td>
</tr>
<tr>
<td>Is deleted</td>
<td>645</td>
</tr>
<tr>
<td>Last Modified Date</td>
<td>650</td>
</tr>
<tr>
<td>Created Date</td>
<td>655</td>
</tr>
<tr>
<td>Separation After?</td>
<td>660</td>
</tr>
</tbody>
</table>
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