EUROPEAN PATENT SPECIFICATION

Apparatus and methods for two or more delivery traffic indication message (DTIM) periods in wireless networks
Vorrichtung und Verfahren für zwei oder mehrere "delivery traffic indication message (DTIM)" Perioden in drahtlosen Netzen
Appareil et méthodes pour deux ou plusieurs périodes de "delivery traffic indication message (DTIM)" dans des réseaux sans fil
[0001] The invention generally relates to wireless networks. In particular, embodiments of the invention relate to power saving in a wireless network using two or more service set identifiers.

[0002] A wireless access point (AP) is a device that "connects" wireless devices together to create a wireless network. The wireless devices, also known as "client devices", communicate with each other or with other networks through the AP. A service set identifier (SSID) is a label or name that distinguishes one wireless network from another. Client devices use the SSID to establish and maintain connectivity.

[0003] Some access points (known as "enterprise-class access points") support multiple SSIDs. For example, some commercially available access points support up to 32 separate SSIDs.

[0004] Network managers can assign different policies and functions for each wireless network, increasing the flexibility and efficiency of the network infrastructure. In a corporation using virtual local area networks (VLANs), SSIDs may be assigned to enable the separation of wireless applications based on security and performance requirements. For example, one could enable encryption and authentication on one wireless network to protect private applications and no security on another wireless network to maximize open connectivity for public usage. In another example, SSIDs may be assigned to group together client devices having common usage characteristics, so that data users such as laptops are assigned one SSID and voice users such as cellphones are assigned another SSID. In a further example, SSIDs may be assigned according to an organizational structure, so that client devices used by executives are assigned one SSID that will give them high priority, and client devices used by others at the company are assigned another SSID that will give them a lower priority.

[0005] Client devices may be battery-powered, and it is beneficial to enhance the battery lifetime.

[0006] US2004/0072559 discloses a radio terminal which intermittently receives beacons transmitted from a radio base station at regular intervals and beacons each having a delivery traffic indication map transmitted from the radio base station at intervals of certain beacon intervals, in which, having recognized that its packets are buffered in the radio base station by extracting information elements included in a received beacon, the radio terminal sends the radio base station a control packet to request delivery of the packets, thereby receiving the packets buffered in the radio base station, including a timer value changing section for dynamically changing one or more timer values according to the operation mode of each communication application running on the radio terminal.

[0007] IEEE standard 802.11b: Part 11 published on 20 January 2000 proposes in Annex F to use a virtual dual AP so one physical AP can concurrently support FHSS (Frequency Hopping Spread Spectrum) and DSSS (Direct Sequence Spread Spectrum) communication. A virtual dual AP is defined in the IEEE standard as two logically separate APs that exist within a single physical AP with a single radio (one transmit and one receive path). Both FHSS and High Rate logical APs send out their own beacons, DTIMs (Delivery Traffic Indication Messages), and other nondirected packets. The two sides interact in the sharing of the medium and the AP's processor and radio.

GENERAL

[0008] An objective problem with prior art relates to the operation of any single logical AP that supports multiple SSIDs, whether or not it shares a physical AP with other logical APs. The logical AP transmits a sequence of beacon frames at regular beacon intervals that are specified in the beacon frames. Each beacon frame includes a TIM information element (IE). Once per DTIM period, which comprises one or a multiple of beacon intervals, the TIM IE is marked as a DTIM. Any broadcast and/or multicast data received by the AP between DTIMs and destined for wireless devices in power save mode is buffered by the AP. A DTIM specifies whether any broadcast and/or multicast data is buffered by the AP. Wireless devices that are in a power save mode may wake up to listen to each DTIM. Waking up to listen to DTIMs is optional, but if a wireless device listens to DTIMs, the AP assumes it listens to all DTIMs and therefore may release broadcast and/or multicast data for the device after any DTIM. If the device would like to increase the time it is in a power saving state by not waking up to some of the DTIMs, it risks missing transmissions of broadcast and/or multicast data. Once a DTIM period is set in the AP, that DTIM period is applicable to all devices that listen to DTIMs.

[0009] An objective problem with prior art is that although different devices connected to an AP have different power saving needs, they are all forced to wake up according to the same DTIM period, potentially compromising their power saving potential. One way to address this problem is for a logical AP that supports more than one SSID to have different DTIM periods assigned to different SSIDs. The AP transmits a single sequence of beacon frames at regular beacon intervals that are specified in the beacon frames. The AP includes first DTIMs for devices with a first SSID in a first subset of the sequence of beacon frames and includes second DTIMs for devices with a second SSID in a second subset of the sequence of beacon frames. The interval between beacon frames of the first subset is the product of the beacon interval and a first DTIM period. The interval between beacon frames of the second subset is the product of the beacon interval and a second DTIM period.

[0010] If a client device belonging to the first network is in power save mode, broadcast and/or multicast data for the
first network is buffered between beacon frames belonging to the first subset and is transmitted following a beacon frame belonging to the first subset. If a client device belonging to the second network is in power save mode, broadcast and/or multicast data for the second network is buffered between beacon frames belonging to the second subset and is transmitted following a beacon frame belonging to the second subset.

[0011] The beacon frames of the single sequence specify the value of the first DTIM period. The beacon frames may also specify the value of the second DTIM period, for example, using the upper 8 bits of the Beacon Interval Field. Alternatively, the value of the second DTIM period may be provided by the access point to a client device belonging to the second network during an association process. Alternatively, the value of the second DTIM period may be provided by the access point to a client device belonging to the second network using a different management frame or multicast in a data frame. Alternatively, client devices unaware of the DTIM period value for the wireless network to which they belong may listen to all beacons and identify the DTIM period value from the periodicity of DTIMs having indications for client devices in that wireless network. This would require the client devices to have knowledge of the other client devices in that wireless network.

[0012] In one embodiment of the invention there is provided a method as described in any of claims 1 to 5. In another embodiment of the invention there is provided an access point as described in any of claims 6 and 7. In another embodiment of the invention there is provided a wireless system as described in claim 8. In another embodiment of the invention there is provided a computer readable medium as described in claim 9.

**BRIEF DESCRIPTION OF THE DRAWINGS**

[0013] Embodiments of the invention are illustrated by way of example and not limitation in the figures of the accompanying drawings, in which like reference numerals indicate corresponding, analogous or similar elements, and in which:

[0014] FIG. 1 is an illustration of an exemplary communications system, according to embodiments of the invention;

[0015] FIG. 2 is an illustration of a single exemplary sequence of beacon frames, helpful in understanding embodiments of the invention;

[0016] FIG. 3 is an illustration of several exemplary sequences of beacon frames, helpful in understanding other embodiments of the invention;

[0017] FIG. 4 is a block diagram of an exemplary access point, according to an embodiment of the invention;

[0018] FIG. 5 is a flowchart of an exemplary method to be implemented by the access point, according to an embodiment of the invention; and

[0019] FIG. 6 is a flowchart of an exemplary method to be implemented by the access point, according to another embodiment of the invention.

[0020] It will be appreciated that for simplicity and clarity of illustration, elements shown in the figures have not necessarily been drawn to scale. For example, the dimensions of some of the elements may be exaggerated relative to other elements for clarity.

**DESCRIPTION OF PREFERRED EMBODIMENTS**

[0021] In the following detailed description, numerous specific details are set forth in order to provide a thorough understanding of embodiments of the invention. However it will be understood by those of ordinary skill in the art that the embodiments of the invention may be practiced without these specific details. In other instances, well-known procedures, components and circuits have not been described in detail so as not to obscure the embodiments of the invention.

[0022] FIG. 1 is an illustration of an exemplary communications system 100 according to embodiments of the invention. System 100 includes a wireless access point (AP) 102 and a computer 104 coupled via a wired connection 106. Another wired connection 107 may connect AP 102 to the Internet, for example, via a cable modem (not shown). Computer 104, wired connection 106, wired connection 107, the cable modem and the Internet may all be part of a “distribution system” for AP 102.

[0023] AP 102 has at least one antenna 108 and is configurable to support two or more wireless network names, for example, two or more service set identifier (SSIDs). A non-exhaustive list of examples for antenna 108 includes a dipole antenna, a monopole antenna, a multilayer ceramic antenna, a planar inverted-F antenna, a loop antenna, a slot antenna, a dual antenna, an omnidirectional antenna and any other suitable antenna. AP 102 may include a router.

[0024] AP 102 creates a wireless network 110, identified by a first SSID, for example “LAPTOP”, with wireless-enabled laptops 112 and 114. Similarly, AP 102 creates a wireless network 120, identified by a second SSID, for example “CELLS”, with cellphones 122, 124, 126 and 128. Similarly, AP 102 creates a wireless network 130, identified by a third SSID, for example “PDAS”, with personal digital assistants (PDAs) 132, 134 and 136. The three wireless networks 110, 120 and 130 all use the same radio frequency channel.

[0025] The client devices shown in FIG. 1 are just an example and other suitable client devices and groupings of client
devices are also possible. The client devices are configurable to belong to a wireless network having a particular SSID. A non-exhaustive list of examples for client devices includes work stations, server computers, notebook computers, laptop computers, desktop personal computers (PCs), personal digital assistant (PDA) computers, hand-held computers, wireless local area network (WLAN) stationary units, WLAN add-on cards, WLAN personal computer memory card international association (PCMCIA) cards, WLAN PC cards, WLAN switches, WLAN routers, WLAN servers, game consoles, digital cameras, digital video cameras, television sets and the like.

Among other communications, AP 102 may transmit broadcast and/or multicast traffic to the client devices (laptops 112 and 114, cellphones 122, 124, 126 and 128 and PDAs 132, 134 and 136). Each client device has a unique medium access control (MAC) address and is assigned an identifier by AP 102.

In this example, AP 102 and the client devices are all "802.11-enabled", which means that wireless communications theretetween are in accordance with one or more of the following "Wi-Fi" standards defined by the Institute of Electrical and Electronic Engineers (IEEE) for Wireless LAN MAC and Physical layer (PHY) specifications:

<table>
<thead>
<tr>
<th>Standard</th>
<th>Published</th>
<th>Maximum Speed</th>
<th>Frequency</th>
<th>Modulation</th>
</tr>
</thead>
<tbody>
<tr>
<td>802.11</td>
<td>1997</td>
<td>2 Mbps</td>
<td>2.4 GHz</td>
<td>Phase-Shift</td>
</tr>
<tr>
<td>802.11a</td>
<td>1999</td>
<td>54 Mbps</td>
<td>5.0 GHz</td>
<td>Orthogonal Frequency Division Multiplexing</td>
</tr>
<tr>
<td>802.11b</td>
<td>1999</td>
<td>11 Mbps</td>
<td>2.4 GHz</td>
<td>Complementary Code Keying</td>
</tr>
<tr>
<td>802.11g</td>
<td>2003</td>
<td>54 Mbps</td>
<td>2.4 GHz</td>
<td>Orthogonal Frequency Division Multiplexing</td>
</tr>
</tbody>
</table>

However, it will be obvious to those of ordinary skill in the art how to modify the following for other existing WLAN standards or future related standards.

AP 102 transmits beacon frames at regular intervals to announce the existence of and to synchronize wireless networks. The amount of time between the start of consecutive beacon frames is a "beacon interval". FIG. 2 shows beacon frames 200 at beacon intervals of T1. According to the 802.11 standards, a Delivery Traffic Indication Message (DTIM) period value is a number that determines how often a beacon frame includes a Delivery Traffic Indication Message, and this number is included in each beacon frame. For example, each beacon frame 200 may include a DTIM period of 2 and every other beacon frame 200, as indicated by arrows 202, may include a DTIM.

A DTIM is included in beacon frames, according to the DTIM period, to indicate to the client devices whether the access point has buffered broadcast and/or multicast data waiting for them. Following a beacon frame that includes a DTIM, the access point will release the buffered broadcast and/or multicast data, if any exists. For example, if a DTIM included in a particular beacon frame 204 indicates the existence of broadcast data, that broadcast data will be transmitted (shown graphically as a diagonally hatched block 206) after beacon frame 204 and before the next beacon frame after beacon frame 204.

The 802.11 standards define a power-save mode for client devices. In power-save mode, a client device may choose to sleep for one or more beacon intervals waiting for beacon frames that include DTIMs. When the DTIM period is 2, a client device in power-save mode will awaken to receive every other beacon frame, as indicated by arrows 202. The higher the DTIM period, the longer a client device may sleep and therefore the more power that particular client device may potentially save. Since beacon frames are sent using the mandatory 802.11 carrier sense multiple access collision detection (CSMA/CD) algorithm, the access point must wait if a client device is sending a frame when the beacon is to be sent. As a result, the actual time between beacons may be longer than the beacon interval. Client devices that awaken from power-save mode may find that they have to wait longer than expected to receive the next beacon frame. Client devices, however, compensate for this inaccuracy by utilizing the timestamp found within the beacon frame.

Upon entering power-save mode, a client device will transmit a notification to the access point, so that the access point will know how to handle unicast traffic destined for the client device. The client device will begin to sleep according to the DTIM period, as explained above. Typically, the network manager has configured the DTIM period in the access point.

Client devices in wireless networks 110, 120 and 130 may have conflicting requirements for power consumption and communication throughput when in power-save mode. For example, laptops 112 and 114 may require relatively high communication throughput and may have low sensitivity to power consumption. Therefore, a relatively low DTIM period, for example 1, may be suitable for laptops 112 and 114. However, cellphones 122, 124, 126 and 128 may require relatively low communication throughput and may be operated by batteries of relatively low capacity. Therefore, a relatively high DTIM period, for example 8, may be suitable for cellphones 122, 124, 126 and 128. Further, PDAs 132, 134 and 136 may require a medium communication throughput and may be operated by batteries of relatively low capacity. Therefore, a medium DTIM period, for example 4, may be suitable for PDAs 132, 134 and 136.
[0034] Currently, an access point is able to store only a single DTIM period. Consequently, different client devices in power-save mode will all wake up for the same beacon frames according to the DTIM period. Currently, a network manager may need to balance the conflicting requirements for power consumption and communication throughput when in power-save mode of client devices in different wireless networks when configuring the DTIM period of an access point.

[0035] According to an embodiment of the invention, an access point with support for two or more SSIDs may have SSID-dependent DTIM periods rather than a single DTIM period for all SSIDs. In other words, the network manager may configure the access point with DTIM periods on a per SSID basis. A network manager may consider the requirements of power consumption and communication throughput of client devices in a particular wireless network when determining which DTIM period to configure for which SSID. A higher DTIM period may increase the potential savings in power consumption but may reduce the communication throughput, and vice versa. In the example shown in FIG. 1, AP 102 may be configured to associate a DTIM period of 2 to wireless network 110, a DTIM period of 8 to wireless network 120, and a DTIM period of 4 to wireless network 130.

[0036] Some access points that are configurable to support two or more SSIDs transmit only a single sequence of beacon frames, namely the beacon frames for a single, default SSID.

[0037] For example, beacon frames 200 of FIG. 2 may be part of the single sequence transmitted by AP 102. Client devices in wireless network 110 (“LAPTOP”) will listen for DTIMs every other beacon frame, as indicated by arrows 202, Client devices in wireless network 120 (“CELLS”) will listen for DTIMs every eighth beacon frame, as indicated by arrows 210. Client devices in wireless network 130 (“PDAS”) will listen for DTIMs every fourth beacon frame, as indicated by arrows 208. AP 102 will ensure that if it has buffered broadcast and/or multicast traffic for client devices in wireless network 120, the DTIM indicating the presence of this buffered traffic is included in a DTIM that will be listened to by client devices belonging to wireless network 120.

[0038] In one scenario, AP 102 may have buffered multicast traffic for PDA 132 and 134 but not for PDA 136. AP 102 will include an appropriate DTIM in the next beacon frame to be listened to by client devices of wireless network 130, for example, beacon frame 212, and will transmit the buffered multicast data (shown graphically as a diagonally hatched block 214) after beacon frame 212 and before the next beacon frame after beacon frame 212.

[0039] In a system involving client devices and an access point that is configurable to support two or more SSIDs yet transmits only a single sequence of beacon frames, there are numerous possibilities to ensure that the client devices are aware of the current DTIM period value for the SSID to which they belong. -

[0040] Some of the possibilities involve changes to the standard use of 802.11-defined management frames. For example, although the length of the Beacon Interval Field in the Beacon Frame Format is 16 bits, the lower 8 bits of the field are generally sufficient to store the value of the beacon interval. Therefore, the upper 8 bits of the Beacon Interval Field could be used to carry the DTIM period value for a particular SSID so that client devices belonging to a wireless network with that SSID would be informed of the DTIM period value by the access point. Alternatively, reserved bits of the Capability Information Field in the Association Response Frame Format could be used to carry the DTIM period value for a particular SSID so that the access point informs the client device of the DTIM period value during the association process. Alternatively, any other bits of a field of a suitable management frame could be used. In another example, to inform client devices belonging to a particular wireless network of an updated DTIM period value for that network, the access point could use a newly defined management frame.

[0041] Others of the possibilities do not involve changes to the standard use of 802.11-defined management frames. For example, an access point may send the current DTIM period value for a particular wireless network in a data frame that is multicast to all client devices belonging to the particular wireless network. The client devices would decode the data frame and store the DTIM period value internally for future use in power-save mode. Alternatively, client devices unaware of the DTIM period value for the wireless network to which they belong would listen to all beacons and identify the DTIM period value from the periodicity of DTIMs having indications for client devices in that wireless network. This would require the client devices to have knowledge of the existence of the other client devices in that wireless network.

[0042] Other access points that are configurable to support two or more SSIDs transmit a separate beacon frame sequence for each of the SSIDs. Such access points may include the SSID-dependent DTIM period in each beacon of the beacon frame sequence for a particular SSID.

[0043] For example, FIG. 3 shows a sequence of beacon frames 250 at intervals of T1 for wireless network 110, each beacon frame 250 including a DTIM period of 2; a sequence of beacon frames 252 at intervals of T2 for wireless network 120, each beacon frame 250 including a DTIM period of 8; and a sequence of beacon frames 254 at intervals of T3 for wireless network 130, each beacon frame 250 including a DTIM period of 4. AP 102 includes Delivery Traffic Indication Messages for wireless network 110 every other beacon frame 250, as indicated by arrows 256. AP 102 includes Delivery Traffic Indication Messages for wireless network 120 every eighth beacon frame 252, as indicated by arrows 258. AP 102 includes Delivery Traffic Indication Messages for wireless network 130 every fourth beacon frame 254, as indicated by arrows 260.

[0044] In one scenario, AP 102 may have buffered broadcast traffic for all client devices in wireless network 110. AP 102 will include an appropriate DTIM in the next beacon frame to be listened to by client devices of wireless network.
110, for example, beacon frame 262, and will transmit the buffered broadcast data (shown graphically as diagonally hatched block 264) after beacon frame 262 and before the next beacon frame in the sequence after beacon frame 262.

[0045] In another scenario, AP 102 may have buffered multicast data for cellphones 122 and 124 but not for cellphones 126 and 128. AP 102 will include an appropriate DTIM in the next beacon frame to be listened to by client devices of wireless network 120, for example, beacon frame 266, and will transmit the buffered multicast data (shown graphically as diagonally hatched block 268) after beacon frame 266 and before the next beacon frame in the sequence after beacon frame 266.

[0046] FIG. 4 is a block diagram of an exemplary access point according to an embodiment of the invention. AP 102 includes at least one antenna 108 coupled to a radio 302, which in turn is coupled to a processor 304 having baseband functionality. A non-exhaustive list of examples for processor 304 includes a central processing unit (CPU), a digital signal processor (DSP), a reduced instruction set computer (RISC), a complex instruction set computer (CISC) and the like. Furthermore, processor 304 may be part of an application specific integrated circuit (ASIC) or may be part of an application specific standard product (ASSP).

[0047] AP 102 also includes a wired network interface 306 coupled to a wired network controller 308. The wired network(s) may be, for example, Ethernet network(s), token rings, Universal Serial Bus (USB), wired network(s) according to the IEEE 1394-1995, IEEE 1394a-2000, and IEEE 1394b standards (commonly known as "FireWire"), or any combination thereof. Wired network interface 306 is able to use wired connections 106 and 107.

[0048] Radio 302 and processor 304 may be part of the same integrated circuit or in separate integrated circuits. Similarly, processor 304 and wired network controller 308 may be part of the same integrated circuit or in separate integrated circuits.

[0049] AP 102 also includes a memory 310, which may be fixed in or removable from AP 102. Memory 310 may be coupled to processor 304 or partly embedded in processor 304. A non-exhaustive list of examples for memory 310 includes any combination of the following:

a) semiconductor devices such as registers, latches, read only memory (ROM), mask ROM, electrically erasable programmable read only memory devices (EEPROM), flash memory devices, non-volatile random access memory devices (NVRAM), synchronous dynamic random access memory (SDRAM) devices, Rambus dynamic random access memory (RDRAM) devices, double data rate (DDR) memory devices, static random access memory (SRAM), universal serial bus (USB) removable memory, and the like;

b) optical devices, such as compact disk read only memory (CD ROM), and the like; and

c) magnetic devices, such as a hard disk, a floppy disk, a magnetic tape, and the like.

[0050] Processor 304 and wired network controller 308 may be coupled by signals 311 to coordinate their activities, for example access to memory 310.

[0051] Memory 310 may store associations of two or more SSID values to respective DTIM periods, and of two or more SSID values to the MAC addresses of client devices belonging to the wireless network identified by the SSID value. For example, memory 310 may store the association of the SSID "LAPTOP" with the DTIM period 2 ("0010" in binary notation) and with the MAC addresses of laptops 112 and 114 (denoted "MAC-1" and "MAC-2", respectively). Similarly, memory 310 may store the association of the SSID "CELLS" with the DTIM period 8 ("1000" in binary notation) and with the MAC addresses of cellphones 122, 124, 126 and 128 (denoted "MAC-3", "MAC-4", "MAC-5" and "MAC-6", respectively). Similarly, memory 310 may store the association of the SSID "PDAS" with the DTIM period 4 ("0100" in binary notation) and with the MAC addresses of PDAs 132, 134 and 136 (denoted "MAC-7", "MAC-8" and "MAC-9", respectively). Alternatively, any or all of these associations may be stored internally in processor 304.

[0052] Memory 310 may also include a buffering system 312 to store incoming traffic destined for client devices. For example, data 320 of incoming traffic may be transferred to buffering system 312 under control signals 322 of wired network controller 308, and a flag 314 in buffering system 312 may be set to indicate that buffering system 312 stores data for a particular client device.

[0053] One or more counters 340, located for example in processor 304, may be used for the purpose of managing, on a per SSID basis, the timing of transmission of DTIMs to wireless client devices belonging to different wireless networks managed by AP 102.

[0054] FIG. 5 is a flowchart of an exemplary method for implementation in AP 102, according to an embodiment of the invention. In this embodiment, AP 102 is an access point that transmits only a single sequence of beacon frames, namely the beacon frames for a single, default SSID.

[0055] Counters (for example, one per DTIM period value or one per SSID) are loaded with respective DTIM period values (502).

[0056] If none of the counters has the value 1 (checked in block 504), then each counter is decremented by 1 (506).
the DTIM period value associated with the default SSID is included in the beacon frame and the beacon frame is transmitted (508).

[0057] If any of the counters has the value 1 (checked in block 504), then the following actions occur (510):

a) DTIMs for the wireless networks for which the counters have the value 1 are included in the beacon frame;

b) the counters having the value 1 are reloaded with the respective DTIM period values; and

c) the counters not having the value 1 are decremented by 1.

[0058] The method then continues to block 508, in which the DTIM period value associated with the default SSID is included in the beacon frame and the beacon frame is transmitted.

[0059] After block 508, the method resumes from block 504, in which the values of the counters is checked.

FIG. 6 is a flowchart of an exemplary method for implementation in AP 102, according to another embodiment of the invention. In this embodiment, AP 102 is an access point that transmits a separate beacon frame sequence for each of the SSIDs.

[0061] The method of FIG. 6 may be implemented in parallel for each SSID.

[0062] A counter is loaded with the DTIM period value for a particular SSID (602).

[0063] If the counter does not have the value 1 (checked in block 604), then the counter is decremented by 1 (606), the DTIM period value associated with the particular SSID is included in the beacon frame and the beacon frame is transmitted (608).

[0064] If the counter has the value 1 (checked in block 604), then the following actions occur (610):

a) a DTIM for the wireless network having the particular SSID is included in the beacon frame; and

b) the counter is reloaded with the DTIM period value for the particular SSID.

[0065] The method then continues to block 608, in which the DTIM period value associated with the particular SSID is included in the beacon frame and the beacon frame is transmitted.

[0066] After block 608, the method resumes from block 604, in which the value of the counter is checked.

[0067] The counter-based schemes described above with respect to FIG. 5 and FIG. 6 are just examples, and it is obvious to a person of ordinary skill how to implement alternative management schemes for the timing of the DTIMs according to embodiments of the invention.

[0068] While certain features of the invention have been illustrated and described herein, many modifications, substitutions, changes, and equivalents will now occur to those of ordinary skill in the art. It is, therefore, to be understood that the appended claims are intended to cover all such modifications and changes.

Claims

1. A method in an access point (102), the method comprising:

   - transmitting a sequence of beacon frames (200) at regular beacon intervals that are specified in said beacon frames (200), where said beacon frames (200) specify a first delivery traffic indication message "DTIM" period value;

   - including delivery traffic indication messages "DTIMs" for a first wireless network (110) having a first network name in a first subset of said sequence of beacon frames (200), where the interval between beacon frames in said first subset is the product of said first DTIM period value and said beacon interval; and

   - including DTIMs for a second wireless network (120) having a second network name in a second subset of said sequence of beacon frames (200), where the interval between beacon frames in said second subset is the product of a second DTIM period value and said beacon interval.

2. The method of claim 1, further comprising:

   - if a client device belonging to said first wireless network (110) is in a power save mode, buffering broadcast and/or multicast data for said first wireless network (110);

   - specifying the existence of said buffered data in a beacon frame of said first subset; and

   - transmitting said buffered data following said beacon frame and prior to transmitting a next beacon frame of
3. The method of claim 1, further comprising:

if a client device belonging to said second wireless network (120) is in a power save mode, buffering broadcast and/or multicast data for said second wireless network (120); specifying the existence of said buffered data in a beacon frame of said second subset; and transmitting said buffered data following said beacon frame and prior to transmitting a next beacon frame of said second subset.

4. The method of any one of claims 1 to 3, further comprising any of:

specifying said second DTIM period value in said beacon frames (200); providing said second DTIM period value to a client device belonging to said second wireless network (120) during an association process; providing said second DTIM period value to a client device belonging to said second wireless network (120) via a management frame; or transmitting multicast data comprising said second DTIM period value to client devices belonging to said second wireless network (120).

5. The method of any one of claims 1 to 4, wherein some of said beacon frames (200) belong to said first subset and to said second subset.

6. An access point (102) comprising:

one or more antennae (108); a radio (302) coupled to said one or more antennae (108); a memory (310) to store an indication of a first delivery traffic indication message "DTIM" period value and an indication of a second DTIM period value; and a processor (304), coupled to said radio (302) and to said memory (310), which is arranged to cause said access point (102) to implement the method of any one of claims 1 to 5.

7. The access point (102) of claim 6, wherein said access point (102) is compatible with IEEE 802.11a and/or IEEE 802.11b and/or IEEE 802.11g.

8. A wireless system (100) comprising:

a first wireless client device (112) configurable to belong to a first wireless network (110) having a first network name; a second wireless client device (122) configurable to belong to a second wireless network (120) having a second network name; and the access point (102) of claim 6 or claim 7.

9. A computer readable medium comprising code means executable by a processor (304) of the access point (102) of the wireless system (100) of claim 8 for implementing the method of any of claims 1 to 5.

Patentansprüche

1. Verfahren in einem Zugangspunkt (102), wobei das Verfahren umfasst:

das Übertragen einer Sequenz von Beacon-Frames (200) in regelmäßigen Beacon-Intervallen, die in den Beacon-Frames (200) spezifiziert sind, wobei die Beacon-Frames (200) einen ersten DTIM-Periodenwert (Delivery Traffic Indication Message - Verkehrsübertragungsanzeigenachricht) spezifizieren; das Einschließen von DTIMs (Delivery Traffic Indication Messages - Verkehrsübertragungsanzeigenachrichten) für ein erstes drahtloses Netz (110) mit einem ersten Netznamen in eine erste Teilmenge der Sequenz von Beacon-Frames (200), wobei das Intervall zwischen den Beacon-Frames in der ersten Teilmenge das Produkt
aus dem ersten DTIM-Periodenwert und dem Beacon-Intervall ist; und
das Einschließen von DTIMs für ein zweites drahtloses Netz (120) mit einem zweiten Netznamen in eine zweite
Teilmenge der Sequenz von Beacon-Frames (200), wobei das Intervall zwischen den Beacon-Frames in der
zweiten Teilmenge das Produkt aus einem zweiten DTIM-Periodenwert und dem Beacon-Intervall ist.

2. Verfahren gemäß Anspruch 1, des Weiteren umfassend:

wenn sich ein zu dem ersten drahtlosen Netz (110) gehörendes Client-Gerät in einem Energiesparmodus
befindet, das Puffern von Broadcast- und/oder Multicast-Daten für das erste drahtlose Netz (110);
das Spezifizieren der Existenz der gepufferten Daten in einem Beacon-Frame der ersten Teilmenge; und
das Übertragen der gepufferten Daten im Anschluss an das Beacon-Frame und vor dem Übertragen eines
nächsten Beacon-Frames der ersten Teilmenge.

3. Verfahren gemäß Anspruch 1, des Weiteren umfassend:

wenn sich ein zu dem zweiten drahtlosen Netz (120) gehörendes Client-Gerät in einem Energiesparmodus
befindet, das Puffern von Broadcast- und/oder Multicast-Daten für das zweite drahtlose Netz (120);
das Spezifizieren der Existenz der gepufferten Daten in einem Beacon-Frame der zweiten Teilmenge; und
das Übertragen der gepufferten Daten im Anschluss an das Beacon-Frame und vor dem Übertragen eines
nächsten Beacon-Frames der zweiten Teilmenge.

4. Verfahren gemäß jedem der Ansprüche 1 bis 3, welches des Weiteren jeden der folgenden Schritte umfasst:

das Spezifizieren des zweiten DTIM-Periodenwerts in den Beacon-Frames (200);
das Bereitstellen des zweiten DTIM-Periodenwerts an ein zu dem zweiten drahtlosen Netz (120) gehörendes
Client-Gerät während eines Assoziierungsprozesses; und
das Bereitstellen des zweiten DTIM-Periodenwerts an ein zu dem zweiten drahtlosen Netz (120) gehörendes
Client-Gerät über einen Management-Frame:
odern
das Übertragen von Multicast-Daten, welche den zweiten DTIM-Periodenwert umfassen, zu Client-Geräten,
die zu dem zweiten drahtlosen Netz (120) gehören.

5. Verfahren gemäß jedem der Ansprüche 1 bis 4, wobei einige der Beacon-Frames (200) zu der ersten Teilmenge
und zu der zweiten Teilmenge gehören.

6. Zugangspunkt (102), umfassend:

eine oder mehrere Antennen (108)
eine Funkeinrichtung (302), die mit der einen oder mit den mehreren Antennen (108) gekoppelt ist;
einen Speicher (310) zum Speichern einer Anzeige eines ersten DTIM-Periodenwerts (Delivery Traffic Indication
Message - Verkehrsübertragungsanzeigenachricht) und einer Anzeige eines zweiten DTIM-Periodenwerts; und
einen mit der Funkeinrichtung (302) und dem Speicher (310) gekoppelten Prozessor (304), der dazu eingerichtet
ist, den Zugangspunkt (102) zu veranlassen, das Verfahren gemäß jedem der Ansprüche 1 bis 5 zu implemen-
tieren.

7. Zugangspunkt (102) gemäß Anspruch 6, wobei der Zugangspunkt (102) mit IEEE 802.11a und/oder IEEE 802.11b
und/oder IEEE 802.11g kompatibel ist.

8. Drahtloses System (100), umfassend:

ein erstes drahtloses Client-Gerät (112), das so konfiguriert werden kann, dass es zu einem ersten drahtlosen
Netz (110) mit einem ersten Netznamen gehört; ein zweites drahtloses Client-Gerät (122), das so konfiguriert werden kann, dass es zu einem zweiten drahtlosen
Netz (120) mit einem zweiten Netznamen gehört; und
den Zugangspunkt (102) gemäß Anspruch 6 oder Anspruch 7.

9. Computerlesbares Medium, das Computercodemittel umfasst, die durch einen Prozessor (304) des Zugangspunkts
(102) des drahtlosen Systems (100) gemäß Anspruch 8 ausgeführt werden können, um das Verfahren gemäß jedem
Revendications

1. Procédé qui, dans un point d’accès (102), comprend les étapes consistant à :

   transmettre une séquence de trames de balise (200) à des intervalles de balise réguliers qui sont spécifiés dans lesdites trames de balise (200), ces dernières spécifiant une première valeur de période de DTIM (message d’indication de trafic de livraison) ;

   inclure des DTIM (messages d’indication de trafic de livraison) pour un premier réseau sans fil (110) ayant un premier nom de réseau dans un premier sous-ensemble de ladite séquence de trames de balise (200), l’intervalle entre les trames de balise dans ledit premier sous-ensemble étant le produit de ladite première valeur de période DTIM et dudit intervalle de trame ; et

   inclure des DTIM pour un deuxième réseau sans fil (120) ayant un deuxième nom de réseau dans un deuxième sous-ensemble de ladite séquence de trames de balise (200), l’intervalle entre les trames de balise dans ledit deuxième sous-ensemble étant le produit de ladite deuxième valeur de période DTIM et dudit intervalle de trame.

2. Procédé de la revendication 1 comprenant également les étapes consistant à :

   si un dispositif client appartenant audit premier réseau sans fil (110) est en mode économie d’énergie, tamponner les données en diffusion (broadcast) et/ou multidiffusion (multicast) pour ledit premier réseau sans fil (110) ; spécifier l’existence desdites données tamponnées dans une trame de balise dudit premier sous-ensemble ; et transmettre lesdites données tamponnées à la suite de ladite trame de balise et avant la transmission d’une trame de balise suivante dudit premier sous-ensemble.

3. Procédé de la revendication 1 comprenant également les étapes consistant à :

   si un dispositif client appartenant audit deuxième réseau sans fil (120) est en mode économie d’énergie, tamponner les données en diffusion (broadcast) et/ou multidiffusion (multicast) pour ledit deuxième réseau sans fil (120) ; spécifier l’existence desdites données tamponnées dans une trame de balise dudit deuxième sous-ensemble ; et transmettre lesdites données tamponnées à la suite de ladite trame de balise et avant la transmission d’une trame de balise suivante dudit deuxième sous-ensemble.

4. Procédé de l’une quelconque des revendications 1 à 3 mettant en jeu l’une quelconque des étapes consistant à :

   spécifier ladite deuxième valeur de période de DTIM dans lesdites trames de balise (200) ; fournir ladite deuxième valeur de période de DTIM à un dispositif client appartenant audit deuxième réseau sans fil (120) pendant un processus d’association ;

   fournir ladite deuxième valeur de période de DTIM à un dispositif client appartenant audit deuxième réseau sans fil (120) via un cadre de gestion ;

   ou transmettre les données de multidiffusion comprenant ladite deuxième valeur de période de DTIM aux dispositifs clients appartenant audit deuxième réseau sans fil (120).

5. Procédé de l’une quelconque des revendications 1 à 4 dans lequel certaines des trames de balise (200) appartiennent audit premier sous-ensemble et audit deuxième sous-ensemble.

6. Point d’accès (102) comprenant :

   une ou plusieurs antenne(s) (108) ;

   une radio (302) couplée à ladite ou aux dites antenne(s) (108) ;

   une mémoire (310) pour stocker une indication d’une première valeur de période de DTIM (Message d’indication de trafic de livraison) et une indication d’une deuxième de période de DTIM ; et

   un processeur (304) couplé à ladite radio (302) et à ladite mémoire (310) et agencé pour faire que ledit point d’accès (102) mette en œuvre le procédé de l’une quelconque des revendications 1 à 5.
7. Point d'accès (102) de la revendication 6 dans lequel ledit point d'accès (102) est compatible avec IEEE 802.11a et/ou IEEE 802.11b et/ou IEEE 802.11g.

8. Système sans fil (100) comprenant:

   un premier dispositif client sans fil (112) pouvant être configuré pour appartenir à un premier réseau sans fil (110) ayant un premier nom de réseau ;
   un deuxième dispositif client sans fil (122) pouvant être configuré pour appartenir à un deuxième réseau sans fil (120) ayant un deuxième nom de réseau ; et
   le point d'accès (102) de la revendication 6 ou de la revendication 7.

9. Un support lisible par ordinateur comportant un moyen de code pouvant être exécuté par un processeur (304) du point d'accès (102) du système sans fil (100) de la revendication 8 afin de mettre en œuvre le procédé de l'une quelconque des revendications 1 à 5.
FIG. 5

502
LOAD COUNTERS (ONE COUNTER PER WIRELESS NETWORK NAME) WITH RESPECTIVE DTM PERIOD VALUES

504
ARE ANY OF THE COUNTERS = 1?

506
DECREMENT EACH OF THE COUNTERS BY 1

510
INCLUDE IN THE BEACON FRAME THE DTM PERIOD FOR EACH NETWORK THE RESPECTIVE COUNTER OF WHICH IS 1.
RELOAD THOSE COUNTERS WITH THE RESPECTIVE DTM PERIOD VALUES, DECREMENT EACH OF THE OTHER COUNTERS BY 1.

508
INCLUDE IN THE BEACON FRAME THE DEFAULT NETWORK VALUE FOR THE BEACON FRAME.
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