Mobile authentication for network access

The present invention provides a method for authenticating a user to a network by means of a temporary and/or one-time password. The temporary and/or one-time password is provided by a service provider that can be accessed by means of a mobile telecommunication device. The temporary password is provided on demand, when the user invokes a corresponding access request that is transmitted to the service provider by means of the mobile telecommunication device. The service provider checks and asserts a received access request and generates the temporary password by making use of a dedicated cryptographic method. The generated temporary password is finally transmitted to the personal mobile device of the user that is adapted to transmit the received temporary password to a gateway of a network in order to authenticate the user to the network. Moreover, the mobile telecommunication device provides establishing of an IP-based connection between a user’s computing device and the network. The mobile telecommunication device therefore provides establishing of at least two communication links to the network and to the user’s computing device. In this way, an authentication procedure can be autonomously performed by means of the user’s personal mobile telecommunication device. Installing and/or maintaining authentication related software on the user’s computing device therefore becomes superfluous.
Description

Field of the invention

[0001] The present invention relates to the field of authentication to networks, in particular without limitation to networks based on Internet protocol (IP).

Background and prior art

[0002] The working environment for companies dealing with large amount of data is nowadays dominated by computers and in particular by networked computers. These corporate networks provide an efficient communication platform for the staff of a company or other institutions, like universities. These corporate networks effectively allow to provide IT services to a well defined group of persons, as e.g. employees of a company. Corporate networks also provide a basis for establishing an Intranet that provides company specific data only to those computers that are physically connected to the corporate network. In this way, a corporate network effectively prevents external access to confidential company specific data or company specific IT services, such as e.g. company specific software. Consequently, an employee of a company can only access company specific data and IT services when the employee makes use of a computer that is physically embedded into the corporate network.

[0003] Due to the large expansion of the Internet, data and IT services principally became accessible worldwide. Moreover, due to an increasing mobility of members of a staff, it is therefore highly desirable also to provide access to corporate networks from computers that are located at remote locations and that may contact a corporate network via the Internet. In this way an employee could access the corporate network or Intranet from his home or from a hotel when on business travel. Worldwide access to corporate networks via the Internet is in principle realizable. However, Internet based communication is rather un-secure and typically does not meet the stringent security requirements of a corporate network.

[0004] Here, the concept of virtual private network (VPN) provides a general solution. A VPN is a private communications network that is typically used within a company or by several different companies or organisations that communicate over a public network. VPN message traffic is typically carried on public networking infrastructure, e.g. the Internet, using standard and hence possibly un-secure communication protocols, such as IPv4. Virtual private networks use cryptographic tunneling protocols to provide the necessary confidentiality, sender authentication and message integrity to achieve the privacy intended. When properly chosen, implemented, and used, such techniques can indeed provide secure communications over un-secure networks.

[0005] Nowadays, there exists a plurality of different implementation schemes for establishing VPNs. There exists a plurality of different VPN protocols that for example include IP security (IPSEC) that is an obligatory part of IPv6, Point to Point Tunnelling Protocol (PPTP), Layer 2 Forwarding (L2F) and Layer 2 Tunnelling Protocol (L2TP).

[0006] For almost any VPN a secure authentication is required. For example, when an employee of a company wants to access the corporate network either from home or during business travel, the employee may typically make use of a portable computer and a dedicated authentication device, such as a Token. The mobile computer is typically provided with a dedicated authentication software, such like a VPN client. In order to authenticate the mobile computer to a VPN gateway of the corporate network, the user has to enter a one-time password into the mobile computer. Such a one-time or temporary password is generated by the Token that is implemented as hardware and carried along with the user. When handed over to the employee, the Token is typically synchronised with the VPN gateway of the corporate network in order to provide the one-time password to the employee.

[0007] This temporary and/or one-time password might be subject to modification after a predefined time interval has elapsed. For example, the password to be generated by the Token changes once a minute and is determined via a cryptographic function. Typically, the one-time password is graphically displayed on the Token. The employee can then enter the one-time password with his user-name in order to authenticate to the corporate network. Since, the combination of user name and one-time password is valid for a maximum of one minute, the authentication scheme making use of the one-time password provides a high level of security.

[0008] Tokens that are implemented as hardware devices for secure authentication to corporate networks are for example commercially available as RSA SecurID that are distributed by Secur Integration GmbH, 51107 Cologne, Germany; see also www.securintegration.de.

[0009] Even though the above described authentication scheme making use of one-time temporary passwords based on hardware Tokens provides a high level of security for establishing VPN IP-based connections, it is rather disadvantageous for the employee or user to carry along such a hardware implemented Token. In particular, when an employee or a private person requires remote access to a plurality of different corporate networks, for each one of these networks a dedicated hardware Token is required. Also, when e.g. a plurality of employees share the same mobile computer for business travel purpose, the above described access scheme might be rather inconvenient, because for each user of the mobile computer, a manual configuration of the VPN client software installed on the mobile computer is required.

[0010] This disadvantage becomes even more pronounced where a user makes use of several mobile computing devices, such as e.g. a laptop computer and a Personal Digital Assistant (PDA), each of which having
a VPN client for individually accessing a corporate network. Then, for each mobile computing device a device specific hardware Token might be required. Also, when a software update of the VPN client software becomes available, the corresponding update procedure has to be applied to each one of the computing devices that feature a VPN client software. Such an update procedure for a plurality of mobile computing devices is typically quite cumbersome and time intensive.

**Summary of the invention**

The present invention provides a method of authenticating a user to a network. The user makes use of at least one computing device. The IP-connection between the network and the at least one computing device is provided by a mobile telecommunication device. The inventive method of authenticating the user to the network comprises requesting a temporary password from a service provider by transmitting an access request to the service provider. This access request is transmitted by means of the mobile telecommunication device. Once received by the service provider, the access request is checked on the basis of a user authentication database. If the user is authorized to access the network, the corresponding access request will be asserted by the service provider and consequently the temporary password will be generated in response to the assertion of the access request.

In contrast to the prior art solution, where the user of the corporate network has to carry along a network specific hardware Token, the invention provides delivery of the one-time password to the user by making use of a mobile telecommunication device, such as a cellular phone. Hence, the user that wishes to authenticate to a network transmits a dedicated access request to a service provider by means of his cellular phone. The service provider then provides the functionality of the former hardware Token and generates the network specific one-time password for the user. Typically, generation of the network specific one-time password is only performed by the service provider in response to an assertion of the user’s identity and the user’s authorization to the network.

The inventive method can be implemented into existing mobile communication networks by expanding the capabilities of a telecommunication provider. Hence, the telecommunication provider has to administrate a user authentication database providing information whether a specific user is authorized to access a distinct network. Moreover, the user authentication database may further specify various levels of authentication and various levels of access rights of a user of a network.

Checking of the access request and generating the temporary password not necessarily has to be provided by a telecommunication provider. Moreover, the inventive authentication service might be provided by any other provider. It must only be guaranteed, that the requested service, i.e. providing a temporary one-time password to the user, is accessible via a mobile phone.

In this way, a user is effectively enabled to authenticate to a plurality of different networks by making use of his mobile telecommunication device.

Moreover, the mobile telecommunication device provides physical access to the corporate network. Hence, the functionality of the mobile telecommunication device becomes twofold. First, it provides communication with a service provider in order to obtain a required password; a functionality that effectively replaces a hardware Token. Second, it also establishes physical access to a network and provides the IP based connection between the mobile computing device and the network.

When transmitting the access request to the service provider, the user also specifies which one of a plurality of networks he wishes to access. Hence, the access request is therefore at least indicative of a user identification and a network the user wishes to access. Now, depending on the parameters provided by the access request, the service provider may generate the appropriate one-time password. In this way, the functionality of a plurality of hardware Tokens is merged by means of the service provider.

According to a preferred embodiment of the invention, the method further comprises establishing the IP-based connection between the at least one computing device and the network by means of the mobile telecommunication device. The mobile telecommunication device is further adapted to establish the IP-based connection in response to receive the temporary password from the service provider. In case that no temporary password is transmitted from the service provider to the mobile telecommunication device, access to the network as well as establishing of the IP-based connection between the network and the at least one computing device is refused.

The mobile telecommunication device is therefore also adapted to communicate with the at least one computing device of the user by means of an appropriate communication interface, either by means of a pluggable wired connection or by means of wireless data transmission.
service provider’s access scheme. This service provider is typically implemented on top of the temporary password generating functionality of the service provider, further has to comprise a corresponding PIN that is required to confirm execution of the authentication procedure. However, by incorporating IP-connection establishment and authentication into a single user specific or personalized device, an authentication to a corporate network might be completely automated solely by means of the personalized mobile telecommunication device.

According to a further preferred embodiment of the invention, the access request being transmitted to the service provider further comprises at least a network identifier and an identifier of the mobile telecommunication device. The identifier of the mobile telecommunication device is indicative of the user’s identity. In the framework of mobile telecommunication, any communication partner is assigned with an individual number, such as e.g. a number of the cellular phone. By means of this mobile phone number, the user of the respective mobile phone can be identified. Assignment between a user and a phone number is typically realized by means of an identifier of the SIM card of the mobile phone. In this way, the user’s identity is inherently resolved by transmitting the access request to the service provider.

Since the access request is further indicative of an identifier of the network, sufficient information for generating the temporary password is therefore given to the service provider. The user authorization database that is administered by the service provider provides required information whether a specific user is authorized to access a distinct network. In this way, the access request can be sufficiently checked on the basis of the user authentication database. The user authentication database therefore effectively allows to assert or to deny an access request and hence to enable or to disable generation and transmittance of a temporary password to the user.

According to a further preferred embodiment of the invention, the temporary password can be transferred autonomously between the service provider and the mobile telecommunication device in order to access the service provider. The user authorization database that is administered by the service provider provides required information whether a specific user is authorized to access a distinct network. In this way, the access request can be sufficiently checked on the basis of the user authentication database. The user authentication database therefore effectively allows to assert or to deny an access request and hence to enable or to disable generation and transmittance of a temporary password to the user.

This authentication method prohibiting misuse of the temporary password generating functionality of the service provider’s access scheme typically consists of a combination of SIM card and SIM card specific PIN. In this way, for receiving the temporary one-time password from the service provider, the user has to enter a first PIN into the mobile telecommunication device in order to access the service provider. Then, in order to receive the temporary password, the service provider may require a second PIN for authorization of the user with respect to the VPN network. Preferably, these first and second PINs are implemented as static passwords that might be arbitrarily configured by the user.
the authentication module and the communication module upon receipt from the service provider. In this way establishing of the IP connection between a corporate network and at least one mobile computing device can be performed without any user interaction. The user may only have to invoke the authentication procedure by selecting a one-time password request function on his mobile telecommunication device and entering the first and / or second PIN.

According to a further preferred embodiment of the invention, the network is implemented as an IP-based virtual private network (VPN). The VPN network comprises a VPN gateway and the mobile telecommunication device comprises a VPN client. Moreover, the at least one computing device can be implemented as any arbitrary kind of computing device, such as a workstation being installed in an immobile way in an employee’s home, a mobile laptop computer for accessing the corporate network from any location worldwide or as a personal digital assistant (PDA).

In this way the entire functionality of the secure access scheme is implemented into the mobile telecommunication device which therefore provides secure VPN based access to a corporate network for a plurality of various computing devices. In principle, none of the computing devices requires a network or computing device specific VPN client. Hence, the entire secure access scheme is implemented into a personal device, such as a cellular phone.

Hence, irregardless of a particular mobile or immobile computing device, a user may access a virtual private network solely by making use of his personalized mobile telecommunication device. Consequently, even the same computing device can be shared by various users, each of which having a personalized secure access to the VPN via his own mobile telecommunication device. Therefore, installing of authorization related software on a computing device, such as VPN client, is no longer required, thus allowing to reduce software maintenance for the computing devices. This is particularly advantageous when for instance an employee makes use of several computing devices, each of which requiring establishing and authorizing to a VPN. In this case, an available software update of a VPN client only has to be updated once on the employees mobile telecommunication device instead of updating the VPN client software several times for each one of the plurality of computing devices.

Also, in a sophisticated embodiment, the functionality of the computing device and the mobile telecommunication device might be incorporated and merged in a single multifunctional device, such as cellular phones with integrated computing facilities providing web browsing, email service, text processing applications and the like.

In another aspect the invention provides a mobile telecommunication device for authenticating a user to a network by means of a temporary password. The temporary password is required by the user in order to authenticate to a network. The mobile telecommunication device comprises means for transmitting an access request to a service provider, means for receiving the temporary password from the service provider, wherein the temporary password is generated by the service provider in response to an assertion of the access request.

Furthermore, the inventive mobile telecommunication device comprises means for establishing the IP-based connection between at least one computing device and the network. The means for establishing the IP-based connection are adapted to establish the connection in response to receive the temporary password from the service provider.

The mobile telecommunication device provides a twofold functionality. First, it provides submitting an access request to a service provider and receiving of a corresponding temporary password in case of assertion of the access request. Second, the mobile telecommunication device provides establishing a secure IP-connection between at least one computing device and the network by making use of the received temporary password. Hence, the mobile telecommunication device may autonomously authenticate the user to the network by submitting the received temporary or one-time password to the network. In this way a secure access scheme is entirely provided by the inventive mobile telecommunication device.

A conceivable, particularly low cost embodiment of the mobile telecommunication device can be implemented by making use of a commercially available cellular phone providing a programmable functionality and appropriate data transmission capabilities. In this way, a specific software application can be installed on the existing cellular phone that allows for selecting a dedicated menu item on the cellular phone that is adapted for transmitting the access request to the service provider. In this way the inventive method of authentication can be universally realized from a user’s point of view by installing an appropriate software application on his programmable cellular phone. Such software applications might be provided in form of Java applications or Java applets that may be supported by the telecommunication or service provider. This feature makes the inventive authentication scheme universally applicable to a wide range of users.

Moreover, the mobile telecommunication device has to provide a communication interface that allows to transmit data between the at least one computing device and the network. Therefore the mobile telecommunication device might be equipped with an appropriate communication interface, either in a wired and pluggable embodiment or by means of a wireless implementation that may be based on e.g. RF-based or infrared data transmission. Additionally, the mobile telecommunication device may even serve to transmit data to a plurality of computing devices. It therefore may even act as a router.
[0038] In another aspect, the invention provides an authentication server for generating a temporary password that is required by a user in order to authenticate to a network. The inventive authentication server comprises means for processing of an access request from the user, means for checking the access request on the basis of a user authentication database and means for generating the temporary password. Here, the access request is transmitted to the authentication server by the user making use of a mobile telecommunication device. The means for checking of the access request that is received by the authentication server are adapted to assert the access request if the user is authorized to access the network.

[0039] The user’s authorization or authorization of several users to a variety of different networks is provided by the user authentication database. Furthermore, the means for generating the temporary password are particularly adapted to generate the temporary password only in response to an assertion of the access request. In this way, the authentication server provides checking of the access request, asserting the access request and when the service request has been asserted, to generate a corresponding temporary password. Typically, the authentication server is administered and provided by a telecommunication provider or by a similar provider in such a way, that the service of the authentication server is accessible from a mobile telecommunication device such as a cellular phone.

[0040] According to a further preferred embodiment of the invention, the user authentication database of the authentication server comprises authentication data of at least one user and at least one network. The authentication data stored in the user authentication database specifies which one of the at least one users is authorized to access any of the at least one networks.

[0041] In still another aspect, the invention provides a computer program product for mobile telecommunication device for authenticating a user to a network by means of a temporary password. The temporary password is required by the network for authenticating the user to the network, typically a VPN network. The computer program product comprises program means that are adapted to process an access request from the user, to transmit the access request to the authentication server by means of a mobile telecommunication device if the access request is asserted. Further, the access request is processed by the authentication server and to establish an IP-based connection to the network. Additionally, the access request is transmitted to the authentication server by means of a mobile telecommunication device of the user and the temporary password is returned to the mobile telecommunication device if the access request is asserted.

**Detailed description**

[0042] In still another aspect the invention provides a computer program product for an authentication server for generating a temporary password that is required by a user in order to authenticate to a network. The computer program product comprises program means that are adapted to process an access request from the user, to check the access request on the basis of a user authentication database and to generate the temporary password only in response to an assertion of the access request. The access request is asserted by making use of the user authentication database. In particular, the access request is asserted if the user is authorized to access the network. Additionally, the access request is transmitted to the authentication server by means of a mobile telecommunication device of the user and the temporary password is returned to the mobile telecommunication device if the access request is asserted.

**Brief description of the drawings**

[0043] In the following preferred embodiments of the invention will be described in greater detail by making reference to the drawings in which:

- Figure 1: shows a block diagram being illustrative of a first embodiment of the inventive authentication method,
- Figure 2: shows a block diagram illustrating a second embodiment of the invention incorporating a first and a second network as well as first and second computing devices,
- Figure 3: shows a block diagram schematically illustrating the internal structure of the service provider,
- Figure 4: schematically illustrates a basic embodiment of the user authentication database.

**Reference to the drawings in which:**

- Figure 1 schematically illustrates an environment or infrastructure for realizing the inventive authentication method. A user 100 wishes to access a network 102 via a computing device 104. The user 100 further has access to his personal mobile device 106 that is in turn adapted to communicate with the service provider 108 and to establish an IP-based connection to the network 102. Accessing the network 102 requires authentication to the network 102. This authentication is typically performed by the network gateway 112.

- Figure 2: shows a block diagram illustrating a second embodiment of the invention incorporating a first and a second network as well as first and second computing devices,

**Detailed description**

[0044] Figure 1 schematically illustrates an environment or infrastructure for realizing the inventive authentication method. A user 100 wishes to access a network 102 via a computing device 104. The user 100 further has access to his personal mobile device 106 that is in turn adapted to communicate with the service provider 108 and to establish an IP-based connection to the network 102. Accessing the network 102 requires authentication to the network 102. This authentication is typically performed by the network gateway 112.

- Figure 3: shows a block diagram schematically illustrating the internal structure of the service provider,

- Figure 4: schematically illustrates a basic embodiment of the user authentication database.
and receiving a temporary and/or one-time password from the service provider in order to authenticate the user 100 to the network 102. On the other hand, the mobile device 106 also establishes the IP-based connection between the computing device 104 and the network 102 via connections 114 and 110. Typically, the illustrated network 102 and its gateway 112 are implemented as VPN network and VPN gateway, respectively.

[0046] The temporary and/or one-time password is generated and provided to the mobile device 106 by the service provider 108. Typically, the mobile device 106 can be implemented as a cellular phone that allows for a bidirectional communication with the service provider 108. In order to obtain the temporary password from the service provider 108, the user 100 may invoke an access request on the mobile device 106. The mobile device 106 in turn serves to transmit this access request to the service provider 108. Then, the service provider 108 processes this received access request, asserts the access request, i.e. checks the user’s authorization to access the network 102, generates the temporary password by making use of a dedicated cryptographic password generation scheme and transmits the generated temporary and/or one-time password to the mobile device 106.

[0047] In response to receive the temporary password, the mobile device 106 may display the received temporary password to the user 100. The user 100 may then prompt the displayed password in order to confirm an authentication procedure that is successively and autonomously performed by the mobile device 106. If the user 100 confirms to access and to authenticate the network 102, the mobile device 106 will transmit a user identifier and the corresponding temporary password to the gateway 112 of the network 102. In response to receive the correct combination of temporary password and user identifier, the user 100 is then authenticated to access the network 102.

[0048] Alternatively, the user 100 may invoke an entirely automated authentication procedure that does not require prompting of the user. In this case the user 100 invokes the authentication procedure by entering a respective command into the mobile device 106. The mobile device 106 then transmits a corresponding access request to the service provider 108 and autonomously submits the temporary password received from the service provider 108 to the network 102. In this way, the mobile device 106 autonomously performs authentication of the user 100 to the network 102 and establishes an IP-based connection between the computing device 104 and the network 102.

[0049] In this way, the mobile device 106 in combination with the service provider 108 effectively replaces a hardware implemented Token that is adapted to generate a network specific temporary password. Further, the user 100 does no longer have to carry along an additional hardware device that is merely adapted to generate temporary one-time passwords. The invention is based on the fact, that the mobile device 106 is a personal belonging of the user 100. By implementing the password requesting functionality into the mobile device 106, the mobile device 106 effectively takes over the functionality of a hardware Token as it is known in the prior art.

[0050] The connections 110 and 114 between the computing device 104 and the network 102 can in principle be implemented by any type of connection that provides data transmission between a computing device and a network. For example, the connection can be realized by a 56 Kbit modem based connection, an ISDN connection or a DSL connection. The connection may also be implemented as a wireless connection and might be based on e.g. Wlan, IEEE 802.11 or other radio frequency (RF) or infrared (IR) based communication protocols.

[0051] Figure 2 schematically illustrates an internet based embodiment of the inventive authentication procedure in a more detailed and slightly more sophisticated way. Also here, the user 100 makes use of the mobile device 106 in order to receive a temporary password from the service provider 108 and to access a network 102, 122. In contrast to the embodiment illustrated in figure 1, the user 100 may access one or a plurality of networks 102, 122 either separately by means of two separate IP-based connections 110, 120, or by making use of the Internet, in which the two networks 102, 122 might be embedded. In addition, the mobile device 106 provides access to the networks 102, 122 for a plurality of computing devices 104, 116 via communication links 114, 118. Moreover, the mobile device 106 features a VPN client 126 that is adapted to perform a VPN-based authentication and access scheme to the networks 102, 122 by means of interacting with the respective network gateways 112, 124.

[0052] In particular, by implementing the VPN client 126 into the mobile device 106, VPN related software no longer has to be installed and maintained on any of the computing devices 104, 116. This allows for a secure access to a plurality of networks 102, 122 with a variety of computing devices 104, 116 by making use of a single, personalized device 108 that might be implemented as a cellular phone and that is typically carried along with the user 100 anyway. Additionally, this access scheme also allows to variably interchange any computing device 104, 116 among a plurality of users 100 or employees of a company. It must be only guaranteed that the computing devices 104, 116 are able to communicate with the mobile device 106 via communication links 114, 118 that may either be implemented as a pluggable wired connection making use of a standard interface, such like the Universal Serial Bus (USB), or by making use of some wireless transmission protocol that might be based on RF or infrared transmission techniques.

[0053] Access control to the networks 102, 122 might be implemented by means of an authentication database that is administered by the service provider 108 and that specifies which one of the networks 102, 122 is accessible by the user 100. For example, access to network 102 might be denied whereas access to network 122
might be admitted. In this case, when the user submits an access request to the service provider 108 by making use of his mobile phone 106, the user will only receive a temporary password when the access request specifies network 122. If the user 100 submits an access request to the service provider 108, thereby wishing to authenticate to network 102, the service provider will deny the access to network 102. Consequently, delivery of a one-time and/or temporary password for accessing network 102 is disabled and the mobile device 106 does not receive the required password from the service provider 108.

[0054] Figure 3 schematically illustrates the internal structure of the service provider 108. In this embodiment, the service provider 108 also serves as a telecommunication provider. The service provider 108 has a communication module 130, a home location register (HLR) 132, an authentication server 134, a password generator 138 as well as a user authentication database 136. The communication module 130 provides signal processing for wireless data transmission. The communication module 130 may further provide wireless communication means in order to communicate with the mobile device 106.

[0055] The home location register 132 stores user related information for the wireless communication by means of the mobile device 106. Upon registering to the service provider 108, the user 100 may receive a SIM card with a specific identifier.

[0056] By means of the home location register 132, assignment between the user’s contact information and the SIM card can be effectively performed. The user’s contact information may refer to personal data of the user as well as address of the user and bank account details of the user. Moreover, the home location register 132 effectively provides authentication of the mobile device 106 to the mobile communication network provided by the telecommunication provider 108. Typically, the user 100 and his mobile device 106 authenticate to the services of the service provider 108 by entering of e.g. a 4 digit PIN into the mobile device 106.

[0057] In a similar way, the authentication server 134 controls access of the user 100 to the user authentication database 136. In response to receive the access request from the mobile device 106, the authentication server 134 may first check whether the user 100 and the mobile device 106 are authorized to receive a temporary password from the service provider 108. This authentication procedure may be effectively realized by means of another, second static PIN.

[0058] Whenever the user 100 submits a valid access request to the service provider, i.e. submitting the access request together with the appropriate static PIN, the authentication server 134 makes use of the user authentication database 136 in order to assert or to deny the access request of the user.

[0059] In particular, the user authentication database 136 is indicative, whether the user 100 is entitled to access the requested network. Once, an access request is asserted by the authentication server 134, the password generator 138 is invoked in order to generate an appropriate temporary one-time password. Generation of the password by means of the password generator 138 is based on cryptographic methods that are synchronized with matching cryptographic methods used by the VPN gateways of the networks 102, 116.

[0060] After generation of the temporary and/or one-time password, the generated password is transmitted to the authentication server 134 and is finally forwarded to the communication module 130. The communication module 130 further serves to transmit the generated password to the mobile device 106. Here, the received temporary password is either displayed to the user 100 for confirmation purpose or it might be directly transmitted to the VPN gateway 112 of the network 102 via the IP-based connection 110. The connection 110 is typically implemented by means of a wireless connection making use of e.g. infrared or radio frequency communication techniques, such as IEEE 802.11, Wireless LAN or UMTS. Alternatively, the mobile device 106 might be provided with a high speed communication interface that allows for wired based coupling to a high speed communication interface such like DSL or ISDN.

[0061] Figure 4 schematically illustrates a basis embodiment of the user authentication database 136. Here, the user authentication database 136 is adapted to provide authorization information for several users and several different networks. Therefore, the user authentication database 136 is arranged as a two dimensional matrix, where the users are arranged in a horizontal user array 150 and the networks are arranged in a vertical network array 152. The single fields of the matrix like user authentication database 136 now specify which user is authorized to use which type of network. For example, user 1 has access to network 2 and network 4 but is not allowed to access network 1 and network 3.

[0062] Figure 4 gives only a basic example of how to implement the user authentication database. The database 136 is by now means restricted to a two dimensional array. Moreover, additional parameter like individual access rights might be incorporated leading to a multi-dimensional representation of the user authentication database.

List of Reference Numerals

[0063]

100  user
102  network
104  computing device
106  mobile device
108  service provider
110  IP connection
112  gateway
114  connection
116  computing device
118 connection
120 IP-connection
122 network
124 gateway
126 VPN client
130 communication module
132 home location register
134 authentication server
136 user authentication database
138 password generator
150 user array
152 network array

Claims

1. A method of authenticating a user (100) to a network (102,122), the user making use of at least one computing device (104, 116), wherein an IP-connection (110, 114) between the network and the at least one computing device being provided by a mobile telecommunication device (106), the method of authenticating the user comprising the steps of:

   - requesting a temporary password from a service provider (108) by transmitting an access request to the service provider, the access request being transmitted by means of the mobile telecommunication device,
   - checking the access request on the basis of a user authentication database (136) and asserting the access request if the user is authorized to access the network,
   - generating the temporary password in response to an assertion of the access request,
   - transmitting the temporary password from the service provider to the mobile telecommunication device, the mobile telecommunication device being adapted to authenticate the user to the network.

2. The method according to claim 1, further comprising establishing the IP-based connection (110, 114) between the at least one computing device (104) and the network (102) by means of the mobile telecommunication device (106), establishing of the IP-based connection being performed in response to receive the temporary password from the service provider.

3. The method according to claim 1, wherein requesting of the temporary password from the service provider (108) further comprising authenticating the user (100) to the service provider.

4. The method according to claim 1, wherein the access request comprising at least a network identifier and an identifier of the mobile telecommunication device being indicative of the user's identity.

5. The method according to claim 1, wherein the network (102) is an IP-based virtual private network (VPN), the network comprising a VPN gateway (112) and the mobile telecommunication device (106) comprising at least VPN client (126).

6. A mobile telecommunication device (106) for authenticating a user to a network by means of a temporary password, the mobile telecommunication device comprising:

   - means for transmitting an access request to a service provider (108),
   - means for receiving the temporary password from the service provider, the temporary password being generated by the service provider in response to an assertion of the access request,
   - means for establishing an IP-based connection (110, 114) between at least one computing device and the network, said means being adapted to establish the IP-based connection in response to receive the temporary password from the service provider.

7. The mobile telecommunication device (106) according to claim 6, further comprising means for wireless data transmission between the at least one computing device (104, 116) and the mobile telecommunication device (106).

8. An authentication server (134) for generating a temporary password required by at least one user (100) in order to authenticate to at least one network (102, 122), the authentication server comprising:

   - means for processing an access request from the at least one user, the access request being transmitted to the authentication server by the at least one user making use of a mobile telecommunication device (106),
   - means for checking the access request on the basis of a user authentication database (136), the means for checking being further adapted to assert the access request if the at least one user is authorized to access the at least one network,
   - means for generating the temporary password, said means being further adapted to generate the temporary password only in response to an assertion of the access request.

9. A computer program product for a mobile telecommunication device for authenticating a user (100) to a network (102, 122) by means of a temporary password, the computer program product comprising program means being adapted to:
- process an access request of the user
- transmit an access request to a service provider (108),
- receive the temporary password from the service provider, the temporary password being generated by the service provider in response to an assertion of the access request,
- establish an IP-based connection (110, 114) between at least one computing device (104, 116) and the network (102, 122), said means being adapted to establish the IP-based connection in response to receive the temporary password from the service provider (108).

10. A computer program product for an authentication server (134) for generating a temporary password required by a user (100) in order to authenticate to a network (102, 122), the computer program product comprising program means being adapted to:

- processing of an access request from the user, the access request being transmitted to the authentication server by the user making use of a mobile telecommunication device (106),
- checking the access request on the basis of a user authentication database (136), checking of the access request comprising asserting the access request if the user is authorized to access the network,
- generating and transmitting the temporary password only in response to the assertion of the access request.

Amended claims in accordance with Rule 86(2) EPC.

1. A method of authenticating a user (100) to a network (102, 122), the user making use of at least one computing device (104, 116), wherein an IP-connection (110, 114) between the network and the at least one computing device being provided by a mobile telecommunication device (106), the method of authenticating the user comprising the steps of:

- requesting a temporary password from a service provider (108) by transmitting an access request to the service provider, the access request being transmitted by means of the mobile telecommunication device,
- checking the access request on the basis of a user authentication database (136) and asserting the access request if the user is authorized to access the network,
- generating the temporary password in response to an assertion of the access request,
- transmitting the temporary password from the service provider to the mobile telecommunication device,
- authenticating the user to the network by means of the mobile telecommunication device,

characterized in that data is transmitted over a separable connection between the at least one computing device (104, 116) and the mobile telecommunication device (106).

2. The method according to claim 1, characterized in that data is transmitted over a wireless connection between the at least one computing device (104, 116) and the mobile telecommunication device (106).

3. The method according to claim 1, further comprising establishing the IP-based connection (110, 114) between the at least one computing device (104) and the network (102) by means of the mobile telecommunication device (106), establishing of the IP-based connection being performed in response to receive the temporary password from the service provider (108).

4. The method according to claim 1, wherein requesting of the temporary password from the service provider (108) further comprising authenticating the user (100) to the service provider.

5. The method according to claim 1, wherein the access request comprising at least a network identifier and an identifier of the mobile telecommunication device being indicative of the user's identity.

6. The method according to claim 1, wherein the network (102) is an IP-based virtual private network (VPN), the network comprising a VPN gateway (112) and the mobile telecommunication device (106) comprising at least VPN client (126).

7. A mobile telecommunication device (106) for authenticating a user to a network by means of a temporary password, the mobile telecommunication device comprising:

- means for transmitting an access request to a service provider (108),
- means for receiving the temporary password from the service provider in response to an assertion of the access request, the temporary password being generated by the service provider in response to an assertion of the access request,
- means for establishing an IP-based connection (110, 114) between at least one computing device and the network, said means being adapted to establish the IP-based connection in response to receive the temporary password from the service provider,

characterized by interface means adapted to es-
establish a separable connection for data transmission between the at least one computing device (104, 116) and the mobile telecommunication device (106).

8. The mobile telecommunication device (106) according to claim 7, characterized in that the interface means are adapted for wireless data transmission between the at least one computing device (104, 116) and the mobile telecommunication device (106).

9. A computer program product for a mobile telecommunication device for authenticating a user (100) to a network (102, 122) by means of a temporary password, the computer program product comprising program means being adapted to:

- process an access request of the user,
- transmit an access request to a service provider (108),
- receive the temporary password from the service provider, the temporary password being generated by the service provider in response to an assertion of the access request,
- establish an IP-based connection (110, 114) between at least one computing device (104, 116) and the network (102, 122), said means being adapted to establish the IP-based connection in response to receive the temporary password from the service provider (108),

characterized in that said means are further adapted to establish the IP-based connection through a separable connection between the at least one computing device (104, 116) and the mobile telecommunication device (106).

10. The computer program product according to claim 9, characterized in that said means are adapted to establish the IP-based connection through a wireless connection between the at least one computing device (104, 116) and the mobile telecommunication device (106).
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