A transmission apparatus that transmits a digital work via a network

A transmission apparatus that transmits a digital work via a network, the transmitted digital work being written to a portable recording medium apparatus via a reception apparatus, the transmission apparatus comprising: a storage unit, a distribution encryption key, an encryption unit, a transmission unit operable to transmit the encrypted content and the first encrypted content key via the network, the encryption unit further encrypts the original usage condition key using the distribution encryption key, to generate a first encrypted usage condition key, and encrypts the usage condition information using the original usage condition key, to generate first encrypted usage condition information, and the transmission unit further transmits the first encrypted usage condition key and the first encrypted usage condition information via the network.
Description

[0001] This application is based on an application No. 2001-208533 filed in Japan, the content of which is here-by incorporated by reference.

BACKGROUND OF THE INVENTION

(1) Field of the Invention

[0002] The present invention relates to a technique for protecting copyright of digital works, and in particular to a copyright protection technique used in playback and recording of digital works.

(2) Description of the Related Art

[0003] In recent years it has become common for digital works such as documents, music, video, and computer programs to be distributed through networks such as the Internet. This enables users to easily extract various works via the network, record the extracted works on a recording medium, and then play back the works.

[0004] However, while there is an advantage that digital works can be easily copied this way, there is also a problem that the rights of the copyright holder are easily infringed.

[0005] Conventional music distribution systems take, for example, the following measures to deal with this problem.

(1) The content provision server stores encrypted content, an encrypted title key that has been used in encrypting the content, and encrypted usage condition data for the content. The encrypted content is content such as music that has been encrypted with the title key. The title key is unique to that content. In response to a request from a user, the content provision server decrypts the title key and the usage condition data that correspond to the content to be transmitted, with a user unique key that is unique to the user, to generate an encrypted title key and encrypted usage condition data.

The user's computer obtains the encrypted content, the encrypted title key and the encrypted usage condition data according to user instructions, from the content provision server to which it is connected via a network, and stores the obtained encrypted content and data.

(2) The computer stores in advance the user unique key. A recording medium for recording content in encrypting the content, and encrypted usage condition data that correspond to the content to be transmitted.

The computer, according to instructions from the user, decrypts the stored encrypted title key and encrypted usage condition data, using the user unique key, to temporarily generate a decrypted title key and decrypted usage condition data. Next, the computer securely reads the medium unique key from the recording medium, and encrypts the decrypted title key and encrypted usage condition data using the read medium unique key, to generate a re-encrypted title key and re-encrypted usage condition data, and records the encrypted content, the re-encrypted title key, and the re-encrypted usage condition data in the recording medium. After recording these in the recording medium, the computer deletes the temporarily generate decrypted title key and decrypted usage condition data.

(3) The user removes the recording medium from the computer and inserts it in a playback apparatus. The playback apparatus securely reads the recording medium unique key from the recording medium, and reads the encrypted content, the re-encrypted title key, and the re-encrypted usage condition data from the recording medium. Then, the playback apparatus decrypts the re-encrypted title key and the re-encrypted usage condition data using the recording medium unique key, to generate the title key and the usage condition data. Then, the playback apparatus decrypts the encrypted content using the generated title key, to generate the content, and plays back the generated content within the range permitted by the usage condition data.

[0006] In such a system, since the encrypted title key is decrypted and then re-encrypted (hereinafter "encryption conversion") in the computer, the decrypted title key is temporarily generated and stored by the computer. This gives rise to a problem that it is technically possible for a user with ill intent to discover the title key and use this title key to decrypt the encrypted content dishonestly (this act is referred to hereinafter as hacking).

[0007] One conventional technique to solve this problem is to incorporate unnecessary instructions and branch instructions into the computer's program in advance to make hacking difficult. However, this increases the size of the program, and slows the performance of the computer.

SUMMARY OF THE INVENTION

[0008] In order to solve the above-described problem, the object of the present invention is to provide a digital work protection system, recording medium apparatus, transmission apparatus and playback apparatus that make hacking difficult without increasing the size of the computer program and without slowing the performance of the computer.

[0009] In order to achieve the aforementioned object, the present invention is a digital work protection system in which a digital work transmitted by a transmission apparatus is written to a portable recording medium apparatus via a reception apparatus, and played back by a playback apparatus, including: the transmission appa-
ratus operable to encrypt original content that is the digital work, based on a distribution encryption key, to generate first encrypted information, and transmit the generated first encrypted information via a network; the reception apparatus operable to, in a state in which the recording medium apparatus is connected to the reception apparatus, receive the first encrypted information via the network, and output the received first encrypted information to the recording medium apparatus; the recording medium apparatus, including: an information storage area; and a tamper-proof module unit operable to (a) obtain the output first encrypted information, (b) decrypt the obtained first encrypted information, based on a distribution decryption key, to generate intermediate information, (c) encrypt the intermediate information, based on a medium unique key that is unique to the recording medium apparatus, to generate second encrypted information, and (d) write the generated second encrypted information to the information storage area; and the playback apparatus operable to, in a state in which the recording medium apparatus to which the second encrypted information has been written is connected to the playback apparatus, (a) read the second encrypted information from the information storage area, (b) read securely the medium unique key, (c) decrypt the read second encrypted information, based on the medium unique key, to generate decrypted content, and (d) play back the decrypted content.

[0010] According to the stated construction, since the first encrypted information, which is composed of encrypted original content, is decrypted and then further encrypted in the tamper-proof module unit in the recording medium apparatus, hacking by a dishonest third party is made difficult.

[0011] Here, the transmission apparatus may (a) store in advance original content, and an original content key that is unique to the original content, (b) obtain the distribution encryption key that is used in distributing digital content, (c) encrypt the original content using the original content key, to generate encrypted content, (d) encrypt the original content key using the obtained distribution encryption key, to generate a first encrypted content key, and (d) transmit the first encrypted information that includes the generated encrypted content and the first encrypted content key; the reception apparatus may receive the first encrypted information, and output the received first encrypted information; the tamper-proof module unit may (a) store in advance the distribution decryption key and the medium unique key, (b) obtain the output first encrypted information, (c) decrypt the first encrypted content key using the distribution decryption key, to generate an intermediate content key, (d) encrypt the generated intermediate content key using the medium unique key, to generate a second encrypted content key, and (e) write the second encrypted information that includes the obtained encrypted content and the second encrypted content key to the information storage area; and the playback apparatus may (a) obtain securely the medium unique key from the recording medium apparatus, (b) read the second encrypted information that includes the encrypted content and the second encrypted content key from the information storage area, (c) decrypt the second encrypted content key using the obtained medium unique key, to generate a decrypted content key, and (d) decrypt the read encrypted content using the generated decrypted content key, to generate decrypted content.

[0012] According to the stated construction, since the only processing performed in the recording medium apparatus is decrypting the content key using the distribution decryption key and then further encrypting the decrypted content key using the medium unique key, the processing load on the recording medium apparatus is lightened.

[0013] Furthermore, the present invention is a digital work protection system composed of a transmission apparatus that transmits a digital work, a reception apparatus that receives the transmitted digital work via a network, and records the received digital work to a portable recording medium apparatus, a playback apparatus that plays back the digital work that is recorded in the recording medium apparatus, and the recording medium apparatus, the transmission apparatus including: a storage unit operable to store in advance original content that is the digital work, and an original content key that is unique to the original content; a distribution encryption key obtaining unit operable to obtain a distribution encryption key that is used in digital work distribution; an encryption unit operable to encrypt the original content using the original content key, to generate encrypted content, and encrypt the original content key using the obtained distribution encryption key, to generate a first encrypted content key; and a transmission unit operable to transmit the encrypted content and the first encrypted content key via a network; the reception apparatus, in a state in which the recording medium apparatus is connected thereto, including: a reception unit operable to receive the encrypted content and the first encrypted content key via the network; and an output unit operable to output the received encrypted content and the received first encrypted content key; the recording medium apparatus including: a information storage unit that includes an area for storing information, a tamper-proof module unit that includes: a key storage sub-unit operable to store in advance a distribution decryption key and a medium key that is unique to the recording medium apparatus; an obtaining sub-unit operable to obtain the output encrypted content and the output first encrypted content key; a decryption sub-unit operable to decrypt the first encrypted content key using the distribution decryption key, to generate an intermediate content key; an encryption sub-unit operable to encrypt the generated intermediate key using the medium unique key, to generate a second encrypted content key; and a writing sub-unit operable to write the obtained encrypted content and the generated second encrypted content to a recording medium.
content key to the information storage unit, and the play-
back apparatus, in a state in which the recording medi-
um apparatus to which the encrypted content and the sec-
ond encrypted content are written is connected thereto, including: a key obtaining unit operable to ob-
tain securely the medium original key from the key stor-
age unit; a reading unit operable to read the encrypted content and the second encrypted content key from the information storage unit; a content key decryption unit operable to decrypt the read second encrypted content key using the obtained medium unique key, to generate a decrypted content key; a content decryption unit operable to decrypt the read encrypted content using the generated decrypted content key, to generate decrypted content; and a playback unit operable to play back the generated decrypted content.

[0014] According to the stated construction, since de-
cryption and re-encryption are performed by the tamper-
proof module unit of the recording medium apparatus, hacking by a dishonest third party is made difficult. Fur-
thermore, since encrypted content is not decrypted and encrypted in the tamper-proof module unit, the process-
ing load on the recording medium apparatus is light-
ened.

[0015] Furthermore, the present invention is a trans-
misssion apparatus that transmits a digital work via a net-
work, the transmitted digital work being written to a port-
able recording medium apparatus via a reception appa-
ratus, the transmission apparatus including: a storage unit operable to store in advance original content that is the digital work, and an original content key that is unique to the original content; a distribution encryption key obtaining unit operable to obtain a distribution en-
cryption key that is used in digital work distribution; an encryption unit operable to encrypt the original content using the original content key, to generate encrypted content, and encrypt the original content key using the obtained distribution encryption key, to generate a first encrypted content key; and a transmission unit operable to transmit the encrypted content and the first encrypted content key via the network.

[0016] According to the stated construction, hacking of the tamper-proof module unit in the recording medium apparatus by a dishonest third party is made difficult, and a transmission apparatus is provided that transmits encrypted digital works so as to lighten the processing load on the recording medium apparatus.

[0017] Here, the storage unit may further store usage condition information that shows conditions for using the digital work, and an original usage condition key that is unique to the usage condition information, the encryp-
tion unit may further encrypt the original usage condition key using the distribution encryption key, to generate a first encrypted usage condition key, and encrypts the usage condition information using the original usage condition key, to generate first encrypted usage condition information, and the transmission unit may further trans-
mit the first encrypted usage condition key and the first
encrypted usage condition information via the network.

[0018] According to the stated construction, since usage condition information showing usage conditions for the content is transmitted, playback of content can be controlled in the playback apparatus.

[0019] Here, the distribution encryption key obtaining unit may obtain the distribution encryption key, the distri-
bution encryption key being a public key generated using a public key generation algorithm, and the encryp-
tion unit may encrypt using the distribution encryption key according to a public key encryption algorithm.

[0020] According to the stated construction, encryption is performed using a public key, therefore the key can be distributed safely.

[0021] Here, transmission apparatus may further in-
clude: a revoke list unit that includes an area for record-
ing an invalid distribution encryption key; and a regis-
tration unit operable to, when the distribution decryption key used in generating the distribution encryption key is exposed, write the distribution encryption key to the re-
voke list unit; and the distribution key obtaining unit, when the transmission apparatus newly transmits con-
tent that is a digital work, may obtain a new distribution key, judges whether the obtained distribution key is writ-
ten in the revoke list unit, and, when the obtained distri-
bution key is written in the revoke list unit, prohibits the encryption unit to encrypt and prohibits the transmission unit to transmit.

[0022] According to the stated construction, use of the public key can be limited in accordance with the secret key being exposed, therefore content can be distributed even more safely.

[0023] Here, the storage unit may further store usage condition information that shows conditions for using the digital work, and the transmission unit may read the usage condition information from the storage unit, apply a hash algorithm to the read usage condition information, to generate a hash value, and transmit securely the generated hash value and the read usage condition inform-
ation via the network.

[0024] According to the stated construction, when usage condition data is tampered with along the distribu-
tion path, usage of the digital work corresponding to the usage condition information can be prohibited.

[0025] Here, the transmission apparatus may further include an authentication unit operable to perform mutual device authentication with the recording medium apparatus, wherein the distribution encryption key ob-
taining unit obtains the distribution encryption key from the recording medium apparatus only when the authen-
tication succeeds, the encryption unit encrypts only when the authentication succeeds, and the transmis-
sion unit transmits only when the authentication suc-
ceds.

[0026] According to the stated construction, the trans-
misssion apparatus and the recording medium apparatus mutually verify device authenticity, therefore preventing output of a digital work to a non-authentic device.
Here, the transmission apparatus may further include an update information storage unit operable to store in advance update information for updating a tamper-proof module unit of the recording medium apparatus; and an update information transmission unit operable to read the update information from the update information storage unit, and transmit the read update information via the network and the reception apparatus to the recording medium apparatus.

According to the stated construction, information for updating the tamper-proof modules is transmitted, enabling updating of the tamper-proof modules in the recording medium apparatus.

Here, the transmission apparatus may further include a hash unit operable to read the update information from the update information storage unit, apply a hash algorithm to the read update information, to generate a hash value, and transmit securely the generated hash value via the network and the reception apparatus to the recording medium apparatus.

According to the stated construction, when the information for updating the tamper-proof module is tampered with along the distribution path, usage of the digital work corresponding to the information for updating the tamper-proof module is prohibited.

Here, the update information may include information for updating in the tamper-proof module unit at least one of (a) an encryption method, (b) a decryption method, and (c) a data conversion method of converting a distribution data format to a recording data format, and the update information transmission unit may read the update information, and transmit the read update information.

According to the stated construction, the update information includes information for updating the encryption method, the decryption method, or the conversion method, therefore the updating the encryption method, the decryption method, or the conversion method can be updated.

Furthermore, the present invention is a portable recording medium apparatus on which is recorded a digital work that is transmitted from a transmission apparatus via a reception apparatus, the recording medium apparatus being connected to the reception apparatus, and the transmission apparatus encrypting original content that is a digital work, based on a distribution encryption key, to generate first encrypted information, and transmitting the generated first encrypted information via a network to the reception apparatus, the recording medium apparatus including: an information storage unit that includes an information storage area; and a tamper-proof module unit including: a key storage sub-unit operable to store in advance a distribution decryption key and a medium unique key that is unique to the recording medium apparatus; an obtaining sub-unit operable to obtain the transmitted first encrypted information via the reception apparatus; a decryption sub-unit operable to decrypt the first encrypted information, based on the distribution decryption key, to generate intermediate information; an encryption sub-unit operable to encrypt the intermediate information, based on the medium unique key, to generate second encrypted information; and a writing sub-unit operable to write the generated second encrypted information to the information storage unit.

According the stated construction, a recording medium apparatus device is provided that makes hacking by a dishonest third party difficult.

Here, the transmission apparatus may (a) store in advance original content, and an original content key that is unique to the original content, (b) obtain the distribution encryption key that is used in distributing digital content, (c) encrypt the original content using the original content key, to generate encrypted content, (d) encrypt the original content key using the obtained distribution encryption key, to generate a first encrypted content key, and (d) transmit the first encrypted information that includes the generated encrypted content and the first encrypted content key; the obtaining sub-unit may obtain the obtained first encrypted information; the decryption unit may decrypt the first encrypted content key using the distribution decryption key, to generate an intermediate content key, and generate intermediate information that includes the encrypted content and the generated intermediate content key; the encryption unit may encrypt the intermediate content key included in the intermediate information, using the medium unique key, to generate a second content key, and generate second encrypted information that includes the encrypted content included in the intermediate information and the second encrypted content key; and the writing sub-unit may write the second encrypted information.

According to the stated construction, since the only processing performed in the recording medium apparatus is decryption of the content key using the distribution decryption key and then further encryption of the decrypted content key using the medium unique key, the processing load on the recording medium apparatus is lightened.

Here, the transmission apparatus may further (a) store usage condition information showing conditions for usage of the digital work, and an original usage condition key that is unique to the usage condition information, (b) obtain the original usage condition key, using the distribution encryption key, to generate a first encrypted usage condition key, (c) encrypt the usage condition information using the original usage condition key, to generate first encrypted usage condition information, and (d) transmit the first encrypted usage condition key and the first encrypted usage condition information via the network to the reception apparatus; the obtaining sub-unit may further obtain the first encrypted usage condition key and the first encrypted usage condition information via the reception apparatus, the decryption sub-unit may further decrypt the first encrypted usage condition key using the distribution key, to generate an...
intermediate usage condition key, and decrypt the first encrypted usage condition information using the generated intermediate usage condition key, to generate intermediate usage condition information; the encryption sub-unit may further encrypt the intermediate usage condition information using the medium unique key, to generate second encrypted usage condition information; and the writing sub-unit may further write the generated second encrypted usage condition information.

[0038] According to the stated construction, since usage condition information showing usage conditions for the content is transmitted, playback of content can be controlled in the playback apparatus.

[0039] Here, the transmission apparatus may further obtain the distribution encryption key, which is a public key generated using a public key generation algorithm, based on a distribution decryption key that is a secret key, and perform encryption according to a public key encryption algorithm using a distribution encryption key that is a public key; and the decryption sub-unit may perform decryption according to a public key decryption algorithm using a distribution decryption key.

[0040] According to the stated construction, encryption is performed using a public key, and decryption is performed using a secret key, therefore the key can be safely distributed.

[0041] Here, the tamper-proof module unit may further include:

- a conversion sub-unit operable to convert a format of the intermediate information from a distribution data format into a recording data format, to generate recording intermediate information, wherein the encryption sub-unit encrypts the recording intermediate information instead of the intermediate information.

[0042] According to the stated construction, the data format for distribution is converted to a data format for recording, therefore differences in the distribution data format and the recording data format can be dealt with. Furthermore, newly-added data formats can also be dealt with easily.

[0043] Here, the transmission apparatus may store in advance update information for updating the tamper-proof module unit of the recording medium apparatus, read the update information, and transmit the read update information to the recording medium apparatus via the network and the reception apparatus; the tamper-proof module unit may include a microprocessor and a semiconductor memory that stores a computer program, and compositional elements of the tamper-proof module unit may operate according to the microprocessor operating in accordance with the computer program; the obtaining sub-unit may obtain the update information via the reception apparatus; and the tamper-proof module unit may further include: a update sub-unit operable to update the computer program using the obtained update information, resulting in the compositional elements included in the tamper-proof module unit being updated.

[0044] According to the stated construction, information for updating the tamper-proof modules can be obtained, and the tamper-proof modules in the recording medium apparatus updated.

[0045] Here, the transmission apparatus may further read the update information, apply a hash algorithm to the read update information to generate a first hash value, and transmit securely the generated hash value to the recording medium apparatus via the network and the reception apparatus; the tamper-proof module unit may further include: a hash sub-unit operable to apply the hash algorithm to the obtained update information, to generate a second hash value; and a comparison judgement sub-unit operable to judge whether the obtained first hash value and the generated second hash value match; and the update sub-unit may update only when the comparison judgement sub-unit judges that the first hash value and the second hash value match.

[0046] According to the stated construction, when the update information is tampered with along the distribution path, use of the update information can be prohibited.

[0047] Here, the update information stored by the transmission apparatus may include information for updating in the tamper-proof module unit at least one of (a) an encryption method, (b) a decryption, and (c) a conversion method used by the tamper-proof module unit for converting a distribution data format to a recording data format; the transmission apparatus may transmit the update information; the obtaining sub-unit may obtain the update information via the reception apparatus; and the update sub-unit may update the computer program using the obtained update information, resulting in at least one of the encryption sub-unit, the encryption sub-unit, and the conversion sub-unit in the tamper-proof module being updated.

[0048] According to the stated construction, the update information includes information for updating the encryption method, the decryption method, or the conversion method, therefore the updating the encryption method, the decryption method, or the conversion method can be updated.

[0049] Here, the transmission apparatus may further (a) store usage condition information that shows conditions for usage of the digital work, (b) read the usage condition information, (c) apply a hash algorithm to the read usage condition information, to generate a hash value, and (d) transmit securely the generated hash value and the read usage condition information via the network; the obtaining unit may further obtain the transmitted first hash value and the transmitted usage condition data via the reception apparatus; the tamper-proof module unit may further include: a hash sub-unit operable to apply the hash algorithm to the obtained usage condition information, to generate a second hash value; and
a comparison judgement sub-unit operable to judge whether the obtained first hash value and the generated second hash value match; the encryption sub-unit may encrypt only when the comparison judgement unit judges that the first hash value and the second hash value match, and the writing-sub unit may write only when the comparison judgement unit judges that the first hash value and the second hash value match.

[0050] According to the stated construction, when usage condition data is tampered with along the distribution path, usage of the digital work corresponding to the usage condition information can be prohibited.

[0051] Here, the transmission apparatus may further perform mutual device authentication with the recording medium apparatus, and obtain the distribution encryption key, and encrypt and transmit only when the authentication is successful; the tamper-proof module unit may further include: an authentication sub-unit operable to mutually authenticate device authenticity with the transmission apparatus; the obtaining sub-unit may obtain only when the authentication is successful; the decryption sub-unit may decrypt only when the authentication is successful; the encryption sub-unit may encrypt only when the authentication is successful; and the writing sub-unit may write only when the authentication is successful.

[0052] According to the stated construction, the transmission apparatus and the recording medium apparatus perform mutual device authentication, therefore preventing obtaining of a digital work from a non-authentic device.

[0053] Here, the recording medium apparatus may be connected to the playback apparatus, the playback apparatus may read information from the information storage unit, and the tamper-proof module unit may further include: an authentication sub-unit operable to perform mutual device authentication with the playback apparatus, and permit the playback apparatus to read information only when the authentication is successful.

[0054] According to the stated construction, the recording medium apparatus and the playback apparatus perform mutual device authentication, therefore preventing output of a digital work to a non-authentic device.

[0055] Here, the decryption sub-unit may be provided in advance with a plurality of decryption methods, and decrypt using one decryption method selected from among the plurality of decryption methods, the selected decryption method being a reverse conversion of an encryption method used in the transmission apparatus; and the encryption sub-unit may be provided in advance with a plurality of encryption methods, and encrypt using one encryption method selected from among the plurality of encryption methods.

[0056] According to the stated construction, the recording medium apparatus device selects one encryption method from amongst a plurality of encryption methods, therefore the encryption method used by the recording method can be easily changed in order to correspond that used by the transmission apparatus or the playback apparatus.

[0057] Here, the key storage sub-unit may store a plurality of distribution decryption key candidates, and one distribution decryption key candidate may be selected from among the plurality of distribution decryption key candidates as the distribution decryption key, and the decryption sub-unit may use the selected distribution decryption key.

[0058] According to the stated construction, the recording medium apparatus selects one distribution secret key from a plurality of distribution secret keys, therefore even if the selected distribution secret key is exposed, the recording medium apparatus can still be used by selecting another distribution secret key.

[0059] Here, the tamper-proof module unit may be made tamper-proof according to one of software, hardware, and a combination of software and hardware.

[0060] According to the stated construction, protection against dishonest attacks on the tamper-proof modules is made possible.

[0061] Furthermore, the present invention is a playback apparatus that plays back a digital work that is transmitted by a transmission apparatus via a network and a reception apparatus, and written to a recording medium apparatus, the transmission apparatus encrypting original content that is the digital work, based on a distribution encryption key, to generate first encrypted information, and transmits the generated first encrypted information via the network to the reception apparatus, in a state in which the recording medium apparatus is connected to the reception apparatus, the recording medium apparatus including: an information storage area; and a tamper-proof module unit operable to (a) obtain the output first encrypted information, (b) decrypt the obtained first encrypted information based on a distribution decryption key, to generate intermediate information, (c) encrypt the intermediate information based on a medium unique key that is unique to the recording medium apparatus, to generate second encrypted information, and (d) write the generated second encrypted information to the information storage area, in a state in which the recording medium apparatus to which the second encrypted information has been written is connected to thereto, and the playback apparatus, including: a key obtaining unit operable to obtain securely the medium unique key from the recording medium apparatus; a reading unit operable to read the second encrypted information from the information storage area; a decryption unit operable to decrypt the read second encrypted information, based on the medium unique key, to generate decrypted content; and a playback unit operable to play back the generated content.

[0062] According to the stated construction, playback can be performed of a digital work recorded on a recording medium apparatus that makes hacking by a dishonest third party difficult.
[0063] Here, the transmission apparatus may (a) store in advance original content and an original content key that is unique to the original content, (b) obtain the distribution encryption key that is used in distributing digital content, (c) encrypt the original content using the original content key, to generate encrypted content, (d) encrypt the original content key using the obtained distribution encryption key, to generate a first encrypted content key, and (e) transmit the first encrypted information that includes the generated encrypted content and the first encrypted content key; the tamper-proof module unit may (a) store in advance the distribution decryption key and the medium unique key, (b) obtain the output first encrypted information, (c) decrypt the first encrypted content key using the distribution encryption key, to generate an intermediate content key, (d) encrypt the intermediate content key using the medium unique key, to generate a second encrypted content key, and (e) write the second encrypted information to the information storage area; the reading unit may read the second encrypted information, and the decryption unit may decrypt the read second encrypted content key using the obtained medium unique key, to generate a decrypted content key, and decrypt the read encrypted content using the generated decryption content key, to generate decrypted content.

[0064] According to the stated construction, since the only processing performed in the recording medium apparatus is decrypting the content key using the distribution decryption key and then further encrypting the decrypted content key using the medium unique key, the processing load on the recording medium apparatus is lightened.

[0065] Here, the transmission apparatus may further (a) store usage condition information that shows conditions for using the digital work, and an original usage condition key that is unique to the usage condition information, (b) encrypt the original usage condition key using the distribution encryption key, to generate a first encrypted usage condition key, (c) encrypt the original usage condition information using the original usage condition key, to generate first encrypted usage condition information, and (d) transmit the first encrypted usage condition key and the first encrypted usage condition information via the network to the reception apparatus; the recording medium apparatus may further (a) obtain via the network the first encrypted usage condition key and the first encrypted usage condition information, (b) decrypt the first encrypted usage condition key using the distribution decryption key, to generate an intermediate usage condition key, (c) decrypt the first encrypted usage condition information using the generated intermediate usage condition key, to generate intermediate usage condition information, (d) encrypt the intermediate usage condition information, using the medium unique key, to generate second encrypted usage condition information, and (e) transmit the generated second encrypted usage condition information to the information storage area; the reading unit may further read the second encrypted usage condition information from the information storage area; the decryption unit may further decrypt the second encrypted usage condition information, based on the medium unique key, to generate decrypted usage condition information; and the playback unit may further judge, based on the generated decrypted usage condition information, whether playback of the generated decrypted content is permitted, and play back the decrypted content only when playback is judged to be permitted.

[0066] According to the stated construction, use of content can be controlled based on the obtained usage condition information.

[0067] Here, the usage condition information may include at least one of information that limits a number of times the decrypted content is played back, information that limits a period in which the decrypted content is played back, and information that limits an accumulated amount of time that the decrypted content is played back; and the playback unit may judge whether playback of the decrypted content is permitted, based on the one or more of the information that limits a number of times the decrypted content is played back, the information that limits a period in which the decrypted content is played back, and the information that limits an accumulated amount of time that the decrypted content is played back.

[0068] According to the stated construction, a judgment can be made as to whether playback of content is permitted, based on information that controls the number of times that the decrypted content is played back, information that controls the period in which the decrypted content is played back, or information that controls the total time for which the decrypted content is played back.

[0069] Here, the playback apparatus may further include: an authentication unit operable perform mutual device authentication with the recording medium apparatus; the key obtaining unit may obtain only when authentication succeeds, and the reading unit may read only when the authentication succeeds.

[0070] According to the stated construction, the playback apparatus and the recording medium apparatus perform mutual device authentication, therefore preventing obtaining of a digital work from an illegal device.

BRIEF DESCRIPTION OF THE DRAWINGS

[0071] These and other objects, advantages and features of the invention will become apparent form the following description thereof taken in conjunction with the accompanying drawings which illustrate a specific embodiment of the invention.

[0072] In the drawings:

Fig. 1 is a block drawing showing the structure of a digital work protection system 100;
Fig. 2 is a block drawing showing the structure of a content distribution server apparatus 200 and a memory card 400;
Fig. 3 is a block drawing showing the structure of the memory card 400;
Fig. 4 is a block drawing showing the structure of a personal computer 300;
Fig. 5 is a block drawing showing the structure of the memory card 400 and a headphone stereo 500;
Fig. 6 shows a distribution data format structure;
Fig. 7 shows a recording data format structure;
Fig. 8 is a flowchart showing operations when writing to the memory card 400, and continues in Fig. 9;
Fig. 9 is a flowchart showing operations when writing to the memory card 400, and continues in Fig. 10;
Fig. 10 is a flowchart showing operations when writing to the memory card 400, is a continuation of Fig. 9;
Fig. 11 is a flowchart showing operations when reading from the memory card 400, and continues in Fig. 12;
Fig. 12 is a flowchart showing operations when reading from the memory card 400, and is a continuation of Fig. 11;
Fig. 13 is a block drawing showing the structure of a content distribution server 200b and a memory card 400b;
Fig. 14 is a block drawing showing the structure of the memory card 400b;
Fig. 15 is a block drawing showing the structure of the memory card 400b and the headphone stereo 500;
Fig. 16 shows a distribution data format structure;
Fig. 17 shows a recording data format structure;
Fig. 18 is a flowchart showing operations when writing to the memory card 400b, and continues in Fig. 19;
Fig. 19 is a flowchart showing operations when writing to the memory card 400b, and continues in Fig. 20;
Fig. 20 is a flowchart showing operations when writing to the memory card 400b, and is a continuation of Fig. 19;
Fig. 21 is a block drawing of the structure of a content distribution server 200c and a memory card 400c; and
Fig. 22 is a flowchart showing operations in a digital work protection system 100c of a computer incorporated in a tamper-proof module unit 410c in the memory card 400c, and updating of data.

DESCRIPTION OF THE PREFERRED EMBODIMENT

1. First Embodiment

[0073] The following describes a digital work protection system 100 as an embodiment of the present invention.

[0074] The digital work protection system 100, as shown in Fig. 1, is composed of a content distribution server apparatus 200, a personal computer (PC) 300, a portable memory card 400, and a headphone stereo 500. The PC 300 is connected to the content distribution server apparatus 200 via the Internet 10.

[0075] The user inserts the memory card 400 into the PC 300. The PC 300, according to instructions from the user, obtains encrypted content from the content distribution server 200, and writes the obtained content to the memory card 400. Next, the user removes the memory card 400 from the PC 300, and inserts the memory card 400 into the headphone stereo 500. The headphone stereo 500 decrypts the encrypted content recorded in the memory card 400, to generate content which it plays back and then outputs to headphones 700.

[0076] This enables the user to enjoy the played back content.

[0077] 1.1 Structure of the content distribution server apparatus 200

[0078] The content distribution server apparatus 200, as shown in Fig. 2, is composed of a content storage unit 201, a distribution data storage unit 202, a first authentication unit 211, a distribution public key obtaining unit 212, and elliptic curve encryption unit 214, a DES encryption unit 215, and a DES encryption unit 250.

[0079] Specifically, the content distribution server apparatus 200 is a computer system composed of a microprocessor, a RAM (random access memory), a ROM (read only memory), a hard disk unit, a LAN (local area network) connection unit, a display unit, a keyboard, a mouse, and so on. Computer programs are stored in the RAM or the hard disk unit. The content distribution server apparatus 200 achieves its functions by the microprocessor operating according to the computer programs.

(1) Content storage unit 201

[0080] Specifically, the content storage unit 201 is composed of a hard disk unit, and stores in advance content 600. Here, the content 600 is a digital work such as music, a movie, an electronic book, or a game program.

(2) Distribution data storage unit 202

[0081] Specifically, the distribution data storage unit 202 is composed of a hard disk unit, and, as shown in Fig. 5, stores in advance a title key, a usage condition key, and usage condition data, in the stated order. The title key, the usage condition key, and the usage condition data correspond to the content 600 stored in the content storage unit 201.

[0082] The title key is a random number generated for the particular content, and is 56 bits in length.

[0083] The usage condition key is a random number
generated for the particular usage conditions, and is 56 bits in length.

[0084] The usage condition data is composed of playback count information, playback period information, and playback accumulated time information.

[0085] The playback count information is 16 bits in length, and limits the number of times that the user is able to play back the content stored corresponding to the usage condition data to a total value. For example, if the playback count information is "10", the user is permitted to play back the content a maximum of ten times. If "FFFFFF" (hexadecimal) is specified as the playback count information, playback is not limited.

[0086] The playback period information is 64 bits in length, and limits when the user is able to play back the content stored corresponding to the usage condition data. The playback period information is composed of a playback permission start date/time that shows a date and time at which the playback period starts, and a playback permission end date/time that shows a date and time at which the playback period ends. The user is only permitted to play back the content within the period from the playback permission start date/time to the playback permission end date/time. The user may play back the content any number of times during this period.

[0087] Here, when both playback period information and playback count information are specified, the content can no longer be played back when either the permitted period has finished or after the content has been played back the permitted number of times.

[0088] The playback accumulated time information limits the length of time that the user is able to play back the content stored corresponding to the usage condition data to a total value. For example, if the playback accumulated time information is "10 hours", the user is permitted to play back the content as long as the accumulated value of the playback time is within 10 hours. Once the accumulated value exceeds 10 hours, playback is prohibited.

[0089] Note that although here the usage condition data is composed of playback count information, playback period information and playback accumulated time information, it is possible for the usage condition data to be composed of all, any two, or any one of the stated three types of information.

(3) First authentication unit 211

[0090] The first authentication unit 211 performs challenge-response type mutual device authentication via the Internet 10 and the PC 300 with a first authentication unit 411 (described later) of the memory card 400. Specifically, the first authentication unit 211 performs authentication of the first authentication unit 411, and then is authenticated by the first authentication unit 411. Mutual device authentication is considered to have succeeded only when both authentications succeed. Note that as challenge response type mutual device authentica-

[0091] When both authentications succeed, the first authentication unit 211 outputs authentication success information showing that authentication has succeeded to the distribution public key obtaining unit 212, the elliptic curve encryption unit 214, and the DES authentication unit 215.

[0092] When authentication fails, the first authentication unit 211 aborts processing. Consequently, the content stored by the content distribution server apparatus 200 is not output to the memory card 400.

(4) Distribution public key obtaining unit 212

[0093] The distribution public key obtaining unit 212 receives the authentication success information from the first authentication unit 211.

[0094] On receiving the authentication success information, the distribution public key obtaining unit 212 securely receives, via the Internet 10 and the PC 300, the distribution public key from a distribution public key storage unit 412 (described later) in the memory card 400, and outputs the received distribution public key to the elliptic curve encryption unit 214.

(5) Elliptic curve encryption unit 214

[0095] The elliptic curve encryption unit 214 receives the authentication success information from the first authentication unit 211.

[0096] On receiving the authentication success information, the elliptic curve encryption unit 214 receives the distribution public key from the distribution public key obtaining unit 212, and reads the title key and the usage condition key from the distribution data storage unit 202. Then, the elliptic curve encryption unit 214 encrypts combined information (information combining the title key and the usage condition key) by applying an encryption algorithm E1 according to an elliptic curve encryption method using the received distribution public key, to generate encrypted combined information. Then, the elliptic curve encryption unit 214 outputs the generated encrypted combined information via the Internet 10 and the PC 300 to an elliptic curve decryption unit 414 (described later) in the memory card 400.


[0098] Note also that the blocks in Fig. 2 are connected to each other by connection lines. Here, connection lines indicate paths along which signals, information, and the like are conveyed. Among the plurality of connection lines connected to the block showing the elliptic curve encryption unit 214, the connection line on which a picture of a key is shown indicates the path along which information is conveyed to the elliptic curve en-
The DES encryption unit 215 receives the authentication success information from the first authentication unit 211.

On receiving the authentication success information, the DES encryption unit 215 reads the usage condition key and the usage condition data from the distribution data storage unit 202. Then, the DES encryption unit 215 encrypts the read usage condition data by applying an encryption algorithm E3 according to DES (Data Encryption Standard) using the read usage condition key, to generate encrypted usage condition data. The DES encryption unit 215 outputs the generated encrypted usage condition data via the Internet 10 and the PC 300 to a DES decryption unit 415 (described later) in the memory card 400.

The DES encryption unit 250 reads the title key from the distribution data storage unit 202, and reads the content 600 from the content storage unit 201. Then, the DES encryption unit 250 encrypts the read content by applying an encryption algorithm E3 according to DES using the read title key, to generate encrypted content. The DES encryption unit 250 writes the generated encrypted content to a first storage area 432 (described later) in an information storage unit 430 (described later) in the memory card 400, via the Internet 10 and the PC 300.

As shown in Fig. 4, the PC 300 is a computer system that includes a microprocessor 301, a memory unit 302 that is a ROM, a RAM, a hard disk, or the like, an input unit 303 that is a keyboard, a mouse or the like, a display unit 304 that is a display or the like, a communication unit 305 that communicates with external apparatuses via the Internet 10, and a memory card connection unit 306 that connects with the memory card 400. Computer programs are stored in the memory unit 302. The PC 300 achieves its functions according to operations of the microprocessor following the computer programs.

As shown in Fig. 3, the memory card 400 is composed of a tamper-proof module unit 410 and an information storage unit 430. The tamper-proof module unit 410 includes the first authentication unit 411, the distribution public key storage unit 412, a distribution secret key storage unit 413, the elliptic curve decryption unit 414, the DES decryption unit 415, a conversion unit 416, a second authentication unit 417, a recording medium apparatus key storage unit 418, a DES encryption unit 419, a distribution data storage unit 423, and a recording data storage unit 422. The information storage unit 430 includes the first storage area 432 and a second storage area 431. Here, the tamper-proof module unit 410 is composed of tamper-proof hardware, however a combination of tamper-proof hardware and tamper-proof software is also possible.

Furthermore, the tamper-proof module unit 410 is specifically composed of a microprocessor, a ROM, a RAM and so on. The RAM stores computer programs. The tamper-proof module unit 410 achieves its functions according to the microprocessor operating following the computer programs.

The distribution secret key storage unit 413 stores in advance a distribution secret key that is data of 160 bits in length.

The distribution public key storage unit 412 stores in advance a distribution public key that is data of 320 bits in length. The distribution public key is generated by applying a public key generation algorithm according to the elliptic curve encryption method using the distribution secret key stored in the distribution secret key storage unit 413.

The distribution public key storage unit 412 receives the authentication success information from the first authentication unit 411.

On receiving the authentication success information, the distribution public key storage unit 412, in response to a request from the distribution public key obtaining unit 212 in the content distribution server apparatus 200, reads the distribution public key that it stores, and outputs the read distribution public key to the content distribution server apparatus 200 via the PC 300 and the Internet 10.

The recording medium apparatus key storage unit 418 stores in advance a recording medium apparatus key that is unique to the memory card 400 and that is data of 56 bits in length.

The distribution data storage unit 423 has areas for storing each of the title key, the usage condition key, and the usage condition data.
(5) Recording data storage unit 422

[0111] The recording data storage unit 422 has areas for storing each of the title key and the usage condition data.

[0112] The format of the title key and the usage condition data, which are stored arranged in the stated order in the recording data storage unit 422, are shown in Fig. 7.

(6) First storage area 432

[0113] The first storage area 432 has an area for storing encrypted content which it receives via the Internet 10 and the PC 300.

(7) Second storage area 431

[0114] The second storage area 431 has areas for storing each of a re-encrypted title key and re-encrypted usage condition data.

[0115] The second storage area 431 receives the authentication success information from the second authentication unit 417. On receiving the authentication success information, the first authentication unit 431 reads and then outputs the re-encrypted title key and the re-encrypted usage condition information.

(8) First authentication unit 411

[0116] The first authentication unit 411 performs challenge-response type mutual device authentication with the first authentication unit 211 of the content distribution server apparatus 200 via the PC 300 and the Internet 10. Specifically, the first authentication unit 411 is authenticated by the first authentication unit 211. Then, the first authentication unit 411 performs authentication of the first authentication unit 211. Mutual device authentication is considered to have succeed only when both authentications succeed.

[0117] When both authentications succeed, the first authentication unit 411 outputs authentication success information showing that authentication has succeeded to the distribution public key storage unit 412.

[0118] When authentication fails, the first authentication unit 411 aborts processing. Consequently, the content distribution server apparatus 200 does not write information to the memory card 400.

(9) Elliptic curve decryption unit 414

[0119] The elliptic curve decryption unit 414 receives the encrypted combined information from the content distribution server apparatus via the Internet 10 and the PC 300. On receiving the encrypted combined information, the elliptic curve decryption unit 414 reads the distribution secret key from the distribution secret key storage unit 413, and applies a decryption algorithm D1 to the encrypted combined information according to the elliptic curve encryption method using the distribution secret key, to generate the title key and the usage condition key. Then, the elliptic curve decryption unit 414 writes the generated title key and usage condition key to the distribution data storage unit 423.

[0120] Here, the decryption algorithm D1 is an algorithm for performing conversion that is the inverse of the encryption algorithm E1.

(10) DES decryption unit 415

[0121] The DES decryption unit 415 receives the encrypted usage condition data from the content distribution server apparatus 200 via the Internet 10 and the PC 300. On receiving the encrypted usage condition data, the DES decryption unit 415 reads the usage condition key from the distribution data storage unit 423. Then, the DES decryption unit 415 applies a decryption algorithm D2 to the encrypted usage condition data according to DES using the read usage condition key, to generate the usage condition data, and writes the generated usage condition data to the distribution data storage unit 423.

[0122] Here, the decryption algorithm D2 is an algorithm for performing conversion that is the inverse of the encryption algorithm E2.

(11) Conversion unit 416

[0123] The conversion unit 416 reads the title key and the usage condition data from the distribution data storage unit 423, and writes the read title key and usage condition data to the recording data storage unit 422 in the stated order.

(12) Second authentication unit 417

[0124] The second authentication unit 417 performs challenge-response type mutual device authentication with a second authentication unit 517 in the headphone stereo 500 (described later). Specifically, the second authentication unit 417 is authenticated by the second authentication unit 517. Then, the second authentication unit 417 authenticates the second authentication unit 517. Mutual device authentication is considered to have succeed only when both authentications succeed.

[0125] When both authentications succeed, the second authentication unit 417 outputs authentication success information showing that authentication has succeeded to the information storage unit 430.

[0126] When authentication fails, the second authentication unit 417 aborts processing. Consequently, information is not read from the memory card 400 by the headphone stereo 500.
(13) DES encryption unit 419

[0127] The DES encryption unit 419 reads the title key and the usage condition data from the recording data storage unit 422, and the recording medium apparatus key from the recording medium apparatus key storage unit 418. Then, the DES encryption unit 419 applies an encryption algorithm E4 to the read title key and usage condition data respectively, according to DES using the read recording medium apparatus key, to generate a re-encrypted title key and re-encrypted usage condition data, and writes the generated re-encrypted title key and re-encrypted usage condition data to the second memory area 431.

(1) Recording data storage unit 532

[0128] As shown in Fig. 5, the headphone stereo 500 is composed of the second authentication unit 517, a recording medium apparatus key obtaining unit 518, a recording data storage unit 532, a usage condition judgement unit 540, a DES decryption unit 550, and a playback unit 541.

(2) Second authentication unit 517

[0130] The second authentication unit 517 performs challenge-response type mutual device authentication with the second authentication unit 417 in the memory card 400. Specifically, the second authentication unit 517 authenticates the second authentication unit 417. Then, the second authentication unit 517 is authenticated by the second authentication unit 417. Mutual device authentication is considered to have succeeded only when both authentications succeed.

[0131] When both authentications succeed, the second authentication unit 517 outputs authentication success information showing that authentication has succeeded to the recording medium apparatus key obtaining unit 518.

[0132] When authentication fails, the second authentication unit 517 aborts processing. Consequently, the headphone stereo 500 does not read information from the memory card 400.

(3) Recording medium apparatus key obtaining unit 518

[0133] The recording medium apparatus key obtaining unit 518 receives the authentication success information from the second authentication unit 517. On receiving the authentication success information, the recording medium apparatus key obtaining unit 518 securely reads the recording medium apparatus key from the recording medium apparatus key storage unit 418 in the memory card 400, and outputs the read recording medium apparatus key to the DES decryption unit 519.

(4) Re-encrypted data obtaining unit 531

[0134] The re-encrypted data obtaining unit 531 reads the re-encrypted title key and the re-encrypted usage condition data from the second storage area 431 of the memory card 400, and outputs the read re-encrypted title key and the re-encrypted usage condition data to the DES decryption unit 519.

(5) DES decryption unit 519

[0135] The DES decryption unit 519 receives the recording medium apparatus key from the recording medium apparatus key obtaining unit 518, and the re-encrypted title key and the re-encrypted usage condition data from the re-encrypted data obtaining unit 531. Then, the DES decryption unit 519 applies a decryption algorithm D4 to the read re-encrypted title key and re-encrypted usage condition data respectively according to DES using the received recording medium apparatus key as the key, to generate the title key and the usage condition data, and writes the generated title key and usage condition data to the recording data storage unit 532.

[0136] Here, the decryption algorithm D4 is an algorithm for performing conversion that is the inverse of the encryption algorithm E4.

(6) Usage condition judgement unit 540

[0137] The usage condition judgement unit 540 reads the usage condition data from the recording data storage unit 532, and uses the read usage condition data to judge whether playback of the content is permitted. Specifically, the usage condition judgement unit 540 permits playback if playing back the content will result in the content being played back a total number of times that is less than or equal to the number in the playback count information included in the usage condition data, and does not permit playback if playing back the content would result in the content being played back a total number of times that exceeds the number in the playback count information. Furthermore, the usage condition judgement unit 540 permits playback if it is during the period shown in the playback period information included in the usage condition data, and does not permit playback if it is not during the period in the playback period information. Furthermore, the usage condition judgement unit 540 permits playback if it is within the accumulated value shown by the playback accumulated time information included in the usage condition data, and does not permit playback if it is not within the accumula-
When playback is permitted in all of the three conditions, the usage condition judgement unit 540 generates a judgement result showing that playback is possible. When playback is not permitted according to one of the conditions, the usage condition judgement unit 540 generates a judgement result showing that playback is not possible.

Next, the usage condition judgement unit 540 outputs the judgement result showing whether playback is possible or not to the playback unit 541.

(7) DES decryption unit 550

The DES decryption unit 550 reads the title key from the recording data storage unit 532, and the encrypted content from the first storage area 432 of the memory card 400. Then the DES decryption unit 550 applies a decryption algorithm D3 to the read encrypted content according to DES using the read title key, to generate decrypted content, and outputs the decrypted content to the playback unit 541.

Here, the decryption algorithm D3 is an algorithm for performing conversion that is the inverse of the encryption algorithm E3.

(8) Playback unit 541

The playback unit 541 receives the judgement result from the usage condition judgement unit 540, and the decrypted content from the DES decryption unit 550. When the received judgement result shows that playback is possible, the playback unit 541 plays back the received decrypted content.

If the received decrypted content is music, the playback unit 541 converts the decrypted content into an analog electric signal showing music, and outputs the analog electric signal to the headphones 700. The headphones 700 convert the received analog signal to music, and output the music.

1.5 Operations of the digital work protection system 100

The following describes the operations of the digital work protection system 100.

(1) Operations when writing to the memory card 400

The following describes operations when the user inserts the memory card 400 into PC 300 and purchases the content 600 stored in the content storage unit 201 of the content distribution server apparatus 200, with use of the flowcharts in Figs. 8 to 10.

The PC 300 receives designation of content from the user (step S101), and transmits an obtain instruction via the Internet 10 to the content distribution server apparatus 200 (step S102).

On the content distribution server apparatus 201 of the content distribution server apparatus 200, the content 600 stored in the content storage unit 423 (step S121) is encrypted according to DES using the read title key, to generate encrypted content, and writes the generated encrypted content to the distribution data storage unit 423 (step S122).

Then, the encryption unit 416 encrypts the distribution data stored in the distribution data storage unit 423, to generate recording data, and writes the recorded recording data to the recording data storage unit 422 (step S126). Then, the DES encryption unit 415 encrypts respectively the title key and the usage condition data stored in the recording data storage unit 422 (step S127), and writes the re-encrypted title key and re-encrypted usage condition data to the second storage area 431 (step S128).

200 receiving the obtain instruction (step S102), the first authentication unit 211 of the content distribution server apparatus 200 and the first authentication unit 411 of the memory card 400 perform mutual device authentication (step 103, step S104).

When authentication succeeds (step S105), the distribution public key obtaining unit 212 outputs a distribution public key obtain instruction to the distribution public key storage unit 412 of the memory card 400 via the Internet 10 and the PC 300 (step S107 to step S108).

When authentication succeeds (step S106), the distribution public key storage unit 412 receives the distribution public key obtain instruction (step S108), reads the distribution public key (step S109), and securely outputs the read distribution public key to the distribution public key obtaining unit 212 via the PC 300 and the Internet 10 (step S110 to step S111).

Next, the elliptic curve encryption unit 214 combines and then encrypts the title key and the usage condition key using the distribution public key as the key (step S112), and outputs the resulting encrypted combined information to the elliptic curve decryption unit 414 via the Internet 10 and the PC 300 (step S113 to step S114).

The elliptic curve decryption unit 414 decrypts the encrypted combined information (step S115), and writes the title key and the usage condition key to the distribution data storage unit 423 (step S116).

The DES encryption unit 215 encrypts the usage condition data (step S117), and outputs the encrypted usage condition data to the DES decryption unit 415 via the Internet 10 and the PC 300 (step S118, step S119).

The DES decryption unit 415 decrypts the encrypted usage condition data (step S120), and writes the usage condition data to the distribution data storage unit 423 (step S121).

The DES encryption unit 250 encrypts the content (step S122), and outputs the encrypted content to the first storage area 432 via the Internet 10 and the PC 300 (step S123 to step S124). The first storage area 432 stores the encrypted content (step S125).

The conversion unit 416 converts the distribution data stored in the distribution data storage unit 423, to generate recording data, and writes the generated recording data to the recording data storage unit 422 (step S126). Then, the DES encryption unit 419 encrypts respectively the title key and the usage condition data stored in the recording data storage unit 422 (step S127), and writes the re-encrypted title key and re-encrypted usage condition data to the second storage area 431 (step S128).

When authentication succeeds (step S105), the distribution public key obtaining unit 212 outputs a distribution public key obtain instruction (step S108), reads the distribution public key (step S109), and securely outputs the read distribution public key to the distribution public key obtaining unit 212 via the PC 300 and the Internet 10 (step S110 to step S111).

Next, the elliptic curve encryption unit 214 combines and then encrypts the title key and the usage condition key using the distribution public key as the key (step S112), and outputs the resulting encrypted combined information to the elliptic curve decryption unit 414 via the Internet 10 and the PC 300 (step S113 to step S114).

The elliptic curve decryption unit 414 decrypts the encrypted combined information (step S115), and writes the title key and the usage condition key to the distribution data storage unit 423 (step S116).

The DES encryption unit 215 encrypts the usage condition data (step S117), and outputs the encrypted usage condition data to the DES decryption unit 415 via the Internet 10 and the PC 300 (step S118, step S119).

The DES decryption unit 415 decrypts the encrypted usage condition data (step S120), and writes the usage condition data to the distribution data storage unit 423 (step S121).

The DES encryption unit 250 encrypts the content (step S122), and outputs the encrypted content to the first storage area 432 via the Internet 10 and the PC 300 (step S123 to step S124). The first storage area 432 stores the encrypted content (step S125).

The conversion unit 416 converts the distribution data stored in the distribution data storage unit 423, to generate recording data, and writes the generated recording data to the recording data storage unit 422 (step S126). Then, the DES encryption unit 419 encrypts respectively the title key and the usage condition data stored in the recording data storage unit 422 (step S127), and writes the re-encrypted title key and re-encrypted usage condition data to the second storage area 431 (step S128).
inserts the memory card 400 in the headphone stereo 500, and has the content played back, with use of the flowcharts in Figs. 11 and 12.

[0162] As has been described, by performing decryption and re-encryption (decryption conversion) of the encrypted title key and usage condition data in the tamper-proof module unit of the recording medium apparatus, hacking by a dishonest third party is made difficult.

2. Second Embodiment

[0163] The following describes a digital work protec-

tion system 100b (not illustrated) as another embodi-
ment of the present invention.

[0164] The digital work protection system 100b has
the same construction as the digital work protection sys-
tem 100, except that the digital work protection system
100b has a content distribution server apparatus 200b
instead of the content distribution server apparatus 200,
and a memory card 400b instead of the memory card
400. The following description focuses on the charac-
teristics unique to the digital work protection system
100b.

2.1 Content distribution server apparatus 200b

[0165] The content distribution server apparatus 200b
has a similar structure to the content server apparatus
200, and is composed of the first authentication unit 211,
the distribution public key obtaining unit 212, the distri-
bution data storage unit 202, the elliptic curve encryption
unit 214, a hash unit 220, the content storage unit 201,
the DES encryption unit 250, and a writing unit 221. The
following description focuses on the characteristics
unique to the content distribution server apparatus
200b.

(1) Distribution data storage unit 202

[0166] As shown in Fig. 16, the distribution data stor-
age unit 202 is composed of areas for storing each of a
title key, a digest, and usage condition data. The title
key and the usage condition data are stored in advance.
The title key, the digest, and the usage condition data
correspond to the content 600 stored by the content
storage unit 200.

[0167] Since the title key and the usage condition in-
fomation were described earlier, a description thereof
is omitted here.

[0168] The digest is a value obtained by applying a
hash function to the usage condition data. The digest
is written to the distribution data storage unit 202 by the
hash unit 220.

(2) First authentication unit 211

[0169] The first authentication unit 211 outputs the au-
thentication success information showing that authenti-
cation has been successful to the distribution public key
obtaining unit 212 and the elliptic curve unit 214.

(3) Hash unit 220

[0170] The hash unit 220 reads the usage condition
data from the distribution data storage unit 202, applies
a hash function F1 to the read usage condition data, to
generate a digest, and writes the generated digest to
the distribution data storage unit 202.

[0171] Here, a United States standard SHA algorithm
or the like can be used for the hash function F1. Details
of SHA algorithms can be found, for example, in Ango Riron Nyumon (Introduction to Cryptology), Eiji Okamoto, Kyoritsu Shuppan Co., Ltd., 1993.

(4) Elliptic curve encryption unit 214

[0172] The elliptic curve encryption unit 214 reads the title key and the digest from the distribution data storage unit 202, then applies an encryption algorithm E1 according to the elliptic curve encryption method to combined information using the received distribution public key, to generate encrypted combined information. Here, the combined information is the title key and the digest combined.

(5) Writing unit 221

[0173] The writing unit 221 reads the usage condition information from the distribution data storage unit 202, and writes the read usage condition data to the distribution data storage unit 423 via the Internet 10 and the PC 300.

2.2 Memory card 400b

[0174] The memory card 400b has a similar construction to the memory card 400, and, as shown in Fig. 14, is composed of a tamper-proof module 410b that cannot be read from or written to from outside, and an information storage unit 430. The tamper-proof module 410b is composed of the first authentication unit 411, the distribution public key storage unit 412, the distribution secret key storage unit 413, the elliptic curve decryption unit 414, the conversion unit 416, the second authentication unit 417, the recording medium apparatus key obtaining unit 418, the DES encryption unit 419, a hash unit 420, a comparison unit 421, the distribution data storage unit 423, and the recording data storage unit 422. The following description focuses on the characteristics unique to the memory card 400b.

(1) Elliptic curve decryption unit 414

[0175] The elliptic curve decryption unit 414 applies a decryption algorithm D1 according to the elliptic curve encryption method to the received encrypted combined information using the read distribution secret key, to generate the title key and the digest, and writes the generated title key and digest to the distribution data storage unit 423.

(2) Hash unit 420

[0176] The hash unit 420 reads the usage condition data from the distribution data storage unit 423, applies the hash function F1 to the read usage condition data, to generate a digest, and outputs the generated digest to the comparison unit 421.

(3) Comparison unit 421

[0177] Here, the hash function F1 is the same as the hash function F1 used by the hash unit 220 of the content distribution server apparatus 200b.

[0178] The comparison unit 421 reads the digest from the distribution data storage unit 423, and receives the digest from the hash unit 420. Then, the comparison unit 421 judges whether the read digest and the received digest match or not, and outputs judgement information showing whether the digests match or not to the conversion unit 416.

(4) Conversion unit 416

[0179] The conversion unit 416 receives the judgement information from the comparison unit 421.

[0180] When the judgement information shows that the digests match, the conversion unit 416 reads the title key and the usage condition data from the distribution storage unit 423, and writes the read title key and usage condition data to the recording data storage unit 422 in the stated order. The title key and usage condition data written to recording data storage unit 422 are shown in Fig. 17.

[0181] When the judgement information shows that the digests do not match, the conversion unit 416 does nothing. Consequently, the title key and the usage condition data are not written to the recording data storage unit 422.

2.3 Construction of the headphone stereo 500

[0182] As shown in Fig. 15, the headphone stereo 500 is composed of the second authentication unit 517, the recording medium apparatus key obtaining unit 518, the DES decryption unit 519, a re-encrypted data obtaining unit 531, the recording data storage unit 532, the usage condition judgement unit 540, the DES decryption unit 550, and the playback unit 541. This is the same construction as the headphone stereo in the digital work protection system 100, and thus a description thereof is omitted.

2.4 Operations of the digital work protection system 100b

[0183] The following describes operations of the digital work protection system 100b.

(1) Operations when writing to the memory card 400b

[0184] The following describes operations when the user inserts the memory card 400b into PC 300 and purchases the content 600 stored in the content storage unit 201 of the content distribution server apparatus 200b, with use of the flowcharts in Figs. 18 to 20.
The PC 100 receives designation of content from the user (step S301), and transmits an obtain instruction for the designated content via the Internet 10 to the content distribution server apparatus 200b (step S302).

On the content distribution server apparatus 200b receiving the obtain instruction (step S302), the first authentication unit 211 of the content distribution server apparatus 200b and the first authentication unit 411 of the memory card 400b perform mutual device authentication (step 303, step S304).

When authentication succeeds (step S305), the distribution public key obtaining unit 212 outputs a distribution public key obtain instruction to the distribution public key storage unit 412 of the memory card 400b (step S307 to step S308).

When authentication succeeds (step S306), the distribution public key storage unit 412 receives the distribution public key obtain instruction (step S308), reads the distribution public key (step S309), and outputs the read distribution public key to the distribution public key obtaining unit 212 via the Internet 10 (step S310 to step S311).

Next, the hash unit 220 reads the usage condition data, applies the hash function F1 to the read usage condition data, to generate a digest (step S312), and writes the generated digest to the distribution data storage unit 202 (step S313).

Next, the elliptic curve encryption unit 214 combines and then encrypts the title key and the usage using the distribution public key as the key (step S314), and outputs the resulting encrypted combined information to the elliptic curve decryption unit 414 via the Internet 10 and the PC 300 (step S315 to step S316).

The elliptic curve decryption unit 414 decrypts the encrypted combined information (step S317), and writes the title key and the digest to the distribution data storage unit 423 (step S318).

The writing unit 221 reads the usage condition data, and writes the read usage condition data to the distribution data storage unit 423 via the Internet 10 and the PC 300 (step S319 to step S320).

The DES encryption unit 250 encrypts the content (step S322), and outputs the encrypted content to the first storage area 432 via the Internet 10 and the PC 300 (step S323 to step S324). The first storage area 432 stores the encrypted content (step S325).

Next, the hash unit 420 reads the usage condition data from the distribution data storage unit 423, applies the hash function F1 to the read usage condition data, to generate a digest, and outputs the generated digest to the comparison unit 421 (step S326). Then, the comparison unit 421 reads the digest from the distribution data storage unit 423 and receives the digest from the hash unit 420, judges whether the read digest and the received digest match or not, and outputs judgement information showing whether the digests match or not to the conversion unit 416. The conversion unit 416 receives the judgement information from the comparison unit 421. When the judgement information shows that the digests match (step S327), the conversion unit 416 reads the title key and the usage condition data from the distribution data storage unit 423, and writes the read title key and usage condition data to the recording data storage unit 422 in the stated order (step S328). Then, the DES encryption unit 419 encrypts the title key and the usage condition data stored in the recording data storage unit 422 (step S329), and writes the re-encrypted title key and the re-encrypted usage condition data to the second storage area 431 (step S330).

When the judgement information shows that the digests do not match (Step S327), the conversion unit 416 does nothing, and the processing ends.

Next, the elliptic curve encryption unit 214 decrypts the encrypted title key and usage condition data in the tamper-proof module unit of the recording medium apparatus, hacking by a dishonest third party is made difficult.

As has been described, by performing decryption and re-encryption (decryption conversion) of the encrypted title key and usage condition data in the tamper-proof module unit of the recording medium apparatus, hacking by a dishonest third party is made difficult.

The following describes a digital work protection system 100c (not illustrated) as yet another embodiment of the present invention.

The digital work protection system 100c has the same construction as the digital work protection system 100, except that the digital work protection system 100c has a content distribution server apparatus 200c instead of the content distribution server apparatus 200, and a memory card 400c instead of the memory card 400. The following description focuses on the characteristics unique to the digital work protection system 100c.

The following describes a digital work protection system 100c (not illustrated) as yet another embodiment of the present invention.

The content distribution server apparatus 200c, in addition to the constituent elements of the content distribution server apparatus 200, includes, as shown in Fig. 21, a key storage unit 261, an information storage unit 262, a hash unit 263, an encryption unit 264, and a transmission/reception unit 265.
The information storage unit 262 stores an update module in advance. The update module is information for updating computer programs, data, and the like included in the tamper-proof module unit of the memory card. Specifically, the update module is for updating the encryption method, decryption method, and conversion method included in the tamper-proof module.

The key storage unit 261 stores a judgement key in advance. The judgement key is information that is 64 bits in length.

The hash unit 263 reads the update module from the information storage unit 262, applies a hash function F2 to the read update module to generate a first hash value, and outputs the generated first hash value to the encryption unit 264.

The encryption unit 264 reads the judgement key from the key storage unit 261, and receives the first hash value from the hash unit 263. Then, the encryption unit 264 applies an encryption algorithm E5 to the received first hash value using the read judgement key, to generate and encrypted hash value, and transmits the generated encrypted hash value to a decryption unit 462 (described later) of the memory card 400c via the Internet 10 and the PC 300.

The transmission/reception unit 265 reads the update module from the information storage unit 262, and transmits the read module to a transmission/reception unit 463 (described later) of the memory card 400c via the Internet 10 and the PC 300.

The memory card 400c includes a tamper-proof module unit 410c instead of the tamper-proof module unit 410. The tamper-proof module unit 410c, in addition to the compositional elements of the tamper-proof module unit 410, includes a key storage unit 461, the decryption unit 462, a transmission/reception unit 463, a hash unit 464, a judgement unit 465, and an updating unit 466.

The key storage unit 461 stores a judgement key in advance. The judgement key is information that is 64 bits in length, and is the same as the judgement key stored by the key storage unit 261.

The decryption unit 462 receives the encrypted hash value from the content distribution server apparatus 200c via the Internet 10 and the PC 300, and reads the judgement key from the key storage unit 461. Then, the decryption unit 462 applies a decryption algorithm D5 to the received encrypted hash value using the read judgement key, to generate a first hash value, and outputs the generated first hash value to the judgement unit 465.

Here, the decryption algorithm D5 is an algorithm for performing the conversion that is the inverse of the encryption algorithm E5.

The transmission/reception unit 463 receives the update module from the content distribution server apparatus 200c via the Internet 10 and the PC 300, and outputs the received update module to the hash unit 464 and the updating unit 466.

The hash unit 464 receives the update module from the transmission unit 463, applies the hash function F2 to the received update module to generate a second hash value, and outputs the generated hash value to the judgement unit 465.

The judgement unit 465 receives the first hash value from the decryption unit 462, and receives the second hash value from the hash unit 464. Then, the judgement unit 465 judges whether the received first hash value and the received second hash value match or not, and outputs judgement information showing whether the two hash values match or not to the updating unit 466.

The updating unit 466 receives the update module from the transmission/reception unit 463, and receives the judgement information from the judgement unit 465.

When the judgement information shows that the two hash values match, the updating unit 466 updates the computer program or the data stored in the
tamper-proof module unit 410c, using the received update module.

3.3 Operations of the digital work protection system 100c

[0217] The following describes the operations in the digital work protection system 100c when a computer program or data included in the tamper-proof module 410c of the memory card 400c is updated, with use of the flowchart in Fig. 22.

[0218] In the content distribution server apparatus 200c, the hash unit 263 reads the update module from the information storage unit 262, applies a hash function F2 to the read update module to generate a first hash value, and outputs the generated first hash value to the encryption unit 264 (step S401). The encryption unit 264 encrypts the title key and usage condition data using the obtained first hash value, and outputs the generated encrypted content to the decryption unit 264 of the memory card 400c via the Internet 10 and the PC 300. The transmission/reception unit 265 reads the update module from the information storage unit 262, and transmits the read module to the transmission/reception unit 463 of the memory card 400c via the Internet 10 and the PC 300 (step S403, step S404).

[0219] In the memory card 400c, the decryption unit 462 receives the encrypted hash value from the content distribution server apparatus 200c via the Internet 10 and the PC 300, and the transmission/reception unit 463 receives the update module from the content distribution server apparatus 200c via the Internet 10 and the PC 300 (step S403, step S404). Next, the decryption unit 462 decrypts the received encrypted content using the received first hash value from the decryption unit 264, applying an encryption algorithm E5 to the received first hash value using the read judgement key, to generate an encrypted hash value (step S402). Then, the encryption unit 264 transmits the generated encrypted hash value to the decryption unit 462 of the memory card 400c via the Internet 10 and the PC 300. The transmission/reception unit 265 reads the update module from the information storage unit 262, and transmits the read module to the transmission/reception unit 463 of the memory card 400c via the Internet 10 and the PC 300 (step S401). The encryption unit 264 encrypts the title key and usage condition data using the obtained first hash value, and outputs the generated encrypted content to the decryption unit 264 of the memory card 400c via the Internet 10 and the PC 300 (step S403, step S404).

[0220] When the received judgement information shows that the two hash values do not match (step S407), the updating unit 466 does nothing, and the processing ends.

3.6 Conclusion

[0221] A conventional system uses a predetermined distribution data format and a predetermined distribution encryption method to encrypt the title key and the usage condition data, and after decrypting the encrypted title key and usage condition data in the user's computer, re-encrypts the title key and usage condition data and records the re-encrypted title key and usage condition data to a recording medium apparatus using a predetermined recording data format and predetermined recording encryption method.

[0222] However, when encryption conversion and data format conversion that conventionally are performed in the computer are performed in the tamper-proof modules of the recording medium apparatus, the tamper-proof modules cannot be easily made to treat content that is later generated in compliance with a different distribution encryption method and distribution data format.

[0223] In response to this, it is an object of the present invention to provide a digital work protection system, a recording medium apparatus, server apparatus, and playback apparatus that enable safe updating of a tamper-proof module that performs encryption conversion and format conversion in the recording medium apparatus.

4. Gist of the application on which this application is based

[0224] As has been explained, the present invention is a digital work protection system that treats content that is a digital work. The digital work protection system is composed of a server apparatus, a recording medium apparatus, and a playback apparatus. The server apparatus includes a first encryption unit for encrypting the content in a manner unique to the content to generate encrypted content; and a second encryption unit for, in compliance with a predetermined distribution data format, encrypting usage condition data that expresses conditions for using the content, in a manner unique to the recording medium apparatus, to generate encrypted usage data. The recording medium apparatus includes an obtaining unit for obtaining the encrypted content and the encrypted usage data from the server apparatus; a first storage area for storing the encrypted content obtained by the obtaining unit; a second decryption unit that corresponds to the second encryption unit, and that is for decrypting the encrypted usage condition data obtained by the obtaining unit; a data format conversion unit for converting the usage condition information decrypted by the second decryption unit, from the distribution data format into a predetermined recording data format; a third encryption unit for encrypting the usage data converted by the data format conversion unit, in a man-
ner unique to the recording medium apparatus, to generate re-encrypted usage condition data; and a second storage area for storing the re-encrypted usage condition data. Here, the second decryption unit, the data format conversion unit and the third encryption unit are tamper-proof modules. The playback apparatus includes a reading unit for reading the encrypted content from the first storage area of the recording medium apparatus, and the re-encrypted usage condition data from the second storage area of the recording medium apparatus; a third decryption unit that corresponds to the third encryption unit, and that is for decrypting the re-encrypted usage condition information read by the reading unit; a first decryption unit that corresponds to the first encryption unit, and that is for decrypting the encrypted content read by the reading unit; and a playback unit for reproducing the content decrypted by the first decryption unit, within a scope permitted by the usage condition data decrypted by the third decryption unit.

[0225] Here, the server apparatus further includes a distribution public key obtaining unit for securely obtaining a distribution public key that corresponds to a distribution secret key that is stored in a distribution secret key storage area of the recording medium apparatus and that is unique to the recording medium apparatus. The first encryption unit further encrypts content according to a common key encryption method, using a title key unique to the content, to generate encrypted content; the second encryption unit encrypts the title key and the usage condition data according to a public key encryption method, using the distribution public key obtained by the distribution public key obtaining unit, to generate an encrypted title key and encrypted usage condition data. The recording medium apparatus further includes the distribution secret key storage area for storing the distribution secret key that corresponds to the distribution public key; and a recording medium apparatus unique key storage area for storing the recording medium apparatus unique key that is unique to the recording medium apparatus. The obtaining unit obtains the encrypted content, the encrypted title key and the encrypted usage data from the server apparatus; the second decryption unit decrypts the encrypted title key and the encrypted usage information according to the public key encryption method, using the distribution secret key stored in the distribution secret key storage area. The third encryption unit encrypts the decrypted title key and usage condition data according to the common key encryption method, using the recording medium apparatus unique key stored in the recording medium apparatus unique key storage area, to generate a re-encrypted title key and re-encrypted usage condition data; and in addition to the second decryption unit, the data format conversion unit and the third encryption unit, the distribution secret key storage area and the recording medium apparatus unique key storage area are also tamper-proof modules. The playback apparatus further includes a recording medium apparatus unique key obtaining unit for securely obtaining the recording medium apparatus unique key stored in the recording medium apparatus unique key storage area of the recording medium apparatus. Here, the reading unit reads the re-encrypted title key and the re-encrypted usage condition data from the recording medium apparatus. The third decryption unit decrypts the re-encrypted title key and the re-encrypted usage condition data read by the reading unit, with the recording medium apparatus unique key, according to the common key encryption method. The first decryption unit decrypts the encrypted content, using the title key, according to the common encryption method, and the playback unit plays back the decrypted content within a scope permitted by the usage condition data.

[0226] Here, the second encryption unit in the server apparatus encrypts the title key and usage condition related information according to the public key encryption method, using the distribution public key, to generate an encrypted title key and encrypted usage condition related information. Here, the usage condition related information includes at least one of (a) a usage condition data digest value, and (b) a usage condition key used in encryption and decryption of the usage condition data. When the usage condition related information includes the usage condition data digest value, the second encryption unit generates the usage condition data digest value by applying a hash function to the usage condition data. When the usage condition related information includes the usage condition key, the second encryption unit encrypts the usage condition data according to a common key encryption method, using the usage condition key. The obtaining unit in the recording medium apparatus obtains the encrypted title key and the encrypted usage condition related information from the server apparatus. When the usage condition related information includes only the usage condition data digest value, the obtaining unit further obtains the usage condition data. When the usage condition related information includes the usage condition key, the obtaining unit obtains the encrypted usage condition data. The second decryption unit decrypts the encrypted title key and the encrypted usage condition related information according to the public key encryption method, using the distribution secret key. When the decrypted usage condition related information includes the usage condition key, the second decryption unit decrypts the encrypted usage condition data according to the common key method, using the usage condition key, to obtain usage condition data. When the usage condition related information includes the usage condition data digest value, the second decryption unit applies the hash function to the usage condition data to generate a usage condition data reference value, and judges whether the reference value and the usage condition data digest value included in the usage condition related information match.

[0227] Here, the recording medium apparatus and the server apparatus each further respectively include a first
authentication unit. Before the server apparatus obtains the distribution public key from the recording medium apparatus, or before the recording medium apparatus obtains the encrypted title key and the encrypted usage condition data from the server apparatus, the first authentication unit of the server apparatus authenticates the recording medium apparatus, and the first authentication unit of the recording medium apparatus authenticates the server apparatus. When both authentications succeed, the server apparatus obtains the distribution public key from the recording medium apparatus, or the recording medium apparatus obtains the encrypted title key and the encrypted usage condition data.

[0228] Here, the recording medium apparatus and the playback apparatus each further respectively include a second authentication unit. Before the playback apparatus obtains the medium unique key from the recording medium apparatus, or before the recording medium apparatus reads the encrypted title key and the encrypted usage condition data from the playback apparatus, the second authentication unit of the playback apparatus authenticates the recording medium apparatus, and the second authentication unit of the recording medium apparatus authenticates the playback apparatus. When both authentications succeed, the recording medium apparatus obtains the medium authentic key from the recording medium apparatus, or the playback apparatus reads the encrypted usage condition data from the recording medium apparatus.

[0229] Here, when the distribution secret key of the recording medium apparatus is exposed, the server apparatus registers the distribution public key corresponding to the distribution secret key on a revoke list, and prohibits encrypting of the tile key and the usage condition data encrypted using the registered distribution public key, and provision thereof to the recording medium apparatus.

[0230] Here, the usage condition data includes information for controlling the number of times the content is played back, information for controlling a period in which the content is played back, or information for controlling the accumulated playback time of the content.

[0231] Here, the tamper-proof modules may be composed of tamper-proof hardware or tamper-proof software, or a combination of both.

[0232] Furthermore, the present invention is a recording medium apparatus for recording content that is a digital work, including: an obtaining unit for obtaining encrypted content and encrypted usage condition data; a first storage area for storing the obtained encrypted content; a second decryption unit for decrypting the obtained encrypted usage condition data; a data format conversion unit for converting the decrypted usage condition data from a predetermined distribution data format to a predetermined recording data format; a third encryption unit for encrypting the converted decrypted usage condition data in a manner unique to the recording medium apparatus, to generate re-encrypted usage condition data; and a second storage area for storing the re-encrypted usage condition data. Here, the second decryption unit, the data format conversion unit and the third encryption unit are tamper-proof modules.

[0233] Here, the recording medium apparatus further includes a distribution secret key storage area for storing a distribution secret key that corresponds to the distribution public key; and a recording medium apparatus unique key storage area for storing the recording medium apparatus unique key that is unique to the recording medium apparatus. The obtaining unit obtains the encrypted content, the encrypted title key and the encrypted usage data from the server apparatus. The second decryption unit decrypts the encrypted title key and the encrypted usage information according to the public key encryption method, using the distribution secret key stored in the distribution secret key storage area. The third encryption unit encrypts the decrypted title key and usage condition data according to the common key encryption method, using the recording medium apparatus unique key stored in the recording medium apparatus unique key storage area, to generate a re-encrypted title key and re-encrypted usage condition data. In addition to the second decryption unit, the data format conversion unit and the third encryption unit, the distribution secret key storage area and the recording medium apparatus unique key storage area are also tamper-proof modules.

[0234] Here, the obtaining unit of the recording medium apparatus obtains the encrypted title key and the encrypted usage condition related information from the server apparatus. When the usage condition related information includes only the usage condition data digest value, the obtaining unit further obtains the usage condition data. When the usage condition related information includes the usage condition key, the obtaining unit obtains the encrypted usage condition data, and the second decryption unit decrypts the encrypted title key and the encrypted usage condition related information according to the public key encryption method, using the distribution secret key. When the usage condition key is included in the decrypted usage condition related information, the second decryption unit decrypts the encrypted usage condition data according to the common key method, using the usage condition key, to obtain the usage condition data. When the usage condition data digest value is included in the usage condition related information, the second decryption unit applies the hash function to the usage condition data to generate a usage condition data reference digest value, and judges whether the reference digest value matches the usage condition data digest value included in the usage condition related information.

[0235] Here, the recording medium apparatus further includes a first authentication unit and a second authentication unit. Before the distribution public key is obtained by the server apparatus, or before the recording medium obtains the encrypted title key and the encrypt-
ed usage condition data from the server apparatus, the first authentication unit of the server apparatus authenticates the recording medium apparatus, and the first authentication unit of the recording medium apparatus authenticates the server apparatus. When both authentications succeed, the distribution public key is obtained by the server apparatus from the recording medium apparatus, or the recording medium apparatus obtains the encrypted title key and the encrypted usage condition data. Before the medium unique key is obtained by the playback apparatus from the recording medium apparatus, or before the encrypted title key and the encrypted usage condition information are read from the recording medium apparatus by the playback apparatus, the second authentication unit of the playback apparatus authenticates the recording medium apparatus, and the second authentication unit of the recording medium apparatus authenticates the playback apparatus. When both authentications succeed, the medium unique key is obtained by the playback apparatus, or the encrypted usage condition related information is read from the recording medium apparatus.

[0236] Here, when there is a change in the distribution data format or the recording data format, the tamper-proof module that is the data format conversion unit of the recording medium apparatus is updated.

[0237] Here, when there is a change in the encryption method used by the second decryption unit or the encryption method used by the third encryption unit of the recording medium apparatus, the tamper-proof module that is the second decryption unit or the third encryption unit is updated.

[0238] Here, the recording medium apparatus further includes a tamper-proof module judgement unit for judging the authenticity of a tamper-proof module to be updated. When the tamper-proof module unit judges a tamper-proof module to be authentic, the tamper-proof module is updated.

[0239] Here, the second decryption unit of the recording medium apparatus is made able to select for decryption an encryption method from amongst a plurality of encryption methods, and the third encryption unit selects one encryption method from amongst the plurality of encryption methods.

[0240] Here, the distribution key storage area of the recording medium apparatus stores a plurality of distribution secret keys, and the second decryption unit selects for use one of the plurality of distribution secret keys.

[0241] Here, the tamper-proof modules may be composed of tamper-proof hardware or tamper-proof software, or a combination of both.

[0242] Furthermore, the present invention is a server apparatus for providing content that is a digital work to a recording medium apparatus, including: a first encryption unit for encrypting the content in a manner unique to the content to generate encrypted content; and a second encryption unit for, in compliance with a predetermined distribution data format, encrypting usage condition data that expresses conditions for using the content, in a manner unique to the recording medium apparatus, to generate encrypted usage data.

[0243] Here, the server apparatus further includes a distribution public key obtaining unit for securely obtaining a distribution public key that corresponds to a distribution secret key that is stored in a distribution secret key storage area of the recording medium apparatus and that is unique to the recording medium apparatus. The first encryption unit further encrypts content according to a common key encryption method, using a title key unique to the content, to generate encrypted content; the second encryption unit encrypts the title key and the usage condition data according to a public key encryption method, using the distribution public key obtained by the distribution public key obtaining unit, to generate an encrypted title key and encrypted usage condition data.

[0244] Here, the second encryption unit in the server apparatus encrypts the title key and usage condition related information according to the public key encryption method, using the distribution public key, to generate an encrypted title key and encrypted usage condition related information. Here, the usage condition related information includes at least one of (a) a usage condition data digest value, and (b) a usage condition key used in encryption and decryption of the usage condition data. When the usage condition related information includes the usage condition data digest value, the second encryption unit generates the usage condition data digest value by applying a hash function to the usage condition data. When the usage condition related information includes the usage condition key, the second encryption unit encrypts the usage condition data according to a common key encryption method, using the usage condition key.

[0245] Here, the server apparatus further includes a first authentication unit. Before the server apparatus obtains the distribution public key from the recording medium apparatus or before the encrypted title key and the encrypted usage condition data are obtained by the recording medium apparatus, the first authentication unit of the server apparatus authenticates the recording medium apparatus, and the first authentication unit of the recording medium apparatus authenticates the server apparatus. When both authentications succeed, the server apparatus obtains the distribution public key from the recording medium apparatus, or the encrypted title key and the encrypted usage condition data are obtained from the server apparatus by the recording medium apparatus.

[0246] Here, when the distribution secret key of the recording medium apparatus is exposed, the second encryption unit of the server apparatus registers the distribution public key corresponding to the distribution secret key on a revoke list, and prohibits encryption of the recording medium apparatus of the tile key and the us-
age condition data using the registered distribution public key, and provision thereof to the recording medium apparatus.

Further, the present invention is a playback apparatus for reading content that is a digital work from a recording medium apparatus, and reproducing the read content, including: a reading unit for reading encrypted content from the first storage area of the recording medium apparatus, and re-encrypted usage condition data from a second storage area of the recording medium apparatus; a third decryption unit that corresponds to a third encryption unit of the recording medium apparatus, and that is for decrypting the re-encrypted usage condition information read by the reading unit; a first decryption unit that corresponds to a first encryption unit of the server apparatus, and that is for decrypting the encrypted content read by the reading unit; and a playback unit for reproducing the content decrypted by the first decryption unit, within a scope permitted by the usage condition data decrypted by the third decryption unit.

Here, the playback apparatus further includes a recording medium apparatus unique key obtaining unit for securely obtaining the recording medium apparatus unique key stored in a recording medium apparatus unique key storage area of the recording medium apparatus. Here, the reading unit reads the re-encrypted title key and the re-encrypted usage condition data from the recording medium apparatus. The third decryption unit decrypts the re-encrypted title key and the re-encrypted usage condition data read by the reading unit, with the recording medium apparatus unique key, according to the common key encryption method. The first decryption unit decrypts the encrypted content, using the title key, according to the common encryption method. Then the playback unit plays back the decrypted content within a scope permitted by the usage condition data.

Here, the playback apparatus and the recording medium apparatus further respectively include a second authentication unit. Before the playback apparatus obtains the medium unique key from the recording medium apparatus, or before the encrypted title key and the encrypted usage condition data are read from the playback apparatus by the recording medium apparatus, the second authentication unit of the playback apparatus authenticates the recording medium apparatus, and the second authentication unit of the recording medium apparatus authenticates the playback apparatus. When both authentications succeed, the recording medium apparatus obtains the medium unique key from the recording medium apparatus, or the encrypted usage condition data is read from the playback apparatus by the recording medium apparatus.

The usage condition data includes information for controlling the number of times the content is played back, or information for controlling a period in which the content is played back, or information for controlling the accumulated playback time of the content.

As is clear from the above description, in the digital work protection system, recording medium apparatus, server apparatus, and playback apparatus of the present invention, since decryption and re-encryption (decryption conversion) of the encrypted title key and usage condition data are performed in the tamper-proof module unit of the recording medium apparatus, hacking is made very difficult for a dishonest third party.

Furthermore, it is also possible to safely update the tamper-proof module that performs encryption conversion and format conversion in the recording medium apparatus.

5. Modifications

The digital work protection system of the present invention is not limited to the described embodiments. The following structures are also possible.

(1) Other encryption techniques may be used instead of the use of DES and elliptic curve encryption as encryption algorithms described in the embodiments.

(2) The embodiments describe purchased content having usage conditions being stored on the memory card, and the content played back from the memory card, however, whether the content is purchased it is not essential to the present invention. For example, the same procedures may be used for free trial content that has usage conditions.

(3) The recording medium apparatus in which the content is stored is not limited to the memory card described in the embodiments, but may be another type of recording medium.

(4) In the embodiments the whole of the content is encrypted, but it is possible to encrypt only part of the content.

(5) Usage condition data is not limited to being appended to each content as described in the embodiments.

For example, the usage condition data may indicate purchasing of up to 100 pieces of music data per month. In this case, a possible structure is one in which the usage condition judgement unit does not permit playback of the content recorded in the storage area of the memory card once the monthly contract has been ended.

(6) It is not necessary for usage condition data to be appended to the content as described in the embodiments. The present invention is applicable even without usage content data.

(7) If the memory card's distribution secret key is exposed, the content server apparatus may register the distribution public key corresponding to the distribution secret key on a revoke list, and prohibit provision to the memory card of the title key and so on that have been encrypted using the registered distribution public key.
(8) The memory card's tamper-proof module unit may include tamper-proof hardware or tamper-proof software, or a combination of both.

(9) A structure is possible in which when the distribution data format or the recording data format is changed, the tamper-proof module that composes the data format conversion unit of the memory card is updated.

(10) A structure is possible in which when the encryption method (elliptic curve, DES, etc.) used by the content distribution server apparatus is changed or an additional method added, or when it is necessary to update or add to the encryption methods used in the tamper-proof modules of the memory card in correspondence with an additional method, the tamper-proof modules are updated.

(11) In (9) or (10), a structure is possible in which the memory card includes a tamper-proof module judgement unit for judging the authenticity of a tamper-proof module to be updated, and the tamper-proof module updated only when it is judged to be authentic.

(12) A structure is possible in which the memory card is provided with a plurality of encryption methods in advance, one method is selected from amongst the plurality of methods, and encryption and decryption are performed using the selected method.

(13) A structure is possible in which the memory card stores a plurality of distribution secret keys in advance, and the elliptic curve decryption unit uses one key selected from among the distribution secret keys.

(14) The digital work protection system described in the embodiments is not limited to including a headphone stereo. For example, instead of a headphone stereo, the system may include a mobile telephone, an L-mode landline telephone, a mobile information terminal apparatus, a personal computer, or an electrical appliance such as a television that connects to the Internet. Such playback apparatuses play back digital works such as music, movies, electronic books, and game programs.

Furthermore, the content distribution server 200 and the PC 300 are not limited to being connected via the Internet 30, but may instead be connected via, for example, the Internet and a mobile telephone network. Furthermore, a broadcast apparatus may be connected to the content distribution server, information such as content broadcast on a broadcast wave, and the electrical appliance such as a television may receive the broadcast wave, and extract the various types of information from the received broadcast wave.

(15) The present invention may be methods shown by the above. Furthermore, the methods may be a computer program realized by a computer, and may be a digital signal of the computer program.

Furthermore, the present invention may be a computer-readable recording medium apparatus such as a flexible disk, a hard disk, a CD-ROM (compact disk-read only memory), and MO (magneto-optical), a DVD-ROM (digital versatile disk-read only memory), a DVD RAM (digital versatile disk-random access memory), or a semiconductor memory, that stores the computer program or the digital signal. Furthermore, the present invention may be the computer program or the digital signal recorded on any of the aforementioned recording medium apparatuses.

Furthermore, the present invention may be the computer program or the digital signal transmitted on an electric communication line, a wireless or wired communication line, or a network of which the Internet is representative.

Furthermore, the present invention may be a computer system that includes a microprocessor and a memory, the memory storing the computer program, and the microprocessor operating according to the computer program.

Furthermore, by transferring the program or the digital signal to the recording medium apparatus, or by transferring the program or the digital signal via a network or the like, the program or the digital signal may be executed by another independent computer system.

(16) The present invention may be any combination of the above-described embodiments and modifications.

Although the present invention has been fully described by way of examples with reference to the accompanying drawings, it is to be noted that various changes and modifications will be apparent to those skilled in the art. Therefore, unless otherwise such changes and modifications depart from the scope of the present inventions, they should be construed as being included therein.

Claims

1. A transmission apparatus that transmits a digital work via a network, the transmitted digital work being written to a portable recording medium apparatus via a reception apparatus, the transmission apparatus comprising:

   a storage unit operable to store in advance original content that is the digital work, and an original content key that is unique to the original content;

   a distribution encryption key obtaining unit operable to obtain a distribution encryption key that is used in digital work distribution;
an encryption unit operable to encrypt the original content using the original content key, to generate encrypted content, and encrypt the original content key using the obtained distribution encryption key, to generate a first encrypted content key; and

a transmission unit operable to transmit the encrypted content and the first encrypted content key via the network.

wherein the storage unit further stores usage condition information that shows conditions for using the digital work, and an original usage condition key that is unique to the usage condition information, the encryption unit further encrypts the original usage condition key using the distribution encryption key, to generate a first encrypted usage condition key, and encrypts the usage condition information using the original usage condition key, to generate first encrypted usage condition information, and the transmission unit further transmits the first encrypted usage condition key and the first encrypted usage condition information via the network.

2. The transmission apparatus of claim 1, wherein the distribution encryption key obtaining unit obtains the distribution encryption key, the distribution encryption key being a public key generated using a public key generation algorithm, and the encryption unit encrypts using the distribution encryption key according to a public key encryption algorithm.

3. The transmission apparatus of claim 2, further comprising:

a revoke list unit that includes an area for recording an invalid distribution encryption key; and

a registration unit operable to, when the distribution decryption key used in generating the distribution encryption key is exposed, write the distribution encryption key to the revoke list unit, and

the distribution key obtaining unit, when the transmission apparatus newly transmits content that is a digital work, obtains a new distribution key, judges whether the obtained distribution key is written in the revoke list unit, and, when the obtained distribution key is written in the revoke list unit, prohibits the encryption unit to encrypt and prohibits the transmission unit to transmit.

4. The transmission apparatus of claim 1, wherein the storage unit further stores usage condition information that shows conditions for using the digital work, and the transmission unit reads the usage condition information from the storage unit, applies a hash algorithm to the read usage condition information, to generate a hash value, and transmits securely the generated hash value and the read usage condition information via the network.

5. The transmission apparatus of claim 1, further comprising:

an authentication unit operable to perform mutual device authentication with the recording medium apparatus,

wherein the distribution encryption key obtaining unit obtains the distribution encryption key from the recording medium apparatus only when the authentication succeeds, the encryption unit encrypts only when the authentication succeeds, and the transmission unit transmits only when the authentication succeeds.

6. The transmission apparatus of claim 1, further comprising:

an update information storage unit operable to store in advance update information for updating a tamper-proof module unit of the recording medium apparatus; and

an update information transmission unit operable to read the update information from the update information storage unit, and transmit the read update information via the network and the reception apparatus to the recording medium apparatus.

7. The transmission apparatus of claim 6, further comprising:

a hash unit operable to read the update information from the update information storage unit, apply a hash algorithm to the read update information, to generate a hash value, and transmit securely the generated hash value via the network and the reception apparatus to the recording medium apparatus.

8. The transmission apparatus of claim 7, wherein the update information includes information for updating in the tamper-proof module unit at least one of (a) an encryption method, (b) a decryption method, and (c) a data conversion method of converting a distribution data format to a recording
data format, and
the update information transmission unit reads the
update information, and transmits the read update information.
### FIG. 6

**Distribution Data Format**

<table>
<thead>
<tr>
<th>Field</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>title key (56 bits)</td>
<td></td>
</tr>
<tr>
<td>usage condition key (56 bits)</td>
<td></td>
</tr>
<tr>
<td>playback count information (16 bits)</td>
<td></td>
</tr>
<tr>
<td>playback period information (64 bits)</td>
<td></td>
</tr>
<tr>
<td>playback accumulated time information (32 bits)</td>
<td></td>
</tr>
</tbody>
</table>

**Usage Condition Data**

### FIG. 7

**Recording Data Format**

<table>
<thead>
<tr>
<th>Field</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>title key (56 bits)</td>
<td></td>
</tr>
<tr>
<td>playback count information (16 bits)</td>
<td></td>
</tr>
<tr>
<td>playback period information (64 bits)</td>
<td></td>
</tr>
<tr>
<td>playback accumulated time information (32 bits)</td>
<td></td>
</tr>
</tbody>
</table>
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### FIG. 16

**distribution data format**
- title key (56 bits)
- digest (64 bits)
- playback count information (16 bits)
- playback period information (64 bits)
- playback accumulated time information (32 bits)

**usage condition data**

### FIG. 17

**recording data format**
- title key (56 bits)
- playback count information (16 bits)
- playback period information (64 bits)
- playback accumulated time information (32 bits)

**usage condition data**
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