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Description

BACKGROUND OF THE INVENTION

1. Field of the Invention

[0001] This invention relates to a communication system, particularly to a communication system capable of making direct connections among communication apparatuses.

2. Description of the Prior Art

[0002] There has been conventionally a personal computer (PC) communication system as a communication system. The configuration of the personal computer communication is shown in FIG. 28. The communication system has a host computer 105, and PCs 107 serving as communication terminals.

[0003] The host computer 105 offers an environment for smooth communication among users through meeting rooms and billboards provided for various topics. Users operate the PCs 107 to gain access to the host computer 105.

[0004] For example, a user can express his or her opinion about interesting remarks appearing on the billboard. To do so, the user prepares own opinion on his or her PC 107 and uploads it to the host computer 107. The user who uploaded the opinion can check if someone has uploaded an opinion on his or her opinion.

[0005] In this way, users can interact using the host computer 105 as a forum for exchanging views.

[0006] However, the conventional communication system has problems as described below. It is one of the problems that, for the communication between the users the host computer 105 is always present between them.

[0007] The remarks made by the users are accumulated and laid open on the host computer 105. This means that the host computer 105 is required of a very large memory capacity and a high degree of processing ability. The wider the communication network, the more serious the requirement, because the number of users increases and the number of opinions also increases as the communication network becomes wider.

[0008] Another problem is that the host computer usually requires a supervisor to perform check and maintenance of the host computer 105. The supervisor coordinates the opinions in the meeting room, etc. to make communications smooth among the users. In the case a remark is made to abuse or slander a specific person, the supervisor may also delete such a remark. The authority of the supervisor has one aspect of making communication smooth and at the same time the other aspect of hindering free exchange of views.

[0009] Thus, the network having the host computer 105 as the center thereof has the problems of capacity, ability, and possible hindrance in free exchange of views.

[0010] It is known from US-A-5,796,395 to provide a server having a database containing information regarding a number of users who access the server using client computers via communication links. Information such as nicknames, post codes or e-mail addresses to be used as an identifier to identify the users is stored on the database as well as information that describes user profiles including hobbies, etc. Registered users may search the database and retrieve this information on other users.

[0011] A concern of the invention is to provide a network system capable of solving the problems above without applying excessive load to the host computer and enabling users to exchange views freely.

[0012] Aspects of the invention are set out in the appended independent claims.

[0013] A communication network system according to an embodiment comprises at least a host device, a first communication device, and a second communication device; the first communication device sending to the second communication device, primary connection information for identifying the operator of the first communication device or the first communication device itself, excluding the primary connection information; and the second communication device

storing and retaining the primary connection information and the identity information received from the first communication device; at the time of connection from the next time on, displaying the identity information to the operator but not displaying the primary connection information; and calling up the first communication device according to the primary connection information corresponding to the identity information selected.

[0014] A method of the embodiment for network communication through a network communication system having at least a host device, a first communication device, and a second communication device, is comprised in that:

the first communication device sends to the host device, primary connection information for connecting to the first communication device, and major identity
information for identifying the operator of the first communication device or the first communication device itself, excluding the primary connection information,
the host device stores and retains the primary connection information and the major identity information received from the first communication device,
the host device prevents the primary connection information from being disclosed to users of the communication devices trying to gain access to the host device,
the host device discloses the major identity information to the users,
the primary information corresponding to the major identity information selected from the second communication device is sent to the second communication device, and
the second communication device is connected to the first communication device according to the primary connection information received.

[0015] Although the features of the invention are broadly described above, the configuration and contents of the invention together with its object and features will be clearer understood from the following disclosure in reference to the appended drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

[0016]

FIG. 1 is a functional block diagram, showing an embodiment of a network communication system according to the invention.
FIG. 2 shows a hardware arrangement of the network communication system shown in FIG. 1 embodied by the use of a host computer 23 and PCs 25.
FIG. 3 shows the hardware arrangement of the PC 25 shown in FIG. 2.
FIG. 4 shows the hardware arrangement of the host computer 23 shown in FIG. 2.
FIG. 5 shows the operation of generating an identification by means of the PC 25.
FIG. 6A shows an identification input screen.
FIG. 6B shows a message input screen.
FIG. 7A shows a flow chart for processing a program stored in an HDD 33 by means of the PC 25.
FIG. 7B shows a flow chart for processing a program stored in an HDD 53 by means of the host computer 23.
FIG. 8 shows phone numbers and self-introduction information stored in the HDD 53 of the host computer 23.
FIG. 9A shows an initial screen of a meeting displayed on the host computer 23.
FIG. 9B shows an initial screen displayed on the host computer 23.
FIG. 10A shows a flow chart for obtaining the identification of the PC 25a.
FIG. 10B shows a flow chart for obtaining the identification of the PC 25b.
FIG. 11 shows an example of data structure of phone book (telephone directory) information.
FIG. 12 shows an example of user interface of a phone book.
FIG. 13A shows the operation of a PC on the connecting side when PCs are directly interconnected.
FIG. 13B shows the operation of a PC on the connected side when PCs are directly interconnected.
FIG. 14 shows an authentication process.
FIG. 15 shows an authentication process.
FIG. 16A shows the operation of a PC on the authentication requesting side.
FIG. 16B shows the operation of a PC on the authentication giving side.
FIG. 17 shows a dialogue displayed when an operator is required of a decision if an authentication is to be given or not.
FIG. 18 shows changes in the phone book information as a result of obtaining an authentication.
FIG. 19 shows a display 37 displaying the correlation with other persons according to correlation information.
FIG. 20A shows the operation of a CPU 31 when graphics images are displayed.
FIG. 20B shows the operation of the CPU 31 when correlation information is arranged together.
FIG. 21 shows graphics images appearing on the display 37 when the intended information is "people in their twenties."
FIG. 22 shows graphics images appearing on the display 37 when the intended information is "men."
FIG. 23 shows a data structure of correlation information possessed by a person B.
FIG. 24 is a graphical screen of correlation information possessed by the person.
FIG. 25 shows a data structure of new correlation information produced by arranging together.
FIG. 26 is a graphical screen on the display 37 of correlation information shown in FIG. 25.
FIG. 27 is a graphical screen when the intended information is "women living in Osaka."
FIG. 28 shows a conventional network communication system.
FIG. 29 shows a hardware arrangement of a network communication system as a second embodiment of the invention using a host device 73 and a cellular phone 75.
FIG. 30 shows a hardware arrangement of the cellular phone 75 shown in FIG. 29.
FIG. 31 shows a hardware arrangement of the host device 73 shown in FIG. 29.
FIG. 32A shows a screen in which the identification of the cellular phone 75 is displayed.
FIG. 32B shows a message input screen of the cellular phone 75.
FIG. 33A shows an example of phone book screen of the cellular phone 75.
FIG. 33B shows an example of phone book screen of the cellular phone 75.

DESCRIPTION OF PREFERRED EMBODIMENTS

1. First Example of implementing the invention

1.1 Functional Block Diagram

[0017] A network communication system of the invention will be described in reference to FIG. 1 which shows a block diagram of a network communication system 1 including a host device 3, a first communication device 5, and a second communication device 7.

[0018] The first communication device 5 includes a primary connection information generating means 11, an identity information generating means 12, a major identity information generating means 13, and a transmitting means 14. The second communication device 7 includes a receiving means 15, a storage means 16, a display means 17, a selecting means 18, and a connecting means 19.

[0019] The host device 3 stores and retains the primary connection information and major identity information it has received from the second communication device, prevents the primary connection information from being disclosed to users of the communication devices trying to gain access to the host device, discloses the major identity information to the users, and transmits the primary connection information corresponding to the major identity information selected by the first communication device 5 to the first communication device 5.

[0020] The first communication device 5 generates the primary connection information generating means 11 for generating primary connection information for making connection to the first communication device 5, the identity information generating means 12 for generating the identity information for identifying the operator of the communication device excluding the primary connection information, and a transmitting means 14 for transmitting the primary connection information and the identity information to other communication devices.

[0021] Further, the first communication device 5, when it prefers direct calls from the second communication device from the next time on, transmits to the second communication device the primary connection information for connecting to the communication device, and the information for identifying the communication device excluding the primary connection information.

[0022] It also includes the major identity information generating means 13 for generating the major identity information for identifying the operator or the communication device excluding the primary connection information, and the transmitting means 14 for transmitting the primary connection information and the major identity information to the host device.

[0023] It also transmits the primary connection information for connecting to the communication device and the major identity information for identifying the operator or the communication device excluding the primary connection information to the host device.

[0024] It also displays in a visible form the information on correlation between itself and other communication devices directly connected to it.

[0025] It also receives correlation information from other communication devices having such information and directly connected to it, arranges together the correlation information itself has and the received correlation information to form new correlation information, and displays the new correlation information in a visible form.

[0026] When any correlation information is selected from the correlation information, it also displays only the selected correlation information in a visible form.

[0027] The second communication device includes a receiving means 15 for receiving the primary connection information for connecting to other communication devices and the identity information for identifying the operator of the communication device or the communication device itself excluding the primary connection information, a storing and retaining means 16 for storing and retaining the primary connection information and the identity information received, a display means 17 for displaying the identity information and not displaying the primary connection information to the operator from the next time of connection on, a selecting means 18 for selecting specific identity information, and a connecting means 19 for connecting to a communication device corresponding to the identity information and the primary connection information according to the primary connection information corresponding to the identity information selected.

[0028] Also the second communication device 7 stores and retains the primary connection information and the identity information received from the first communication device 5, displays the identity information to the operator, does not display the primary connection information from the next time of connection on, and calls up the first communication device 5 according to the primary connection information corresponding to the identity information selected.

[0029] Also the second communication device 7 is capable of transmitting the primary connection information and the identity information received from other communication devices to communication devices other than that corresponding to the primary connection information.

[0030] In the case the primary connection information and the identity information received from other communication device does not correspond to the communication device, a connection is made to a communication device that corresponding to the received primary connection information and receives from the connected communication device an authentication “the primary connection information and the identity information may be
transmitted to other communication devices, and only after obtaining the authentication it can transmit the received primary connection information and the identity information to other communication devices.

0031 It also displays in a visible form the correlation between itself and the communication device directly connected to it.

0032 It also receives from other directly connected communication device the correlation information the communication device has, arranges the information together with the correlation information itself has, produces new correlation information, and displays the correlation information in a visible form.

0033 If any correlation information is selected from the correlation information, it displays only the selected correlation information in a visible form.

0034 Here, the phrase "primary connection information" refers to the information for connecting to a certain communication device. To put it concretely, it is for example a phone number, an IP address, etc.

0035 The phrase "identity information" refers to the information for identifying the operator of a communication device or the communication device excluding the primary connection information. Concretely for example, it is a name, sex, age, occupation, company name, self-introduction, etc.

0036 The phrase "major identity information" refers to the major information for identifying the operator of a communication device or the communication device excluding the primary connection information. Concretely for example, it is a name, sex, age, occupation, etc.

0037 The phrase "correlation information" refers to the information indicating which of other communication devices a communication device is connected on the network communication system.

0038 This arrangement is economically advantageous because it does not require a high performance, large capacity host device. It also provides a higher freedom in information exchange.

0039 Network security is improved by the use of this communication device. Similarly to the human society, the circle of acquaintances can be widened also in the network community.

0040 An authentication can be given in such a simple operation as whether or not other communication device is to be connected.

0041 The device can easily learn the partner it has connected.

0042 The device that has made the connection can also visually confirm the device itself, so the connection relation can be recognized in a wider perspective.

0043 Furthermore, information on which route should be followed to reach the communication device can be easily obtained.

0044 Mutual communication can be established without being intermediated with a host device.

1.2 Hardware Constitution

0045 The hardware arrangement of the network communication system shown in FIG. 1 is shown in FIG. 2. The network communication system 1 has a host computer 23 corresponding to the host device 3 in FIG. 1, and personal computers (PCs) 25 corresponding to the first and second communication devices 5 and 7 in FIG. 1.

0046 The host computer 23 and each of the PCs 25 are interconnected through ISDN lines. Incidentally, the state of connection between the PCs 25 is shown in FIG. 2 only partially for simplicity.

0047 Next, the hardware arrangement of the PC 25 is shown in FIG. 3. The PC 25 includes a main body 30 including a CPU 31 and a memory 32. The PC 25 also has external devices connected to the main body 30: an HDD 33, a mouse 34, a keyboard 35, a camera 36, a display 37, a terminal adapter (TA) 38, a DSU 39, and a CD-ROM drive 40.

0048 In the HDD 33 is stored a communication program installed from a CD-ROM 41 through the CD-ROM drive 40 in the main body 30. The CPU 31 executes the communication program, stored in the HDD 33, through the memory 32.

0049 The PC 25 receives instructions of an operator through the mouse 34 and the keyboard 35. A picture of the operator is taken in as graphics data through the camera 36.

0050 The PC 25 shows the image processed with the CPU 31 on the display 37 for the operator. The PC 25 is connected to the ISDN line through the TA 38 and the DSU 39.

0051 By the way, the communication program recorded in the CD-ROM 41 is used for executing the flow charts shown in FIGs. 5, 7A, 10A, 13A, 13B, 16A, 16B, 20A, and 20B.

0052 Here, the correlation of components in the functional block diagram in FIG. 1 with the components in the PC 25 in FIG. 3 will be described. The primary connection information generating means 11 corresponds to the CPU 31; the identity information generating means 12 to the CPU 31, mouse 34, keyboard 35, and camera 36; the major identity information generating means 13 to the CPU 31; and the transmitting means 14 to the CPU 31, terminal adapter 38, and DSU 39, respectively.

0053 The receiving means 15 corresponds to the CPU 31, terminal adapter 38, and DSU 39; storing and retaining means 16 to the memory 32 and the HDD 33; the display means 17 to the display 37; the selecting means 18 to the mouse 43 and keyboard 35; the connecting means 19 to the CPU 31, terminal adapter 38, and DSU 39, respectively.

0054 Next, the correlation between the components mentioned in the claims and those of the PC 23 shown in FIG. 3 will be described. The identity information retaining means corresponds to the CPU 31, memory 32, HDD 33, mouse 34, keyboard 35, camera 36, TA 38, DSU 39, and CD-ROM drive 40; and the identity infor-
1.3 Identification and Self-introduction Information

Next, the process of making the identification as identity information will be described. The identification is made up of image information such as a portrait, and character information such as the name, age, etc. of a person. A program for generating the identification is installed in the PC 25. This program originally recorded on the CD-ROM 41 is installed in the HDD 33 through the CD-ROM drive 40. The user of the PC 25 can make an identification by following the procedure the program indicates.

Operation of generating the identification are shown in FIG. 5. First, the user enters character information (name, address, sex, age, etc.) using the keyboard 35, etc. The CPU 31 acquires the information (S501) and records it on the HDD 33 (S503). Next, the CPU 31 receives image information (a portrait taken with the camera 36) (S505) and records it on the HDD 33 (S507). On the basis of the data, the CPU 31 generates the identification (image display) as shown in FIG. 6A (S509).

When a protocol is established and communication is made possible (S707), the PC 25 transmits the self-introduction information and the phone number data to the host computer 23 (S709). The host computer 23, upon receipt of the self-introduction information and the phone number data (S711), transmits a confirmation message of whether such information may be registered or not (S713).

The PC 25 receives the confirmation message (S715). If its contents are correct (S717), the PC 25 sends a registration request signal to the host computer 23 (S719). If the contents contain an error, etc., the self-introduction information and the phone number data are transmitted again (return to S709).

When the host computer 23 receives the registration request signal (S721), it registers the self-introduction information and the phone number data (S713). In this way, the self-introduction information and the phone number data are accumulated in the HDD 53 of the host computer 23. FIG. 8 shows the self-introduction information and the phone number stored in the HDD 53 of the host computer 23. As shown in the figure, the self-introduction information and the phone number from a plural number of PCs 25 are accumulated in the HDD 53 of the host computer 23.

Incidentally the body of the message is stored not on the host computer 23 but on each of the PCs 25. This helps reduce the memory capacity of the host computer 23.

The self-introduction information recorded on the host computer 23 can be viewed on the PC 25 upon request from each PC 25. However, phone numbers are arranged not to be viewed.

Here, the correlation of the components mentioned in the claims with the steps of the flow chart in FIG. 7 will be described.

The transmitting means 14 performs the steps of 701 (S701), 707 (S707), 715 (S715), 717 (S717), and 719 (S719).

1.4 Obtaining an Identification

The self-introduction information and the phone number accumulated in the HDD 53 of the host computer 23 as described above are disclosed on a "meeting" page as shown in FIG. 9A. A person who wants a connection to a new person who has not been connected so far must confirm what kinds of people are introduced on the "meeting" page.

The "meeting" page is a place for disclosing to third parties the self-introduction information accumulated on the HDD 53 of the host computer 23. The meeting page is also the place where, if the PC 25 selects any disclosed self-introduction information, it can directly contact the owner of the self-introduction information selected.

In FIG. 6A, while the identification is made up of the image information and the character information, it may be made up of the image information only or the character information only. Also, while the character information is described to include the name, address, sex, age, etc., the information is not limited to those. For example, the identification may be constituted with a combination of one or more of those pieces of information (for example, name only, name and address only, etc.). However, the identification is arranged not to include the primary connection information (in this embodiment, the phone number).

Next, the user enters a message using the keyboard 35, etc. according to the input image shown in FIG. 6B. As shown in FIG. 6B, the message comprises a title and a message body. The CPU 31, upon receipt of the message (S511), records it on the HDD 33 (S513).

When the message entry is over, the PC 25 generates self-introduction information from the entered information (S515). Here, the extracted pieces of information on self-introduction are the name, address, sex, and message title. The message body is not included in the self-introduction information.
[0071] On the other hand, the phone number of the ISDN line used by the PC 25 (hereinafter simply referred to as the phone number) is entered using the keyboard 35, etc. In this embodiment, the phone number corresponds to the primary connection information.

[0072] Next, the correlation of the components mentioned in the claims with the steps of the flow chart in FIG. 5 will be described.

[0073] The identity information generating means 13 performs the steps of 501 (S501), 503 (S503), 505 (S505), 507 (S507) and 509 (S509).

[0074] The majority identity information generating means 15 performs the step 515 (S515).

[0075] The self-introduction information and the phone number are registered on the host computer 23. This procedure will be described in reference to FIG. 7. Here, FIG. 7A shows the processing of a program recorded on the HDD 33 of the PC 25, and FIG. 7B shows the processing of a program recorded on the HDD 53 of the host computer 23.

[0076] First, the PC 25 transmits log-in information to be logged in the host computer 23 (S701). Upon receipt of the log-in information (S703), the host computer 23 determines if the partner is appropriate for establishing a communication protocol (S705). If it determines that a protocol may be established, it establishes the protocol between itself and the PC 25 to bring about a state of permitting communication.

[0077] The host computer 23, upon finishing the connection to the PC 25, displays an initial screen as shown in FIG. 9B. The operator of the PC 25, by selecting the "meeting" on this initial screen, can be connected to a meeting page shown in FIG. 9A.

[0078] In FIG. 9A, the name, sex, address, and age are extracted from the self-introduction information as the information disclosed in the "meeting." On the other hand, the phone number is hidden. Incidentally, the pieces of information disclosed here are not limited to those mentioned above as long as the information is for the self-introduction.

[0079] Here, the process through which each of the PCs obtains the identification will be described by way of an example in which a PC 25a obtains the identification of a PC 25b in reference to FIG. 10. FIG. 10A shows the operation of the PC 25a on the connecting side (the side requesting the identification) and FIG. 10B shows the operation of the PC 25b on the connected side (the side providing the identification).

[0080] The PC 25a, when it is connected to the "meeting" page, downloads the self-introduction information and the phone number carried on that page, temporarily holds them on a RAM region of the memory 32, and shows the downloaded self-introduction information on the display 37.

[0081] The operator of the PC 25a, using the mouse 34, selects the self-introduction information of an intended person among the self-introduction information shown on the display 37. At this time, a selection signal is sent to the CPU 31. The CPU 31, upon receipt of the selection signal (S1001), reads from the RAM region the phone number corresponding to the intended self-introduction information according to the received selection signal.

The PC 25, in order to connect to the PC 25b corresponding to the phone number (hereinafter called the corresponding PC), makes a phone call through the TA 38 and the DSU 39 to send a connection signal (S1003). At the same time, the PC 25a is disconnected from the host computer 23.

[0082] The corresponding PC 25b, upon receipt of the connection signal (S1005), determines if a protocol for a direct mutual connection between the PCs can be established (S1007, S1009). When the protocol is established, the corresponding PC 25b sends the identification and the message body recorded on the HDD 33 to the PC 25a (S1011).

[0083] The PC 25a, upon receipt of the identification and the message body (S1013), records the identification on a phone book file of the HD 33 (S1015).

[0084] Here, the correlation of the components mentioned in the claims with the steps of the flow chart in FIG. 10 will be described.

[0085] The receiving means 15 performs a step 1013 (S1013). The storage and retention means 16 performs a step 1015 (S1015).

[0086] Next, the phone book will be described. The phone numbers and identifications obtained are automatically registered on the phone book. The phone book is arranged so that a PC can easily connect to a party by simply selecting the identification shown on the screen.

[0087] In this embodiment, the phone book information the phone book contains is made up of phone numbers, identifications, source party information, and authentication information. The source party information shows from where the identification is obtained. The authentication information will be described later.

[0088] FIG. 11 shows an example of data structure of the phone book information. The identifications of a person A and a person B are obtained directly from those persons. Therefore, the contents of the source party boxes and the name boxes are identical each other. On the other hand, the identifications of persons C, D, and E are obtained not directly but through third parties; for the persons C and D through the person A, and for the person E through the person B. Therefore, the contents of the source party boxes and the name boxes are not identical.

[0089] The phone number is temporarily stored in the RAM region by the connection to the "meeting," made to correspond to the obtained identification by the direct connection to the corresponding PC 25b, and recorded as part of the phone book information.

[0090] FIG. 12 is a phone book image on the display 37 shown according to the phone book file of the HDD 33. The displayed image of the phone book includes an image display region R1 for displaying an image, a personal information display region R2 for displaying personal information, a source party display region R3, an
authentication display region R4, and an operation display region R5 for displaying operations.

[0091] On the image display region R1 is shown the image information (portrait, etc.) out of the identification. On the personal information display region R2 is shown whole or part of character information out of the identification. This embodiment is arranged to show the name, address, sex, and age. When a specific person is selected from the image display region R1, the image of the person is surrounded with a frame F1. At the same time, information relating to the person is shown in the personal information display region R2.

[0092] On the source party display region R3 is shown from whom the selected identification is obtained. On the authentication display region R4 is shown whether an authentication is obtained for the selected identification from the owner of the selected identification. If the authentication is obtained, a circle (〇) is shown and, if not, nothing is shown.

[0093] On the operation display region R5 are shown buttons for functions such as connection to the identification selected, deletion of the selected identification, etc. To connect to the party of the selected identification, the connection button is pressed. Thus, the CPU 31 of the PC 25 can obtain the phone number of the selected identification from the HDD 33. And a phone call is made according to the obtained phone number through the TA 38 and the DSU 39 to make a direct connection to the party called.

[0094] By the way, a phone number stored in the RAM region that has not been connected directly to any party and has not obtained any identification is deleted at an appropriate time and is not stored.

[0095] Here, the correlation of the components mentioned in the claims with the steps of the flow chart in FIG. 13 will be described. The identity information display region corresponds to the image display region R1, the detailed information display region to the personal information display region R2, the source party information display region to the source party display region R3, and the authentication information display region to the authentication display region R4, respectively.

1.5 Direct Connection between PCs

[0096] To connect the PC 25 to a person (or PC) registered in the phone book, the operator selects an intended person from the phone book, and presses the connection button. Then the PC 25 automatically calls and connects to the party. Unlike in the conventional procedure, there is no need for connecting to the host computer 23.

[0097] The steps of the PCs when they connect to each other are described using the flow chart shown in FIG. 13. FIG. 13A shows the operation of the PC on the connecting side and FIG. 13B shows the operation of the PC on the connected side.

[0098] First, the operator using the mouse 34, etc. selects a specific person from the phone book (See FIG. 12) shown on the display 37. The PC 25, upon receipt of an identification selection signal indicating that an identification is selected (S1301), calls up a party PC according to the phone number corresponding to the identification. When the call is put through, a signal for connection is transmitted (S1303).

[0099] The PC on the opposite side, upon receipt of the connection signal (S1305), determines if a protocol can be established with the opposite party (S1307). If the opposite party is determined to be appropriate for establishing a protocol, the connection is completed (S1309). The same applies to the PC on the connection signal sending side.

[0100] Here, the correlation of the components mentioned in the claims with the steps of the flow chart in FIG. 13 will be described.

[0101] The connection means 19 performs the steps of 1303 (S1303), 1307 (S1307), and 1309 (S1309).

1.6 Authentication

[0102] In this embodiment, in the case the phone number and the identification are obtained directly from the person in question, the identification can be transmitted to a third party. That is, introduction to the third party is permitted. However, it is arranged such that, in the case the phone number and the identification are obtained not directly from the person in question but through a third party, the phone number and the identification cannot be transmitted to a different third party.

[0103] This will be concretely described in reference to FIG. 14. FIG. 14 shows a network in which a PC (PCW53) of a person W, a PC (PCX55) of a person X, a PC (PCY57) of a person Y, and a PC (PCZ59) of a person Z are connected to a host computer 51. Here, the lines interconnecting the PCs (for example PCW53 and PCX55) show the lines on which direct transmission or reception of the phone number or identification occurs.

[0104] Here, it is assumed that the person X is directly connected to the person W, obtains from the person W the phone number and the identification, and an authentication "the person X may transmit the identification and the phone number of the person W to a third party." In this case, the person X may transmit the identification and the phone number of the person W to a third party. Y, a third party other than the person W.

[0105] From the person X the person Y has received the identification and the phone number of the person W. It is arranged that the person Y cannot transmit the identification and the phone number of the person W to the person Z.

[0106] As described above, this embodiment is arranged that the phone number and the identification may be transmitted to a third party only when the owner of the identification and the phone number is directly connected and an authentication is obtained from the owner to permit the transmission of the identification and the phone.
As shown in FIG. 15, if the person Y directly connects to the person W in person according to the identification and the phone number of the person W obtained from the person X, and gets an authentication, then the person Y can send the identification and the phone number of the person W to the person Z.

Here, the steps of the PCs on the authentication requesting side and on the authentication giving side are shown in FIG. 16. FIG. 16A shows the operation of the PC on the authentication requesting side (corresponding to the PC (PCY57) of the person Y, hereinafter called the requesting side PC). FIG. 16B shows the operation on the authentication giving side (corresponding to the PC (PCWS53) of the person W, hereinafter called the authentication side PC). Incidentally, it is assumed that the requesting side PC is directly connected to the authentication side PC according to the phone number obtained.

The requesting side PC sends an authentication requesting signal to the authentication side PC (S1601). The authentication side PC, upon receiving the authentication requesting signal (S1603), asks the operator of a decision if the authentication may be given or not (S1605). Here, dialogue as shown in FIG. 17 is shown to confirm the intention of the operator. The operator using the mouse 34, etc. selects "Give authentication" or "Do not give authentication."

If the operator selects "Give authentication," the authentication side PC sends an authentication signal (S1607). If the operator selects "Do not give authentication," a non-authentication (denial) signal is transmitted (S1609).

The requesting side PC determines if the authentication signal has been received (S1611). If received, a transmission permission process is applied to the identification to permit transmission to a third party (S1613).

Changes in the phone book information due to obtaining the authentication will be described in reference to FIG. 18. FIG. 18 shows a state in which some of the data shown in FIG. 11 have obtained authentication. In FIG. 11, the phone numbers and the identifications of the persons A and B are those obtained directly in person. Therefore, whether an authentication will be given or not may be asked when the connection is made. For example, if it is assumed that the person A gives an authentication while the person B does not, as shown in FIG. 18, a check (circle) is entered in the authentication box of the person A.

In FIG. 11, the phone numbers and the identifications of the persons C and D are those obtained not directly from those persons but through the person A. Therefore, in order to obtain authentication, first, direct contacts to the persons C and D are required. As the result of direct contact between the persons C and D, characters "A" in the source boxes of the persons C and D change to "C" and "D" respectively as shown in FIG. 18. If an authentication is obtained, a check mark is entered in the authentication box. FIG. 18 shows a case in which the person C obtains an authentication but the person D does not.

For the person E, the phone number and the identification are obtained not directly but through a third person B. Since a direct contact has not been made to the person E, the source party remains as "B." Therefore, no authentication has been obtained and no check mark has been entered in the authentication box.

As described above, this embodiment is arranged that the phone number and the identification may be transmitted to a third party only when a direct contact is made to the owner of the phone number and the identification and when an authentication is obtained to the effect that the phone number and the identification may be transmitted to the third party. However, the invention is not limited to the embodiment. For example, it may be arranged that the phone number and the identification may be transmitted to a third party by only a direct contact to the owner of the phone number and the identification. It may also be arranged that the phone number and the identification may be transmitted to a third party without making a direct connection to the owner of the phone number.

1.7 Display of Correlation Information

Next, the display of correlation information will be described. The correlation information represents any communication devices to which certain communication device is being connected on a network communication system. The correlation information is graphically shown on the display 37. The correlation information in this embodiment is made up of phone numbers, identifications, source party information, and authentication information, namely it is the same as the phone book information.

For example, according to the correlation information shown in FIG. 18, the correlation of persons is graphically shown as FIG. 19. An operator, upon seeing the graphics image, can immediately learn the parties to whom he or she has connected directly. Incidentally in FIG. 19, the silhouette enclosed in an ellipse represents the operator.

The operation of the CPU 31 at this time will be described using the flow chart shown in FIG. 20A. The CPU 31, upon receiving a display signal (S2001) through a mouse or the like, reads a graphics display program recorded on the HDD 33 (S2003). It also reads correlation information recorded on the HDD 33 (S2005). A graphics image is displayed according to the correlation information as shown in FIG. 19 (S2007).

Thus, the operator can immediately learn to whom the operator is connected. Since the connected parties have some personal information, it is possible to display persons having specific information.

For example, it is possible that persons with information "in their twenties" and "males" matching a purpose are displayed in dark tone while those not match-
ing are displayed in light tone. Such examples are shown in FIGs. 21 and 22. FIG. 21 shows a case "in which persons in their twenties" are made the subject of information. FIG. 22 shows a case in which "males" are made the subject of information.

[0121] Next, it is arranged that the correlation information owned by the directly connected person can be obtained. For example, a case is assumed in which the correlation information is obtained from the person B who has the information shown in FIG. 23. FIG. 24 shows the graphics image shown according to the correlation information appearing on the display 37.

[0122] The steps of the CPU 31 when arranging together the correlation information will be described in reference to the flow chart shown in FIG. 20B. The CPU 31, as it receives the correlation information from the person B (S2011), reads a program for arranging together the correlation information from the HDD 33 (S2013). Then the operator's own correlation information (See FIG. 18) recorded on the HDD 33 is read (S2015). The own correlation information is arranged together with the obtained correlation information (S2017) to produce new correlation information as shown in FIG. 25 (S2019).

[0123] The process of arranging together the correlation information will be described using FIG. 25. The CPU 31 adds the correlation information of the source party to the source party of the correlation information obtained. As shown in FIG. 25, the information, or the source party B, is added at the source party box of the person T from the persons A and E, and the check marks in the authentication boxes of the source party information are deleted. As shown in FIG. 25, the person T's authentication is deleted from the person E's data (Refer to FIG. 23).

[0124] By the way, it looks like that the authentication for the person A is retained, with the person A having its own correlation information and the obtained correlation information. However, it is that the authentication for the person A originally owned by the person A itself is retained, and that the authentication for the person A obtained has been deleted.

[0125] According to the correlation information newly formed as described above, the CPU 31 displays a graphics image on the display 37. The graphics image is shown in FIG. 26. Here, that the person B is enclosed in a rectangle means that the correlation information is obtained from the person B.

[0126] As described above, this embodiment makes it possible for the operator to immediately learn to whom the operator's device is connected directly or indirectly on the network. Therefore, the operator can learn a person having the possibility of becoming acquainted with the operator through somebody else's introduction even if the operator does not know the person directly. This widens the scope of information sources.

[0127] Even in the case new correlation information is created, it is possible to have a person displayed that has specific information.

[0128] For example, a graphics image when "female living in Osaka" is made the subject information is shown in FIG. 27. While FIG. 27 is made to show only the person having the target information, it is also possible to arrange like in FIGs. 21 and 22 that only persons matching the target information are displayed in dark tone while those not matching are displayed in light tone.

2. Second Example of implementing the invention

[0129] In the first example described above, the hardware components of the network communication system are the host computer 23 and the PCs 25. The most conspicuous point that makes this second example different from the first example is the use of information communication terminals such as cellular phones instead of the PCs 25 as the hardware. The second example will be hereinafter described centered on points that are different from those in the first example. Other points are similar to those in the first example.

2.1 Hardware Arrangement

[0130] The functional block diagram of the network communication system of this embodiment is the same as that of the first embodiment. Next, the hardware arrangement of the network communication system 71 of this embodiment is shown in FIG. 29. The network communication system 71 includes a host device or a host computer 73, and first and second communication devices or cellular phones 75a to 75e.

[0131] The host computer 73 and the cellular phones 75 are interconnected through a wireless network. By the way in FIG. 29, for simplicity, the state of interconnection among the cellular phones is only partially shown.

[0132] Next, the hardware arrangement of the cellular phone 75 is shown in FIG. 30. The cellular phone 75 has a CPU 81, a memory 83, an input key array 85, a liquid crystal display 87, and a communication circuit 89.

[0133] The memory 83 stores various programs such as a communication program. The CPU 81 executes various programs stored in the memory 83.

[0134] The cellular phone 75 receives instructions from the operator through the input key array 85. The liquid crystal display 87 displays information processed with the CPU 81.

[0135] The communication program stored in the memory 83 is for executing the processes of flow charts shown in FIGs. 5, 7A, 10A, 10B, 13A, 13B, 16A, 16B, 20A, and 20B.

[0136] Here, the correlation of the components mentioned in the claims with the components in this embodiment will be described. The primary connection information generating means corresponds to the CPU 81, the identity information generating means corresponds to the CPU 81 and the input key array 85; the major identity information generating means corresponds to the CPU 81, respectively. The transmission means corresponds to the CPU 81 and the com-
When the operator intends to select a specific person, the operator uses input keys of the key array 85 corresponding to vertical movements to bring the cursor to the intended person is displayed in reverse tone.

Here, input keys for lateral movements are used to move on to the second screen. The second screen comprises a source party display region R73 and an authentication display region R74. By the way, to shift from the second to the first screen, the input keys for the lateral movements are used again.

On the personal information display region R72 is displayed whole or part of the character information of the identification. This embodiment is arranged to display the name, address, sex, and age. The source party display region R73 displays from whom the identification has been selected. The authentication display region R74 displays whether an authentication has been obtained from the subject person for the identification selected. If the authentication has been obtained, a circle (C) is displayed; if not, nothing is displayed.

The operation display region R75 displays operations such as connecting to the identification selected, deleting the selected identification from the phone book, etc. In order to connect to the selected identification, the cursor is brought to "connection" and a key corresponding to the execution is operated. As a result, the CPU 81 of the cellular phone 75 obtains the phone number of the selected identification. Then, a phone call is made according to the obtained phone number through the communication circuit 89 to make direct connection to the party called.

The correlation of the components mentioned in the claims with the image of the phone book displayed on the liquid crystal display 87 shown in FIG. 33 will be described. The detailed information display region corresponds to the personal information display region R72, source party display region R73, and authentication display region R74, the authentication information display region to the authentication display region R74, and the source party display region to the source party display region R73, respectively.

While the first example is arranged such that the first communication device transmits the primary connection information and the identity information to the second communication device, it may be otherwise arranged to transmit the identity information only.

Also, while the ISDN lines are used for creating the network, any network lines may be used as long as they can send out and receive data, such as analogue line network, wireless communication network, or the like.

While the phone book information is made up of the phone number, name, source party information, and authentication information, the phone book information suffices if it has at least the information (such as a
The selecting means selects specific identity information. Moreover, while it is assumed that the correlation information and the phone book information are the same information, the embodiment is not limited by the assumption. That is, as long as the correlation information has the name of the connected party and the source party, the user may extract other information from the identification or add new information for the user’s convenience.

While the second embodiment is arranged such that the cellular phone 75 does not handle image information, it may be arranged for example that a camera is connected to the cellular phone 75 so that image information can be handled.

Also, while the images appearing on the cellular phone are shown in FIGs. 32 and 33 as examples, the images may be those appearing on the PC 25 as shown in FIGs. 6, 9, and 12.

According to the invention, when the first communication device prefers direct call from the second communication device from the next occasion on, the first communication device transmits to the second communication device primary connection information for connecting to the first communication device and the identity information for identifying the operator of the first communication device or the first communication device excluding the primary connection information. The second communication device stores and retains the primary connection information and the identification received from the first communication device. The second communication device, from the next time of connection on, shows the identity information and does not show the primary connection information to the operator. The second communication device calls up the first communication device according to the primary connection information corresponding to the identification selected.

This enables the second communication device to directly call up the first communication device. In other words, the second communication device can connect to the first communication device without intermediation of a host device. Therefore, a heavy load is not applied on a host device.

Since the first and second communication devices are directly interconnected, there is no room for a supervisor or the like to intervene in the information exchange, so the users can exchange information freely.

According to the invention, the receiving means receives the primary connection information for connecting to other communication devices, and the identity information for identifying the operator of the first communication device or the first communication device excluding the primary connection information. The storing and retaining means stores and retains the primary connection information and the identity information received.

The display means, from the next time of connection on, shows the identity information and does not show the primary connection information to the operator. The selecting means selects specific identity information.

The connecting means, according to the primary connection information corresponding to the identity information selected, connects to the selected communication device corresponding to the identity information and the primary connection information. This enables the first communication device to connect to the second without letting know the primary connection information to the operator of the second communication device. In other words, the second operator cannot know the primary connection information of the first communication device. Thus, the security of the network using these communication devices is enhanced.

According to the invention, it is possible to transmit the primary connection information and the identity information received from other communication device to a communication device other than the one corresponding to the primary connection information and the identity information.

Thus, when one communication device obtains primary connection information, etc., it can transmit it to other communication device. That is to say, one communication device (or its operator) can introduce itself to the other communication device (or its operator) through itself. Therefore, like in the human society, the circle of acquaintances can be widened also in the network society.

According to the invention, in the case primary connection information and identity information received from other communication device do not correspond to the communication device, a connection is made to a communication device that corresponds to the received primary connection information to obtain an authentication from the connected communication device to the effect that the primary connection information and the identity information may be transmitted from the communication device to other communication devices, and only then the communication device can transmit the primary connection information and the identity information it has received to a communication device other than the communication device in question.

This can prevent an operator’s own primary connection information and identity information from being propagated without being known to the operator. Therefore, the use of this communication device makes it possible to create a network of high degree of security.

According to the invention, the above-mentioned authentication is obtained if the communication device is directly connected to a communication device corresponding to the primary connection information and the identity information. Therefore, the operator can give out an authentication to the effect that the primary connection information and the identity information may be transmitted simply by connecting to other communication device. In other words, the authentication can be given by a simple operation such as whether or not other communication device is connected.

According to the invention, when the authenti-
According to the invention, a communication device transmits to the host device the primary connection information for making connection to the first communication device and the major identity information for identifying the operator of the first communication device or the first communication device excluding the primary connection information. The host device stores and retains the primary connection information and the major identity information received from the first communication device, does not disclose the primary connection information to the users of communication devices trying to gain access to the host device, discloses the major identity information to those users, transmits to a second communication device the primary connection information corresponding to the major identity information selected by the second communication device. The second communication device makes connection to the first communication device according to the primary connection information received.

According to the invention, correlation information generating means produces primary connection information for making connection to other communication devices. The major identity generating means produces major identity information for identifying the operator or the communication device excluding the primary connection information. The transmitting means transmits the primary connection information and the major identity information to a host device.

This enables a first communication device to provide information for a second communication devices to make direct connection to the first communication device. Therefore, use of this communication device makes it possible to form a network for mutual communication without an intermediate host device.

According to the invention, it is possible to cause a computer to receive primary information for making connection to other communication devices and identity information for identifying the operator of the communication device or the communication device excluding the primary connection information, to store and retain the primary connection information and the identity information caused to be received, to show the identity information but not to show the primary connection information to the operator from the next occasion of connection on, and to connect to a communication device corresponding to the identity information and the primary connection information according to the primary connection information corresponding to the identity information selected.

This enables the communication device in which a communication program is installed from a recording medium to call up other communication devices directly. That is, connection to other communication de-
vices is possible without an intermediate host device. Therefore, use of the communication device in which a communication program is installed from the recording medium makes it possible to constitute a network system free from a heavy load on the host device.

[0181] Moreover, the communication devices in which a communication program is installed from the recording medium can interconnect directly. Therefore, intention of a supervisor does not intervene in information exchange, and information can be freely exchanged without being disturbed by the intention of the supervisor.

[0182] According to the invention, it is possible to cause a computer to generate primary connection information for making connection to a communication device and identity information for identifying the operator or the communication device excluding the primary connection information, and to transmit the primary connection information and the identity information to other communication devices.

[0183] This enables a first communication device in which a communication program is installed from the recording medium to transmit to a second communication device primary connection information, etc. for the second communication device to make direct connection to the first communication device.

[0184] According to the invention, it is possible to cause a computer to generate primary connection information for making connection to other communication devices and major identity information for identifying the operator or the communication device excluding the primary connection information, and to transmit the primary connection information and the major identity information to the host device.

[0185] This enables a first communication device in which a communication program is installed from the recording medium to transmit to a second communication device information for the second communication device to make direct connection to the first communication device. Therefore, the use of the communication device in which a communication program is installed from the recording medium makes it possible to constitute a network system for mutual communication without an intermediate host device.

[0186] According to the invention, the detailed information display region has an authentication information display region to show whether or not an authentication has been obtained from other communication device to the effect that primary connection information and identity information may be transmitted from the communication device to a third party communication device.

[0187] Therefore, the user of the communication device of the invention can immediately confirm whether or not an authentication has been obtained for certain primary connection information and identity information.

[0188] According to the invention, the detailed information display region further has a source party display region to show source party information indicating “from which communication device the identity information currently being noted has been obtained” about the correlation information indicating the correlation between a communication device and another communication device being directly connected to the first communication device.

[0189] Therefore, the user of the communication device of the invention can immediately confirm from whom certain identity information has been obtained.

[0190] According to the invention, the correlation information display means displays specific pieces of information out of whole correlation information discriminately from other pieces of information.

[0191] Therefore, the user of the communication device of the invention can confirm the correlation information having specific pieces of information by simply confirming on the display means.

[0192] The invention has been described above in the form of preferred embodiments. The terms used are for the purpose of explanation and not for limitation.

[0193] A computer program, either for operating a communications device or a host device as disclosed above, may be communicated to a processor as a signal carried in a communications channel of a network such as the Internet or otherwise. An aspect of the present invention therefore comprises a computer program comprising processor implementable instructions for operating a communication device in a method as claimed above.

Claims

1. A communication device (7) for connecting to other communication devices (5) the communication device comprising, receiving means (15) adapted to receive identity information for identifying one of an identity for an operator of a first communication device of the other communication devices and an identity for the first communication device, and to receive primary connecting information for connecting to the first communication device, the identity information including none of the primary connecting information;

storage means (16) adapted to store the identity information and primary connecting information thus received for future communications;

display means (17) adapted to display the identity informations stored in the storage means but none of the primary connecting informations stored in the storage means to the operator of the communication device;

selecting means (18) adapted to select a certain identity information from the identity informations displayed by the display means; and

connecting means (19) adapted to connect to the communication device of the other communication devices corresponding to the selected
identity information in accordance with the primary connecting information corresponding to the selected identity information.

2. The communication device in accordance with claim 1, comprising sending means adapted to send to a second communication device of the other communication devices the identity information and primary connecting information corresponding to the first communication device.

3. The communication device according to claim 2 wherein, when the communication device receives via the first communication device identity information and primary connecting information of a third communication device, the communication device is operable to contact the third communication device to request authorization, and wherein the communication device, on receipt of an authorization from the third communication device, is enabled to send to the second communication device the primary connecting information and identity information of the third communication device.

4. The communication device in accordance with claim 3 wherein the authorization is obtained by directly connecting to the third communication device corresponding to the primary connecting information and the communication device.

5. The communication device in accordance with claim 3 wherein a message indicating that an authorization being given is displayed when the authorization is obtained.

6. The communication device in accordance with claim 4 wherein a message indicating that an authorization being given is displayed when the authorization is obtained.

7. The communication device in accordance with claim 1 wherein when a certain piece of identity information is selected from self-owned identity information, the device specifies and displays the fact that from which one of communication devices the selected identity information is obtained.

8. The communication device in accordance with claim 1 wherein the communication device displays information on a correlation relationship between another communication device which is directly connected to the communication device and the communication device.

9. A communication device of claim 8 wherein the communication device receives, from another communication device directly connected to the communication device, correlation information the another communication device has; arranges the received correlation information together with the correlation information the communication device has; produces new correlation information; and displays the produced correlation information.

10. A communication device of claim 9 wherein the communication device, when any piece of correlation information is selected from the correlation information, displays only the selected piece of correlation information.

11. The communication device in accordance with claim 8 wherein when a desired correlation information is selected, the communication device distinguishably displays the selected correlation information and unselected correlation information.

12. A method performed by a communication device for communicating with other communication devices, the method comprising,

- a step of the communication device receiving identity information for identifying one of identity for an operator of a first communication device of the other communication devices and an identity for the first communication device, and for receiving primary connecting information for connecting to the first communication device, the identity information including none of the primary connecting information;
- a step of storing the identity information and primary connecting information thus received, for future communications;
- a step of displaying the stored identity informations but none of the stored primary connecting informations, to the operator of the communication device,
- a step of selecting a certain identity information from the displayed identity informations; and
- a step of connecting to the communication device of the other communication devices corresponding to the selected identity information in accordance with the primary connecting information corresponding to the selected identity information.

13. A computer program comprising processor implementable instructions for operating a communication device in a method as claimed in claim 12.

Patentansprüche

1. Ein Kommunikationsgerät (7) zum Verbinden mit anderen Kommunikationsgeräten (5), wobei das Kommunikationsgerät aufweist
Empfangsmittel (15), die angepasst sind, um Identitätsinformationen zum Identifizieren einer Identität für einen Benutzer eines ersten Kommunikationsgeräts der anderen Kommunikationsgeräte oder einer Identität für das erste Kommunikationsgerät zu empfangen, und um primäre Verbindungsinformationen zum Verbinden mit dem ersten Kommunikationsgerät zu empfangen, wobei die Identitätsinformationen keine der primären Verbindungsinformationen beinhalten;

Speichermittel (16), die angepasst sind, um die Identitätsinformationen und die primären Verbindungsinformationen so empfangen für zukünftige Kommunikationen zu speichern;

Anzeigemittel (17), die angepasst sind, um die Identitätsinformationen anzuzeigen, die in den Speichermitteln gespeichert sind, aber keine der primären Verbindungsinformationen, die in den Speichermitteln gespeichert sind, für den Benutzer des Kommunikationsgeräts; Auswahlmittel (18), die angepasst sind, um eine bestimmte Identitätsinformation von den Identitätsinformationen, die durch die Anzeigemittel angezeigt sind, auszuwählen; und Verbindungsmittel (19), die angepasst sind, um sich mit dem Kommunikationsgerät der anderen Kommunikationsgeräte zu verbinden korrespondierend zu der ausgewählten Identitätsinformation in Übereinstimmung mit der primären Verbindungsinformation korrespondierend zur ausgewählten Identitätsinformation.

2. Das Kommunikationsgerät gemäß Anspruch 1, umfassend Sendemittel, die angepasst sind, um die Identitätsinformation und primäre Verbindungsinformation korrespondierend zum ersten Kommunikationsgerät an ein zweites Kommunikationsgerät der anderen Kommunikationsgeräte zu senden.

3. Das Kommunikationsgerät gemäß Anspruch 2, wobei, wenn das Kommunikationsgerät über das erste Kommunikationsgerät eine Identitätsinformation und primäre Verbindungsinformation eines dritten Kommunikationsgeräts empfängt, das Kommunikationsgerät bedienbar ist, um das dritte Kommunikationsgerät zu kontaktieren, um eine Berechtigung anzufordern, und wobei das Kommunikationsgerät beim Empfang einer Berechtigung vom dritten Kommunikationsgerät aktiviert wird, um zum zweiten Kommunikationsgerät die primäre Verbindungsinformation und Identitätsinformation des dritten Kommunikationsgeräts zu senden.

4. Das Kommunikationsgerät gemäß Anspruch 3, wobei die Berechtigung erhalten wird durch direktes Verbinden mit dem dritten Kommunikationsgerät korrespondierend zur primären Verbindungsinformation und dem Kommunikationsgerät.

5. Das Kommunikationsgerät gemäß Anspruch 3, wobei eine Nachricht, die angezeigt, dass eine Berechtigung erteilt ist, angezeigt wird, wenn die Berechtigung erhalten wird.

6. Das Kommunikationsgerät gemäß Anspruch 4, wobei eine Nachricht, die angezeigt, dass eine Berechtigung erteilt ist, angezeigt wird, wenn die Berechtigung erhalten wird.

7. Das Kommunikationsgerät gemäß Anspruch 1, wobei, wenn eine bestimmte Identitätsinformation ausgewählt ist von Identitätsinformationen im Eigenbesitz, das Gerät die Tatsache spezifiziert und angezeigt, von welchem der Kommunikationsgeräte die ausgewählte Identitätsinformation erhalten wird.

8. Das Kommunikationsgerät gemäß Anspruch 1, wobei das Kommunikationsgerät Informationen über eine Korrelationsbeziehung zwischen einem anderen Kommunikationsgerät, das direkt mit dem Kommunikationsgerät verbunden ist, und dem Kommunikationsgerät anzeigt.

9. Ein Kommunikationsgeräts nach Anspruch 8, wobei das Kommunikationsgerät Informationen von anderen Kommunikationsgeräten, das direkt mit dem Kommunikationsgerät verbunden ist, bearbeitet; neue Korrelationsinformationen erzeugt; und die erzeugten Korrelationsinformationen anzeigt.

10. Ein Kommunikationsgeräts nach Anspruch 9, wobei die erzeugten Korrelationsinformation von den Korrelationsinformationen ausgewählt ist, nur die ausgewählte Korrelationsinformation anzeigt.

11. Das Kommunikationsgerät gemäß Anspruch 8, wobei, wenn eine gewünschte Korrelationsinformation ausgewählt ist, das Kommunikationsgerät unter- scheidbar die ausgewählte Korrelationsinformationen und nicht ausgewählte Korrelationsinformationen anzeigt.

12. Ein Verfahren, ausgeführt von einem Kommunikationsgerät zum Kommunizieren mit anderen Kommunikationsgeräten, wobei das Verfahren aufweist einen Schritt des Empfangens durch das Kommunikationsgerät von Identitätsinformationen zum Identifizieren einer Identität für einen Benutzer eines ersten Kommunikationsgeräts der
anderen Kommunikationsgeräte oder einer Identität für das erste Kommunikationsgerät, und zum Empfangen von primären Verbindungsinformationen zum Verbinden mit dem ersten Kommunikationsgerät, wobei die Identitätsinformationen keine der primären Verbindungsinformationen beinhalten;
en einen Schritt des Speicherns der Identitätsinformationen und der primären Verbindungsinformationen so empfangen für zukünftige Kommunikationen;
en einen Schritt des Anzeigens der gespeicherten Identitätsinformationen, aber keiner von den gespeicherten primären Verbindungsinformationen, für den Benutzer des Kommunikationsgeräts;
en einen Schritt des Auswählens einer bestimmten Identitätsinformation von den angezeigten Identitätsinformationen; und

einen Schritt des Verbindens mit dem Kommunikationsgerät der anderen Kommunikationsgeräte korrespondierend zur ausgewählten Identitätsinformation in Übereinstimmung mit der primären Verbindungsinformation korrespondierend zur ausgewählten Identitätsinformation.


Revendications

1. Dispositif de communication (7) à connecter à d'autres dispositifs de communication (5), le dispositif de communication comportant :
des moyens de réception (15) adaptés pour recevoir des informations d'identité pour identifier l'une parmi une identité d'un opérateur d'un premier dispositif de communication des autres dispositifs de communication et une identité du premier dispositif de communication, et pour recevoir des informations de connexion principales en vue d'une connexion au premier dispositif de communication, les informations d'identité n'incluant aucune des informations de connexion principales,
des moyens de mémorisation (16) adaptés pour mémoriser les informations d'identité et les informations de connexion principales ainsi reçues pour des communications futures,
des moyens d'affichage (17) adaptés pour afficher les informations d'identité mémorisées dans les moyens de mémorisation mais aucune des informations de connexion principales mémorisées dans les moyens de mémorisation à l'attention de l'opérateur du dispositif de communication, des moyens de sélection (18) adaptés pour sélectionner certaines informations d'identité parmi les informations d'identité affichées par les moyens d'affichage, et des moyens de connexion (19) adaptés pour être connectés au dispositif de communication des autres dispositifs de communication correspondant aux informations d'identité sélectionnées conformément aux informations de connexion principales correspondant aux informations d'identité sélectionnées.

2. Dispositif de communication selon la revendication 1, comportant des moyens d'envoi adaptés pour envoyer à un deuxième dispositif de communication des autres dispositifs de communication les informations d'identité et les informations de connexion principales correspondant au premier dispositif de communication.

3. Dispositif de communication selon la revendication 2, dans lequel, lorsque le dispositif de communication reçoit via le premier dispositif de communication des informations d'identité et des informations de connexion principales d'un troisième dispositif de communication, le dispositif de communication est opérationnel pour contacter le troisième dispositif de communication pour demander une autorisation, et dans lequel le dispositif de communication, à la réception d'une autorisation à partir du troisième dispositif de communication, peut envoyer au deuxième dispositif de communication les informations de connexion principales et les informations d'identité du troisième dispositif de communication.

4. Dispositif de communication selon la revendication 3, dans lequel l'autorisaton est obtenue par une connexion directement au troisième dispositif de communication correspondant aux informations de connexion principales et au dispositif de communication.

5. Dispositif de communication selon la revendication 3, dans lequel un message indiquant qu'une autorisation est donnée est affiché lorsque l'autorisation est obtenue.

6. Dispositif de communication selon la revendication 4, dans lequel un message indiquant qu'une autorisation est donnée est affiché lorsque l’autorisation est obtenue.

7. Dispositif de communication selon la revendication 1, dans lequel, lorsqu’une certaine partie d’informations d’identité est sélectionnée parmi des informations d’identité propres, le dispositif spécifique et affiche le fait indiquant à partir duquel des dispositifs
de communication les informations d'identité sélectionnées sont obtenues.

8. Dispositif de communication selon la revendication 1, dans lequel le dispositif de communication affiche des informations concernant une relation de corrélélation entre un autre dispositif de communication qui est directement connecté au dispositif de communication et le dispositif de communication.

9. Dispositif de communication selon la revendication 8, dans lequel le dispositif de communication reçoit, depuis un autre dispositif de communication directement connecté au dispositif de communication, des informations de corrélation qu'à l'autre dispositif de communication, organise les informations de corrélation avec les informations de corrélation que le dispositif de communication a, produit de nouvelles informations de corrélation, et affiche les informations de corrélation produites.

10. Dispositif de communication selon la revendication 9, dans lequel le dispositif de communication, lorsqu'une quelconque partie d'informations de corrélation est sélectionnée parmi les informations de corrélation, affiche seulement la partie sélectionnée d'informations de corrélation.

11. Dispositif de communication selon la revendication 8, dans lequel, lorsque des informations de corrélation voulues sont sélectionnées, le dispositif de communication affiche de manière distincte les informations de corrélation sélectionnées et les informations de corrélation non sélectionnées.

12. Procédé exécuté par un dispositif de communication pour communiquer avec d'autres dispositifs de communication, le procédé comportant :

   une étape de réception par le dispositif de communication d'informations d'identité pour identifier l'une parmi une identité d'un opérateur d'un premier dispositif de communication des autres dispositifs de communication et une identité du premier dispositif de communication, et pour recevoir des informations de connexion principales en vue d'une connexion au premier dispositif de communication, les informations d'identité n'incluant aucune des informations de connexion principales,
   une étape de mémorisation des informations d'identité et des informations de connexion principales ainsi reçues, pour des communications futures,
   une étape d'affichage des informations d'identité mémorisées mais aucune des informations de connexion principales mémorisées à l'attention de l'opérateur du dispositif de communication,

13. Programme informatique comportant des instructions implémentables par processeur pour faire fonctionner un dispositif de communication suivant un procédé selon la revendication 12.
FIG. 5

START

OBTAIN AGE, ETC. S501

RECORD ON HDD S503

OBTAIN IMAGE S505

RECORD ON HDD S507

GENERATE IDENTITY S509

OBTAIN MESSAGE S511

RECORD ON HDD S513

GENERATE SELF-INTRODUCTION INFORMATION S515

END
FIG. 7

A

START

SEND LOG-IN INFORMATION

PROTOCOL ESTABLISHED?

SEND SELF-INTRODUCTION INFORMATION, ETC.

RECEIVE CONFIRMATION MESSAGE

OK?

SEND REGISTRATION REQUEST SIGNAL

END

B

START

RECEIVE LOG-IN INFORMATION

PROTOCOL ESTABLISHED?

RECEIVE SELF-INTRODUCTION INFORMATION, ETC.

RECEIVE CONFIRMATION MESSAGE

RECEIVE REGISTRATION REQUEST SIGNAL?

REGISTER SELF-INTRODUCTION INFORMATION, ETC.

END
<table>
<thead>
<tr>
<th>NAME</th>
<th>ADDRESS</th>
<th>COMPANY</th>
<th>AGE</th>
<th>SEX</th>
<th>AUTHENTICATION</th>
<th>PHONE NO.</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>OSAKA</td>
<td>○ ○ CO.</td>
<td>35</td>
<td>MALE</td>
<td></td>
<td>〇〇-〇〇〇-〇〇〇〇</td>
</tr>
<tr>
<td>W</td>
<td>TOKYO</td>
<td>△△ SEcurities</td>
<td>23</td>
<td>FEMALE</td>
<td></td>
<td>△△-△△△△-△△△△</td>
</tr>
<tr>
<td>X</td>
<td>NAGOYA</td>
<td>□□ OIL CO.</td>
<td>27</td>
<td>MALE</td>
<td></td>
<td>□□-□□□-□□□□</td>
</tr>
<tr>
<td>Y</td>
<td>SAPPORO</td>
<td>×× SOFTWARE CO.</td>
<td>30</td>
<td>MALE</td>
<td></td>
<td>×××-×××-××××</td>
</tr>
<tr>
<td>Z</td>
<td>OSAKA</td>
<td></td>
<td>28</td>
<td>FEMALE</td>
<td></td>
<td>〇〇-〇〇〇-〇〇〇〇</td>
</tr>
</tbody>
</table>
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<table>
<thead>
<tr>
<th>NAME</th>
<th>ADDRESS</th>
<th>COMPANY</th>
<th>AGE</th>
<th>SEX</th>
<th>___</th>
<th>SOURCE PARTY</th>
<th>AUTHENTICATION</th>
<th>PHONE NO.</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>OSAKA</td>
<td>OO CO.</td>
<td>35</td>
<td>MALE</td>
<td>___</td>
<td>A</td>
<td></td>
<td>00-0000-0000</td>
</tr>
<tr>
<td>B</td>
<td>TOKYO</td>
<td>ΔΔ SOFTWARE</td>
<td>27</td>
<td>FEMALE</td>
<td>___</td>
<td>B</td>
<td></td>
<td>00-0000-0000</td>
</tr>
<tr>
<td>C</td>
<td>KOBE</td>
<td>×× UNIVERSITY</td>
<td>20</td>
<td>MALE</td>
<td>___</td>
<td>A</td>
<td></td>
<td>×××-×××-××××</td>
</tr>
<tr>
<td>D</td>
<td>FUKUOKA</td>
<td>×× TRADING</td>
<td>42</td>
<td>MALE</td>
<td>___</td>
<td>A</td>
<td></td>
<td>00-0000-0000</td>
</tr>
<tr>
<td>E</td>
<td>OSAKA</td>
<td>×× ELECTRIC CO.</td>
<td>52</td>
<td>MALE</td>
<td>___</td>
<td>B</td>
<td></td>
<td>00-0000-0000</td>
</tr>
</tbody>
</table>
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<table>
<thead>
<tr>
<th>NAME</th>
<th>ADDRESS</th>
<th>COMPANY</th>
<th>AGE</th>
<th>SEX</th>
<th>SOURCE PARTY</th>
<th>AUTHENTICATION</th>
<th>PHONE NO.</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>OSAKA</td>
<td>OO CO.</td>
<td>35</td>
<td>MALE</td>
<td>A</td>
<td>O</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>B</td>
<td>TOKYO</td>
<td>ΔΔ SOFTWARE</td>
<td>27</td>
<td>FEMALE</td>
<td>B</td>
<td>ΔΔ-ΔΔΔΔ-ΔΔΔΔ</td>
<td>ΔΔ-ΔΔΔΔ-ΔΔΔΔ</td>
</tr>
<tr>
<td>C</td>
<td>KOBE</td>
<td>×× UNIVERSITY</td>
<td>20</td>
<td>MALE</td>
<td>C</td>
<td>O</td>
<td>××××××××××××××</td>
</tr>
<tr>
<td>D</td>
<td>FUKUOKA</td>
<td>×× TRADING</td>
<td>42</td>
<td>MALE</td>
<td>D</td>
<td>00-000-0000</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>E</td>
<td>OSAKA</td>
<td>×× ELECTRIC CO.</td>
<td>52</td>
<td>MALE</td>
<td>E</td>
<td></td>
<td>××××××××××××××</td>
</tr>
</tbody>
</table>
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<table>
<thead>
<tr>
<th>NAME</th>
<th>ADDRESS</th>
<th>COMPANY</th>
<th>AGE</th>
<th>SEX</th>
<th>SOURCE PARTY</th>
<th>AUTHENTICATION</th>
<th>PHONE NO.</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>OSAKA</td>
<td>〇〇 CO.</td>
<td>35</td>
<td>MALE</td>
<td>A</td>
<td>○</td>
<td>〇〇-〇〇〇-〇〇〇〇</td>
</tr>
<tr>
<td>E</td>
<td>OSAKA</td>
<td>□□ ELECTRIC CO.</td>
<td>52</td>
<td>MALE</td>
<td>E</td>
<td>○</td>
<td>□□-□□□-□□□□□</td>
</tr>
<tr>
<td>P</td>
<td>NAGOYA</td>
<td>〇〇 TECHNICAL COLLEGE</td>
<td>25</td>
<td>MALE</td>
<td>P</td>
<td>○</td>
<td>〇〇〇〇〇〇〇〇〇〇〇〇〇</td>
</tr>
<tr>
<td>Q</td>
<td>SENDAI</td>
<td>〇〇 LABORATORY</td>
<td>44</td>
<td>MALE</td>
<td>Q</td>
<td>○</td>
<td>〇〇〇〇〇〇〇〇〇〇〇〇〇</td>
</tr>
<tr>
<td>R</td>
<td>OSAKA</td>
<td>□□ ELECTRIC CO.</td>
<td>23</td>
<td>FEMALE</td>
<td>R</td>
<td>○</td>
<td>□□-□□□-□□□□□</td>
</tr>
<tr>
<td>S</td>
<td>KANAZAWA</td>
<td>〇〇 BREWERY</td>
<td>35</td>
<td>MALE</td>
<td>S</td>
<td></td>
<td>〇〇〇〇〇〇〇〇〇〇〇〇〇</td>
</tr>
<tr>
<td>T</td>
<td>NAHA</td>
<td>〇〇 AIRLINE</td>
<td>27</td>
<td>FEMALE</td>
<td>P</td>
<td></td>
<td>〇〇〇〇〇〇〇〇〇〇〇〇〇</td>
</tr>
<tr>
<td>NAME</td>
<td>ADDRESS</td>
<td>COMPANY</td>
<td>AGE</td>
<td>SEX</td>
<td>SOURCE PARTY</td>
<td>AUTHENTICATION</td>
<td>PHONE NO.</td>
</tr>
<tr>
<td>------</td>
<td>---------</td>
<td>---------</td>
<td>-----</td>
<td>-----</td>
<td>--------------</td>
<td>---------------</td>
<td>-----------</td>
</tr>
<tr>
<td>A</td>
<td>OSAKA</td>
<td>IO CO.</td>
<td>35</td>
<td>MALE</td>
<td>A, B</td>
<td>O</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>B</td>
<td>TOKYO</td>
<td>∆∆ SOFTWARE</td>
<td>27</td>
<td>FEMALE</td>
<td>B</td>
<td>O</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>C</td>
<td>KOBÉ</td>
<td>X X UNIVERSITY</td>
<td>20</td>
<td>MALE</td>
<td>C</td>
<td>D</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>D</td>
<td>FUKUOKA</td>
<td>∆∆∆ TRADING</td>
<td>42</td>
<td>MALE</td>
<td>B, E</td>
<td>B, P</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>E</td>
<td>OSAKA</td>
<td>ELECTRIC CO.</td>
<td>52</td>
<td>MALE</td>
<td>B, Q</td>
<td>B, Q</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>P</td>
<td>NAGOYA</td>
<td>X TECHNICAL COLLEGE</td>
<td>44</td>
<td>MALE</td>
<td>B, R</td>
<td>B, R</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>Q</td>
<td>SENDAI</td>
<td>X LABORATORY</td>
<td>25</td>
<td>MALE</td>
<td>B, S</td>
<td>B, S</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>R</td>
<td>OSAKA</td>
<td>∆ BREWERY</td>
<td>35</td>
<td>MALE</td>
<td>B, P</td>
<td>B, P</td>
<td>00-000-0000</td>
</tr>
<tr>
<td>S</td>
<td>KANAZAWA</td>
<td>O AIRLINE</td>
<td>27</td>
<td>FEMALE</td>
<td></td>
<td></td>
<td>00-000-0000</td>
</tr>
<tr>
<td>T</td>
<td>NAHA</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>00-000-0000</td>
</tr>
</tbody>
</table>