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Description

TECHNICAL FIELD

[0001] The present invention relates to an arrangement for computer-controlled telephony, i.e. use of an intelligent terminal or computer to control telephone services in a public telecommunication network. The invention also relates to a public server which includes an application program interface to make an effective and new arrangement for computer-controlled telephony possible.

PRIOR ART

[0002] Integration of computers and telephones is today a field of current interest, and activities are going on at a number of important operators in the computer market. Several software suppliers of personal computers have developed application program interfaces for development of computer-controlled telephone services. Manufacturers of PABXs (Private Automatic Branch Exchanges) offer interfaces towards their exchanges for these application program interfaces, which make possible development of advanced telephone applications in PABX environment. An integrated system with connected PABX offers complete computer telephone functionality, but more simple applications can also be developed outside the PABX environment. These applications then will have a restricted computer telephone functionality.

[0003] In a near future personal computers will probably be a common type of intelligent telephone terminals. Such a telephone terminal will call for new demands on the public telecommunication networks, which the telecommunication networks of today cannot fulfill. Services in intelligent networks will not be possible to be utilized to the full, because there is lacking a general interface to handle services with computer control in an effective way. Within this field a number of patent documents are known.

[0004] EP-A-0 629 091 shows a telecommunication system which supports a number of different user applications. According to the document, calls from a subscriber are connected to one and the same point, independent of which application that is concerned. After that a connection is established to a suitable server which can handle the application in question. By the described method a computer consequently can be connected to a suitable server.

[0005] EP-A-0 518 195 describes a system and a method which offers a platform independent application program interface. This means that the interface is independent of which communication protocol that is used at exchange of information between application programs.


[0007] GB 2 254 981 discloses providing a computer supported telephony application CSTA system for controlling a PABX, without substantially modifying the PABX.

[0008] EP 0 479 660 shows a distributed configuration profile for a computing system, which allows a selection of service provider's resources by clients while maintaining availability and load sharing.

[0009] The present invention implies an improvement by a server being provided in the public network which can provide an application interface which makes possible utilization of the telecommunication services.

SUMMARY OF THE INVENTION

[0010] Consequently the present invention provides a public server PTS for computer controlled telephony according to claim 1.

[0011] The different aspects of the invention are defined in details in the enclosed patent claims.

BRIEF DESCRIPTION OF THE DRAWINGS

[0012] The invention will now be described in details with references to enclosed drawings, where

Figur 1 is a block diagram over the construction of an arrangement for computer-controlled telephony according to the present invention.

Figure 2 is a block diagram over the construction of the public server according to the present invention, and

Figure 3 is an example of implementation of the invention with the intelligent networks, IN, of today.

DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENTS OF THE INVENTION

[0013] As has previously been mentioned, integration of computers and telephones (Computer Telephone Integration, CTI) is a topic of current interest. Previously CTI-systems were implemented especially in PABX environment. According to the present invention the CTI implementation is moved out from the PABX to the public telecommunication network owing to a new public telephone server (PTS).

[0014] With the PTS-concept according to the present invention we intend to offer a flexible platform for future telephone services adapted to intelligent telephone terminals of type personal computer with CTI-software. This platform principally consists of an application program interface API, which can be based on ECMA's CTI recommendation CSTA. The subscribers have access to the application program interface via a separate data channel (data network), see Figure 1. The PTS concept consequently is aimed at subscribers with intelligent telephone terminals generally, and these intelligent tele-
phone terminals can with advantage be of type personal computer.

[0015] The PTS-concept can be implemented with the IN-concept as base and then implies that the access to the IN-based services is made via a data channel instead of via tone signalling. IN-based services consequently will be offered as a standardized application program interface API, instead of completed services. By that a more flexible platform, a server PTS, which makes possible development of individually related services directly adapted to each separate subscriber’s needs and wishes, is achieved. These services shall be possible to select to execute either in the subscriber’s intelligent terminal, or in the server PTS.

[0016] Execution of services can be made either in the subscriber’s intelligent terminal, or directly in the server PTS. Services which are executed in the subscriber’s terminal utilize the functionality in the application program interface of the server to obtain information from the telecommunication network, and to perform the operations which are wanted in the telecommunication network. The information is handled in the terminal, and the operations are initiated from the terminal.

[0017] Services can also be executed directly in the server PTS as an application program which also utilizes the application program interface API of the server. This program can be loaded down from the personal computer in order to make it possible for the subscriber to have access to PTS-based services and telephony, even if his/her intelligent terminal does not have active contact with the server PTS. This is necessary since PTS-based telephony implies that all incoming and outgoing calls are answered respectively initiated via the application program interface API of the server.

[0018] The PTS-concept requires that the subscriber has access to outband signalling, or a quite separate data channel beside its telephone connection. This data channel is used for the communication which is required between the subscriber’s intelligent terminal and the application program interface API of the server to execute the application programs which the subscriber runs in his/her terminal or in the server PTS.

[0019] ECMA’s (European Computer Manufacturers Association) CTI-recommendation CSTA (Computer Supported Telecommunications Application) defines the services which will constitute the base for the application program interface API of the server. These services are intended to be combined in an application program which performs the wanted, individually related service. The subscriber has direct access to this application program interface API and can by that construct own unique individually related telephone services.

[0020] The server PTS consequently shall consist of three main parts which together constitute a server PTS. In certain cases it can be of current interest to introduce security aspects at access to the server PTS. An overall view of the architecture of the server PTS is shown in Figure 2.

[0021] There shall be an application program interface that shall offer possibilities to perform connections and to ask for information from the telecommunication network. This application program interface can be based on ECMA’s CTI-recommendation CSTA. The application program interface of the server shall constitute an interface towards the telecommunication network and conceal which type of network the server is connected to. This application program interface can utilize a communication protocol based on OSI protocol stack. The application program interface of the server will then be implemented on OSI layer 7 (Application layer). OSI layer 1-6 can be used for communication with the exchanges in the connected public telecommunication network. Necessary security shall be built in in this application program interface to protect the underlying network from not allowed operations.

[0022] There shall be space for subscribers to store own data in the server. This storage shall be at the users disposal to store application programs and other information which is related to these programs.

[0023] The server shall provide processor capacity for the subscribers to execute own application programs stored in the server. These programs utilize the application program interface of the server to perform the intended individually related services which the subscriber wants.

[0024] The subscribers shall have possibility to reach the server from a data channel which can be an open data-communication network such as for instance Internet. If the connected data-communication network is open (not private) a logging in procedure shall be performed where the identity of the subscriber is checked. In this case signalling and data exchange which is performed between the subscriber’s intelligent terminal and the server shall be encrypted to guarantee the security at the transmission. The server shall include both service related data and logic, as well as subscriber related data and logic. Service related data and logic is not dependent of any specific subscriber, but all subscribers will have access to the same data and logic.

[0025] Subscriber related data and logic is unique for each subscriber and each subscriber has only access to his/her own data and logic.

[0026] The application program interface of the server is intended to be a uniform interface to the functionality of which all subscribers have access. Application programs can by that be bought, be exchanged or be constructed by the subscriber which in this way can acquire his/her wanted service profile. The application program interface consequently will be the same for all subscribers and be realized by service related data and logic.

[0027] Security shall be built into the application program interface in order to prevent not allowed operations to be performed. Security which prevents that not allowed requests for information is made shall also be built into the application program interface. In addition
there shall be a control mechanism in the application program interface which prevents that operations are performed in not allowed order, which can damage the underlying telecommunication network. These three aspects of security are the same for all subscribers and are realized by service-related data and logic.

[0028] Security shall be built into the application program interface to prevent that subscribers make connections or ask for information of not permitted type outside his/her own defined domain. A subscriber’s domain is the connections and telephone numbers which are the subscribers own. A subscriber shall consequently be able to perform connections and ask for information without restrictions only within his/her own domain. This security is unique for each subscriber and is realized by subscriber-related data and logic.

[0029] The subscribers shall have possibility to load down application programs in the server to create own individually related services when the own intelligent terminal does not have contact with the server.

[0030] To run an application program in the server, the subscriber shall have access to a space of his/her own in the server where an application program of his/her own can be loaded down and also be executed. This space is realized by subscriber-related data and logic. The processor capacity which is required to execute the programs is realized by service related data and logic.

[0031] The access to the server can be anticipated by a logging in procedure where the subscriber’s identity is checked. The signalling and data exchange which is made between the subscriber’s intelligent terminal and the server can be encrypted to guarantee the security at the transmission. This security is unique for each subscriber and is realized by subscriber-related data and logic.

[0032] With reference to Figure 1 is described how the invention can be implemented with the IN-concept as base.

[0033] In this implementation model, the server communicates directly with current SSF over IN’s communication network with the communication protocol INAP (Intelligent Network Application Protocol). The telecommunication network will recognize the server as a type of SCF, since the telecommunication network only sees the server’s INAP-protocol and has no knowledge of the other parts of the server. At incoming call to a subscriber which uses the invention, the SSF is detected that the telephone number is related to an IN-service. By that the information is asked for by an SCF which recognizes the number as a PTS-number. The control is handed over to the server to which the subscriber is connected. This delivery can be made via INAP. Please notice that the subscriber only has knowledge of and access to one server. The subscriber can after that handle the call via the application program interface of the server with his/her intelligent terminal. Alternatively the SSF can directly associate the call with right PTS which is preferred.

[0034] The model makes possible an effective realization of the invention and reuses the communication protocol INAP. By that the invention further develops the IN of today, and gives possibilities to develop individually related services.

[0035] The invention is only restricted by the following patent claims.

**Claims**

1. A public server (PTS) for computer-controlled telephony which belongs to, or is adapted to communicate with, a public telecommunication network in an arrangement with a data terminal at a subscriber’s, which data terminal is intended to handle telecommunication services in a public telecommunication network, **characterized in that** the server (PTS) comprises an application program interface (API) which is adapted to support communication between the data terminal and the telecommunication network and a storage for data and programs, wherein a part of the storage can be arranged individually for a subscriber for storing of his/her data and application programs, and that the server (PTS) has processor capacity for execution of the subscriber’s programs.

2. A public server according to claim 1, **characterized in that** the application program interface (API) is based on the Computer Supported Telecommunication Application CSTA.

3. A public server according to claim 1 or 2, **characterized in that** the server (PTS) comprises security mechanisms which are adapted to prevent that not allowed information is requested by the telecommunication network, and to prevent not permitted operations and not permitted sequences of operations.

4. A public server according to claim 1, 2 or 3, **characterized in that** the server (PTS) is adapted to communicate with an intelligent network (IN) by means of the Intelligent Network Application Protocol INAP.

5. An arrangement for computer-controlled telephony, including a data terminal at a subscriber, which data terminal is intended to handle telecommunication services in a public telecommunication network, and a public server (PTS) according to any one of claims 1 to 4.

6. Arrangement according to claim 5, **characterized in that** the data terminal is connected to the server (PTS) via a separate data channel or via out-band signalling.
7. Arrangement according to claim 5, characterized in that the data terminal is connected to the server (PTS) via an open data communication network.

8. Arrangement according to claim 7, characterized in that the access to the server (PTS) is adapted to be controlled by a logging in procedure.

Revendications

1. Serveur public (PTS) pour téléphonie commandée par ordinateur, qui appartient à, ou peut communiquer avec, un réseau de télécommunication public dans une configuration comportant un terminal de données chez un abonné, ce terminal de données étant prévu pour traiter des services de télécommunication dans un réseau de télécommunication public,

caractérisé en ce que

le serveur (PTS) comprend une interface de programme d'application (API) qui est prévue pour prendre en charge la communication entre le terminal de données et le réseau de télécommunication et une mémoire de données et de programmes, une partie de la mémoire pouvant être agencée individuellement pour qu'un abonné y stocke ses données et programmes d'application, et

le serveur (PTS) possède une capacité de processeur pour l'exécution des programmes de l'abonné.

2. Serveur public selon la revendication 1, caractérisé en ce que l'interface de programme d'application (API) est basée sur l'Application de Télécommunication Supportée par Ordinateur CSTA.

3. Serveur public selon la revendication 1 ou 2, caractérisé en ce que le serveur (PTS) comprend des mécanismes de sécurité qui sont prévus pour empêcher qu'une information non admise soit demandée par le réseau de télécommunication, et pour empêcher des opérations non autorisées et des séquences d'opérations non autorisées.

4. Serveur public selon la revendication 1, 2 ou 3, caractérisé en ce que le serveur (PTS) est prévu pour communiquer avec un réseau intelligent (IN) au moyen du Protocole d'Application de Réseau Intelligent INAP.
5. Agencement pour téléphonie commandée par ordinateur, comprenant un terminal de données chez un abonné, ce terminal de données étant prévu pour traiter des services de télécommunication dans un réseau de télécommunication public, et un serveur public (PTS) selon une quelconque des revendications 1 à 4.

6. Agencement selon la revendication 5, caractérisé en ce que le terminal de données est connecté au serveur (PTS) via un canal de données séparé ou via une signalisation hors bande.

7. Agencement selon la revendication 5, caractérisé en ce que le terminal de données est connectée au serveur (PTS) via un réseau de communication de données ouvert.

8. Agencement selon la revendication 7, caractérisé en ce que l'accès au serveur (PTS) est prévu pour être commandé par une procédure d'ouverture de session.